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Introduction

We have the following informative requirements for CSG access control in 36.300:

1.
A UE should not camp on or access a CSG Cell if it is not part of the User Group which is allowed to access that CSG Cell.

2.
The subscriber registered as the owner of a CSG Cell or group of Cells, under supervision of the operator, shall be able to control/modify quickly which other subscribers form part of the User Group associated with its CSG Cell(s). 
This means that the CSG concept is somewhat different from the more general tracking area for roaming concept in the sense that allowed users in a tracking area for roaming is a rather static configuration whereas allowed CSG users may be frequently updated, especially the list of allowed guests in a CSG. The fact that a Ue white list and a restriction indication on the broadcast channel will be used for CSGs means that access control in idle state in CSGs are rarely needed. Using a white list in the UE to indicate allowed access to a CSG can lead to Ues having outdated white list information. The white list information may be outdated because the UE is powered off, out of coverage, or because it is not immediatley informed that it is removed from access to a CSG. Such UEs may enter a CSG to which they are not allowed. This may happen at power update, cell selection and cell reselection towards the CSG. For these events some access control is needed. 
In this paper we show that using TA update and unique TAid per CSG is not the most apropriate way to handle idle state access control for CSGs. 
CSG access control by TA update
One problem with using TA update as access control in CSG is that the TA list can prohibit that the TA update is activated when entering a CSG. The Ue has a white list which is outdated and reselects a CSG cell. The access check is never done and the Ue camps on the CSG restricted cell which it is not suppose to, according to requirement 1 above.

If the CSG TA id is not listed toghether with surounding macro cells, there will be a lot of TA updates when leaving and entering home/offices/campus. Especially there will be a peak of TA updates when people go to work in the morning and comes home in the evening. The MME needs to be dimensioned for this TA update busy hour signalling.

Another problem that should be considered and that is not covered by TA update access control is how to handle the case that a UE is removed from the list of allowed Ues to a CSG and it is camping on the CSG at the same time.

To avoid these problems and to fulfil the requirements above, instantenous update of the UE white list when the Ue access is changed from allowed to unallowed would be required. Instantenous distribution of white list information to Ues eliminates the need of TA update towards CSGs for access control control purpose at cell reselection. It is only powered off terminals or Ues that are out of coverage that cannot be informed of changes in the CSG authorization. Hence, there is no need for the CSG TA id to affect the UE TA update implementation. The Ue needs to do TA updates only at macro TA id borders. Using a unique TA id per CSG to trigger TA update at cell reselection is not justified. Introducing a special TA id concept for CSGs and assigning unique TA ids per CSG would be unjustified if it is only going to be used at power up and cell selection.  

NAS or RRC forbidden CSG rejection can be used instead of forbidden TA. A eNB that belongs to a CSG could send its TA id plus parts of Cell id (a CSG id) to MME if/whenever authorization needs to be checked in the MME. The MME check will be a rare event, since it can be limited to, for example, power up and cell selection. Hence, MME signaling load will be normal as for macro cells. The Ue removes outdated infromation from its white list when CSG rejection is received. Using a unique TA id per CSG to send forbidden TA is not justified.

If the informative requirements in 36.300 can be relaxed then we believe that a service request control mechanism could be enough. However, TA update access control mechanism is neither enough nor needed, since with a TA update access control mechanism Ues could camp on a CSG and try to access it. 
UE White list identity
It has been argued that a unique TA id per CSG should be used as identity in the UE white list. However, the white list info can be TAid (16 bits) plus parts of Cell id, where the part of the cell id can be flexible. This can be called CSG id. This gives a much more flexible tool than a fixed TAid of say 28 bits. The CSG id flexibility does not introduce a high complexity, since it does not affect the TA update functionality. A large company can have an entire TA for its CSG, whereas a home cell can have a TA id + Cell id as its CSG. Using a unique TA id per CSG to list TA ids in the Ue white list is not justified. Furthermore, CT1 has indicated in the LS [1] that “The CSG cell identifier is not necessarily the tracking area identity”.
If a flexible tool is unwanted then the white list can be TAid (16 bits) plus a fixed length of Cell id.
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Figure 1. An example of a CSG id for an office.

[image: image2.emf] 

Tracking area code  

CSGid    

Cell identity  

Cell broadcasted  PLMN+ TA+ CI  

PLMN identity  


Figure 2. An example of a CSG id of a home cell if flexible CSG id length is allowed.
Proposal
We propose that RAN2 discusses the issues raised if handling idle state access control for CSG by TA update. 
If the informative requirements in 36.300 can be relaxed then we believe that a service request control mechanism could be sufficient. 
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