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1. Introduction

IMS is considered to be crucial for the development of multimedia-based 3G networks. Rel5 Core specification for IMS has been approved/frozen. Radio Access Bearers for Rel 5 needs to be defined to support IMS based services. The necessity to define RABs for IMS has already been acknowledged by RAN2.

IMS offers one (or) the combinations of Real Time Conversational Services e.g. Gaming, Voice etc., Real Time Streaming Services e.g. Video streaming, Audio Streaming etc. and Non Real Time Interactive/Background Data Services e.g. Instant Messaging, Chat, Web browsing etc. 

Thus, IMS need the services of one (or) combinations of the following RABs towards the PS domain:

· Conversational PS RABs

· Streaming PS RABs

· Interactive/Background PS RABs 

While, IMS can make use of most of the Interactive/Background PS RABs and Streaming PS RABs, which have already been defined for R99/Rel4/Rel5, there is no Conversational PS RAB defined for IMS use yet.

It is therefore, necessary to define RAB combinations consisting of Conversational PS RABs for IMS use. The main use case of such a Conversational PS RAB will be support of voice services; it can be used for other services though.

One of the aspects to consider while defining Conversational PS RABs is the handling of ROHC profiles with occasional full (or even larger e.g ROHC IR) header.  As we understand, there isn’t any standard mechanism, within the Radio Interface Protocols specified for Rel5, to handle these ROHC profiles in a very spectrum efficient manner. In view of this, our proposal is to define a combination of RABs including basic Conversational RABs for voice services, making use of the features already specified in the Radio Interface Protocols for Rel5.

This contribution mainly focuses on the RABs needed to support IMS based Voice Services since the IMS based Data services can make use of the RABs already defined for R99/Rel4 and Rel5.

2. Application Flows for support of Voice Calls over IMS

There are three distinctively different application flows needed to support voice calls over IMS as shown in the figure below:


· SIP/SDP over UDP/IP for application control between the terminals. SIP signalling is used for multimedia session control.

·   Voice payload (media) carried over RTP/UDP/IP between terminals. The coded speech is carried alongside the payload descriptor in the RTP payload. DTMF, SID and DTX packets are also carried alongside the speech packets.

·   RTCP over UDP/IP for media control between the terminals. RTCP is used to feedback quality 

               Information to the source.

2.1. Characteristics of the Application Flows 

· SIP/SDP
SIP/SDP signaling is used for multimedia session control. Some characteristics of SIP/SDP signaling are:

-         It is a request - response type of communication.

·         Low volume traffic with a low demand for average bandwidth. 

Some aspects of the service behavior depend on the QoS given to the SIP/SDP signaling. Hence, SIP/SDP signaling should get high priority and experience low delay. Therefore a dedicated bearer with Interactive QoS class should be established for SIP/SDP signaling.

· Media(RTP)
The Media/RTP flow carries the coded speech. It also carries DTMF, SID and DTX packets. The overall IP packets for the media flow carrying speech are AMR/RTP/UDP/IPv6. RTP payload size for AMR 12.2 Kbps coded speech is 32 Bytes. The characteristics of the flow are:

· Real Time/Conversational

· Consists of IP packets of size 92 Bytes including uncompressed RTP/UD/IP header(60 Bytes) every 20 ms for AMR 12.2 Kbps coded speech 

A dedicated bearer with Conversational QoS class should be established for Media/RTP flow.

· RTCP
RTCP is carried over UDP/IP. It carries media control information between the terminals. The characteristics of the flow are:

· Message size(140 Bytes) is usually a bit larger than the RTP payload. 

· Messages are transferred rather infrequently. 

A dedicated/shared bearer should meet the requirements for the RTCP flow.

3. RAB Requirements for Voice Call over IMS

The Radio Access Network needs to provide RABs to transport the application flows defined in section above. From the NAS point of view, there is always a separate PDP Context and an associated RAB for SIP/SDP signalling. There is also a PDP Context and an associated RAB for RTP flow. 

The following two options are possible for handling RTCP flow:

· RTCP flow multiplexed on the same PDP context(hence the RAB) as that of RTP flow. 

· RTCP flow on a separate PDP context(hence the RAB) to that of RTP flow

Note: The PDP context for SIP/SDP will be the primary and that for RTP/RTCP will be secondary.

Stage 2(TS 23.228) requires multiplexing of RTCP and RTP on the same PDP context. However, this can be complex to handle from RAN perspective. Keeping RTCP and RTP on separate PDP context(hence the RAB) can be easier to handle from RAN perspective.

Thus, there is a need for the following RABs to support IMS voice services:

· One I/B PS RAB for SIP/SDP Signalling

· One Conversational PS RAB for RTP(and RTCP, if multiplexed)

· One I/B PS RAB for RTCP(if not muxed with RTP)

Note: Apart from the RABS indicated above, SRBs also is needed 

These RABs can exist in combination with RABs for other data services. The PS RABs, which are already defined for R99/Rel4/rel5, can be made use of for SIP/SDP and RTCP(if not multiplexed with RTP). 

End-End RAB establishment procedure for IMS voice call is shown in Annex-‘A’ to this document.

4. RAB Realisation Principle

This section provides an overview of how RABs for IMS voice services with 12.2 kbps AMR coded speech could be realized using the features already specified in Rel5. 

· Header Compression

The ROHC(RFC 3095) header compression will be used to compress the RTP/UDP/IP header from 60 octets to normally 3 octets. This means, a 12.2 kbps AMR coded speech service, will normally be

Compressed to a packet size of for 35 octets. No Context Identifier is proposed to be used in the ROHC header. However, there will also be larger header sizes including occasional full header and ROHC IR header. The possibilities, within ROHC, to limit the number of header sizes can be used.

· SIP/SDP RAB

For SIP/SDP RABs, an I/B PS RAB of 16 Kbps/16 Kbps, which is already defined for R99/Rel4/Rel5, can be used. The establishment of this RAB is done in the same way as in R99/Rel4/Rel5. This can be MAC multiplexed with other I/B PS RABs.

· RTP RAB
This RAB is needed for the case when RTP and RTCP flows are not multiplexed over the same PDP Context. For the RTP flow, a conversational PS RAB is needed. 

For the establishment of this RAB, there will not, in the RAB assignment request message, be detailed SDU format information, instead the RNC will receive a RAB assignment request message with e.g. max SDU size, a bit rate(36.8 Kbps) that corresponds to the uncompressed RTP/UDP/IP flow and with a source descriptor that indicates speech.

The Radio Bearer should be capable of handling the RTP/RTCP packets with full RTP/UDP/IPv6 header and the over head(6 bytes –ROHC IR header, Feedback etc.)Introduced by ROHC. Further overhead will also be introduced by PDCP(1 Byte) and RLC UMD(1 or 2 Bytes). The maximum RLC SDU size will be 99 Bytes/792 bits(32 bytes-RTP payload, 60 Bytes- RTP/UDP/IP Header, 1 Byte-PDCP Header and 6 Bytes-ROHC overhead). The physical channel will use the SF needed to support the RB at the highest required bit rate.

Compression of RTP/UDP/IP header will take place when header compression functionality has started to compress. However, the spreading factor for the physical channel will remain the same as the one during set up of the Radio bearer in order to ensure that the occasional full header and ROHC overhead are handled.

· RTCP RAB
This RAB is needed for the case when RTP and RTCP flows are not multiplexed over the same PDP Context. For RTCP RABs, an I/B PS RAB of 16 Kbps/16Kbps already defined for R99/Rel4/Rel5 could be used. The establishment of this RAB is done in the same way as in R99/Rel4/Rel5. This can be MAC multiplexed with other I/B PS RABs.

· RTP/RTCP RAB
This RAB is needed for the case when RTP and RTCP flows are multiplexed over the same PDP Context. For the RTP/RTCP flows, a conversational PS RAB is needed. For the establishment of this RAB, there will not, in the RAB assignment request message, be detailed SDU format information, instead the RNC will receive a RAB assignment request message with e.g max SDU size, a bit rate that corresponds to the uncompressed RTP flow as well as the RTCP flow and with a source descriptor that indicates speech.

The Radio Bearer should be capable of handling the RTP/RTCP packets with full header and the over head(6 bytes –ROHC IR header, Feedback etc.)Introduced by ROHC. Further overhead will also be introduced by PDCP(1 Byte) and RLC UMD(1 or 2 Bytes). The maximum RLC SDU size for this case will be dictated by the size of the RTCP packet and is 207 Bytes/1656 bits(considering payload size of 140 Bytes for RTCP packet). The physical channel will use the SF needed to support the RB at the highest required bit rate.

Compression of RTP/UDP/IP header will take place when header compression functionality has started to compress. However, the spreading factor for the physical channel will remain the same as the one during set up of the Radio bearer in order to ensure that the occasional full header and ROHC overhead are handled.

5. Proposed RAB Combinations

In addition to the principle described above, we make the following assumptions while defining the proposed RAB combinations.

· The Transport Formats for the proposed RABs are optimised for AMR 12.2 Kbps codecs. But, any other codecs can also be supported, if needed.

· RTP and RTCP multiplexed over the same PDP context. However, one of the proposed 

                     Combinations also provide the possibility to support RTP and RTCP on separate PDP context.

· The radio bearer for RTP & RTP/RTCP will be provisioned to carry RTP and/or RTCP with uncompressed IP Header. However, the RB configuration will include Transport Format defined to handle RTP/UDP/IP header compressed to 3 Bytes (ROHC). 

· 1 Byte of PDCP Header will be considered for defining the RB for the media

· RLC mode used for RTP/RTCP RAB will be UMD(with 1 byte header and 1 byte LI)

· NRT RABs will be multiplexed at the MAC level.

· UEP, multiplexing of RTCP&RTP, Frame Stealing, UDP lite, MAC multiplexing of SIP/SDP with SRBs, Additional Header Compression Profiles are left for future optimisation and are not considered in this proposal.

The following RAB Combinations are proposed:

1. Conversational  42.8/ 42.8 Kbps PS RAB + I/B 16/16 +16/16 Kbps PS RAB+3.4/3.4 Kbps SRB

2. Conversational  42.8/ 42.8 Kbps PS RAB + I/B 16/16 Kbps PS RAB+3.4/3.4 Kbps SRB 

Conversational 42.8/42.8 Kbps PS RAB is proposed to be used for RTP/RTCP. RTP flow would require 36.8 Kbps while the remaining can be used by RTCP. This RAB can also be used for other codecs and Conversation/Real Time PS applications e.g. Gaming, if needed. 

RLC UMD PDU size of 928 bits including 2 bytes overhead(LI=1 Byte; Header=1 Byte) is proposed to be used for the 42.8 Kbps RAB. 

One of the 16/16 Kbps I/B RABs will be used for SIP/SDP signalling, while the other will be used for Data services. The RABs, which are already defined for R99/Rel4/Rel5, could be made use of for this.

Detailed RAB configuration is given in the CR(Tdoc: R2-021616).

6. Further Work on Optimisation of  RABs for IMS voice call

It is proposed that RAN2 look into addressing the following aspects for future optimisation of RABs for IMS voice:

- UEP 

- Frame Stealing 

- UDP lite & additional HC Profiles 

- MAC multiplexing of SIP/SDP with SRBs 

7.  Conclusion

It is proposed that an agreement be reached within RAN2 on the principle described in this document. It is also proposed that the attached CR providing RAB configuration parameters defined based on this principle be agreed within RAN2 for inclusion in TS 34.108 and LS be sent to RAN1 for approving the L1 parameters.

It is further proposed that LS be send to SA2(cc:CN3, RAN3) asking them to allow an option to keep RTCP and RTP on separate PDP contexts.

Annexure- ‘A’

SAMPLE END-END SESSION ESTABLISHMENT PROCEDURE 

For IMS Voice Call

This section of the contribution depicts an end-end session establishment procedure for a mobile originated/terminated IMS voice call. 

· ASSUMPTIONS                                                                                                                                       

The following assumptions are made in order to describe the end-to-end session flow:

 - The session only involves the speech component.

 - The originator of the session is a UE(UE1) located within the service area of the network operator to whom the UE is subscribed. 

 - The terminator of the session also is a UE(UE2) located within the service area of the network operator to which it is subscribed.

-   UE1 is not registered to the IM subsystem.

-   UE2 has activated the PDP context and is registered to the IM subsystem. But the RAB has been released due to inactivity.

-   RTP and RTCP are multiplexed on the same PDP context.

· SIGNALLING FLOW                                                                                                                                    

The session establishment procedure is shown in the figure below. Some messages have been omitted for simplicity.







Step-by-step processing of this end-to-end session establishment procedure is described below:

1. UE1 initiates establishment of an RRC connection if none exists for CS traffic.

Parameters: Initial UE Identity, Establishment cause, Physical &Transport Parameters, Integrity information, ciphering information, UE radio access capability

2. The NAS signalling connection is established between UE1 and the SGSN for transferring NAS messages.

Parameters: Initial NAS Message ( Service Request, RAU Request etc.), CN domain indicator etc. Service type will be Data.

3. The optional authentication procedure executed from the SGSN performs both the authentication and security keys agreement.

4. Security Mode Command and Security Mode Complete messages are exchanged between UE1, RNC and SGSN. 

       Parameters: Ciphering/IP Algorithm, Ciphering/IP Keys etc.

5. The SGSN shall respond with a Service Accept message towards UE1, in case the service request can be accepted.

6. UE1 initiates activation of PDP Context to carry IMS related signalling e.g. SIP/SDP.

7. SGSN initiates the establishment of Radio Access Bearer for transferring SIP/SDP signalling between UE1 and SGSN.

8. SGSN sends Activate PDP Context Accept message to UE1 on successful activation of the PDP context.

9. UE1 performs P-CSCF discovery and registers with the IM subsystem. A S-CSCF shall be assigned to serve the UE. 

10. UE1 sends a SIP INVITE request message containing an initial SDP, to P-CSCF of the IM subsystem, which was obtained through the P-CSCF discovery procedure. 

11. IMS domain forwards the INVITE message towards UE2

12. The SGSN sends a Paging message to the RNC. The RNC pages UE2 by sending a Paging Type 1 message to UE2.

13. UE2 initiates establishment of RRC connection.

14. UE2 sends Service request message to SGSN

15. The optional authentication procedure executed from the SGSN performs both the authentication and security keys agreement.

16. Security Mode Command and Security Mode Complete messages are 

Exchanged between UE2, RNC and SGSN. UE2 knows that the Service Request message was successfully received in the SGSN when it receives the RRC Security Mode Command message.

Parameters: Ciphering/IP Algorithm, Ciphering/IP Keys etc.

17. SGSN initiates the establishment of RAB for SIP/SDP signalling towards UE2.

18. SGSN forwards the INVITE message to UE2

19. SIP Signalling Procedure takes place between UE1 and UE2. This includes QoS set up etc.                     Note: Some parts of the procedure may occur after the secondary context is set up. SIP waits for the resources to be allocated before it finally completes the session establishment.

20. UE1 and UE2 initiates establishment of the bearer for RTP/RTCP flow. This can go on in parallel for both the UEs.

21. SIP Signalling procedure(as per TS 24.228) takes place between UE1 and UE2. 

22. Conversation can now proceed between UE1 and UE2.
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