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1 Introduction 
In RAN2#125bis, a number of agreements were made on user plane and control plane, mostly excluding legacy Uu functionality and layers which are not needed for AIOT.  In general, a number of protocol stack layers have been excluded from AIOT, specifically SDAP, PDCP, RLC, and RRC.  In addition, the functions of HARQ, RLC AM, periodic SIB and MIB, L3 measurements, connection management, and ASN.1 encoding.

Agreement

1 RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 

2 We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 

3 Random Access is triggered by the reader 
4 Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are

5 Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  

6 Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access.  FFS details

7 For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).   

In this contribution, we discuss terminology and definitions of the access procedure and outline the aspects that need to be studied by RAN2.
2 Discussion on Functions for AIOT
2.1 Device Configuration and Resource Allocation
Adequate control of network and air interface resources should be ensured by AIOT devices.  This is especially important since the main scenario for AIOT (at least for Rel-19) is to use licensed FR1 spectrum.  Specifically, configuration of PHY layer parameters such as the allowable frequency resources, transmission duration, etc. as well as random access procedure configuration would need to be provided to the AIOT devices.  Since RRC layer has been excluded for AIOT, configuration information should be carried by other layers (e.g., MAC or new AIOT layer).

Observation 1:
Network control via common and/or dedicated configuration carried in the AS layer is essential for AIOT. 
For AIOT devices, the system information framework in NR has been excluded.  However, configuration can be transmitted by the reader along with R2D transmissions associated with inventory and command.  For example, common configuration could be sent along with the “paging message” or any R2D transmission prior to the “inventory” procedure, while dedicated configuration could be sent along with D2R transmissions associated with random access procedure or contention resolution.  In this way, the network can efficiently configure the random access and unicast data transmission procedures/phases for the AIOT devices while introducing limited additional decoding effort at the device.

Furthermore, contrary to the configuration of normal NR UEs, the number of device configurations for AIOT may be limited and RAN2 can take advantage of further signalling optimizations for providing these configurations, such as a set of indexed configurations.  Such optimizations should be studied by RAN2 in Rel19.

Proposal 1:
Device configuration (e.g., resources, transmission parameters) is provided by the MAC Layer (e.g., in MAC CEs) or a new AIOT layer and piggybacked with other R2D transmissions (e.g., paging, inventory, command, etc). RAN2 studies methods to reduce signalling overhead and complexity of such signalling.

How long a device maintains this context or configuration should also be discussed.  On the one hand, it would be preferrable to keep the device storage requirements as small as possible, and therefore configure device parameters that are only necessary for the device’s next transmission, or for the duration of an inventory procedure.  However, since device location is static, some transmission parameters, once determined by the reader, should be applied over multiple procedures.  For example, once an acceptable transmission power is determined, and it would be advantageous to maintain value over multiple inventory procedures.  Furthermore, if context is maintained by the device over multiple procedures, RAN2 should discuss when such context should be released by the device.  While explicit release of the context can be supported, as in Uu, a more signalling efficient method to trigger context release may be better suited to AIOT devices.   
Proposal 2:
RAN2 studies different options for applicability of the configuration received by the device: 1) applicable to a single device transmission; 2) applicable over multiple transmissions associated with one procedure or multiple procedures.  
In order to determine appropriate device configuration, some knowledge of the device’s capability is needed.  For example, while RAN1 is considering both TDM and FDM, it is assumed that some devices may not support FDM or may support only a limited number of frequencies.  It is also expected that the different device types (type 1 vs type 2) will support different processing times, time intervals between UL and DL, maximum transmit power, etc.  Normal UEs in NR support signalling of their capabilities, which includes their supported bands or band combinations as well as the NR features or optional functions that they support.  While a full-blown capability framework for AIOT seems unnecessary, there seems to be at least some need for signalling certain device characteristics to the network.  As a result, some basic form of capability signalling should be considered.  As with configuration signalling, capability can be reported along with UL transmissions and can make use of signalling optimizations.  

Proposal 3:
Rel19 Ambient IOT devices can support basic signalling of the device’s capability to the reader for the reader to allocate appropriate resources.  RAN2 studies methods to reduce signalling overhead and complexity of such signalling.

MAC layer in NR provides scheduling information to the network using SR and BSR.  SR is used in the case the UE has data available for transmission without any resources to provide the network with BSR or to send the data.  For DO-DTT and DT cases, it would seem unnecessary to support a UE triggered indication of data.

However, it may still be useful for the device to provide some information about the amount of data available for transmission is a BSR-like message.  For example, it may be possible that transmission by the device is limited to either the size of a granted resource, or to some maximum time duration that could be based on the device’s stored energy.  If the device is unable to include all the data that needs to be transmitted within the TB in such cases, notifying the network and/or the reader would be useful.  Legacy BSR could be used in this case, although simplifications in the format of the MAC CE could be envisioned to remove the notion of multiple LCGs.  Alternatively, buffer status can be simplified to provide only an indication that the UE was unable to transmit (e.g., due to lack of energy), and/or additional grants are needed.

Proposal 4:
SR is not supported in Rel19.

Proposal 5:
BSR-Like functionality is supported with some enhancements/simplification. 
2.2 Visibility of Commands by AS Layer

AIOT in Rel19 should support the use cases of  rUC1 (indoor inventory) and rUC4 (Indoor command).  The upper layers (e.g., application) may initiate inventory and read/write commands to a device.  However, how much of these commands are visible to the AS layer is one issue that discussed at RAN2#125bis.
In our view, the AS layer should be aware of what the reader’s expectation (from the device) is when a command is issues.  Specifically, whether the reader issues a read command or a write command may result in a different size of the response from the device.  This knowledge can be used in subsequent resource allocation and managing of the paging message.  However, the commands themselves should be carried in the data portions of the message, since they come from the application layer.  RAN2 can discuss what AS control information needs to be sent with each command.

Proposal 6:
RAN2 assumes the AS layer has some visibility of the command or command type carried by a R2D PDU (e.g., for the reader to determine the transmission behaviour from a device).

Proposal 7:
RAN2 assumes that commands (e.g., read/write/inventory/disable) themselves are carried in a transparent fashion as upper layer data. 

2.3 Security Aspects Relevant to SA3

In RAN2#125bis, it was agreed that AS security at PDCP is not supported, unless SA3 indicates otherwise.  In addition to this security aspect, we think two additional aspects related to security need discussion in SA3.

Firstly, access procedure, as discussed in our companion contribution, requires the transmission of a device ID in the messages between the device and the reader.  This inclusion of the device ID may pose a security concern, but this should be decided by SA3.  If there is any security concern with including the device ID in cleartext, this may have impacts on RAN2. 
Proposal 8:
RAN2 informs SA3 that it intends to include an identity specific to a device (e.g., device ID, temporary ID) in the signalling between device and reader and asks whether SA3 has any concerns.

Secondly, RAN2 is discussing whether to include the command message directly in the initial trigger message.  As discussed in our companion contribution in information flows, we think this has benefits from RAN perspective, but we think it may have security concerns if the command itself is not encrypted by upper layers.  Since this will depend on whether a security context is already available at the time the initiation message is sent, we think SA3 should indicate whether there is any concern.
Proposal 9:
RAN2 asks SA3 whether there are any security concerns for sending a command in the initial trigger message.

2.4 Device Charging Impacts

NR MAC supports DRX for power savings.  Legacy DRX is based on a periodic pattern of on duration, as well as monitoring of PDCCH activity (i.e., for extending the on duration by an inactivity timer).  While some basic timer support is possible for AIOT devices, the difficulty in supporting legacy DRX will be in the lack of synchronization to slot or frame boundaries for such devices.  In addition, RAN1 has already excluded defining PDCCH for the A-Uu interface.

While legacy DRX is not possible, power consumption at the device is still important.  Furthermore, considering some devices require charging before they can perform transmission, a device may be unavailable for certain periods.  Specifically, the MAC layer may need to coordinate distinct periods of inactivity at the device that are needed for charging purposes.  These periods could look very similar to DRX, whereby the ambient IOT device may use the off periods to perform charging.  Alternatively, since these periods may also depend on external factors (e.g., the power of the CW), they can be defined and coordinated dynamically.    

Proposal 10:
RAN2 studies the impact of periods of inactivity/inability to operate (e.g. while it is charging) at the device and how to coordinate this information between the reader and the device.
3 Conclusion
In this contribution, the following observations were made on functionality to support in Ambient IOT:
Observation 1:
Network control via common and/or dedicated configuration carried in the AS layer is essential for AIOT. 
Based on these observations, the following conclusions have been made:
Proposal 1:
Device configuration (e.g., resources, transmission parameters) is provided by the MAC Layer (e.g., in MAC CEs) or a new AIOT layer and piggybacked with other R2D transmissions (e.g., paging, inventory, command, etc). RAN2 studies methods to reduce signalling overhead and complexity of such signalling.

Proposal 2:
RAN2 studies different options for applicability of the configuration received by the device: 1) applicable to a single device transmission; 2) applicable over multiple transmissions associated with one procedure or multiple procedures.  

Proposal 3:
Rel19 Ambient IOT devices can support basic signalling of the device’s capability to the reader for the reader to allocate appropriate resources.  RAN2 studies methods to reduce signalling overhead and complexity of such signalling.

Proposal 4:
SR is not supported in Rel19.

Proposal 5:
BSR-Like functionality is supported with some enhancements/simplification. 

Proposal 6:
RAN2 assumes the AS layer has some visibility of the command or command type carried by a R2D PDU (e.g., for the reader to determine the transmission behaviour from a device).

Proposal 7:
RAN2 assumes that commands (e.g., read/write/inventory/disable) themselves are carried in a transparent fashion as upper layer data. 

Proposal 8:
RAN2 informs SA3 that it intends to include an identity specific to a device (e.g., device ID, temporary ID) in the signalling between device and reader and asks whether SA3 has any concerns.

Proposal 9:
RAN2 asks SA3 whether there are any security concerns for sending a command in the initial trigger message.

Proposal 10:
RAN2 studies the impact of periods of inactivity/inability to operate (e.g. while it is charging) at the device and how to coordinate this information between the reader and the device.
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