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Introduction
During RAN2 #125bis, RAN2 began study work on Ambient IoT solutions in NR in accordance with the SID agreed during RAN#102 [1]. 
Some points arising from the discussion on random access are discussed in this contribution.

Discussion
During RAN2#125bis, RAN2 agreed to follow RAN1 in assuming slotted Aloha as a baseline for Ambient IoT random access [2].
General structure 
On receipt of a service request from the network, the Reader performs a number of access rounds until all devices identified in the service request have been reached. 
Each access round begins with a trigger message from the Reader announcing the start of the access round, followed by a number of slots, or access occasions, during which devices may contend for access and, if successful, may exchange data.
Dimensioning the access round
In conventional slotted Aloha, packets arrive at a rate G, being the mean number of transmission attempts per slot duration. It can be shown that slotted Aloha has a peak efficiency of around 1/e or 0.37, achieved when G = 1. This means that, at most, 37% of the available slots are successfully used to transfer a packet; the rest are either not used or suffer from collisions.
Observation 1a: The maximum efficiency of slotted Aloha is about 0.37, obtained when the mean number of transmission attempts per slot duration is 1.
This implies that, for the most efficient operation, the number of available slots per access round should be similar to the number of devices expected to respond – too few slots and the increased number of collisions will reduce the efficiency; too many slots and the increased number of unused slots will again reduce the efficiency. 
Observation 1b: For the most efficient operation, the number of available slots per access round should be similar to the number of devices expected to respond.
This means that, at the start of each access round, the Reader needs to know how many devices need to respond and set the number of slots, or access occasions, accordingly. It should also communicate the number of access occasions available to the devices in the trigger message.
Proposal 1: The access round trigger message should indicate the number of access occasions available during the round.
Number of access rounds
Given that only 37% of devices per round will successfully gain access and exchange data, multiple rounds will be necessary. Assuming no propagation or other issues, if 63% of devices fail then it can be estimated at least 10 rounds would be needed to obtain an overall failure rate of around 1% or less. Since, in principle, each round need only be 63% of the length of the previous round, the extra time can be limited to a factor 3 or so. 
Observation 2: Many rounds may be necessary to reduce the number of unreached devices to a minimum level; since each round can be shorter than the previous, the impact of extra rounds can be minimised.
The need for multiple rounds to service the same service request means that the access round trigger message should contain a field identifying the service request so that devices that have already responded to the service request can know that they can ignore the current access round.
Proposal 2: The access round trigger message should contain a field identifying the service request.
Random access within an access occasion
Because the AIoT devices are assumed to have poor time-keeping capabilities, it has been suggested [3] that the Reader sends a signal to indicate the start of each access occasion. A device wanting to bid for access during the access occasion can then begin a random access process.
Currently, RAN2 has agreed to study a 2-step and a 4-step random access procedure. An unresolved issue is whether data can be sent during the random access procedure or not.
2-step v. 4-step random access procedure
In the 2-step random access procedure, the device sends a temporary identifier as Msg1. The temporary identifier may be a random number. If the device is successfully, the Reader responds in Msg2 with a copy of the temporary identifier.
In the 4-step procedure, the device sends its device ID in Msg3, with the Reader providing an acknowledgement in Msg4.
Data transmission
In one approach [4], the random access procedure is completed successfully before data is sent. 


Figure 2.3.2-1: 4-step and 2-step random access procedures according to [4]
In this case, in contention-based operation, the 4-step procedure provides extra security against the possibility that two devices have chosen the same temporary ID in step 1. For contention-free operation, this extra step might not be necessary. However, as it stands that, at the completion of the 2-step procedure, the Reader does not yet know the true identity of the device and is taking it on faith that it is the same device that it paged.
In another approach [5], uplink data can be sent alongside the device ID in msg1 (2-step) or msg3 (4-step) and downlink data in msg2 (2-step) or msg4 (4-step).



Figure 2.3.2-2: 4-step and 2-step random access procedures according to [5]

In this approach, the device ID is sent to the Reader even in the 2-step procedure. Additionally, UL payload data is sent alongside the device ID, i.e., before the random access procedure has concluded.
Observation 3: Proposals for 2-step and 4-step random access procedures differ on their handling of payload data.
Proposal 3: RAN2 to consider whether payload data can be sent during the random access procedure or only on completion of the procedure. 
Security
At this point of the discussion, security has not been factored in, and this may have an impact on the choices available. In some scenarios, for example, it might be considered insecure for the device to send its device ID in msg1 before confirming that the Reader is valid or before a secure channel has been established.
Proposal 4: RAN2 to take into account security requirements when studying 2-step and 4-step random access procedures.

Conclusion
In this contribution, we made the following observations:
Observation 1a: The maximum efficiency of slotted Aloha is about 0.37, obtained when the mean number of transmission attempts per slot duration is 1.
Observation 1b: For the most efficient operation, the number of available slots per access round should be similar to the number of devices expected to respond.
Observation 2: Many rounds may be necessary to reduce the number of unreached devices to a minimum level; since each round can be shorter than the previous, the impact of extra rounds can be minimised.
Observation 3: Proposals for 2-step and 4-step random access procedures differ on their handling of payload data.
We offer the following proposals:
Proposal 1: The access round trigger message should indicate the number of access occasions available during the round.
Proposal 2: The access round trigger message should contain a field identifying the service request.
Proposal 3: RAN2 to consider whether payload data can be sent during the random access procedure or only on completion of the procedure. 
Proposal 4: RAN2 to take into account security requirements when studying 2-step and 4-step random access procedures.
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