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Introduction
[bookmark: _Toc242573354]At the RAN2#125bis meeting, some agreements have been made on UE data collection as below:
	 =>	need to better define what is control of data collection in MNO and visibility of data content in MNO.  
=>	understanding is that OTT is outside of MNO



A post email discussion on UE data collection solution details and control and visibility, privacy is trigged [1], email prove the summary but some proposals are still FFS due to it’s hard to make consensus among companies, such as whether a server for AI model training is inside or outside the MNO, etc.
This tdoc proposes several perspectives on those controversial remarks on data collection at the UE side for model training purposes.
Discussion
2.1	Locations of the UE-side training model server
In the post email discussion [1], there is a majority view to replace the term ‘OTT server’ with ‘server for training data collection for UE-side models’ in the definitions/descriptions of solution 1b, 2, and 3.  Besides, the majority also thinks that for solution 1a, the server for training data collection for UE-side models is outside of MNO’s network and is therefore classified as an OTT server. From RAN2 perspective, solution 1a is outside the scope and has no specification impact. However, for solution 1b, solution 2 and solution 3, some companies have different opinions on whether the server can be outside MNOs’ network.
Regarding solution 1b), it’s illustrated that UE collects and directly transfers training data to the OTT server in a non-3GPP transparent way, in which “non-3GPP transparent” means a 3GPP entities (e.g. NG-RAN, OAM, or CN) are able to control and read all the data flowing through itself. Under this premise, the server for UE-side training data collection must be inside of the MNO in case of any incontrollable data leak. Regarding solution 2 and solution 3, the situation and data security requirements are totally same with solution 1b), the server for UE-side training data collection must be inside of the MNO, too. Besides, this eliminates the distinction between Solutions 1b), and 2/3, rendering Solution 1b) redundant and can be removed to prevent repetitive discussions.
Proposal 1: For solution 1b), 2 and 3, the server for training data collection for UE-side models should be inside MNO’s network.
Proposal 2: Solution 1b) is considered redundant with OAM-based and CN-based solutions.
2.2	Controllability
In the post email discussion [1], a consensus was reached that the MNO has control/management over UE-side training data collection in the case that solution 1b) is opted. However, there is a lack of consensus among companies regarding the extent of MNO's control—whether it is partial or full.
Proponents of partial control solutions provide examples such as: the MNO cannot dictate when the UE should transmit data to the server; the data collection entity (or Network Function, NF) might choose not to reveal the actual data to the CN; and for UP-based data transfers, the MNO's controllability is limited, such as in QoS management, or the MNO may only be informed of data collection activities without the ability to control the data itself.
On the other hand, the majority agrees that for solution 1b, the first termination entity is the server for training data collection for UE-side models, which, as previously described, must be located within the MNO's network. Under this scenario, it is believed that the MNO can exert full control over the server and is required to fully manage the data both stored within and transferred through the server. Should other companies wish to lease the server via a SLA, the MNO retains the responsibility to ensure the security and privacy of the data and strategy, and to have the capability to read and write data during the transfer process. This level of control is referred to as "full control." There is a reluctance to expose data within the MNO's network to other companies, particularly when the MNO is not even aware of the nature of the data in question.
Proposal 3: Regarding solution 1b), the MNO has full controllability over the UE-side training data collection.
Additionally, it’s still open to discuss whether full controllability encompasses modification. In our perspective, even if the MNO has the capability to manage data (initiating, terminating, and fully managing the volume of data) transfer to and from the server for training data collection for UE-side models, MNO won’t able to expose any data to the outside OTT server due if it cannot modify the data (e.g. delete the private data, user ID, vendor information, etc). Then the following is proposed:
Proposal 4: The term “full controllability” means the MNO has the capability to manage data transfer to and from the server for training data collection for UE-side models. This includes initiating, terminating, modifying and fully managing the volume of data.
2.3	Visibility
Actually, "Full controllability" and "Full visibility" usually appear together. It is challenging to understand how a MNO can have complete control over the data it collects yet be unable to fully visualize that data. Therefore, it is inferred that the MNO also possesses the capability to "Modify" the collected data, where "Modify" implies the ability to perform real-time read/write operations on the data. 
Regardless solution 1b), 2), and 3), it’s illustrated as above that the server for training data collection for UE-side models should be inside MNO’s network. With this premise, MNO should have both full controllability and full visibility of data content for UE-side training data collection. Especially, the data content must be standardized. Otherwise, whether it is data within containers visible at the RRC layer, the MNO cannot assess the security of the data contained therein if such data is not standardized.
Proposal 5: The term 'visibility' of data content signifies the capability of the MNO to, at least, be aware of, access, modify, and comprehend the data during transfer. “Modify” means “real-time read/write”.
Proposal 6: For solution 1b, 2, and 3, MNO has full visibility of data content for UE-side training data collection.
Conclusion
[bookmark: _Toc242573361]RAN2 is kindly asked to discuss the following proposals:
Proposal 1: For solution 1b), 2 and 3, the server for training data collection for UE-side models should be inside MNO’s network.
Proposal 2: Solution 1b) is considered redundant with OAM-based and CN-based solutions.
Proposal 3: Regarding solution 1b), the MNO has full controllability over the UE-side training data collection.
Proposal 4: The term “full controllability” means the MNO has the capability to manage data transfer to and from the server for training data collection for UE-side models. This includes initiating, terminating, modifying and fully managing the volume of data.
Proposal 5: The term 'visibility' of data content signifies the capability of the MNO to, at least, be aware of, access, modify, and comprehend the data during transfer. “Modify” means “real-time read/write”.
Proposal 6: For solution 1b, 2, and 3, MNO has full visibility of data content for UE-side training data collection.
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