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1. Introduction
[bookmark: OLE_LINK1]In RAN#102 meeting, a new SI for Ambient IoT in NR has been approved [1]. The following RAN2-led objectives have been identified from the SID.
	· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.



In RAN 2#125-bis meeting [2], following agreements were made for random access process.Agreement
1	RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 
2   We will study the support for access triggering for a single device, group of devices, or all devices. RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 
3   Random Access is triggered by the reader
4	Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are
5	Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  
6	Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access. FFS details
7   For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).





[bookmark: _Hlk155950016]In this contribution, we discuss some general problems to be further discussed including collisions and RACH failure and identifiers to be used in initial access message.
2. Random access
[bookmark: _Hlk166242819]2.1 Random Access Procedure
[bookmark: _Hlk166241971]The random access procedures can be of two types such as 2 step RACH and 4 step RACH same as supported in NR for the legacy UE. For A-IoT devices, we need to analyze the 4 step and 2 step RACH based on their capability. The 4 step RACH procedure for the A-IoT devices involves more uplink transmission than 2 step RACH. Therefore, the 4 step RACH requires more power consumption than a 2 step RACH. Keeping this in consideration, the device with 1 µW power consumption is more suitable for the 2 step RACH due to its low power constraint. Based on the device capability the 2 step and 4 step RACH procedures can be chosen. Due to a large number of messages that are involved in 4 step RACH procedure than 2 step RACH, that need be exchanged between the reader and the device, the time taken to complete this 4 step RACH will be more, which result in more delay. Therefore, due to larger delay, the device will consume more power. And, in this case the device with few hundreds µW device may not be able to hold for the whole inventory cycle and become unavailable due to lack of energy storage. Thus the 2 step RACH and 4 step RACH procedures needs to be analyze properly before selecting any one for the A-IoT devices. 
Observation 1: Following aspects needs to be considered:
· Device capability
· Device unavailability due to larger delay during random access process

Proposal 1: Down selection of the 2 step RACH and 4 step RACH should consider observation 1.  

2.2 Collisions and RACH failure during Random Access Procedure
The RACH procedure is initiated by a reader to identify a new device trying to connect to the network. Therefore, the trigger/query is broadcast by the reader and is received by multiple devices. Upon receiving the trigger/query, multiple A-IoT devices may respond back by transmitting MSG1 to the reader. The resources in which the MSG1 is transmitted by multiple devices, can be the same, leading to collision/contention among the devices. When the reader simultaneously receives MSG1 from the multiple A-IoT devices, the reader must perform contention resolution and select one A-IoT device. The remaining A-IoT devices must wait for the next RACH cycle and monitor for the trigger/query. Therefore, RAN 2 study the methods to address the collisions among the devices.
Proposal 2: Support to study the methods for handling collisions during the random access procedure.

In the 4 step RACH, when device transmits the MSG1, and in response device doesn’t receive MSG2, or when device transmits the MSG3 and in response, it doesn’t receive any message from the reader, the device determines that the random access procedure is failed. In RFID-like access procedure, there is no handling for failed access. For A-IoT devices, need to design a mechanism that is robust to random access failure. 

Proposal 3: RAN 2 to study the A-IoT device behavior for RACH failure.

2.3 Identifiers to be used in Random Access Procedure
[bookmark: PP12]The identifiers used in the first access message can be dependent on the type of the random access procedure. For 2 step RACH the device ID can be transmitted in the first access message but for the 4 step RACH, similar to RFID, the random number needs to be transmitted to prevent collisions e.g. random number is used to select the time slot. The generated random number by the device can be used as a temporary ID for the device. Therefore, the content of the first message transmitted by the A-IoT device depends on the type of random access procedure.
Observation 2: The content of first access message transmitted by the A-IoT device may vary for 2 step and 4 step RACH.
Proposal 4: The identifier used in initial transmission can be 
· Temporary ID for 4 step RACH
· Device ID for 2 step RACH


3. Conclusion
In this contribution, we provide our views on random access for Ambient IoT. The proposals are summarized as follows.
[bookmark: _Hlk166244947][bookmark: _Hlk166244858]Observation 1: Following aspects needs to be considered:
· Device capability
· Device unavailability due to larger delay during random access process

[bookmark: _Hlk166244964]Proposal 1: Down selection of the 2 step RACH and 4 step RACH should consider observation 1.  
 
[bookmark: _Hlk166244979]Proposal 2: Support to study the methods for handling collisions during the random access procedure.
[bookmark: _Hlk166244995]Proposal 3: RAN 2 to study the A-IoT device behavior for RACH failure.
Observation 2: The content of first access message transmitted by the A-IoT device may vary for 2 step and 4 step RACH.
Proposal 4: The identifier used in initial transmission can be 
· Temporary ID for 4 step RACH
· Device ID for 2 step RACH
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