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1 Introduction
The agreements that have been made related to A-IoT paging in the last RAN2 meeting is as follows. 
	Agreements
1. Baseline procedure:
· Step A: Based on the service request, the reader sends the Initial Trigger Message indicating device(s) that need to respond; Details FFS
· Step B: Triggered device(s) performs the random access-like procedure, if needed; Details FFS
· Step C: The device may perform the data communication with the reader as needed,: Details FFS
2. FFS about the level of visibility required by the reader and what information is necessary for AS layer operations.  
3. Legacy paging message for device will not be supported.  
4. Legacy paging occasion and legacy DRX for the device is not supported.  This doesn’t preclude solutions that address device monitoring (taking into account discussions from RAN1 as well).
5. RAN2 assumes that the device will not support tracking/RAN area update procedure.    
6. For the case of reaching single or group of devices, an identifier may be required to identify the device/group of devices in the trigger message.    FFS pending the details from SA2
7. We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 
8. Random Access is triggered by the reader 
9. Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are
10. Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.



Based on the agreements, in this contribution, we discuss further on A-IoT paging.
2 Discussion
[bookmark: OLE_LINK462][bookmark: OLE_LINK463]In the last meeting, regarding how we call paging-like message, we have discussed between ‘initial trigger message’ and ‘A-IoT paging message’, but yet reached an agreement, as shown below. 
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Proposal 2: The paging procedure can be triggered by both of the traffic types DO-DTT and DT, and applicable for the service of inventory and command. RAN2 take these cases for the trigger of paging into consideration.

-	Intel, Samsung, and Qualcomm thinks that “paging-like” should now be called “initial trigger message”.  Qualcomm is concerned that if we say paging that is associated to a lot of legacy.  
-	Intel thinks that we should discuss what we want to achieve.  
-	CMCC, Lenovo and Apple thinks that we can also call it AIoT paging.  
=>	Noted



It is apparent that they indicate the same message, and to avoid unnecessary ambiguity, it is essential to use a unified name to call the message.

Proposal 1: RAN2 to use a unified terminology to call the A-IoT paging-like message, between ‘initial trigger message’ and ‘A-IoT paging message’, during SI phase.

A-IoT device is powered up when harvested energy is enough to operate. It also means that if energy is not enough, the A-IoT device is supposed to be powered down, thus intrinsically, A-IoT device can only receive R2D message opportunistically. If any sort of power saving mechanism/monitoring restriction is further introduced, it will further reduce the opportunity for an A-IoT device to receive R2D message. 
Also, considering low-cost A-IoT devices, it is difficult to expect time synchronization between A-IoT reader and device to last long. 
Thus, we should not consider introducing any further power saving mechanism/monitoring restriction for A-IoT device.   

Proposal 2: From RAN2 perspective, RAN2 does not study power saving mechanism for monitoring the initial trigger message for A-IoT devices. 

As agreed in the last meeting, A-IoT reader will transmit initial trigger message to trigger random access. Considering the fact that 2-step/4-step CFRA/CBRA have their own pros and cons, it is essential for an A-IoT reader to be provided with necessary information in deciding proper type of random access to trigger, as well as proper configurations thereof. 
As of now, one of such information is the number of target A-IoT devices, since it directly affects the expected extent of contentions/collisions. In other words, if only one device or a few devices are targeted, CFRA might be a right way, by allocating dedicated random access resource to each device. If massive number of devices are targeted, CFRA may be infeasible or inefficient, since too much resource would be unnecessarily wasted if allocated to the target devices that are unreachable. In such a case, CBRA with proper number of candicate random access occasions might be a good option. It means that the number of the target A-IoT devices will matter in deciding appropariate random access type, as well as resource configuration.
Besides, there could be such a case that A-IoT reader may need to know whether all the target A-IoT devices have been inventoried, to decide whether to continue or to stop the inventory procedure. This requires A-IoT reader to know the target device ID(s) before/when triggering the inventory procedure.
Given that the target A-IoT device criteria is determined by CN, RAN2 should discuss, to which extent, the target A-IoT device information is provided or visible to A-IoT reader.

Proposal 3: When an A-IoT reader receives inventory request from CN, at least the number and/or the IDs of the target A-IoT devices are visible to A-IoT reader. FFS how the visibility is implemented.

We have agreed to study slotted-ALOHA-like random access as a baseline. It means that we study at least one type of random access, where a target A-IoT device will randomly select a time domain resource for very first D2R message transmission. It is apparent that A-IoT reader should provide information on the total number of the time resource/random access occasion, via initial trigger message. Note that it is more efficient, from the signalling overhead point of view, to use Q value to indicate the total number of candicate time resource/random access occasion for transmitting the first D2R message as 2Q, than signalling the total number explicitly, while in this case, the total number of random access occasions should be power of 2, which yields less flexibility.   
 
Proposal 4: RAN2 to discuss the signalling method for initial trigger message to indicate the total number of random access occasions, considering the following two options:
· a parameter Q is included, to indicate 2Q random access occasions in total
· a parameter K is included, to indicate K random access occasions in total 

Besides, the initial trigger message may contain other information. One example is the message received from CN (e.g., NAS container), which may contain the criteria of the target A-IoT devices to be inventoried; another example is the frequency-domain random access resource information. In addition, considering there could be more than one types of random access that can be triggered, it is essential for initial trigger message to indicate the type of random access triggered by it (e.g., 2/4-step). 

Proposal 5: RAN2 to discuss whether initial trigger message can indicate the type of random access triggered by it.

The initial trigger message is triggered based on the request from CN. The A-IoT reader may send initial trigger messgae several times to trigger several inventory/random access rounds. On one hand, once the initial trigger message is sent, it is possible that some A-IoT device(s) to be inventoried cannot receive it correctly. Thus, multiple intitial trigger messages can ensure that more devices can receive it, and the AIoT reader can inventory the A-IoT devices as much as possible. On the other hand, as discussed above, A-IoT reader should determine the suitable random access occasion configurations (e.g., time/frequency-domain resource) for the inventory procedure. This depends on the number of A-IoT devices to be inventoried. If the numbr is large, the A-IoT reader should assign more resources, while a few resources can be assigned when the number is small. With the increase of the number of successfully inventoried A-IoT devices, the number of A-IoT devices to be inventoried is reduced gradually. Thus, the A-IoT reader can use multiple initial trigger messages to adjust the configurations for random access occasions. This can help the resource utilization efficiency. 

Proposal 6: RAN2 to agree that the initial trigger message can be sent multiple times for one inventory request from CN.

[bookmark: _GoBack]As discussed in the last meeting, it is FFS if initial trigger message can also include command. Since it depends on SA2’s decision on if upper layer message from CN can include both inventory and command requests, RAN2 should deprioritize the discussion on whether initial trigger message can include both inventory and command requests, unless SA2 confirms the necessity.

Proposal 7: RAN2 to deprioritize the discussion on whether initial trigger message can include both inventory and command requests, unless SA2 confirms a single upper layer message from CN can include both inventory and command requests.
3 Conclusion
[bookmark: OLE_LINK3]Based on the discussion above, we have the following observations and proposals:
Proposal 1: RAN2 to use a unified terminology to call the A-IoT paging-like message, between ‘initial trigger message’ and ‘A-IoT paging message’, during SI phase.
Proposal 2: From RAN2 perspective, RAN2 does not study power saving mechanism for monitoring the initial trigger message for A-IoT devices.
Proposal 3: When an A-IoT reader receives inventory request from CN, at least the number and/or the IDs of the target A-IoT devices are visible to A-IoT reader. FFS how the visibility is implemented.
Proposal 4: RAN2 to discuss the signalling method for initial trigger message to indicate the total number of random access occasions, considering the following two options:
-	a parameter Q is included, to indicate 2Q random access occasions in total
-	a parameter K is included, to indicate K random access occasions in total
Proposal 5: RAN2 to discuss whether initial trigger message can indicate the type of random access triggered by it.
Proposal 6: RAN2 to agree that the initial trigger message can be sent multiple times for one inventory request from CN.
Proposal 7: RAN2 to deprioritize the discussion on whether initial trigger message can include both inventory and command requests, unless SA2 confirms a single upper layer message from CN can include both inventory and command requests.
