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1. Introduction
In RAN2#125 bis meeting [1], the following agreements on Ambient IoT device paging were made:
1. Legacy paging message for device will not be supported.  
1. Legacy paging occasion and legacy DRX for the device is not supported.  This doesn’t preclude solutions that address device monitoring (taking into account discussions from RAN1 as well).
1. RAN2 assumes that the device will not support tracking/RAN area update procedure.    
1. For the case of reaching single or group of devices, an identifier may be required to identify the device/group of devices in the trigger message.    FFS pending the details from SA2

And the following agreements on Ambient IoT device random access were made:
1. RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 
1. We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 
1. Random Access is triggered by the reader 
1. Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are
1. Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  
1. Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access.  FFS details 
1. For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).
2. Discussion
2.1  Conditions to initiate random access
Basic access procedure for DO-DTT and DT transmissions were discussed in the last meeting, and it was agreed that the random access procedure is triggered by the reader. The access procedure may be triggered for inventory or command (or the combination of both), and the process may be contention-based or contention-free. Moreover, the access procedure may be triggered for single device, group of devices or all devices. As a result, the AIoT device may not be always capable to start the random access once the trigger message is received. That is, there are some conditions for the device to meet to start the access procedure upon receiving trigger message from the reader.

2.1.1  Identity
Firstly, the access triggering should be supported for single device, device group and all devices. It has also been agreed that for the case of reaching single or group of devices, an identifier may be required to identify the device/group of devices in the trigger message. Therefore, the device should confirm that the trigger message is for the device based on device ID or group ID. The reader sends a trigger message (e.g., paging message) including device ID or group ID. The device should start the random access only if the device ID (for single access) or the group ID (for group access) of the device is included in the trigger message. The device may send a message to the reader in the triggered random access procedure to confirm its identity.
Proposal 1:  The device should check device ID(s) or group ID(s) indicated in a trigger message after received from the reader to decide whether to initiate random access.

2.1.2  Stored energy
According to the discussion in RAN#103 meeting [2], the following proposal was stated:
	Proposal 2
· Confirm that study of design of energy harvesting signal/waveform is out of SI scope in Rel-19
· The potential impact of energy harvesting on device availability for transmission and reception procedures can be considered for the study
· One device’s charging by energy harvesting can be assumed up to several tens of seconds
· Note: this value can be revisited in future RAN plenary meetings, if necessary
· TR 38.848 clause 5.6 statement on latency remains the case with respect to a single device, i.e.: “NOTE: The time for charging the Ambient IoT device storage (if present) is not included in the latency defined above. Time for energy harvesting, charging, etc. is regarded as an implementation issue only.”
· No SID revision is necessary



Noted that although the design of energy harvesting isn’t discussed by RAN2, its impact should be studied. When the reader sends the trigger message, the device may not have enough stored energy to complete all operations in response to reception of the trigger message. In this case, the device should not start the random access procedure. Therefore, upon receiving the trigger message, the device should check whether it has enough stored energy. And it could be FFS on whether to ignore the trigger message or defer the random access if stored energy is not enough.
Proposal 2: The device should check its stored energy to decide whether to initiate random access upon receiving a trigger message from the reader.

2.2  Time/frequency to initiate random access
According to the discussion in RAN1#116 bis meeting [3], the following agreements were made:
	Agreement
Study time-domain multiple access of D2R transmissions. Further details, including pros/cons, are FFS.

Agreement
Study frequency-domain multiple access of D2R transmissions, at least by utilizing a small frequency-shift in baseband. Further details, including pros/cons, are FFS.



We assume that the above agreements should also be applicable to the random access. Therefore, upon receiving the trigger message and the UE decides to initiate the random access accordingly, the device should decide the timing and the frequency to initiate the random access. And it could be FFS on whether any information provided by the reader is needed to assist the device to make the decision.
Proposal 3: The device should decide on which time/frequency to initiate random access upon receiving a trigger message from the reader.
3. Conclusion
Proposal 1:  The device should check device ID(s) or group ID(s) indicated in a trigger message after received from the reader to decide whether to initiate random access.
Proposal 2:  The device should check its stored energy to decide whether to initiate random access upon receiving a trigger message from the reader.
Proposal 3: The device should decide on which time/frequency to initiate random access upon receiving a trigger message from the reader.
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