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1. Introduction
RAN#102 approved the new study item on solutions for Ambient IoT [1]. RAN2#125-bis started their study and achieved the following agreements [2]. 
	Agreements 

1 RRC connection management is not supported.  FFS how the resource configuration is provided to the device (if needed based on RAN1 progress)

2 RRM L3 measurement reporting is not supported by Ambient IoT devices.
3 RAN2 assumes, AIoT devices are not required to support ASN.1 encoding/decoding.
4 Periodical System information and MIB are not supported by AIoT devices. This doesn’t preclude any RAN1 defined broadcast signals.   
5 RAN2 assumes that RRC layer is not necessary between the reader and the device.   RAN2 will continue to study the functionalities required and later discuss whether we will have: 1) a new AS protocol on top of A-IoT MAC layer; or 2) A-IoT MAC 

	Agreement 

1 SDAP is not supported for UP protocol stack. 

2 PDCP layer is not needed.  FFS how to handle AS security (if needed pending SA3 dicsussion) and any other really needed functionalities.  

3 RLC layer is not needed.   FFS how to handle segmentation (if needed and depending on RAN1 design and upper layer packet size).  RAN2 considers segmentation and reassembly would add complexity, however further discussions are needed.  

4 No HARQ and RLC AM

5 FFS about the level of visibility required by the reader and what information is necessary for AS layer operations.  

6 RAN2 assumes that no per-packet QoS and no per-QoS flow is supported at AS level (for both UL/DL).  FFS how to handle the general QoS requirements from SA2


In this contribution, the functionalities required for Ambient IoT are discussed. 

2. Discussion 
In RAN2#125-bis, it was agreed not to have RRC, SDAP, PDCP (except for security) and RLC (except for segmentation) [2]. According to the current SA2 TR, some solutions may require an upper layer protocol, e.g., the “command protocol” [3]. According to the current progresses in WGs, the protocol stack assumption for Ambient IoT link (i.e., between the reader and the device) can be depicted as in Figure 1. 
RAN2 further agreed to focus on the required functionalities rather than the protocol stack design. 
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Figure 1
 Current assumption of protocol stack for Ambient IoT link (dashed box/line FFS [2]
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2.1. Current MAC functionality 
RAN2 at least assumes there would be an A-IoT MAC layer [2]. The A-IoT MAC layer is significantly different from the current MAC layer, but it’s helpful to discuss its functionalities based on the current MAC layer functions. 
According to the current MAC specification, the following functions are listed [4]. 
	The MAC sublayer supports the following functions:

-
mapping between logical channels and transport channels;

-
multiplexing of MAC SDUs from one or different logical channels onto transport blocks (TB) to be delivered to the physical layer on transport channels;

-
demultiplexing of MAC SDUs to one or different logical channels from transport blocks (TB) delivered from the physical layer on transport channels;

-
scheduling information reporting;

-
error correction through HARQ;

-
logical channel prioritization;

-
priority handling between overlapping resources of one UE;
-
radio resource selection.


Regarding the mapping between logical channels and transport channels, it’s unclear for the device whether the concept of logical channel is needed, or whether only one logical channel or multiple logical channels are needed. The design of logical channel would depend on upper layers and on whether the AS layer needs to distinguish different upper layer packets, if any. In our view, the major operation of Ambient IoT command is to read/write the device’s memory, so only one (or no) logical channel is needed at the device. 
On the other hand, the AS at the reader side will handle the communication with multiple devices. For example, the reader transmits a command/DT data to multiple devices, and/or the reader receives multiple DO data from multiple devices. So, the multiple logical channels may be needed (e.g., at least one LCH per device.) 
Regardless of the logical channel design, at least the transport channel would be needed to submit/receive the MAC PDU to/from PHY layer. 
Proposal 1 RAN2 should agree to support the function of mapping between logical channels and transport channels. It’s FFS whether the logical channel in the device can be multiple, single or nothing. 
Regarding the multiplexing/demultiplexing at the device, it depends on the concept of logical channel for Ambient IoT as above. So, it’s too early to discuss this function.  On the other hand, the multiplexing/demultiplexing of different devices would be required to the reader, as RAN1 studies TDD and FDD [5]. But it still depends on RAN1 outcome. 
Proposal 2 RAN2 should assume the multiplexing and demultiplexing of different devices will be required to the reader. FFS whether the multiplexing and demultiplexing of different logical channels is needed for the device. 
For the scheduling information reporting, it may include PHR, BSR and SR, which are considered respectively. 
Regarding PHR, it would be unnecessary because the closed-loop power control is not expected, especially for the backscattering by device 1 [1]. 
Regarding SR, for the DT and DO-DTT, the data transmission/reception is always triggered by the reader. Even if the DO-A is considered, the contention-based access allows the device to transmit the DO data without the reader’s scheduling/resource allocation. So, at least the current form of SR is not needed. 
Regarding BSR, it’s currently used by the gNB to decide whether and how much UL resource for a specific UE should be allocated. It’s helpful especially in case the UL packet size is unknown since the user data is generated by application layers.  For Ambient IoT, the maximum size of possible DO data is known (at least by the network), i.e., up to the device’s memory size, which is not so large. In addition, if the DO data size is larger than the transport block size, it will be handled by the segmentation/reassembly, which is discussed in section 2.3 below. So, the at least the current form of BSR is not needed. 
Proposal 3 RAN2 should expect that neither PHR, BSR nor SR is necessary in the device. 
Regarding the error correction through HARQ, RAN2 agreed to “No HARQ and RLC AM” [2]. So, it’s already excluded. 
Regarding the logical channel prioritization, RAN2 already agreed to assume “no per-packet QoS and no per-QoS flow is supported at AS level” [2]. The same would be said for to the priority handling between overlapping resources of one UE. So, it’s straightforward not to support the logical channel prioritization. 
Proposal 4 RAN2 should agree that the logical channel prioritization is not needed. 
Regarding the radio resource selection, it’s currently performed by Sidelink Tx UE [4], e.g., the resource pool selection. For Ambient IoT, it’s still up to RAN1 whether the device would select the backscattering resource by itself or the reader indicates the backscattering time/frequency resource. Although the radio resource selection for Ambient IoT is not similar to the one for Sidelink, it’s still unclear how to handle the radio resource at the reader and/or the device.  So, RAN2 should wait for RAN1 progress for now. 
Observation 1 It’s still up to RAN1 study whether the radio resource selection function is needed. 
2.2. AS configuration/reconfiguration functionality 
Currently, RRC layer handles all the UE configuration via RRC Reconfiguration [6]. On the other hand, RAN2 agreed no RRC layer is needed for Ambient IoT, which means RRC Reconfiguration towards the devices has been excluded, while it’s left “FFS how the resource configuration is provided to the device (if needed based on RAN1 progress)” [2].  
If the AS configuration such as the “resource configuration” is necessary and unchanged, the pre-configuration like Sidelink [6] should be the baseline. 
Proposal 5 If the AS configuration is needed for device and it’s static configuration, RAN2 should assume the pre-configuration as the baseline. 

If any semi-static/dynamic AS reconfiguration towards the device is needed, RAN2 should consider how the Ambient IoT protocol supports the functionality. For the user/upper layer data, SA2 and RAN2 assume there are the “read” and “write” command [2]
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[3], which implies the device has the memory/storage. If there is the “AS area” in the device’s memory/storage, the AS reconfiguration by the reader can be realized by the “write” command with AS configuration data. So, the AS reconfiguration can be implementable without RRC layer. 
The AS reconfiguration may be useful for the resource efficiency and controllability, such as the radio resource configuration which is up to RAN1 (e.g., TDD/FDD parameters), the random access parameters, etc. So, it’s worth considering if the AS reconfiguration functionality is needed. 
Proposal 6 If there is the AS configuration at the device, RAN2 should discuss whether the AS reconfiguration is done by the “write” command to the AS area of the device’s memory/storage, e.g., to provide/change the resource configuration (if needed). 

[image: image2.emf]Device

Memory/storage

User data 

area

AS config 

area

General 

䇾

Read

䇿

/

䇿

Write

䇿

AS 

䇾

Write

䇿

 (= AS reconfiguration)


Figure 2
 An example of AS reconfiguration model
2.3. Segmentation/reassembly 

RAN2 left “FFS how to handle segmentation (if needed and depending on RAN1 design and upper layer packet size)” [2]. The segmentation/reassembly is used when the data size is larger than the transport block size, so the question is whether such a condition happens in Ambient IoT communication. 
Although the definition and details of transport block still need to wait for RAN1 progress, the problem can be avoided if the reader provide enough radio resource for the data transfer, i.e., PHY always allows the larger transport block size, although it’s not optimal in terms of resource efficiency.  For Topology 1, the gNB  handles both the radio resource control and acts as the reader, so it’s eventually up to the gNB implementation to provide the necessary radio resources for Ambient IoT communications.  On the other hand, for Topology 2, the gNB still handles the radio resource control but the UE acts as the reader. So, the reader (i.e., the UE) cannot increase/decrease the radio resource for Ambient IoT communications by itself. In this sense, the condition where the data size is larger than the transport block size may happen. So, the segmentation and reassembly are needed at least for Topology 2. As the common radio interface is preferred regardless of topologies, the segmentation/reassembly should be simply supported for both the reader and the device. 
Proposal 7 RAN2 should agree to support the segmentation/reassembly (at least for Topology 2, but preferably regardless of topologies.) 
2.4. Security 

RAN2 left “FFS how to handle AS security (if needed pending SA3 dicsussion)” [2]. It’s unreasonable to support AS layer security in terms of device complexity as the security is one of most complicated process in the current U-plane protocol. Actually, even for the segmentation/reassembly, RAN2 agreed to the sentence which said “RAN2 considers segmentation and reassembly would add complexity, however further discussions are needed” [2], so the security support impacts the device complexity significantly. 
Considering the system-wide security framework, the user data is expected to be protected by upper layer, e.g., the NAS or Application layer security, even if the AS security is not applied (which is different from the current NR security framework.)  For signalling, the current NR protects RRC messages (including NAS messages) by PDCP, but RAN2 agreed not to support RRC. The current NR does not protect MAC CE (and PDCP/RLC Control PDUs), so it would be expected to apply the same principle for Ambient IoT, e.g., for MAC commands for “inventory” and “command”. 
So, the only difference is that the protection of upper layer data (i.e., user data and upper layer signalling) relies on upper layer security. In our view, it’s not a big problem but a nice compromise between the security and the device complexity, from the AS protocol point of view. In case RAN2 needs to send an LS to SA3, RAN2 assumes the upper layer protection is done by the upper layer security and the MAC CE is used by the reader to control the devices whereby MAC CE is not security protected even in NR. 
Observation 2 The difference in security framework compared to NR is that the upper layer data protection is only relying on the upper layer security. 
3. Conclusion 
In this contribution, the functionality aspects required for Ambient IoT are discussed.  RAN2 is kindly asked to take into account the observations and proposals below: 
Proposal 1
RAN2 should agree to support the function of mapping between logical channels and transport channels. It’s FFS whether the logical channel in the device can be multiple, single or nothing.
Proposal 2
RAN2 should assume the multiplexing and demultiplexing of different devices will be required to the reader. FFS whether the multiplexing and demultiplexing of different logical channels is needed for the device.
Proposal 3
RAN2 should expect that neither PHR, BSR nor SR is necessary in the device.
Proposal 4
RAN2 should agree that the logical channel prioritization is not needed.
Observation 1
It’s still up to RAN1 study whether the radio resource selection function is needed.
Proposal 5
If the AS configuration is needed for device and it’s static configuration, RAN2 should assume the pre-configuration as the baseline.
Proposal 6
If there is the AS configuration at the device, RAN2 should discuss whether the AS reconfiguration is done by the “write” command to the AS area of the device’s memory/storage, e.g., to provide/change the resource configuration (if needed).
Proposal 7
RAN2 should agree to support the segmentation/reassembly (at least for Topology 2, but preferably regardless of topologies.)
Observation 2
The difference in security framework compared to NR is that the upper layer data protection is only relying on the upper layer security.
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