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1. Introduction
In RAN2#125bis meeting, issues on random access for Ambient IoT has been discussed [1], and the related agreements are listed as follows:
Agreement
1 RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 
2 [bookmark: OLE_LINK1]We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 
3 Random Access is triggered by the reader 
4 Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are
5 Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  
6 Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access.  FFS details
7 For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).   
[bookmark: _Hlk155950016]According to the above agreements, some aspects need to be further discussed including A-IoT random access steps for both 2-step and 4-steps RA, content required for the different procedures and any additional aspects related to CFRA and CBRA procedures. In this contribution, we provide our views on procedures of random access for A-IoT in detail.
2. Random access Procedures
[bookmark: PP12][bookmark: OLE_LINK11]Based on the agreement in the last meeting [1], both contention-based and contention-free access procedures should be discussed for Ambient IoT by RAN2. For contention-based solutions, slotted-ALOHA should be studied as a basic procedure, which is also used by RFID. In the RFID, during the inventory procedure, Tag will respond to a random RN16 after receiving the Query command, and reply to its EPC code after an ACK command. Then, the target object is identified by the Reader. To avoid violent device collisions, the RN16 value is randomly generated by a Q value carried in the Query command and the generation randomness criteria are limited to a certain range [2]. The potential contention-based access method for A-IoT transmission can be   designed similarly to RFID. In the following Fig.1, we give detail procedures for the contention-based solution.
1. Reader sends Msg0 which carries the maximum optional access occasions information to devices, e.g. a Q value like RFID.
2. [bookmark: OLE_LINK2]Once receiving Msg0, the device randomly selects an access occasion according to the Q value and stores its value in a counter. Then, the device waits for its own access occasions. When the counter indicates the selected number by device, the device sends Msg1 carrying temporary device identification to the reader.
3. [bookmark: OLE_LINK4]If the reader successfully receives Msg1 and further determines there are no collisions, the reader replies access response message to the device denoted as Msg2, which includes received temporary device identification. If not, send an NAK message or wait for re-access triggering.
4. The device determines the contention-based access is successful after receiving Msg2 with the same temporary device identification as Msg1. Then, the device can send Msg4 which includes the device ID and UL data to the reader. If the device doesn’t receive Msg2 successfully, it can enter a waiting state.
5. To reply Msg3 from the device, reader can send Msg4 indicates success or failure of Msg3. In our views, this step is optional. The transmission of UL/DL data can also indicate the success of Msg3. Therefore, this step may be FFS.


[bookmark: OLE_LINK3]Fig.1. a basic contention-based access procedure
[bookmark: OLE_LINK10]Proposal 1: A basic contention-based access procedure may include the following steps:
1. Msg0: e.g. Q value;
2. Msg1: temporary ID;
3. Msg2: ACK+temporary ID;
4. Msg3: device ID+UL data(optional);
5. (optional)Msg4:ACK/NAK.
[bookmark: OLE_LINK15]Proposal 2: The success of random access can be determined by the reader receiving Msg2 with the same ID as Msg1.
For the convenience of study, the terminology of ‘access occasion’ and ‘access round’ should be defined. Different from NR RACH, the A-IoT device has extremely low timing accuracy. Therefore, we can adopt a message to indicate the start/end of one or multiple devices’ access. Msg0 can be used to start one access round. Access occasion means the opportunity for one device to finish access. One access round can include multiple access occasions, and the number of access occasions in one round depends on the reader’s indication. The device can randomly select access occasions according to the indication from Msg0. 
[bookmark: OLE_LINK6][bookmark: OLE_LINK13]Proposal 3: One access round may consist of multiple access occasions.
Proposal 4: The device can randomly select one occasion in one access round.
Moreover, a high number of Ambient IoT devices may simultaneously access the Reader which may lead to high collision probability. Once the random access procedure fails, re-access method should be supported by referring NR system. In our understanding, if collision events or response loss happens resulting in access failure, these failed devices can re-access in the next access round according to the indication by the reader.
[bookmark: OLE_LINK7][bookmark: OLE_LINK5]Proposal 5: RAN2 to support that A-IoT devices can re-access in the next access round if access failure occurs.
As for the contention-free access procedures, it is necessary for A-IoT devices. If the device has been identified by the reader, the reader can reserve its priori information and channel resource for a moment. In this case, the contention-based access procedure for this device is slightly troublesome. A simplified version of the contention-based access procedure should be designed. The detail procedures for the contention-free solution are shown in Fig.2.
1. Reader sends trigger signal containing device identifier and scheduling information denoted as Msg0. For the generation of scheduling information, we think it can be further discussed. 
2. The AIoT device receives the trigger signal. If it can successfully decode the signal and match the device identifier, it will make contention-free access based on the scheduling information and respond reader by Msg1 with a temporary ID.
3. Once decoding Msg1 by the reader, the reader can respond ACK. If not, the reader can indicate a NAK. This step is also optional. Through the subsequent data transmission process, it can indicate the success of the access procedure.


Fig.2. a basic contention-free access procedure
[bookmark: OLE_LINK14][bookmark: OLE_LINK8]Proposal 6: For contention-free access procedure, the reader sends a trigger signal containing the device identifier and scheduling information; When an A-IoT device receives the trigger signal, it can respond including a temporary ID message if the device identifier matches. After that, the reader sends ACK/NAK to the device (FFS).
3. Conclusion
Based on the above discussion, we provide our views on random access procedures for Ambient IoT, which are summarized as follows.
Proposal 1: A basic contention-based access procedure may include the following steps:
1. Msg0: e.g. Q value;
2. Msg1: temporary ID;
3. Msg2: ACK+temporary ID;
4. Msg3: device ID+UL data(optional);
5. (optional)Msg4:ACK/NAK.
Proposal 2: The success of random access can be determined by the reader receiving Msg2 with the same ID as Msg1.
Proposal 3: One access round may consist of multiple access occasions.
Proposal 4: The device can randomly select one occasion in one access round.
Proposal 5: RAN2 to support that A-IoT devices can re-access in the next access round if access failure occurs.
Proposal 6: For contention-free access procedure, the reader sends a trigger signal containing the device identifier and scheduling information; When an A-IoT device receives the trigger signal, it can respond including a temporary ID message if the device identifier matches. After that, the reader sends ACK/NAK to the device (FFS).
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