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[bookmark: _Ref492503575]Introduction
In RAN#102, the A-IoT Rel-19 SID [2] was approved based on the Ambient IoT RAN led study technical report [1]. The SID was updated in RAN #103 [3]. The motivation of Ambient IoT is to support devices that are ultra-low cost and ultra-low power. This tdoc discusses the considerations for random access.
[bookmark: _Toc21359852][bookmark: _Toc21360409][bookmark: _Toc21425154]Contention resolution and access failure
In the RAN2 #125bis [4] it was agreed that the random-access procedure is triggered by the reader:
Agreement
1 RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 
2 We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 
3 Random Access is triggered by the reader 
4 Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are
5 Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  
6 Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access.  FFS details
7 For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).   

With LTE and NR, devices autonomously trigger the random-access procedure, which naturally reduces the probability of a two or more devices colliding during the random access. With A-IoT, the random access is triggered by the reader, so it is not as clear how the devices avoid collisions. In the use cases targeted for A-IoT, such as inventory control, there is a high probably that a lot of devices will need to access the system simultaneously. For example, when a truck or pallet of new devices for inventory registration arrives. This sudden surge in new devices can overload the system. One solution maybe for the A-IoT device to select a random delay after the trigger before starting the random-access transmission. The delay value range could be provided to the A-IoT device from the reader.  
Study how ambient IoT devices can reduce collisions after a random-access trigger from the reader.


Summary
1. Study how ambient IoT devices can reduce collisions after a random-access trigger from the reader.
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