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1	Introduction
In RAN #102, a new study item on Ambient Internet of Things (AIoT) solutions in NR was approved [1]. The study was initiated in RAN2 #125bis, where the following agreements were made on paging considerations for Ambient IoT [2].
Agreements
1. Legacy paging message for device will not be supported.  
1. Legacy paging occasion and legacy DRX for the device is not supported.  This doesn’t preclude solutions that address device monitoring (taking into account discussions from RAN1 as well).
1. RAN2 assumes that the device will not support tracking/RAN area update procedure.    
1. For the case of reaching single or group of devices, an identifier may be required to identify the device/group of devices in the trigger message.    FFS pending the details from SA2
In this contribution, we further discuss the considerations on paging for Ambient IoT and make some observations and proposals focusing on Topology 1.
2	Discussion
2.1	Purpose of paging Ambient IoT devices
In the legacy 3GPP specifications, a paging message is used by the network to confirm the reachability of a UE in order when the network has some information to the UE. When the device responds to the paging message to confirm its availability, the network may start delivering data to the UE. In the legacy procedure, UEs monitor a paging channel during paging occasions (POs) that are based on a DRX configuration to receive the paging message. It was agreed in RAN2 #125bis that the legacy paging message will not be supported. It was further agreed that legacy POs and DRX are not supported. Therefore, it is necessary to clarify the purpose of a paging message, what information it will carry, and how the Ambient IoT device will receive the paging message. 
Two topologies are within the scope of the study item: Topology 1 and Topology 2 defined in [3]. In topology 1, shown in Figure 1, the base station communicates directly with the Ambient IoT device. In Topology 2, shown in Figure 2, the base station communicates with the AIoT device via the intermediate node and the Ambient IoT device communicates directly only with the intermediate node. In this contribution, we focus on Topology 1.
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[bookmark: _Ref162617348]Figure 1. Topology 1 (from [3]).
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[bookmark: _Ref162621118]Figure 2. Topology 2 (from [3]).
There are two types of traffic currently within scope, as defined in the general scope of the study item: DO-DTT (device-originated – device-terminated-triggered) and DT (device-terminated). In the case of DO-DTT traffic type, the device has data that it must send to the network; however, the device cannot initiate communication with the network on its own, but it can send data only in response to a trigger from the network. As defined by the scope of the study item, there is no consideration of RRC states for AIoT devices. Therefore, the term “paging” in the context of AIoT devices has no relationship with RRC states. 
The following application scenarios can be considered for the traffic types discussed above.
Scenario A: Network-triggered collection of Ambient device identifier (“inventory” service)
In this scenario, associated with DO-DTT traffic, the base station triggers AIoT devices to respond with its device identifier. The triggering message may or may not be addressed to a specific device or devices. This type of triggering message serves a different purpose than the legacy paging message, which is intended for the network to provide some information to the device rather than obtain information from the device. However, such a triggering message serves the purpose of reaching the AIoT device for communication and hence can be considered a paging message for AIoT devices.
Scenario B: Network-triggered collection of data from Ambient IoT device (“read” command service)
In this scenario, associated with DO-DTT traffic, the base station triggers one or more AIoT devices to respond with data (e.g., sensor data). The message may or may not include device identifier(s). When the message includes one or more device identifiers, the corresponding device(s) will respond; otherwise, all the AIoT devices that are able to receive this message will respond. Similar to the triggering message in the previous scenario, this triggering message also serves the purpose of reaching the AIoT device(s) for communication, with the difference being in the kind of information that is sought from the device(s). Therefore, this triggering message can also be considered a paging message for AIoT devices.
Scenario C: Network-initiated information update to Ambient IoT device (“write” command service)
In this scenario, associated with DT traffic, the base station sends a message to initiate communication for transferring some kind of information or data to one or more AIoT devices. This type of message is aligned with the traditional purpose of paging. In this scenario the DT traffic can potentially be directly included in the paging message. 
In all of the above scenarios, the “paging” message is a message from the base station reader for reaching one or more AIoT devices and triggers communication with the device(s). The communication may involve either collecting data from the device(s) or sending information/data to the device(s).
[bookmark: _Hlk166236513]Proposal 1: In the context of Ambient IoT devices, a “paging message” is sent by the reader to trigger communication with one or more AIoT devices for any type of DO-DTT or DT traffic.

2.2	Scope of paging message
There are two aspects involved in the triggering of communication by the reader through paging:
· Indication of device ID(s);
· Indication of information for data transfer.
 We can again consider the three scenarios discussed in Section 2.1 for the above two aspects.
Indication of device ID(s):
In Scenario A, the paging message may or may not be directed towards any specific device or devices. When the paging message is intended to solicit a response from all AIoT devices that are able to receive the message (e.g., as part of a discovery procedure), it may not include any ID. Alternatively, the base station may seek a response from either a single device, or devices within a specific group. In this case, the paging message may include either a device ID or a device group ID, as agreed in RAN2 #125bis.
Both Scenario B and Scenario C may typically be applicable when the network has already performed an inventory and therefore the paging message is addressed to a single device or multiple devices for the purpose of the corresponding service.
[bookmark: _Hlk166236522]Observation 1: In some scenarios, a paging message does not need to include a device/group ID.
Proposal 2: “Paging message” without any device/group identifier is supported for reaching all devices. If identifier is included in the paging message, it can be group-ID or device specific-ID.  FFS how the device is configured with group-ID or device-specific-ID.
Information related to data transfer:
When a paging message is sent to a device, the purpose of the paging message (“inventory”, “read” command, “write” command) should be indicated to the device. Additional information associated with the command may also need to be included. Furthermore, when devices are required to perform an access procedure in response to the paging message, parameters for random access or scheduling information (e.g., time/frequency resources) need to be provided.
The aforementioned two aspects can be provided using one of the following two approaches.
· One-step approach
· Two-step approach
In the one-step approach, both the device/group ID indication and the indication of the information related to data communication are provided in a single message. In the two-step approach, the indication of device/group ID is provided in a paging message in the first step, and indication of network information related to data communication is provided in a separate command message in the second step. This information may comprise not only a service request command (e.g., “read” or “write”) but also DT data (in the case of “write” command) specific to one or more devices. The second step may follow only after a response is received from the device to the paging message in the first step. This means that the base station needs to store the network information (as a device context) while it is waiting for a response to the paging message in the first step and until this information can be sent in the second step. The two-step approach has the disadvantages of requiring more steps in the procedure than the one-step approach and increasing the amount of signaling that potentially consumes more radio resources. Therefore, a one-step approach for paging devices may be preferable. Including the DT traffic data in the paging message may lead to a failure to deliver the data if the device is not reachable. Moreover, delivering the traffic directly in the paging message may lead to some security issues. For this case, a procedure based on the two-step approach, which is similar to NR, can be followed: the reader triggers the paging first to specific UE and on reception of the paging response, the reader triggers downlink transmission of DT traffic. However, it may be necessary for SA3 to analyse the security issues associated with this approach. 
[bookmark: _Hlk166236533]Proposal 3: Paging procedure to support network-initiated information update to specific device(s). RAN2 to consider following options for this paging procedure.
O1: Inclusion of the network information (including service request command) in the paging message itself O2: indicate the information after confirmation for the paging response to the first paging that only carry device-Identification.
Proposal 4: If inclusion of network information in paging message is agreed (O1), RAN2 to inform SA3 to analyse the security issues related to this option.
We now discuss details about other information content in the paging message in support of data transfer. The first aspect is the service request information. In Scenario A, the base station should indicate that the purpose of paging is for “inventory” service so that the identified devices (either all devices or the specified devices) can respond to indicate their respective IDs. In Scenario B, the base station should indicate that the purpose of paging is for “read” command service, i.e., to read data from the device. Similarly, in Scenario C, the base station should indicate that the purpose of paging is for “write” command service, i.e., to write data to the device (distinguishing it from a “read” command service). 
[bookmark: _Hlk166236622]Proposal 5: When a paging message is sent to one or more device or device IDs, the type of service requested should be indicated.
As part of the “write” command service, dynamic configuration updates could be sent to one or more devices. The information sent may comprise the full configuration or only the part of the configuration that has changed (differential or “delta” information). The information can include parameters for device access in response to inventory or “read” command requests. In case of paging multiple devices, parameters for random access (e.g., similar to a Q-parameter) can be provided. Alternatively, when a single device is paged for a “read” command service request, scheduling parameters for fixed resource allocation can be provided. If dynamic configuration update through the paging procedure is supported, further study is needed on the frequency of such updates. 
[bookmark: _Hlk166236633]Proposal 6A: RAN2 to discuss support of dynamic configuration update through paging procedure.
Proposal 6B: RAN2 to discuss control plane information to be included in paging messages, e.g., service request message identifier, random access or resource allocation parameters.
In our view, the RACH procedure should be studied independently of the paging procedure. As discussed in our companion contribution [4], different options can be considered for the RACH procedure. While a paging message may trigger a RACH procedure, the two procedures should not be combined.
[bookmark: _Hlk166236644]Proposal 7: RAN2 to study paging procedure and RACH procedure separately.
In the paging scenarios in cellular network, the RAN does not maintain any timer to track the paging response. It is up to CN to retransmit the paging message with different escalation levels such as extending paging over larger area. For AIoT scenarios, the device mobility is not a prime consideration, but the reachability may be an issue to get a response to the paging message. In such cases, whether the reader can attempt for a specific number of retransmissions before the AMF attempts retransmission needs to be discussed. 
[bookmark: _Hlk166236663]Proposal 8: RAN2 to discuss paging retransmission scheme for AIoT. Reader-triggered paging retransmission is considered in addition to AMF-triggered paging retransmission.
2.3	Consideration of different Ambient IoT devices for paging
We adopt the following terminologies agreed in RAN1 for the devices that are within the scope of the study.
· Device 1: ~1 µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, neither DL nor UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
· Device 2a: ≤ a few hundred µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
Device 2b: ≤ a few hundred µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission is generated internally by the device.Devices 1 and 2a are the same in terms of basic capabilities – both perform uplink transmission only via backscattering – with the difference between them being that Device 2a is also capable of DL and/or UL amplification. On the other hand, Device 2b is capable of generating an uplink transmission internally. Nevertheless, the uplink transmission time is under network control for all devices. While the backscattering transmission time for Devices 1 and 2a is determined by the activation signal, the uplink transmission time for Devices 2b may be scheduled or configured by the network. 
In the legacy paging procedure, the AMF may initiate the procedure by sending a paging message to the gNB of the cell where the UE is expected to be camping. The gNB then pages the UE. If the UE is expected to respond to the paging, it does so by initiating the random access procedure. In the case of Device 2b, it may be possible to use the legacy random access procedure, whereas in the case of Devices 1 and 2a, the network controls the paging response procedure. The objective is to develop a harmonized air interface design. It would be possible to harmonize the paging procedure for the different Ambient IoT devices in terms of the high-level messages. However, the differences in the capabilities of the Ambient IoT devices may result in some differences in how devices access the network in response to paging. For example, given that uplink transmission of Device 2b is internally generated rather than backscattered, the transmission can be delayed with respect to the triggering message. As a result, if the network has prior knowledge on the type of device being paged, configuration and control information related to random access or resource allocation that is contained in the paging message may be different. Therefore, the content of paging message may depend on the targeted device when the device type is known to the reader. However, there may scenarios in which the network has no prior knowledge of the device. In this case, a common paging message can be used for all devices. Subsequent message content can be different based on the device.
[bookmark: _Hlk166236674]Observation 3: Paging procedure for different Ambient IoT devices (1, 2a, 2b) can be harmonized, but content of paging message can be device dependent when prior knowledge of device type is available to the reader.
Proposal 8: RAN2 to study differences in paging messages for Device 1/2a and Device 2b when  prior knowledge of device type is available to the reader.

3	Conclusion
In this contribution, the considerations on paging for Ambient IoT are discussed focusing on Topology 1. The following observations and proposals are made.
Purpose of Paging 
Proposal 1: In the context of Ambient IoT devices, a “paging message” is sent by the reader to trigger communication with one or more AIoT devices for any type of DO-DTT or DT traffic.
Scope of Paging
Observation 1: In some scenarios, a paging message does not need to include a device/group ID.
Proposal 2: “Paging message” without any device/group identifier is supported for reaching all devices. If identifier is included in the paging message, it can be group-ID or device specific-ID.  FFS how the device is configured with group-ID or device-specific-ID.
Proposal 3: Paging procedure to support network-initiated information update to specific device(s). RAN2 to consider following options for paging
O1: Inclusion of the network information (including service request command) in the paging message itself 
O2: indicate the information after confirmation for the paging response for the paging with device-ID only.
Proposal 4: If inclusion of network information in paging message is agreed, RAN2 to inform SA3 to analyse the security issues related to this option.
Proposal 5: When a paging message is sent to one or more device or device IDs, the type of service requested should be indicated.
Proposal 6A: RAN2 to discuss support of dynamic configuration update through paging procedure.
Proposal 6B: RAN2 to discuss control plane information to be included in paging messages, e.g., service request message identifier, random access or resource allocation parameters.
Proposal 7: RAN2 to study paging procedure and RACH procedure separately.
Proposal 8: RAN2 to discuss paging retransmission scheme for AIoT. Reader-triggered paging retransmission is considered in addition to AMF-triggered paging retransmission.
Paging Procedure across different device types
Observation 3: Paging procedure for different Ambient IoT devices (1, 2a, 2b) can be harmonized, but content of paging message can be device dependent when prior knowledge of device type is available to the reader.
Proposal 8: RAN2 to study differences in paging messages for Device 1/2a and Device 2b when  prior knowledge of device type is available to the reader.
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