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Introduction
Rel-19 Ambient IoT SID [1] describes the RAN2 objectives and random access should be studied. In RAN2 #125bis meeting, the following agreements were made regarding the Ambient IoT random access.
1 RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 
2 We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 
3 Random Access is triggered by the reader 
4 Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are
5 Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  
6 Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access.  FFS details
7 For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).   

In this paper, we would like to further discuss the random access aspects of Ambient IoT (AIoT) and provide our view.
Discussion
In Rel-19 Ambient IoT SID [1], the deployment scenario with the topologies 1&2 in [2] are shown in Fig.1 and Fig.2. 
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Figure 1 Topology 1
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Figure 2 Topology 2
In topology 1, the AIoT device directly and bidirectionally communicates with a base station (as a Reader). The communication between the base station and the AIoT device includes AIoT data and/or signaling. In topology 2, the AIoT device communicates bidirectionally with an intermediate node between the AIoT device and base station. In this topology, the intermediate node can be a relay, IAB node, UE, repeater, etc., which is capable of AIoT. The intermediate node transfers AIoT data and/or signaling between BS and the AIoT device. 
The AIoT stage-2 aspects were discussed in RAN2 #125bis meeting, and the following agreements were made.
	Agreements
1 Unless explicitly stated all agreements apply to all device types and for both topologies.  
2 From RAN2 perspective, the aim is that the design on the interface between reader and A-IoT device is common for topology 1 and topology 2.  



Thus, a common solution for AIoT random access for both topologies 1&2 and for different AIoT devices should be studied.
Observation 1: A common solution of AIoT access procedure for both topologies 1&2 and for different AIoT device types should be studied.

The traffic types of DO-DTT and DT with the focus on indoor inventory and command should be considered. The service requirements on inventory procedure and command procedure should be supported from RAN perspective. 
In inventory procedure, the AIoT application in core network would like to discover the AIoT devices who are nearby the Readers and sends the inventory request to Readers. The inventory request message may include filter criteria, and other upper layer information.  The Reader that receives the inventory request performs the inventory procedure. The Reader forwards the inventory request to all AIoT devices. The inventory command from Reader could be the group signaling which are sent to all AIoT devices who have harvested enough power and is able to receive. 
In RAN2 #125bis meeting, it has been agreed that the AIoT access procedure is triggered by the Reader and Reader may provide the information that the AIoT devices need to respond for the AIoT access trigger. The AIoT devices who are triggered by the inventory request will perform the AIoT access towards the Reader in response to the received inventory request. 


Figure 3 Ambient IoT inventory
In command procedure, the AIoT application issues a Command Request including command container, a list of AIoT device identifiers that the command is destined or filter criteria that identify the AIoT devices that are supposed to act upon the command. Therefore, the trigger message sent from Reader may include the device information or filter criteria for triggering AIoT devices to perform AIoT access. The trigger message may also include the command container if AIoT application provides commands to Reader in the command procedure. 
Proposal 1: In inventory procedure, the trigger message sent from Reader may include the device identifiers or device filter criteria information for triggering AIoT devices to perform AIoT access. 
Proposal 2: In command procedure, the trigger message may include the command container if AIoT application provides commands to Reader in command procedure.
The inventory request may optionally include the filter criteria to identify the AIoT devices that are supposed to respond to the inventory request. The Reader forwards the filter criteria in the inventory signaling to the AIoT devices. This could be similar to the initiation phase of NR random access. AIoT device is required to check the conditions whether the criteria are satisfied or not before initiating the AIoT access. 
For the AIoT access, the AIoT device should check the filter criteria before performing the AIoT access. Only if the criteria are satisfied, the AIoT devices are allowed to perform the AIoT access to the Reader. What information are included in the filter criteria can be up to SA2 for further study.
Proposal 3: Whether AIoT devices perform the AIoT access is based on satisfying the filter criteria if provided by Reader.
RAN2 #125bis agreed that RRC connection management is not supported. How the resource configuration is provided to the AIoT device is FFS. One of the main functions of RRC connection management in LTE/NR is to provide the UE with radio resource configurations. In case of AIoT, no RRC connection management would imply that resource configuration is per command or on per access session basis. Therefore, Reader should indicate the resource of AIoT access occasion to AIoT devices. What are the resources of AIoT access occasion and how to configure the AIoT access occasion to devices should be further studied.
Proposal 4: Reader should indicate the AIoT access occasion resource(s) to AIoT devices. How to configure AIoT access occasion(s) can be further studied.
The contention based AIoT access occasion may be provided by Reader to those AIoT devices who can receive the trigger message. Those AIoT devices may select AIoT access occasion among the resources provided by Reader after checking the criteria. The resource selection in the time domain of the AIoT access occasions should be supported. Other schemes of the resource selection of the AIoT occasions can be further studied by RAN1/RAN2.
Proposal 5: The AIoT devices selects the AIoT access occasion among the resources provided by Reader. The resource selection in the time domain of the AIoT access occasion is supported. Other schemes of the resource selection of the AIoT occasions can be further studied by RAN1/RAN2.
The Reader may directly indicate the dedicated AIoT access resource to AIoT devices for performing the random access. That could be similar to the concept of contention free random access which is beneficial for the use case that Reader can identify one particular or a set of target AIoT device to act upon the command.
Proposal 6: Reader can provide the dedicated resource to AIoT devices in the trigger message (e.g., if the Reader has already inventoried and knows the device identifier). 
The AIoT access for AIoT inventory procedure should consider to be a multi-step procedure like the NR random access. Necessary number of steps and exact messages of the steps should be studied. 
With smaller number of steps per round (e.g., 2-step-like), AIoT device may need to transmit its (full or partial) device identification at an early step, enabling lower latency per round in theory, while causing larger delay if there are collisions and re-transmissions. With larger number of steps per round (e.g., 4-step-like), AIoT access channel can carry temporary/limited information, enabling smaller delay in case of collisions and re-transmissions, while with higher latency per round in theory.
Since the AIoT access is triggered by Reader, and Reader is responsible for providing the resource considering the different service types, i.e., inventory or command. Reader may have preference on which type of AIoT access to be triggered. For example, if Reader would like to only issue the ‘Write’ command to a small number of AIoT devices, the 2-step-like AIoT access was indicated for AIoT device to feed back the simple confirmation after the command execution. In another example, Reader may indicate AIoT devices to perform 4-step-like AIoT access for the case that a large number of AIoT devices perform AIoT access by using the contention-based resource.
Proposal 7: Reader indicates the type of AIoT access to AIoT devices in the trigger message.
An example of 4-step-like AIoT access procedure is shown below.


Figure 4 AIoT access procedure

The 4-step-like AIoT access is triggered by inventory request from Reader which may be originally triggered from AIoT application. Those AIoT devices who have received this inventory signaling and have completed the criteria checking should perform the AIoT access by sending the first AIoT access message in the AIoT access channel for initiate access to the Reader. 
In the first AIoT access message, i.e., AIoT access message, it may include an identifier from AIoT device for access. For a general contention based AIoT random access, a random value or a temporary device identifier or a shortened device ID may be included. Reader may respond to the AIoT devices if Reader is able to successfully receive such identifier. For example, this first AIoT access message may include a device product ID or application ID directly if a 2-step-like random access is selected/triggered for AIoT access procedure. Besides that, the first AIoT access message may contain sequences or preamble-like message which can be up to RAN1 for further discussion. 
Proposal 8: Considering the different use cases, the first AIoT access message may include an identifier which could be either a temporary device identifier or a device product/application ID or a sequence. Discussion on the first AIoT access message from other WGs should be also considered.
In the second step of AIoT access, if Reader is able to receive the AIoT access message in the AIoT access channel, Reader may provide the acknowledgement in response to the first AIoT access message. Additionally, the AIoT access response may include resource for D2R link for those identified AIoT devices to provide the AIoT information such as product/application ID or AIoT data in the following steps of AIoT access procedure.
Proposal 9: Reader responds to the AIoT devices with the acknowledgement after the reception of the first AIoT access message. 
However, there could be collision for the first AIoT access message. If two or more devices select the different identifier/sequences and different AIoT access occasion resources as well and assume Reader is able to detect them, the contention resolution may be successful. However, the things are related to the number of AIoT devices competing and how large the space of random values or temporary IDs are reserved. If there are thousands of AIoT device being triggered, the likelihood of two devices picking the same identifier/random value goes up significantly. 
If we further consider the resource dimension of AIoT access occasion, there could be something similar to RA-RNTI-like equations to associate with the AIoT device and the used access occasion or random value. But such calculation at the device is complicated as device has to figure out the used access occasion index. Therefore, the contention resolution only based on whether successfully detect the first AIoT access message may not be sufficient in some cases. 
In our view, the contention resolution can be considered as successful if the AIoT devices receive the acknowledgement from Reader addressed to the AIoT device identifier. After AIoT contention resolution is successful, the AIoT devices may send the upper layer data to Reader in the command procedure.
Proposal 10: The contention resolution is considered as successful, if AIoT devices receive the acknowledgement from Reader addressed to the AIoT device identifier. 
Proposal 11: In the contention based AIoT access, the AIoT devices may send upper layer data after contention resolution is successful.
If AIoT device fails to receive the acknowledgement from Reader addressed to the AIoT device identifier, the contention resolution is failed. It will be not possible that the AIoT devices transmits additional AIoT data to Reader if contention resolution is unsuccessful. RAN2 should further study if any other opportunities are provided to AIoT devices to re-access or to handle the contention resolution failure.
For backscattered AIoT devices, those devices can send information based on the message triggered. If Reader can trigger the failed AIoT devices to perform next round AIoT re-access, it may improve the efficiency of the AIoT access to allow as many as possible AIoT devices to report AIoT data. For the AIoT devices with relative higher capabilities, the scheme which is similar to legacy NR to use back-off for AIoT re-access can be considered. 
Proposal 12: If AIoT device fails to receive the acknowledgement from Reader addressed to the AIoT device identifier, the AIoT device re-access should be studied.
For AIoT inventory, AIoT application function would determine the identity of all or a subset (e.g., based on filter criteria) of AIoT devices in the coverage range of reader(s). What identifier of AIoT device should be included in the AIoT response can be further studied.
Since AIoT device is expected to be ultra-low complexity device with ultra-low power consumption for the very-low end IoT applications, some very low-end AIoT devices, e.g., device type 1, may requires more rounds of energy harvesting to accumulate enough energy for inventory response. 
In some cases, the AIoT devices may miss the inventory command due to inability of accurate sync signal tracking. In other cases, the congestion may be heavy in the massive IoT access procedure. In that sense, the multiple rounds of AIoT access should be supported. It will be helpful if Reader could periodically transmit inventory command to discover the nearby AIoT devices.
Proposal 13: RAN2 to study the multiple rounds of AIoT access procedure, e.g., the periodical transmission of inventory, by Reader.

Conclusion
We have the following observations, and we’d recommend RAN2 to discuss and adopt the following proposals:
Observation 1: A common solution of AIoT access procedure for both topologies 1&2 and for different AIoT device types should be studied.

Proposal 1: In inventory procedure, the trigger message sent from Reader may include the device identifiers or device filter criteria information for triggering AIoT devices to perform AIoT access. 
Proposal 2: In command procedure, the trigger message may include the command container if AIoT application provides commands to Reader in command procedure.
Proposal 3: Whether AIoT devices perform the AIoT access is based on satisfying the filter criteria if provided by Reader.
Proposal 4: Reader should indicate the AIoT access occasion resource(s) to AIoT devices. How to configure AIoT access occasion(s) can be further studied.
Proposal 5: The AIoT devices selects the AIoT access occasion among the resources provided by Reader. The resource selection in the time domain of the AIoT access occasion is supported. Other schemes of the resource selection of the AIoT occasions can be further studied by RAN1/RAN2.
Proposal 6: Reader can provide the dedicated resource to AIoT devices in the trigger message (e.g., if the Reader has already inventoried and knows the device identifier). 
Proposal 7: Reader indicates the type of AIoT access to AIoT devices in the trigger message.
Proposal 8: Considering the different use cases, the first AIoT access message may include an identifier which could be either a temporary device identifier or a device product/application ID or a sequence. Discussion on the first AIoT access message from other WGs should be also considered.
Proposal 9: Reader responds to the AIoT devices with the acknowledgement after the reception of the first AIoT access message. 
Proposal 10: The contention resolution is considered as successful, if AIoT devices receive the acknowledgement from Reader addressed to the AIoT device identifier. 
Proposal 11: In the contention based AIoT access, the AIoT devices may send upper layer data after contention resolution is successful.
Proposal 12: If AIoT device fails to receive the acknowledgement from Reader addressed to the AIoT device identifier, the AIoT device re-access should be studied.
Proposal 13: RAN2 to study the multiple rounds of AIoT access procedure, e.g., the periodical transmission of inventory, by Reader.
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