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1 Introduction
[bookmark: _GoBack]In RAN2#125bis meeting [1], RAN2 discussed the control plane and user plane functions for A-IOT and achieved the following agreements:
	1      RRC connection management is not supported.  FFS how the resource configuration is provided to the device (if needed based on RAN1 progress)
2      RRM L3 measurement reporting is not supported by Ambient IoT devices.
3      RAN2 assumes, AIoT devices are not required to support ASN.1 encoding/decoding.
4      Periodical System information and MIB are not supported by AIoT devices. This doesn’t preclude any RAN1 defined broadcast signals.   
5      RAN2 assumes that RRC layer is not necessary between the reader and the device. RAN2 will continue to study the functionalities required and later discuss whether we will have: 1) a new AS protocol on top of A-IoT MAC layer; or 2) A-IoT MAC
6	SDAP is not supported for UP protocol stack. 
7	PDCP layer is not needed.  FFS how to handle AS security (if needed pending SA3 discussion) and any other really needed functionalities.  
8	RLC layer is not needed.   FFS how to handle segmentation (if needed and depending on RAN1 design and upper layer packet size).  RAN2 considers segmentation and reassembly would add complexity, however further discussions are needed.  
9	No HARQ and RLC AM
10	FFS about the level of visibility required by the reader and what information is necessary for AS layer operations.  
11	RAN2 assumes that no per-packet QoS and no per-QoS flow is supported at AS level (for both UL/DL).  FFS how to handle the general QoS requirements from SA2


In this contribution, we will continue discussion the functionalities required for A-IOT.
2 Discussion
2.1 The protocol stack of A-IOT
In RAN2 last meeting, it agreed that SDAP, PDCP and RLC layer are not needed for A-IOT. RAN2 assumes that RRC layer is not necessary between the reader and the device, RAN2 later discusses whether we will have a new AS protocol on top of A-IoT MAC layer or A-IoT MAC.
In our view, to meet the compact protocol stack system design objective for A-IOT, a new AS protocol on the top of A-IOT MAC is not needed. The necessary function A-IOT device required may done in MAC layer, we should define a new MAC layer for A-IOT.
Proposal 1: No a new AS protocol on top of A-IOT MAC layer. 
Only MAC and PHY protocol layers are needed in the protocol stack for A-IOT, the compact protocol stack for A-IOT as following Figure 1 and Figure 2.
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Figure 1 A-IOT protocol stack for topology 1 
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Figure 2 A-IOT protocol stack for topology 2
Proposal 2: For A-IOT topology 1, RAN2 agrees the protocol stack in Figure 1.
Proposal 3: For A-IOT topology 2, RAN2 agrees the protocol stack in Figure 2.
2.2 Security related questions to SA3
In last RAN2 meeting, RAN2 has discussed A-IOT security and made the following agreements:
	· RAN2 will continue the study of ambient IoT assuming no support of AS security until SA3 provides further input.
· PDCP layer is not needed.  FFS how to handle AS security (if needed pending SA3 discussion) and any other really needed functionalities.  


RAN2 assume no AS security at least from complexity perspectives, and we need to let SA3 take the assumption into account when working on exact security solutions. 
Besides, RAN2 discussed the command only procedure, and there is a FFS if initial Trigger Message can also include “command”. The initial trigger message is used to identify which devices need to respond. This message may be unprotected. If DL command is included in the initial trigger message, there may be security issue. RAN2 need to consult SA3 to clarify whether there is a security issue if the command is included in the initial trigger message.
Proposal 4: RAN2 should send an LS to SA3 with RAN2 A-IOT security related assumption to let SA3 take the assumption into account when studying security issues.
Proposal 5: RAN2 ask SA3 to clarify whether there is a security issue if the command is included in the initial trigger message.
2.3 Functionalities required for A-IoT devices in MAC
Resource allocation
[bookmark: OLE_LINK1]In topology 1, the resources of A-IOT device UL transmission are allocated by network. This is implementation of gNB and has no effect on A-IOT device. In topology 2, resource allocation for A-IOT UL transmission has an effect on intermediate UE and requires the assistance of intermediate UE. Intermediate UE can dynamically request resource for A-IOT UL transmission from the gNB via SR/BSR. Besides, gNB can also assign a resource pool to the intermediate UE for A-IOT UL transmission.
Proposal 6:  Resource allocation in A-IOT interface has no effect on device.
Proposal 7: The impact to Uu of A-IOT resource allocation in topology 2 needs study.
Segmentation/reassembly
The segmentation and reassembly are functions of RLC layer, the segmentation function requires extra L2 buffer in device. The extra L2 buffer will cause extra memory. Due to the limited memory of the A-IOT device, this function is not expected to be supported. 
From RAN2 perspective, there is no need to support segmentation for A-IoT data transmission. However, whether need to support segmentation should depend on the transport block size of RAN1. We can wait for RAN1 progress.
Proposal 8: Whether to support segmentation depends on transport block size decided in RAN1.
Higher layer repetition
RAN1 is studying physical layer repetition to improve the reliability of D2R transmission, and they note that discussions regarding higher-layer repetitions are up to RAN2.
There is neither reliability requirement nor reliability design target for inventory and command use cases in SA1 TR 22.369 and RAN TR 38.848. The needed reliability of D2R data transmission can be achieved by physical layer repetition, and data retransmission by reader implementation. Therefore, from RAN2 perspective, there is no need to further support higher layer repetition.
Proposal 9: Higher-layer repetition can be up to reader implementation.
QoS handling
RAN2 assumes that no per-packet QoS and no per-QoS flow is supported at AS level (for both UL/DL) in last meeting. And there also no SDAP layer, QoS flow to DRB mapping is not required. The LCP will not be needed. Thus, QoS handling in MAC layer is not needed. 
Proposal 10: QoS handling in MAC layer is not needed.
BSR/SR
In R19 A-IOT device does not support DOA traffic type, it cannot initiate any uplink transmissions unless triggered by the network. So scheduling request (SR) is not needed.
[bookmark: OLE_LINK11]There may be A-IOT service data cannot be completely transmitted at one UL transmission, the device can carry a BSR indication during UL transmission, indicating gNB that there are remaining data for transmission.
Proposal 11: The SR is not needed for A-IoT.
Proposal 12: The BSR indicator is needed for A-IoT.
It seems that all the above functions of MAC layer are not needed for A-IOT system, the functions of A-IOT MAC required are paging and command signalling (e.g. inventory, inventory result report, read command, read feedback, write command, write confirmation, device disable command etc) transmission.
Proposal 13: The A-IOT MAC layer needs to support the transmission of paging and command signalling. 
Furthermore, there should define MAC PDU format for A-IOT transmission. If the inventory and command signalling are transmitted by MAC CE, there should define new MAC CEs for A-IOT. If the inventory and command signalling are transmitted by MAC SDU, there should indicate the type of SDU in the MAC subheader.
Proposal 14: RAN2 define new MAC CEs or subheader for A-IOT transmission. 
2.4 Information visible to reader
[bookmark: OLE_LINK9]In last meeting, RAN2 has discussed the level of visibility required by the reader and left a FFS about what information is visible to the reader. In this section, we will analyse the information of A-IoT data transmission visible to reader (i.e. read command, read feedback, write command, write confirmation, device disable command etc). What information is visible to reader for A-IoT paging is in our other paper on the A-IOT paging [4].
[bookmark: OLE_LINK10]Command signalling may include the specific contents (i.e. write command contents) and device ID. Device ID is used to indicate that the command is to/from which device. Exposing any piece of command information to reader could exist security issue. Besides, resource for A-IOT data transmission have been allocated during paging or random access procedure, the reader does not need to do any more operations. Only the content type (i.e. the A-IOT data is a paging or command) is visible to reader.
Proposal 15: Only the content type of A-IOT data is visible to reader.
3 Conclusion
[bookmark: OLE_LINK3][bookmark: OLE_LINK4][bookmark: OLE_LINK5][bookmark: OLE_LINK8]In this contribution we discuss the control plane functions and related signalling, with the following proposals:
Proposal 1: No a new AS protocol on top of A-IOT MAC layer.
Proposal 2: For A-IOT topology 1, RAN2 agrees the protocol stack in Figure 1.
Proposal 3: For A-IOT topology 2, RAN2 agrees the protocol stack in Figure 2.
Proposal 4: RAN2 should send an LS to SA3 with RAN2 A-IOT security related assumption to let SA3 take the assumption into account when studying security issues.
Proposal 5: RAN2 ask SA3 to clarify whether there is a security issue if the command is included in the initial trigger message.
Proposal 6:  Resource allocation in A-IOT interface has no effect on device.
Proposal 7: The impact to Uu of A-IOT resource allocation in topology 2 needs study.
Proposal 8: Whether need to support segmentation is depends on transport block size decided in RAN1.
Proposal 9: Higher-layer repetition can be up to reader implementation.
Proposal 10: QoS handling in MAC layer is not needed.
Proposal 11: The SR is not needed for A-IoT.
Proposal 12: The BSR indicator is needed for A-IoT.
Proposal 13: The A-IOT MAC layer needs to support the transmission of paging and command signalling.
Proposal 14: RAN2 define new MAC CEs or subheader for A-IOT transmission.
Proposal 15: Only content type of A-IOT data is visible to reader.
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