



3GPP TSG-RAN WG2 Meeting #126									   R2-2404879
[bookmark: _GoBack]Fukuoka, Japan May 22nd – 26th, 2024

[bookmark: OLE_LINK6][bookmark: OLE_LINK7]Agenda Item:	8.2.3
Source: 	NEC
Title:	Ambient-IoT Functionality Aspects
Document for:	Discussion/Decision
1. Introduction
The Rel-19 SID for Ambient IoT (also referred to as A-IoT) includes following RAN2-led objectives [1].
	· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.


This contribution discusses the functionality aspects based on the RAN2-led objectives and the latest RAN2 agreements.
2. Discussion
2.1. [bookmark: _Toc72163958][bookmark: _Toc72164083][bookmark: _Toc72164151][bookmark: _Toc72164281][bookmark: _Toc72166021][bookmark: _Toc72166096][bookmark: _Toc72166120][bookmark: _Toc72166132][bookmark: _Toc72166144][bookmark: _Toc72166215][bookmark: _Toc72166223][bookmark: _Toc72764097][bookmark: _Toc72764105][bookmark: _Toc72764113][bookmark: _Toc72764121]User Plane Functions
2.1.1. Segmentation
It was agreed in RAN2#1125bis meeting [2]:
	RAN2 assumes that RRC layer is not necessary between the reader and the device.   RAN2 will continue to study the functionalities required and later discuss whether we will have: 1) a new AS protocol on top of A-IoT MAC layer; or 2) A-IoT MAC
RLC layer is not needed. FFS how to handle segmentation (if needed and depending on RAN1 design and upper layer packet size). RAN2 considers segmentation and reassembly would add complexity, however further discussions are needed.


During the discussion in the last meeting, one candidate function of the new AS protocol is the segmentation.  However, the reader can allocate sufficient resources for the data of ambient IoT traffic because it knows the exact traffic type. Therefore, there is no need to consider the segmentation. Even if the data submitted to the physical layer is not transmitted all at once, segmentation can be executed depending on the function of the physical layer.
2.1.2. BSR
There is no need to support BSR for the following reasons:
· On one hand, the transmission of devices are usually triggered by the reader.
· On the other hand, the reader knows the exact traffic type triggered by it, and each traffic type has it own data volume as defined in RAN TR 38.848. 
2.1.3. Logical Channel Prioritization (LCP) and Multiplexing
The transmission of signaling and the transmission of data are usually separate. Thus, there is no need to consider the multiplexing of multiple layer2 channels. Moreover, the reader can schedule resources as much as possible. Thus, there is no need to consider the LCP of multiple layer2 channels.
2.1.4. MAC Channels to the Upper Layer
As per the traffic types of Ambient IoT, there are signalings (e.g., command for reading/writing/modifying) and their replies, and the data or the device ID. Therefore, the MAC layer need to provide separate service access points (SAPs), also referred to as layer2 channel, to the upper layer including:
· one layer2 channel for signaling and their replies, and 
· another layer2 channel for data or the device ID.
2.1.5. SAP between the Physical Layer and the MAC Layer
To support the transmission of layer2 channels, one SAP between the physical layer and the MAC layer, such as the shared channel (SCH), can be defined. That is, above mentioned layer2 channels are mapped to this SCH. And the SCH may be named as reader-to-device (RD) SCH for the transmission from the reader to the Ambient IoT device and named as device-to-reader (DR) SCH for the transmission from the Ambient IoT device to the reader.

As discussed above, we propose:
[bookmark: _Toc165910243][bookmark: _Toc165910491][bookmark: _Toc165910970][bookmark: _Toc165911008]RAN2 to not support the following functions:
[bookmark: _Toc165910244][bookmark: _Toc165910492][bookmark: _Toc165910971][bookmark: _Toc165911009]segmentation; 
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2.2. Control Plane Functions
2.2.1. Harvesting-related Information
As per the SID [1], both type A device and type B device are based on harvesting procedure to enable the backscattering. However, the following factors may cause A-IoT devices to not have enough power to transmit:
· Too far away from the reader, or 
· The harvesting signal is blocked.
Therefore, harvesting can be reported to trigger the network to adjust accordingly.
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2.2.2. Device variable control
Considering the limited size and complexity required by practical applications for battery-less devices with no energy storage capability or devices with limited energy storage that do not need to be replaced or recharged manually, the persistence of device variables may consider both the energy status of the A-IoT device and the type of the device variables.
From the persistence behavior perspective, three types of device variable control can be considered:
Type 1 Infinite persistent: The variables required to be kept even the A-IoT device is de-energized. For example, the information related to registration with the NW, which are stored in the device memory. 
Type 2 Limited persistent: The variables may be refreshed under some circumstances. For example, device maintain those variables under specific temperature range and the energy storage meet the persistence requirements, otherwise, the device will lose the stored value. 
Type 3 Non-persistent: A-IoT device shall refresh non-persistent variables when powered, meaning that every time an A-IoT device loses power its non-persistent variables will be lost.
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As discussed above, we propose:
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3. Conclusion
Based on the discussion in this document, we have the following observations and proposals:
Observation 1:	Control plan also supports harvesting-related information reporting procedure.
Observation 2:	Considering three types of Device variable control behaviors:
−	Type 1 Infinite persistent: The variables need to be stored even the A-IoT device is de-energized, such as information related to registration with the NW, etc.
−	Type 2 Limited persistent: The variables may be refreshed under some circumstances. For example, device maintain those variables under specific temperature range and the energy storage meet the persistence requirements, otherwise, the device will lose the stored value.
−	Type 3 Non-persistent: A-IoT device shall refresh non-persistent variables when powered, meaning that every time an A-IoT device loses power its non-persistent variables will be lost.

Proposal 1:	RAN2 to not support the following functions:
−	segmentation;
−	BSR;
−	LCP
−	multiplexing.
Proposal 2:	RAN2 to define two mac layer channels:
−	One for data;
−	Another one for signaling.
Proposal 3:	RAN2 to study the following functions:
−	Harvesting-related information reporting procedure;
−	Device variable control procedure.
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