3GPP TSG RAN WG2 Meeting #126
                                   R2-2404811
Fukuoka, Japan May 20th – 24th, 2024
Agenda item:

8.2.5
Source:


Lenovo
Title:

Discussion on random access for Ambient IoT
Document for:
 
Discussion and decision
1 Introduction
Ambient IoT study item was approved in [1]. In the last RAN2 meeting, random access for ambient IoT (A-IoT) were discussed and following agreements were reached:

Agreement

1 RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 

2 We will study the support for access triggering for a single device, group of devices, or all devices.   RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 

3 Random Access is triggered by the reader 

4 Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are

5 Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  

6 Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access.  FFS details

7 For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).   

In this contribution, random access procedure including 2-step RA procedure, 4-step RA procedure, as well as CFRA procedure are discussed. Further, failure detection and re-access are also discussed.
2 Discussion
2.1 Collision arbitrage mechanism
In legacy LTE/NR system, the collision is avoided by randomly selecting PRACH resources and preambles, as well as the backoff mechanism. In RFID, a slot-count parameter Q is used to avoid collision among tags [2], also called Q mechanism. In such Q mechanism, the reader broadcasts a Q parameter to surrounding tags. The tag will randomly select a number in {0, 2Q-1} and set the counter. For the case that the tags select counter 0, the tag immediately sends response to the reader. While for the case that those tags select non-zero counter, the counter will decrease by 1 if the tag receives the Query related command from the reader. When the counter is decreased to 0, the tag starts to response to the reader. By such mechanism, the responses from different tags are distributed to different time which maximally avoids the response collision among multiple tags. For A-IoT devices, since slotted-ALOHA mechanism is agreed to be studied, Q mechanism can be used as a starting point for collision arbitrage mechanism.

Proposal 1: Q mechanism-like function is studied as a starting point for collision arbitrage mechanism for A-IoT random access procedure.
2.2 Trigger message for random access
It was agreed in the last RAN2#125 bis meeting that A-IoT random access is triggered by the reader. There are two possible messages to trigger the random access by the reader, i.e. initial trigger message or new random access trigger message. 
If initial trigger message is used to trigger the random access, following information maybe included:
· Parameter for access occasion determination, e.g. Q-like parameter

· Resource allocation for each determined access occasion

A-IoT device will determine the access occasion according to corresponding parameter in initial trigger message, and then respond on the allocated resource associated to the determined access occasion. The reader can send initial trigger message again if Q-like parameter needs adjustment, or to trigger another round of random access. The advantage of using such message is there will be less signaling, and device will not consume energy to receive message in each access occasion. The disadvantage is that the device maybe hard to use allocated resource precisely because of poor crystal oscillator.
If new trigger message is used to trigger the random access, parameter for access occasion determination, e.g. Q-like parameter could be included in the new trigger message. And the new trigger message will be sent for each access occasion to schedule the corresponding access in that occasion. The reader will also send new trigger message if Q-like parameter needs adjustment, or to trigger another round of random access. The advantage and disadvantage of using such message is opposite with using initial trigger message. 
	
	Initial trigger message
	New access trigger message

	When to send
	· For each round
· Q-adjust in each round
	· For each round
· Q-adjust in each round

· For each occasion

	Information included
	· Q-like parameter
· Resource allocation info.
	· Q-like parameter
· Round/occasion start indication

	Advantage
	· Lower energy consumption
	· No need to concern about accuracy 

	Disadvantage
	· May not access in the allocated resource accurately
	· Larger energy consumption 


Proposal 2: RAN2 to discuss A-IoT random access trigger message is Initial Trigger Message (paging-like message), or a new explicit access trigger message.
2.3 4-step or 2-step RA procedure for CBRA
One kind of A-IoT CBRA procedure is 4-step RA procedure. In such procedure, after triggered by the reader, the device sends an ID to the reader in the first message Msg1. The reader resolves the contention by confirming the ID in Msg2. Then in the Msg3, the device can report at least the device ID to the reader/CN. After the reader receives the message from the device, the reader sends ACK to the device. Otherwise, the device may consider the access failure for this occasion. The procedure is depicted in the following figure:
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Figure 1 4-step A-IoT random access procedure
Proposal 3: 4-step A-IoT random access includes contention resolution and device ID report. Detailed steps are as in the following:
· A-IoT Msg0: trigger message from the reader

· A-IoT Msg1: the device sends an ID to the reader.
· A-IoT Msg2: the reader confirms the ID received in Msg1.
· A-IoT Msg3: the device reports device ID

· A-IoT Msg4: the reader sends ACK to the device.
Another kind of A-IoT CBRA procedure is 2-step RA procedure. The main difference between 2-step RA and 4-step RA is whether the data (e.g. device ID) is included in the first message. That is, after the device receives the trigger message from the reader, the device will send an ID, and the data (e.g. device ID) in the first message MsgA to the reader. Then the reader confirms the ID in MsgB. There will be less message transmission for 2-step RA procedure which then reduces the energy consumption for A-IoT device. But on the other hand, the cost of access failure is larger since MsgA will consume more energy. The procedure is depicted in the following figure:
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Figure 2 2-step A-IoT random access procedure
Proposal 4: For 2-step A-IoT random access procedure, device includes device id information and data in the very first message to the reader. Detailed steps are as following:
· A-IoT Msg0: trigger message from the reader

· A-IoT MsgA: the device sends an ID, as well as data (e.g. device ID) to the reader.

· A-IoT MsgB: the reader confirms the ID received in MsgA.

If both 4-step and 2-step A-IoT RA procedures are adopted, whether and how to select different RA types needs further discussion. 
Proposal 5: RAN2 further discuss whether and how to select different A-IoT RA types if both 4-step RA and 2-step RA are adopted.
2.4 CFRA procedure
For contention free random access (CFRA) procedure, we assume that one or multiple specific device ID(s) are included in the initial trigger message, to initiate one or multiple specific A-IoT device(s) to respond. And the reader knows the number of specific A-IoT device(s). Otherwise, if no specific device ID is included in the initial trigger message, contention-based random access procedure has to be used since the reader cannot trigger random access for specific device(s).
Proposal 6: CFRA procedure can be triggered if specific device id(s) is included in initial trigger message.
When trigger CFRA procedure, the reader sends the trigger message to the device. In this message, an ID is included, so that the device which can match such ID can know the trigger message is for itself and for CFRA procedure. Then in Msg1, the device sends the ID, together with data (e.g. device ID) to the reader. And the reader can confirm the reception of Msg1 by including the id in Msg2. The procedure is depicted in the following figure:
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Figure 3 CFRA A-IoT random access procedure
Proposal 7: For CFRA procedure, an id is included in the trigger message for target A-IoT device to perform CFRA procedure. Detailed steps are as following:
· A-IoT Msg0: trigger message from the reader, including an ID
· A-IoT Msg1: the device sends the ID, as well as data (e.g. device ID) to the reader.

· A-IoT Msg2: the reader confirms the reception of Msg1 by including the ID in Msg2.
2.5 Failure detection and re-access
In the last RAN2#125 bis meeting, it was agreed that handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access. FFS details. 
Contention resolution failure detection
In both 4-step and 2-step CBRA, the contention resolution is based on an ID in the very first message sent from the A-IoT device to the reader, no matter whether ID is temp id or permanent id or other kind of id. That is, if the device receives the ID in next message from the reader to the device, and the ID is same as the ID in the very first message, the device determines the contention resolution is successful. Otherwise, if the device does not receive the ID in its access occasion, or received the ID which is different with the ID in the very first message, the device determines the contention resolution is failed. 
Proposal 8: Device detects contention resolution success/failure based on the received ID from the reader.
Proposal 9: Device detects contention resolution failure if the device does not receive matched ID from the reader in its access occasion.
Access failure detection
Besides contention resolution failure, there may be other cases which will results in failure. For example, if contention resolution is successful, the device will send data (e.g. device ID) to the reader. But because of some reasons e.g. channel failure, decoding failure etc., the transmission is not successful and the reader does not receive it, or receive it unsuccessfully. The reader will not send the confirmation message to the device. Then the device can determine the access is failed.
Proposal 10: Device detects access failure if no confirmation message is received from the reader.
Re-access
After the device detects contention resolution failure, or detects access failure, the device will perform re-access. The re-access can happen in the same occasion by retransmitting the latest message. Or the re-access can happen in the same round but different access occasions. Or the re-access can happen in the next round.

Proposal 11: Device can perform re-access in the same occasion, or re-access in the same round, or re-access in the next round.
3 Conclusion

In this contribution we have discussed A-IoT random access procedure and made the following proposals:
Proposal 1: Q mechanism-like function is studied as a starting point for collision arbitrage mechanism for A-IoT random access procedure.
Proposal 2: RAN2 to discuss A-IoT random access trigger message is Initial Trigger Message (paging-like message), or a new explicit access trigger message.
Proposal 3: 4-step A-IoT random access includes contention resolution and device ID report. Detailed steps are as in the following:

· A-IoT Msg0: trigger message from the reader

· A-IoT Msg1: the device sends an ID to the reader.

· A-IoT Msg2: the reader confirm the ID received in Msg1.

· A-IoT Msg3: the device report device ID

· A-IoT Msg4: the reader send ACK to the device.
Proposal 4: For 2-step A-IoT random access procedure, device includes device id information and data in the very first message to the reader. Detailed steps are as following:
· A-IoT Msg0: trigger message from the reader

· A-IoT MsgA: the device sends an ID, as well as data (e.g. device ID) to the reader.

· A-IoT MsgB: the reader confirm the ID received in MsgA.

Proposal 5: RAN2 further discuss whether and how to select different A-IoT RA types if both 4-step RA and 2-step RA are adopted.
Proposal 6: CFRA procedure can be triggered if specific device id(s) is included in initial trigger message.
Proposal 7: For CFRA procedure, an id is included in the trigger message for target A-IoT device to perform CFRA procedure. Detailed steps are as following:
· A-IoT Msg0: trigger message from the reader, including an ID

· A-IoT Msg1: the device sends the ID, as well as data (e.g. device ID) to the reader.

· A-IoT Msg2: the reader confirm the reception of Msg1 by including the ID in Msg2.
Proposal 8: Device detects contention resolution success/failure based on the received ID from the reader.
Proposal 9: Device detects contention resolution failure if the device does not receive matched ID from the reader in its access occasion.
Proposal 10: Device detects access failure if no confirmation message is received from the reader.
Proposal 11: Device can perform re-access in the same occasion, or re-access in the same round, or re-access in the next round.
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