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1 Introduction
[bookmark: _Hlk61519723]The following agreements have been reached during RAN#125bis [1] for random access:
	· RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access
· We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions.
· Random Access is triggered by the reader
· Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are
· Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it. 
· Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access.  FFS details
· For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well). 


In this paper, we discuss the remaining issues on random access design for Ambient IoT.
2 Discussion 
2.1 4-Step like CBRA procedure  
For the sake of clarification of A-IoT RA procedure, it is beneficial to still use Msg1, Msg 2, Msg 3 and Msg 4 to name the individual messages sequentially in the RA message exchange sequence for A-IoT, as depicted in Figure 1 below.
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Figure 1: Message exchanges in 4-Step link Random Access Procedure for A-IoT Device
Since RAN2 has already agreed [1]:
· Random Access is triggered by the reader
Then, this triggering message should precede all the above-mentioned RA messages. We can conveniently name this triggering message from the reader as “Msg 0”.
Proposal 1	DL transmission which triggers RA is named as “Msg 0” in A-IoT RA procedure.   
In 4-step like RACH procedure, the very first message need to distinguish the transmitting device from the other contending devices. This can be achieved by using a unique preamble sequence based on RAN1 design. Alternatively, RAN2 can include a Temp ID, which is either a random-generated number or a short hash derived based on its permanent Device ID. Note that none of those approaches can ensure there is no collision. For instance, multiple RA Msg1s may appear exactly the same to the reader, because they use the same preamble or include the same temp ID. So, contention resolution step is still needed later in Msg 4.   
The latest agreement from RAN1 [2] regarding TDM/FDM/CDM is as below:
	RAN1 Agreement on multiple access
· Study time-domain multiple access of D2R transmissions. Further details, including pros/cons, are FFS.
· Study frequency-domain multiple access of D2R transmissions, at least by utilizing a small frequency-shift in baseband. Further details, including pros/cons, are FFS.
· Whether code-domain multiple access is feasible and necessary for D2R transmissions for all devices is FFS.



Hence, it is unclear so far whether orthogonal access preambles will be supported by RAN1. Even if it is supported, there is no harm for RAN2 to agree to have a Temp ID included in Msg 1. That can further help reduce the chance of collision. Thus we propose,
Proposal 2	From RAN2 perspective, Msg 1 in 4-step like RA procedure contains a self-generated Temp ID.  
Regarding the UL RACH resource to be used by Msg 1 transmission, RAN2 has agreed to use slotted aloha algorithm[1]:
RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access.
But for the actual candidate resource(s) to be chosen by each A-IoT device, the resource set can be pre-configured or can be dynamically provisioned in Msg 0.
Proposal 3	Each individual A-IoT device transmits Msg 1 based on slotted Aloha, on the resource selected from either default RA resource set or resource set provisioned in Msg 0.  
Logically, since the temp ID has already been provided in Msg 1, then the reader does not need to provide another temporary identifier in its responding Msg 2. Note that this is different from NR Uu design that RAN node provides a temporary C-RNTI to the UE.
Proposal 4	Msg 2 echoes the Temp ID included in Msg 1.  
Upon the reception of Msg 2, the A-IoT device which matches the temp ID will then disclose its permanent Device ID to the reader in Msg 3. 
Proposal 5	The device(s) matching the temp ID in Msg 2 send Permanent Device ID in Msg 3.
Regarding the resource to be used for this transmission of Msg 3, it is worth noting that there could be still one or multiple devices responding to reader’s Msg 2 because it has sent the same temp ID earlier in Msg 1. Hence, we think the same slotted-aloha access is applicable to both Msg 1 and Msg 3.
Proposal 6	One or more devices transmit Msg 3 based on slotted Aloha, on the resource selected from either default RA resource set or resource set provisioned in Msg 2.  
Finally, the reader will respond the Msg 3 by confirming the discovery of device with the permanent ID. This is done by echoing the permanent device ID in Msg 4 (either in Msg 4 body or in A-IoT MAC header). If SA3 requires protecting the privacy of the “Device ID” [3], then the reader may allocate a new “index” to this newly discovered device for further communication. 
Proposal 7	Msg 4 confirms the discovery of the permanent device ID of a device. FFS whether reader need to configure a new “index” to the discovered A-IoT device for the sake of further communication. 
2.2 2-Step like CBRA procedure  
The 2-step like Ambient IoT RA procedure is not exactly as same as the 2-step RA procedure specified in NR Uu. In NR Uu, the PRACH and PUSCH are two different physical layer channels in UL. The very first Msg A transmitted by UE contains both a RA preamble in PRACH and also UL control message in PUSCH. However, whether there would be dedicated PRACH channel in A-IOT is unclear as RAN1 has so far only agreed PDRCH as the UL PHY channel. So we may assume Msg A will be only transmitted in PDRCH.
The 2-step like RA procedure is depicted in Figure 2 below:
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Figure 2: Message exchanges in 2-Step link Random Access Procedure for A-IoT Device
Then, regarding message contents, it is clear to us that the permanent device ID is to be sent in Msg A, because there is not another UL RA message to send this information in 2-step RA.
Proposal 8	Msg A in 2-step like RA procedure contains the permanent Device ID of A-IoT device.  
Similarly, slotted Aloha algorithm will be used by A-IoT device for the transmission of Msg A in 2-step like RA procedure. The RA resource chosen by the device will be either a preconfigured default resource set or configured in Msg 0. Whether 4-step and 2-step procedures share the same resource set can be further discussed.
Proposal 9	Each individual A-IoT device transmits Msg A based on slotted Aloha, on the resource selected from either default RA resource set or resource set provisioned in Msg 0. FFS 2-step RA resource set is same or different from the 4-step RA resource set.
For Msg B, it is clear this signaling only targets for a single device as permanent device ID are assumed to be unique. Msg B would simply acknowledge the discovery of the device. Similarly, if SA3 requires protecting the privacy of the “Device ID” [3], then the reader may allocate a new “index” to this newly discovered device for further communication.
Proposal 10	Msg B confirms the discovery of the permanent device ID of a device. FFS whether reader need to configure a new “index” to the discovered A-IoT device for the sake of further communication. 
2.3 Contention Free Random Access Procedure 
First, whether contention-based random access or contention-free access is to be conducted by the A-IoT devices shall be clearly indicated in Msg 0.
Proposal 11	Whether CBRA or CFRA is to be used is indicated in Msg 0 (e.g., A-IoT Paging). 
If there is a contention free resource to be used, then this could be uniquely utilized by a single device and not to be shared with any other devices. This means the trigger message may only trigger a single device to access and include a single contention-free resource for this device exclusively.
Proposal 12	If Msg 0 targets for a single device, a contention-free UL resource can be included to be exclusively  used by the target device. 
It is also very plausible that in some cases, the reader is certain that multiple devices will be triggered by Msg 0, and the reader knows the exact device ID of each of such a device, then the CFRA can also be used to allocate each individual device with its corresponding CFRA resource. This would be very useful for some DO-DTT traffic, especially for the devices already discovered by the reader.
Proposal 13	If Msg 0 targets for multiple device with known Device IDs, multiple contention-free resources can be included, and each of which associated with a Device ID. 
2.4 Failure Detection for Random Access  
Devices may not be able to be “selected” by the reader after Msg 1/Msg A transmission and then it will not receive the corresponding Msg 2/Msg B. This failure has to be recognized by the device so that the corresponding actions may be taken for the device to try again. For failure detection. there can be two ways for consideration:
1. Device starts a timer and if there is no corresponding Msg 2/Msg B reception when timer expires, the device declares a RA failure. Note that this only works for the case when timer is very “short”. If the A-IOT system allows the reader to wait a long period of time to collect all potential Msg 1 or Msg A before responding, then this scheme will not work due to time draft/error in the device side.
2. Device waiting for an DL message indicating the completion of RA period. If a different DL message is received, then the device can infer that its prior RA attempt has failed. For example, when the device expects Msg 2 or Msg B, the device instead receives another “initial” trigger message from the same reader, with its device ID belongs to the intended destinations of this message. Then, the device can assume that the prior RA transmission of Msg 1 or Msg A has already failed, and the device need decide whether to re-access based on the new triggering Msg 0.  
Proposal 14	After Msg 1 transmission, RAN2 study two possible solutions for the device to determine random access failure: 1) timer-based; 2) DL-message based. 
2.5 Security Aspect of RA procedure 
Besides the privacy aspect mentioned in earlier sections, it is also unclear whether the initial access procedure need involve an “authentication for A-IoT device” for any new accessing Ambient IoT device. Even though AS layer security may not be involved as assumed by RAN2 [1], the device and a CN function may still need to conduct the authentication procedure. RAN2 need to check SA3 for this, as this may involve some additional security related parameters or even additional signaling exchange between the device and NW/reader in the control plane.
Proposal 15	RAN2 send LS to SA3 to check whether any security methods (e.g., authentication) is to be conducted during the initial access procedure. 
3 Conclusion
In this contribution, we discuss the Random-Access design for Ambient IoT, and have the following proposals:
Proposal 1	DL transmission which triggers RA is named as “Msg 0” in A-IoT RA procedure.   
Proposal 2	From RAN2 perspective, Msg 1 in 4-step like RA procedure contains a self-generated Temp ID.
Proposal 3	Each individual A-IoT device transmits Msg 1 based on slotted Aloha, on the resource selected from either default RA resource set or resource set provisioned in Msg 0.  
Proposal 4	Msg 2 echoes the Temp ID included in Msg 1.  
Proposal 5	The device(s) matching the temp ID in Msg 2 send Permanent Device ID in Msg 3.
Proposal 6	One or more devices transmits Msg 3 based on slotted Aloha, on the resource selected from either default RA resource set or resource set provisioned in Msg 2.  
Proposal 7	Msg 4 confirms the discovery of the permanent device ID of a device. FFS whether reader need to configure a new “index” to the discovered A-IoT device for the sake of further communication. 
Proposal 8	Msg A in 2-step like RA procedure contains the permanent Device ID of A-IoT device.  
Proposal 9	Each individual A-IoT device transmits Msg A based on slotted Aloha, on the resource selected from either default RA resource set or resource set provisioned in Msg 0. FFS 2-step RA resource set is same or different from the 4-step RA resource set.
Proposal 10	Msg B confirms the discovery of the permanent device ID of a device. FFS whether reader need to configure a new “index” to the discovered A-IoT device for the sake of further communication. 
Proposal 11	Whether CBRA or CFRA is to be used is indicated in Msg 0 (e.g., A-IoT Paging). 
Proposal 12	If Msg 0 targets for a single device, a contention-free UL resource can be included to be exclusively  used by the target device. 
Proposal 13	If Msg 0 targets for multiple device with known Device IDs, multiple contention-free resources can be included, and each of which associated with a Device ID. 
Proposal 14	After Msg 1 transmission, RAN2 study two possible solutions for the device to determine random access failure: 1) timer-based; 2) DL-message based. 
Proposal 15	RAN2 send LS to SA3 to check whether any security methods (e.g., authentication) is to be conducted during the initial access procedure. 
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