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1 Introduction 
In RAN2#125bis, the following initial agreements were made on general and stage 2 aspects of AIOT[1]:
	Agreements

1 Unless explicitly stated all agreements apply to all device types and for both topologies.  

2 From RAN2 perspective, the aim is that the design on the interface between reader and A-IoT device is common for topology 1 and topology 2.  

3 RAN2 will support two use cases, “inventory” and “command”.  The definition, detailed wording is FFS

4 Baseline procedure:

Step A: Based on the service request, the reader sends the Initial Trigger Message indicating device(s) that need to respond; Details FFS

Step B: Triggered device(s) performs the random access-like procedure, if needed; Details FFS

Step C: The device may perform the data communication with the reader as needed,: Details FFS
5 We will study the support of both “inventory” and “command” in the same procedure.  

6 FFS if Initial Trigger Message can also include “command”.  

7 RAN2 will continue the study of ambient IoT assuming no support of AS security until SA3 provides further input.   


In essence, one main task of RAN2 during stage 2 discussion is to determine the information flow and signalling to support the use cases of inventory and command.  In this contribution, we discuss the information flows in more detail.

2 Discussion on General Aspects
In RAN2#125bis, it was agreed to support the two use cases of “inventory” and “command”.  How these two use cases translate into AS-layer information flows requires further study by RAN2.  In particular, we see three basic information flows which RAN2 should address: 1) “Inventory” only; 2) “Inventory” and “command” in the same procedure; and 3) “Command” only.

2.1 Information Flows of “Inventory” and “Command” 
“Inventory” only information flow
“Inventory” procedure involves transmission of a message by the reader that triggers a response from multiple devices.  The “inventory” procedure can follow the baseline procedure agreed by RAN2:

Step A: Based on the service request, the reader sends the Initial Trigger Message indicating device(s) that need to respond; Details FFS

Step B: Triggered device(s) performs the random access-like procedure, if needed; Details FFS

Step C: The device may perform the data communication with the reader as needed,: Details FFS
Observation 1:
“Inventory” procedure consists of 1) A R2D triggering message identifying the device(s) to respond; 2) A contention-free or contention-based random access procedure performed by the identified device(s).  3) Data transmission 

The device that successfully completes the access procedure can send some upper layer information (e.g., a device ID).  From AS-layer perspective, contents of the message may be transparent and should be viewed as the transmission of a data message.  However, the AS layer at the device may include control information in the transmissions during or after the random access that would assist other possible subsequent procedures (e.g., inventory and command, command only, etc).  We discuss such information in other contributions.  

Proposal 1:
During or following successful contention-free or contention-based access, the device transmits at least a data message generated by upper layers (e.g., the upper layer device ID).  FFS other AS layer information transmitted by the device (e.g., to help with resource allocation).   

There may be different purposes for performing such inventory procedure, which would result in a different flavour of the baseline procedure agreed in RAN2#125bis (e.g., different message contents, need for random access, etc).  Therefore, to identify the specific details of each step, the different purposes for performing inventory should be first identified.

One case may be for the upper layers or application layers to determine which AIOT devices are deployed in a specific area.  In this case, the upper layers is unaware of which devices may respond to a given reader, as it is simply trying to determine which devices are present and can be further addressed.  In addition, the request by upper layers may be restricted to a subset of devices.  For example, a service may be able to interact only with AIOT devices from a given manufacturer, MNO, or device owner.  SA2 is currently discussing the structure of the ambient IOT device ID to represent such grouping of devices.  An inventory that initiates a transmission of a single application layer payload by any device (possibly belonging to a subgroup) should therefore be supported.   
In this case, the reader cannot predict the number of devices that will respond to the trigger message.  To avoid allocating dedicated resources for every potential responding device, a finite set of resources is configured, and contention-based access is required.
Proposal 2:
“Inventory” procedure supports the query of all devices, or of devices that correspond to a subset of upper-layer IDs, without AS layer knowledge of how many devices may respond to the trigger message.  Triggered devices are signalled by the reader to perform contention-based access in a set of signalled resources.  
Inventory procedure may need to be performed multiple times for the reader to query all AIOT devices that are reachable.  For example, a device may not be ready to receive/respond to the initial trigger message because it is busy performing charging.  Also, a specific device may not succeed contention resolution during the contention-based access procedure.  It is therefore expected that the reader will perform multiple rounds of inventory to obtain the full list of devices that can respond.  To avoid that respond multiple times, “inventory” procedure should support a query of only devices that did not respond to a previous “inventory”.  The reader can indicate this in the trigger message with a flag or an identifier (such as a session ID), and only devices which have failed an access in the previous triggering session can respond.  Again, since the number of devices that may respond in this case is unknown, contention-based access should be triggered at the device, although the number of contention-based resources the reader may use in the procedure may be smaller. 
Proposal 3:
“Inventory” procedure supports the query of all devices that did not successfully respond to a previous “inventory”. Triggered devices are signalled by the reader to perform contention-based access in a set of signalled resources.  

The SI description also supports an objective of device localization.  One of the main purposes of localization is for upper layers to know how to reach a device once that device has been inventoried.  For example, the entity in the core network can send subsequent commands following inventory to the correct gNB, or UE (in the case of topology 2).  If a device is physically moved, or if an intermediate UE moves out of the range of a device in the case of topology 2, such a localization procedure can avoid sending the command to multiple readers or the incorrect reader, as well as triggering unnecessary transmissions at the reader.
Observation 2:
AIOT SI includes an objective for device localization. 

Typically, such a network localization function uses RNA-like or TAU-like procedure at the UE.  However, since RNA or TAU like procedures requires an autonomous trigger by the UE (which is beyond the DO-DTT and DT scope of Rel19), they have been ruled out by RAN2 in RAN2#125bis.

A reasonable alternative for localization is for the core network function or the reader itself to initiate an “inventory” procedure to trigger the response in the devices that are intended to be tracked.  In this case, the number of devices that are triggered should be finite and the reader expects all of the devices to respond in most cases.  For this reason, contention-based response is not needed, and allocating dedicated resources for each of the devices responding can be more efficient.  The response in this case may simply be a short acknowledgement, rather than the full device ID.  Alternatively, the reader can still attempt to initiate a contention-based access, and this decision should be left to the reader.  

Whether such a procedure is purely managed at the AS layer, or whether it is controlled by upper layers can be further discussed.  However, considering its purpose is for tracking alone and not necessarily data transfer, the message sizes should be reduced to a minimum.  For example, a reader can assign a local ID to the inventoried devices so that the local IDs (which are expected to be shorter than the full device ID) can be used in the messaging.  Alternatively, the reader can simply indicate that all devices that have an assigned local ID are to respond.        
Proposal 4:
“Inventory” procedure supports the query of one or more known (e.g. previously inventoried) devices for the purposes of determining whether these devices can be reached by the reader. Triggered devices are signalled by the reader to perform either contention-based or contention-free access in in a set of signalled.
Proposal 5:
RAN2 studies the assignment of a local ID by the reader to reduce the overhead of AIOT access procedure signalling. 

“Inventory” and “command” in the same procedure
In RAN2#125bis, it was agreed to study the “inventory” and “command” in the same procedure.  A similar procedure is supported by RFID, which operates as follows:

· A device randomly selects one of 2^Q occasion, and transmits a random number (RN16) within that occasion
· If the reader transmits the same random number, the device determines it has won contention for that occasion and it transmits the inventory data
· Within the occasion, the reader can send read and write commands to the device until the next occasion is initiated by the reader (transmission of the Query message).

This basic procedure can be the baseline for “inventory” and “command” in the same procedure.  One important use of this combined procedure is for the upper layers to establish some knowledge of the devices before subsequent commands are initiated to the devices that respond.  By combining the procedure, both the discovery of the devices and the commands can be issued while the device has accessed the AIOT interface.  It also allows the upper layers to establish some context (e.g., security) before data exchange, however, the details of this can be discussed further by SA2/SA3.  At the AS layer, the reader can ensure that resources are set aside to the device for the subsequent commands and response so collisions/contentions do not occur.     
Proposal 6:
In the “inventory” and “command” in the same procedure, the device which successfully completes the “inventory” phase (i.e. either contention-based or contention free access as signalled by the reader) can receive and respond to one or more “command” messages sent by the reader.  

For the “command” phase of the procedure, the upper layer reads and writes should be supported based on SA1 use cases.  In the case of a read, an upper layer message that the device can understand is sent by the reader, and the device responds with some upper layer data.  In the case of a write, the response to the upper layer message consists of an acknowledgement to indicate that the device was able to write the received data to memory.  Whether the acknowledgement is generated by the AS layer following indication by upper layer, or is sent transparently by the upper layers can be further discussed.  However, both read and write procedures can simply consist of a reader initiated message followed by a device response.

Proposal 7:
The “command” phase of the procedure consists of the reader transmitting a message containing at least upper layer data, and the device responding with upper layer data or acknowledgement.  FFS whether the acknowledgement is an upper layer acknowledgement or AS layer acknowledgement.  

In the RFID procedure, when a device wins the contention in an occasion, subsequent reader transmissions are assumed to be addressed to that device.  In AIOT, RAN1 has already agreed to support both TDM and FDM.  As a result, a reader could transmit to multiple devices simultaneously. If we support some dynamic scheduling of the time/frequency resources to multiple devices for transmission of the commands within a single “inventory” and “command” procedure, the reader needs to identify the device it is addressing.  In such case, use of the full application layer device ID is not feasible as it may not be known to the AS layer, and would result in signaling inefficiency.  Instead, a shorter AS-layer ID could be assigned to device, at least for the duration of a single “inventory + command” and used for addressing.  Another approach would be to assign resources (e.g., frequency resources) statically to each device that successfully completes the inventory phase so that the reader would not need to transmit any device identity in the message.  This approach minimizes signalling at the expense of reader scheduling flexibility.  RAN2 should therefore study both approaches.
Proposal 8:
RAN2 assumes the reader can transmit “commands” to multiple devices in a specific access occasion. 

Proposal 9:
To support “inventory” and “command” in the same procedure, RAN2 studies the following options for the reader to indicate which device it transmits to in commands which follow the “inventory” phase: 1) a device is addressed by the reader without an ID using known resources (e.g., occasion) or 2) the device is addressed by the reader using a local ID in the message (e.g., AS layer ID or similar assigned by the reader) that is stored temporarily by the device. 

“Command” only procedure
One discussion point left open at the last meeting was whether to support a “command” only procedure.  Specifically, if the reader wants to send a command to a single device, it could skip the access or “inventory” phase and perform the command phase directly.

From a signalling efficiency perspective, this is preferred as the access step can be skipped by including the command in the initial triggering message.  The main issue which may arise is whether the access procedure is assumed to establish some upper layer context in the device (e.g., security), and whether this security context can be maintained after an inventory procedure to be able to later send “command” in the paging message.  Given RAN2 cannot address this but sees some advantage of using “command” only, it can be assumed to be supported pending discussions in SA2/SA3.
Proposal 10:
RAN2 can support the case where the initial trigger message includes a command, assuming no issues from pending discussions in SA2/SA3.  

3 Conclusion
In this contribution, the following observations were made on stage 2 information flows:
Observation 1:
“Inventory” procedure consists of 1) A R2D triggering message identifying the device(s) to respond; 2) A contention-free or contention-based random access procedure performed by the identified device(s).  3) Data transmission 

Observation 2:
AIOT SI includes an objective for device localization. 

Based on these observations, the following conclusions were made: 
Proposal 1:
During or following successful contention-free or contention-based access, the device transmits at least a data message generated by upper layers (e.g., the upper layer device ID).  FFS other AS layer information transmitted by the device (e.g., to help with resource allocation).   

Proposal 2:
“Inventory” procedure supports the query of all devices, or of devices that correspond to a subset of upper-layer IDs, without AS layer knowledge of how many devices may respond to the trigger message.  Triggered devices are signalled by the reader to perform contention-based access in a set of signalled resources.  

Proposal 3:
“Inventory” procedure supports the query of all devices that did not successfully respond to a previous “inventory”. Triggered devices are signalled by the reader to perform contention-based access in a set of signalled resources.  

Proposal 4:
“Inventory” procedure supports the query of one or more known (e.g. previously inventoried) devices for the purposes of determining whether these devices can be reached by the reader. Triggered devices are signalled by the reader to perform either contention-based or contention-free access in in a set of signalled.

Proposal 5:
RAN2 studies the assignment of a local ID by the reader to reduce the overhead of AIOT access procedure signalling. 

Proposal 6:
In the “inventory” and “command” in the same procedure, the device which successfully completes the “inventory” phase (i.e. either contention-based or contention free access as signalled by the reader) can receive and respond to one or more “command” messages sent by the reader.  

Proposal 7:
The “command” phase of the procedure consists of the reader transmitting a message containing at least upper layer data, and the device responding with upper layer data or acknowledgement.  FFS whether the acknowledgement is an upper layer acknowledgement or AS layer acknowledgement.  

Proposal 8:
RAN2 assumes the reader can transmit “commands” to multiple devices in a specific access occasion. 

Proposal 9:
To support “inventory” and “command” in the same procedure, RAN2 studies the following options for the reader to indicate which device it transmits to in commands which follow the “inventory” phase: 1) a device is addressed by the reader without an ID using known resources (e.g., occasion) or 2) the device is addressed by the reader using a local ID in the message (e.g., AS layer ID or similar assigned by the reader) that is stored temporarily by the device. 

Proposal 10:
RAN2 can support the case where the initial trigger message includes a command, assuming no issues from pending discussions in SA2/SA3.  
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