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[bookmark: OLE_LINK39][bookmark: OLE_LINK38][bookmark: OLE_LINK37]1	Introduction
This document expands upon the “baseline procedure” developed for AIoT at RAN2#125bis.  An approach to the “plane” modelling is proposed, in which the control and user planes are not distinguished in terms of having different protocol stacks; we also take some steps towards a description of the AIoT MAC protocol.
[bookmark: OLE_LINK41][bookmark: OLE_LINK24][bookmark: OLE_LINK17][bookmark: OLE_LINK16]2	Discussion
2.1	Baseline procedure
RAN2#125bis concluded that the “baseline” procedure for AIoT data transfer is a three-step process as described in [1]:
· Step A: Based on the service request, the reader sends the Initial Trigger Message indicating device(s) that need to respond; Details FFS
· Step B: Triggered device(s) performs the random access-like procedure, if needed; Details FFS
· Step C: The device may perform the data communication with the reader as needed,: Details FFS
The understanding seems to be that step A is the control plane (a “paging-like” operation) and step C is the user plane (some combination of read/write operations).  This modelling is accurate in the sense that bringing the device into contact in step A is a control operation without data transfer (barring a future decision to introduce data into the initial trigger message), while step C may transfer actual application data and does not include additional control information (beyond that needed for the data operation itself); however, we suggest that a common model for the transactions may make more sense than separated control and user plane modelling.
2.2	Protocol stacks
There is clear interest in simplifying the protocol stacks for AIoT as compared to the Uu interface, for the sake of specification and device simplicity (and to some extent reader simplicity, although the reader should be less complexity-sensitive than the device).  In particular, we do not identify a need for a dedicated control plane stack to transfer signalling in a different way from application data; the “initial trigger” message and the read and write messages can be modelled in a consistent way as operations of a single protocol layer.
Proposal 1: Model the protocol stack for steps A and C of the baseline procedure as a single AIoT MAC layer over AIoT PHY, with the MAC layer handling each step as a discrete operation.
Note that this proposal is intended to exclude the need for an “AIoT RRC” protocol to transfer the initial trigger message.  (We leave open the potential need for an additional AS protocol to transfer upper-layer information, but see the companion document in [2] for discussion of this issue.)
Proposal 2: The initial trigger message is transferred by AIoT MAC (not by AIoT RRC or similar protocol).
The resulting protocol stacks are almost trivial, as shown in figure 1.


Figure 1: AIoT protocol stacks
2.3	MAC protocol modelling
On Uu, the MAC protocol transfers PDUs that may comprise a mix of user plane data and MAC CEs.  From an informal and organizational perspective, the whole protocol, including the control elements, is thought of as part of the user plane, but this model has no real normative impact.  In terms of the operations performed by the endpoints, MAC CEs give rise to “control-like” behaviour instead of transfer of user data to upper layers.
By the same token, the AIoT MAC layer can be understood as having “control” and “user” components integrated into a single protocol.  The initial trigger message, for example, could be considered as a MAC CE or a similar “control” object, while the read/write operations may require a mix of control and user information (e.g., control information identifying a storage location and/or data type of the application data).
Proposal 3: The initial trigger message is modelled as a MAC CE.
For the read and write operations, the modelling should be driven by functionality.  We understand that “write” is a single message with a potential ack, and “read” comprises a request, a response, and a potential ack (details are further discussed in [3]).  The “write request” and “read response” messages contain application and/or upper-layer data, while the “read request” message and the acks (if needed) consist only of control information.
Proposal 4: The read operation is triggered by a read request MAC CE, and the read response message contains at least a data payload (along with rudimentary control information such as payload length).
Proposal 5: The write operation is triggered by a write request message containing a combination of control fields and a data payload.
Proposal 6: Acknowledgements for the read and write operations, if needed, are realised as MAC CEs.
The foregoing proposals might suggest a separation between MAC data PDUs and MAC CEs, as on Uu, but the write operation as described in P5 blurs the line between the two.  We suggest that it is more expedient to simply have a MAC PDU format with the write control fields and a payload, and whether to consider it as a data PDU with extra fields or a MAC CE with encapsulated data is a terminological question.  An overview of the format might be as shown in figure 2.


Figure 2: Potential format for a MAC write request
The figure should be understood as only illustrative; the sequence number may or may not be needed (depending on future decisions about in-order delivery, reliability, etc.), the address could instead be an IE identifier or similar structural indicator, and additional fields are conceivable (e.g., for security or any other functions that turn out to be necessary).  The “write indicator” in the first field indicates to the receiver that this is a write request (a kind of “PDU type” field).  The same leading field can be used to indicate other operations (read request, ack if necessary, etc.).
Proposal 7: Different MAC operations are distinguished by a leading field in the PDU (that could be considered as a “PDU type”).
In keeping with the theme of not distinguishing the control and user planes, the initial trigger message could be framed as another form of the same basic MAC format, with a different “PDU type” leading field and appropriate control fields.  Whether a payload is needed in the initial trigger message depends on future decisions about the “paging” procedure.
Proposal 8: The initial trigger message is modelled as a MAC PDU with a distinguishing value of the leading “PDU type” field.  FFS if it includes a payload.
3	Conclusion
This document promulgated the following proposals:
Proposal 1: Model the protocol stack for steps A and C of the baseline procedure as a single AIoT MAC layer over AIoT PHY, with the MAC layer handling each step as a discrete operation.
Proposal 2: The initial trigger message is transferred by AIoT MAC (not by AIoT RRC or similar protocol).
Proposal 3: The initial trigger message is modelled as a MAC CE.
Proposal 4: The read operation is triggered by a read request MAC CE, and the read response message contains at least a data payload (along with rudimentary control information such as payload length).
Proposal 5: The write operation is triggered by a write request message containing a combination of control fields and a data payload.
Proposal 6: Acknowledgements for the read and write operations, if needed, are realised as MAC CEs.
Proposal 7: Different MAC operations are distinguished by a leading field in the PDU (that could be considered as a “PDU type”).
Proposal 8: The initial trigger message is modelled as a MAC PDU with a distinguishing value of the leading “PDU type” field.  FFS if it includes a payload.
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