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[bookmark: _Ref488331639]Introduction 
In RAN2#125 meeting, the following agreements were made for L2 reset handling at SCPAC execution.
	· P1 For DRB, security cell set ID (mapping to SN) is used to determine how the L2 reset is performed for SCPAC execution:
-	For inter-SN SCPAC: MAC reset, refresh of security and re-establishment of RLC and PDCP should be performed.
-	For intra-SN SCPAC: MAC reset and RLC re-establishment and PDCP data recovery should be performed.
· P2 For DRB, UE performs L2 reset according to the change of termination point for SCPAC execution.
-	UE performs PDCP re-establishment, RLC re-establishment and MAC reset if there is change of termination point for the bearer;
-	UE performs PDCP data recovery, RLC re-establishment and MAC reset if there is no change of termination point for the bearer.
· P3 For SRB3, cell set ID (mapping to SN) is used to determine whether PDCP re-establishment or PDCP SDU discard is performed for SCPAC execution.
· P4	For SRB1/SRB2, UE relies on NW indication to perform L2 reset.


In last RAN2 meeting, there was a proposal in R2-2402967 to discuss how to perform L2 reset for MN-terminated SCG bearer and the conclusion was made as follows.
	R2-2402967	Discussion on remaining issues of  L2 reset for SCPAC	NEC	discussion	Rel-18	NR_Mob_enh2-Core
NEC explains that P1 and P2 should be addressed 
-	Nokia think that reestablishment is only for anchor point change. 
-	HW think that for P2, the network can send the reestablish indication directly, no need to have this in the procedure. 
-	OPPO think for P2, indeed the network can indicate, agree with P1. 
-	ZTE think p1 is ok, but think this is covered in the current TS, 
-	Intel think we can just discuss if the explicit flag is sufficient also for P1 .. 
P1, determine what change is needed, if any, in post meeting disc. 


In this contribution, we would like to further provide our considerations on how to perform L2 reset for radio bearers of different type during SCPAC execution. For SCPAC in SN format, neither termination point change nor bearer type change is expected since MN is not involved in this case. Therefore, only SCPAC in MN format is discussed in this contribution.
[bookmark: _Ref178064866]Discussion
As specified in TS37.340, L2 handlings for bearer type change in MR-DC are summarized as in the table below.
	Annex A (informative):
Layer 2 handling for bearer type change
This clause provides for information an overview on L2 handling for bearer type change in MR-DC, with and without a security key change due to a change of the termination point.
Table A-1: L2 handling for bearer type change with and without a security key change due to a change of the termination point.
	Bearer type change from row
to col
	MCG
	Split
	SCG

	
	no change of termination point
(no key change)
	change of termination point
(key change)
	no change of termination point
(no key change)
	change of termination point
(key change)
	no change of termination point
(no key
change)
	change of termination point
(key change)

	MCG
	N/A
	PDCP:
Re-establish
MCG RLC:
See Note 1
MCG MAC:
See Note 1
SCG RLC:
No action
SCG MAC:
No action
	PDCP: Reconfigure
MCG RLC: No action
MCG MAC: No action
SCG RLC: Establish
SCG MAC: Reconfigure
	PDCP:
Re-establish
MCG RLC:
See Note 1
MCG MAC:
See Note 1
SCG RLC:
Establish
SCG MAC:
Reconfigure
	PDCP:
Recovery
MCG RLC:
See Note 3
MCG MAC:
Reconfigure
SCG RLC:
Establish
SCG MAC:
Reconfigure
	PDCP:
Re-establish
MCG RLC:
See Note 3
MCG MAC:
Reconfigure
SCG RLC:
Establish
SCG MAC:
Reconfigure

	Split
	PDCP:
Recovery
MCG RLC:
No action
MCG MAC:
No action
SCG RLC:
See Note 4
SCG MAC:
Reconfigure
	PDCP: 
Re-establish
MCG RLC: See Note 1
MCG MAC: See Note 1
SCG RLC: See Note 4
SCG MAC: Reconfigure
	N/A
	PDCP:
Re-establish
MCG RLC:
See Note 1
MCG MAC:
See Note 1
SCG RLC: 
See Note 1
SCG MAC: 
See Note 1
	PDCP: Recovery
MCG RLC:
See Note 3
MCG MAC:
Reconfigure
SCG RLC: 
No action
SCG MAC:
No action
	PDCP:
Re-establish
MCG RLC:
See Note 3
MCG MAC:
Reconfigure
SCG RLC: 
See Note 1
SCG MAC: 
See Note 1

	SCG
	PDCP:
Recovery
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: See Note 4
SCG MAC: Reconfigure
	PDCP:
Re-establish
MCG RLC:
Establish
MCG MAC:
Reconfigure
SCG RLC:
See Note 4
SCG MAC:
Reconfigure
	PDCP:
Reconfigure
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: No action
SCG MAC: No action
	PDCP:
Re-establish
MCG RLC:
Establish
MCG MAC:
Reconfigure
SCG RLC:
See Note 1
SCG MAC: 
See Note 1
	N/A
	PDCP:
Re-establish
MCG RLC:
No action
MCG MAC:
No action
SCG RLC:
See Note 1
SCG MAC:
See Note 1



NOTE 1:	For EN-DC and NGEN-DC MCG, NE-DC SCG: the MAC/RLC behaviour depends on the solution selected by the network. It can be PCell handover (for EN-DC and NGEN-DC) or PSCell change (for NE-DC), which triggers MAC reset and RLC re-establishment. Alternatively, the logical channel identity can be changed, either via RLC bearer release and add for the same DRB (including RLC re-establishment), or via reconfiguration of the RLC bearer with RLC-re-establishment.
	For EN-DC and NGEN-DC SCG, NE-DC MCG, NR-DC MCG and SCG: the MAC/RLC behaviour depends on the solution selected by the network. It can be reconfiguration with sync, with MAC reset and RLC re-establishment. Alternatively, the logical channel identity can be changed via RLC bearer release and add.
NOTE 2:	Void
NOTE 3:	For EN-DC and NGEN-DC: Re-establishment and release. For NE-DC and NR-DC: Release.
NOTE 4:	For NE-DC: Re-establishment and release. For EN-DC, NGEN-DC and NR-DC: Release.


In general, we understand the L2 reset handling for SCPAC execution follows the similar way as listed above if the bearer type has been changed upon SCPAC execution. While there may be some exceptions, for example, the L2 handling for SCG bearer without termination point change in above table may not be suitable for SCPAC execution considering that the RLC re-establishment is always required for SCG bearer due to PSCell change. When the RLC entity is re-established, PDCP data recovery is further required. To adapt SCPAC execution case, the rules for L2 reset handling are further summarized in Table2.
Table 2 L2 rest handling for SCPAC execution
	Type of change
	RLC
	PDCP

	Termination point change/security key update
	Case1: w/o bearer type change
	Re-establishment
	Re-establishment

	
	Case2: MCG bearer from/to SCG bearer
	MCG bearer to SCG bearer: Release MCG RLC and establish SCG RLC
SCG bearer to MCG bearer: Release SCG RLC and establish MCG RLC
	

	
	Case3: Non-split bearer to split bearer
	MCG bearer to split bearer: Re-establish MCG RLC and establish SCG RLC
SCG bearer to split bearer: Re-establish SCG RLC and establish MCG RLC
	

	
	Case4: Split bearer to non-Split bearer
	Split bearer to MCG bearer: Re-establish MCG RLC and release SCG RLC
Split bearer to SCG bearer: Re-establish SCG RLC and release MCG RLC
	

	No termination point change/ no security key update
	Case5: w/o bearer type change
	Re-establish SCG RLC, if configured
	PDCP data recovery for AM DRB if the PDCP entity is associated with SCG RLC entity

	
	Case6: MCG bearer from/to SCG bearer
	MCG bearer to SCG bearer: Release MCG RLC and establish SCG RLC
SCG bearer to MCG bearer: Release SCG RLC and establish MCG RLC
	PDCP data recovery for AM DRB

	
	Case7: Non-split bearer to split bearer
	MCG bearer to split bearer: Establish SCG RLC
SCG bearer to split bearer: Re-establish SCG RLC and establish MCG RLC
	PDCP data recovery for AM DRB for SCG bearer to split bearer case.

	
	Case8: Split bearer to non-Split bearer
	Split bearer to MCG bearer: Release SCG RLC
Split bearer to SCG bearer: Re-establish SCG RLC and release MCG RLC
	PDCP data recovery for AM DRB


As in Table2, the UE shall always perform PDCP re-establishment if the termination point of a radio bearer is changed during SCPAC execution. For the associated RLC entity, re-establishment is required if it is an RLC bearer configured in both source cell configuration and target cell configuration. In current RRC specification, the L2 reset handling for a radio bearer with termination point change/security key update is implemented as follows:
	5.3.5.13.8	Subsequent CPAC execution
Omitted irrelevant text
1>	else:
2>	for each drb-Identity value included in each RadioBearerConfig in the selected subsequent CPAC candidate configuration that is part of the current UE configuration, the UE shall perform the following actions after the end of this procedure:
3>	if the keyToUse in the RadioBearerConfig is different from the keyToUse in the current UE configuration; or
3>	if the bearer is associated with the secondary key (S-KgNB) as indicated by keyToUse in the current UE configuration and a new sk-Counter value has been selected due to the conditional reconfiguration execution for subsequent CPAC:
Omitted irrelevant text
4>	trigger the PDCP entity of the bearer to perform PDCP re-establishment as specified in TS 38.323 [5];
3>	else:
4>	if the bearer is an AM DRB:
5>	trigger the PDCP entity of the bearer to perform PDCP data recovery as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
Omitted irrelevant text


As in current specification, the UE performs PDCP re-establishment and RLC re-establishment for the radio bearers configured in both source cell configuration and target cell configuration. While L2 reset is performed after UE has applied the target cell configuration, in which case the RLC bearer associated to the radio bearer may need to be released in target cell configuration and RLC re-establishment is not required for these radio bearers.
In current RRC specification, the UE always performs RLC re-establishment for a radio bearer with termination point change/security key update, even for the case that the RLC entity is to be released.
For a radio bearer with termination point change/security key update, the UE performs RLC re-establishment for the RLC entity if it is configured in both source configuration and target cell configuration.
In current RRC specification, L2 reset handling for a radio bearer without termination point change or security key update is defined as blue-highlighted text.
	5.3.5.13.8	Subsequent CPAC execution
Omitted irrelevant text
3>	else:
4>	if the bearer is an AM DRB:
5>	trigger the PDCP entity of the bearer to perform PDCP data recovery as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
Omitted irrelevant text


For all radio bearer without termination point change/security key update, PDCP data recovery and RLC re-establishment are performed. While according to Table2, RLC re-establishment is only required for an SCG RLC entity if it is configured in both source configuration and target cell configuration as in Case5,7,8. And the PDCP data recovery is triggered for the case that the associated RLC entity is released or re-established. 
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: _GoBack]Performing RLC Re-establishment for all radio bearers at SCPAC execution may enlarge the interruption for data transmission, thus it is proposed to follow legacy L2 reset behaviours for cases there is no termination point change or security key update.
[bookmark: _Toc159246715][bookmark: _Hlk165294193]L2 reset handling for radio bearers without termination point change or security key update include:
a. Perform RLC re-establishment for SCG RLC entity if it is configured in both source configuration and target cell configuration.
b. Perform PDCP data recovery for AM DRB if the associated RLC entity is released/re-established.
Adopt the TP in Section 4. 
[bookmark: _Toc156750843][bookmark: _Toc156750877][bookmark: _Toc156750949][bookmark: _Toc156751123][bookmark: _Toc156760624][bookmark: _Toc156750847][bookmark: _Toc156750881][bookmark: _Toc156750953][bookmark: _Toc156751127][bookmark: _Toc156760628][bookmark: _Toc149917905][bookmark: _Toc149917915][bookmark: _Toc149917948][bookmark: _Toc156750848][bookmark: _Toc156750882][bookmark: _Toc156750954][bookmark: _Toc156751128][bookmark: _Toc156760629][bookmark: _Toc133575977][bookmark: _Toc133575996]Conclusion
Based on the discussion in section 2 we have following proposals:
Observaton1: In current RRC specification, the UE always performs RLC re-establishment for a radio bearer with termination point change/security key update, even for the case that the RLC entity is to be released.
1. For a radio bearer with termination point change/security key update, the UE performs RLC re-establishment for the RLC entity if it is configured in both source configuration and target cell configuration.
L2 reset handling for radio bearers without termination point change or security key update include:
a. Perform RLC re-establishment for SCG RLC entity if it is configured in both source configuration and target cell configuration.
b. Perform PDCP data recovery for AM DRB if the associated RLC entity is released/re-established.
Adopt the TP in Section 4. 
[bookmark: _In-sequence_SDU_delivery]Text Proposal 
[bookmark: _Toc162894123][bookmark: _Hlk165014539]5.3.5.13.8	Subsequent CPAC execution
Upon the conditional reconfiguration execution for subsequent CPAC, the UE shall:
1>	if the selected subsequent CPAC candidate configuration is stored in MCG VarConditionalReconfig:
2>	for each SRB/DRB in current UE configuration:
-	keep the associated PDCP and SDAP entities, their state variables, buffers and timers;
-	release all fields related to the SRB/DRB configuration except for srb-Identity, drb-Identity, and securityConfig;
[bookmark: _Hlk150962964]2>	release/clear all current dedicated radio configuration except for the following:
-	the MCG C-RNTI;
-	the AS security configurations associated with the master key and the secondary key;
-	the UE variables VarConditionalReconfig and VarServingSecurityCellSetID.
2>	release/clear all current common radio configuration;
2>	reset MCG MAC;
2>	apply the default MAC Cell Group configuration for MCG MAC and SCG MAC as specified in 9.2.2;
2>	use the default values specified in 9.2.3 for timers T310, T311 and constants N310, N311, where T310, N310, and N311 are for both MCG and SCG, and T311 is only for the MCG;
2>	apply the default L1 parameter values as specified in corresponding physical layer specifications for the MCG and SCG;
1>	else:
2>	for each SRB/DRB in current UE configuration:
-	keep the associated PDCP and SDAP entities, their state variables, buffers and timers;
-	release all fields related to the SRB/DRB configuration except for srb-Identity, drb-Identity, and securityConfig;
2>	release/clear all current dedicated radio configuration associated with the SCG except for the following:
-	the AS security configurations associated with the secondary key;
-	the UE variables VarConditionalReconfig.
2>	release/clear all current common radio configuration associated with the SCG;
2>	apply the default MAC Cell Group configuration for the SCG MAC as specified in 9.2.2;
2>	use the default values specified in 9.2.3 for timer T310 and constant N310 and N311 for the SCG;
2>	apply the default L1 parameter values as specified in corresponding physical layer specifications for the SCG;
1>	if the securityCellSetId is included in the entry in VarConditionalReconfig containing the RRCReconfiguration message:
2>	if servingSecurityCellSetId is not included within VarServingSecurityCellSetID; or
2>	if the value of the securityCellSetId is not equal to the value of servingSecurityCellSetId within VarServingSecurityCellSetID:
3>	consider the first sk-Counter value in the sk-CounterList associated with the securityCellSetId within the VarConditionalReconfig as the selected sk-Counter value, and perform security key update procedure as specified in 5.3.5.7;
3>	remove the selected sk-Counter value from the sk-CounterList associated with the securityCellSetId within the VarConditionalReconfig;
3>	if the current VarServingSecurityCellSetID includes servingSecurityCellSetId:
4>	replace the value of servingSecurityCellSetId within VarServingSecurityCellSetID with the value of securityCellSetId associated with the selected cell;
3>	else:
4>	store the servingSecurityCellSetId within VarServingSecurityCellSetID with the value of securityCellSetId associated with the selected cell;
1>	if the selected subsequent CPAC candidate configuration is stored in the SCG VarConditionalReconfig:
2>	for each drb-Identity value included in the RadioBearerConfig in the selected subsequent CPAC candidate configurationthat is part of the current UE configuration, the UE shall perform the following actions after the end of this procedure:
3>	if the bearer is an AM DRB:
4>	trigger the PDCP entity of the bearer to perform PDCP data recovery as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
1>	else:
2>	for each drb-Identity value included in each RadioBearerConfig in the selected subsequent CPAC candidate configuration that is part of the current UE configuration, the UE shall perform the following actions after the end of this procedure:
3>	if the keyToUse in the RadioBearerConfig is different from the keyToUse in the current UE configuration; or
3>	if the bearer is associated with the secondary key (S-KgNB) as indicated by keyToUse in the current UE configuration and a new sk-Counter value has been selected due to the conditional reconfiguration execution for subsequent CPAC:
4>	if the PDCP entity of this DRB is not configured with cipheringDisabled:
5>	configure the PDCP entity with the ciphering algorithm and KUPenc key associated with the master key (KgNB) or the secondary key (S-KgNB), as indicated in keyToUse, i.e., the ciphering configuration shall be applied to all subsequent PDCP PDUs received and sent by the UE;
4>	if the PDCP entity of this DRB is configured with integrityProtection:
5>	configure the PDCP entity with the integrity protection algorithms according to securityConfig and apply the KUPint key associated with the master key (KgNB) or the secondary key (S-KgNB) as indicated in keyToUse;
4>	if drb-ContinueROHC is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueROHC is configured;
4>	if drb-ContinueEHC-DL is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueEHC-DL is configured;
4>	if drb-ContinueEHC-UL is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueEHC-UL is configured;
4>	if drb-ContinueUDC is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueUDC is configured;
4>	trigger the PDCP entity of the bearer to perform PDCP re-establishment as specified in TS 38.323 [5];
4> if the associated RLC bearer is contained in the selected subsequent CPAC candidate configuration:
5> re-establish the corresponding RLC entity as specified in TS 38.322 [4];
3>	else:
4>	if the associated SCG RLC bearer is contained in the selected subsequent CPAC candidate configuration:
5> re-establish the corresponding RLC entity as specified in TS 38.322 [4];
4> if the RLC entity of the associated RLC bearer is re-established; or
4> if the associated RLC bearer is released in the selected subsequent CPAC candidate configuration: 

54>	if the bearer is an AM DRB:
65>	trigger the PDCP entity of the bearer to perform PDCP data recovery as specified in TS 38.323 [5];

3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
2>	for each srb-Identity included in RadioBearerConfig that is part of the current UE configuration and if the radio bearer is SRB3, the UE shall perform the following actions after the end of this procedure:
3>	if a new sk-Counter value has been selected due to the conditional reconfiguration execution for subsequent CPAC:
4>	configure the PDCP entity to apply the integrity protection algorithm and KRRCint key associated with the secondary key (S-KgNB) as indicated in keyToUse, i.e. the integrity protection configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
4>	configure the PDCP entity to apply the ciphering algorithm and KRRCenc key associated with the secondary key (S-KgNB) as indicated in keyToUse, i.e. the ciphering configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
4>	trigger the PDCP entity of SRB to perform PDCP re-establishment as specified in TS 38.323 [5];
3>	else:
4>	trigger the PDCP entity of SRB to perform SDU discard as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
1>	if scpac-ConfigComplete is not included within the VarConditionalReconfig for the selected cell:
2>	if the subsequent CPAC candidate cell configuration is stored in MCG VarConditionalReconfig:
3>	consider scpac-ReferenceConfiguration in MCG VarConditionalReconfig to be the current UE configuration;
2>	else:
3>	consider scpac-ReferenceConfiguration in SCG VarConditionalReconfig to be the current SCG configuration;
NOTE 1:	When the UE considers the reference configuration to be the current UE configuration, the UE should store fields and configurations that are part of the reference configuration but should not execute any actions or procedures triggered by the reception of an RRCReconfiguration message which are described in clause 5.3.5.3.
1>	apply the stored condRRCReconfig of the selected cell(s) and perform the actions as specified in 5.3.5.3;
1>	release the radio bearer(s) and the associated logical channel(s) that are part of the current UE configuration but not part of the subsequent CPAC candidate configuration for the selected cell, or the subsequent CPAC reference configuration (in case the subsequent CPAC candidate configuration does not include scpac-ConfigComplete).
NOTE 2:	When scpac-ConfigComplete is not included for the selected cell, before a subsequent CPAC execution, a UE implementation may generate and store an RRC reconfiguration message by applying the received subsequent CPAC candidate configuration on top of the subsequent CPAC reference configuration, and the stored RRC reconfiguration message is applied for subsequent CPAC execution. The UE needs to ensure that the RRC reconfiguration applied at the time of subsequent CPAC execution is in accordance with the latest received scpac-ReferenceConfiguration and condRRCReconfig for the subsequent CPAC configuration.
	1/3	
