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1. Introduction
In last RAN2 meeting, random access procedure of A-IoT device had been discussed and some initial agreements were achieved as followings [1]:
Agreement
1 RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 
2 We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 
3 Random Access is triggered by the reader 
4 Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are
5 Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  
6 Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access.  FFS details
7 For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).   

In this contribution, we continue to discuss details for A-IoT random access procedure, which include basic procedure for 2-step and 4-step RA, parameters for RA, temporary AS ID, failure detection and re-access.
2. Discussion
2.1 Basic CBRA Procedure
As in legacy NR system, 4-step CBRA can be a starting point for A-IoT random access, which is applicable for the most gerenal and basic access scenarios. For A-IoT device, we will focus on DT and DO-DTT services, which means services triggered by the NW. 
In the following Figure 1, we give an typical example of basic CBRA procedure for A-IoT:


Figure 1: An example of CBRA procedure
In the first step, CN triggers service request for specific A-IoT devices group or individual A-IoT devive, e.g. with mask information or IDentification information. The former includes some characteristic information, e.g. type or attribute meets some conditions or masks. The latter is similar with UE ID list or group ID used by legacy NR system. The details are up to SA2 progress. Then, the AIoT reader broadcasts this information in AS paging message to related devices.
In the next step, all AIoT devices that meet this paging criteria will perform random access procedure. In Msg0, AIoT reader provides AIoT devices with access timing reference and necessary access parameters, e.g. Q (for RFID, Q sets the number of access occasion in one access round) value, modulation information etc. Q value is a parameter for collision avoidance and to distribute devices into random access occasions. Msg0 also provides a triggering and timing reference for Msg1 since most of AIoT devices cannot autonomously initiate UL transmission. Whether paging message and Msg0 can be merged together can be decided after detailed contents are worked out. If an AIoT device meets the conditions for access in the current access occasion, it can send a random number (e.g., named RN16) in the following Msg1, which is the temporary and unique identifier of the device during access procedure.
Proposal 1. [bookmark: _Ref166219316]The basic CBRA procedure is always triggered by Msg0 which provides timing reference and necessary access parameters and details are FFS. Whether Msg0 and paging message are merged together is also FFS.
Proposal 2. [bookmark: _Ref166219331]Msg1 of the basic CBRA procedure only includes a random number from device.
If AIoT reader can receive the RN16 in Msg1 successfully, AIoT reader can feed back an ACK corresponding to the RN16 in the following Msg2. If RN16 further needs to be used as a unique device ID in the following transmission between AIoT device and reader, reader should guarantee the uniqueness of this RN16 (in this random access “round”) before reader sends ACK for RN16 in Msg2. For example, if this RN16 collides with another device’s occupied RN16, ACK for RN16 in Msg2 can not be sent.
Alternatively, reader can also allocate a new AS temporary device ID (e.g. Reader RNTI /R-RNTI) in Msg2 along with confirmation for RN16. This R-RNTI can be used in the following transmission for marking each device. R-RNTI and RN16 can independently be allocated/used and can have different size. After Msg2, RN16 can be released and not occupied any more. Hence the probability of RN16 collision can significantly be keept at a very low level. 
The above two solutions about AS temporary device ID, e.g. RN16 or R-RNTI, can help to achieve cross-transmission between devices for better latency performance and flexible scheduling. For example, when the EPC in Msg3 of previous device is sent to CN for the following processing, the next UE can be accessed in time to avoid too long waiting time. The AS temporary device ID can be used as a unique ID in AIoT Uu transmission and maintain mapping relationship between CN interface and RAN interface in continuous transmission, e.g. inventory and then command. This AS temporary device ID should be released explicitly or implicitly if not used anymore, e.g. by signalling from reader or timer based release. For example, release timer will be start/restart upon each AS temporary device ID based scheduling/transmission. After timer expires, both device and reader can release AS temporary device ID of this device.
Proposal 3. [bookmark: _Ref166219360]Msg2 of the basic CBRA procedure includes ACK of RN16 and potential allocated R-RNTI by reader.
Proposal 4. [bookmark: _Ref166219455]The AS temporary device ID, e.g. RN16 or R-RNTI, needs to be released explicitly or implicitly, e.g. by signalling from reader or timer based release.
The AIoT device, whose RN16 is confirmed in Msg2, sends its upper layer ID, e.g. EPC (Electronic Product Code), to AIoT reader via Msg3. Then AIoT reader will forward this upper layer packet with EPC to CN for further processing, e.g. registration/authentication/authorization/security/Read/ Write/command etc. 
Legacy Msg4 with duplicated Msg3 content for contention resolution is not needed now since the coverage of a AIoT reader is limited and the probability of RN16 collision in the same access occasion is very low, i.e. 2-16. The contention resolution is considered as successful if the RN16 received in Msg 2 is the same as that the device sent in Msg1. Whether Msg3 is mandatorily included in Random Access procedure or not can be FFS now, which is related to the details of inventory and command procedure (up to SA2 further progress) and also to the scheduling relationship between Msg2 and Msg3 (up to RAN1 and RAN2 further progress).
Proposal 5. [bookmark: _Ref166219474]The contention resolution is considered as successful if the RN16 received in Msg2 is the same as that the device sent in Msg1.
Proposal 6. [bookmark: _Ref166219515]Msg 3 may have a expected size, e.g. EPC ID or upper layer temporary ID, details are up to SA2.
Proposal 7. [bookmark: _Ref166219543]No Msg4 for basic A-IoT CBRA procedure as legacy contention resolution, e.g. duplicated Msg3 content, is needed.
Considering that DL upper layer command/response may need more processing latency and interaction within CN, e.g. authentication and authorization, the first E2E DL upper layer command/response may be not necessarily transmitted continuously after Msg3. In fact, the upper layer R2D or D2R message(s) after Msg3 are transmitted through unicast mode identified by the unique RNTI/RN16 and may occur at any scheduling time.
Observation 1: 	The upper layer R2D or D2R message(s) after Msg3 are transmitted through unicast mode identified by the unique RNTI/RN16 and may occur at any scheduling time.
2.2  2-step RA
In NR, there may be contention-free access procedure for a RRC_CONNECTED UE, where the UE can obtain dedicated access resources via dedicated signalling. In AIoT scenarios, although it is difficult to configure dedicated resources to one device, it is feasible to reserve access occasion and channel resources for only one device. For example, in first step, paging message indicates only one device. In next step, Msg0 with some explicit or implicit indicator, e.g. Q value = 0 or R-RNTI, indicates a contention-free acess procedure. Then, the particular device can send Msg3 directly and omit Msg1 and Msg2 or combine Msg1 and Msg3 to speed-up the whole access procedure. 
Besides for CFRA, there are also CBRA scenarios to use a 2-step procedure. Like NR 2-step RACH, MsgA can include both Msg1 and Msg3 together and MsgB is approximately equal to Msg2 plus Msg4. Similar modelling can be reused in 2-step RA for A-IoT. However, 2-step RA may not be suitable for scenarios where a large number of AIoT devices need to be accessed since collision or blank occasion for MsgA will cause greater waste of resources and more serious latency increasing than Msg1 case. It can be left to reader implementation to decide whether 2-step or 4-step RA procedure is chosen, e.g. based on single device or the number of devices who are paged from CN. 
An example of 2-step RA procedure is shown in the following Figure 2.


Figure 2 An example of 2-step RA procedure
Proposal 8. [bookmark: _Ref166219560]For CFRA or 2-step CBRA, reader can indicate device(s) in Msg0 whether MsgA is permitted.
Proposal 9. [bookmark: _Ref166219572]CFRA or 2-step CBRA is considered as successful if the RN16 received in MsgB is the same as that the device sent in MsgA.
2.3 Failure Detection and Re-access
In the section 2.1, we give a basic initial access procedure from the perspective of one AIoT device. In fact, multiple devices competing for access will be a more common scenario, e.g. simultaneously paging a group of devices or one type of devices. Hence, the key point of designing initial access procedure is to access orderly as much as possible, avoid collision and improve access efficiency. In the following Figure 3, an example of multiple devices contention based access procedure is shown, which is slotted ALOHA based access similar with RFID [2].


Figure 3 An example of re-access
In the above Figure 3, when a AIoT device receives access parameters from Msg0, it will perform access with these parameters. Among them, Q value is an important parameter to control random access attempt for each device. Each device picks a random value in the range of [0, 2Q] as the initial value of its access occasion counter upon Msg0 reception and access occasion counter minus one upon each Msg0 (to instruct AIoT device to decrement their occasion counters and , if occasion=0 after decrementing, to backscatter an RN16 to the AIoT reader) reception, i.e. one access occasion elapse. The device which access occasion counter equals to zero can start its access attempt, i.e. to send its Msg1 (RN16).
Msg0 can also carry a new Q value, e.g. an initial Q value or an adjusted Q value. Upon reception of Msg0 with new Q value, all of unsuccessful accessed AIoT devices will initialize or re-initialize its access occasion counter and wait for the time when its access occasion count equals to zero to start its access attempt. Hence, Msg0 with Q value marks the starting position of an access round and Msg0 without Q value marks the starting position of an access occasion. Furthermore, when the initial Q value is set to a unreasonable value, e.g. the access collision is too large or two small, it is up to reader implementation on whenever to interrupt the previous round and start to a new round with a new Q value allocation in Msg0. In each access round, there may be multiple Msg0 without Q value and the maximum number of Msg0 without Q value is decided by Q value of this round. Msg0 without Q value cannot carry or change Q value and just represent the starting position of next access occasion, which means the access occasion of rest devices to minue one and it is the next attempt occasion for a new device whose occasion count equal to zero.
Table 1 An example of Msg0 with parameter of Q
	
	Access Round
	Access occasion
	Example

	Msg0 with Q value
	marks the starting position of a new access round;
The number of access occasions in this round is 2Q ;
	/
	Msg0 with Q=2; 
Device picks a random number in [0,4] as initialized value of counter; 
Only the device whose counter =0 immediately triggers Msg1 and others wait;

	Msg0 without Q value
	/
	marks the starting position of a new access occasion in the current access round
	Msg0 without any Q;
Counter of each device minus one;
Only the device whose counter =0 immediately triggers Msg1 and others wait;



Proposal 10. [bookmark: _Ref166219589][bookmark: _Hlk166147612]Reader can deliver Msg0 with different access parameters to mark the starting position of an access round (e.g. with Q value) and each access occasion (e.g. without Q value) in it.
In the last RAN1 meeting, RAN1 had the following agreements about RA [3]:
Agreement
Study time-domain multiple access of D2R transmissions. Further details, including pros/cons, are FFS.
Agreement
Study frequency-domain multiple access of D2R transmissions, at least by utilizing a small frequency-shift in baseband. Further details, including pros/cons, are FFS.
Agreement
Whether code-domain multiple access is feasible and necessary for D2R transmissions for all devices is FFS.
Hence, TDM and FDM based Msg1 transmission are possible, which means in one access occasion there may be multiple devices to send Msg1 in different time-domain or frequency-domain resources. Later, based on further progress of TDM and FDM study, there will be new changes to our A-IoT RA model.
Observation 2:	 RAN1 agreed to study time-domain and frequency-domain multiple access of D2R transmissions and FFS for code-domain.
When access collision occurs, such as two or more AIoT devices send Msg1 (RN16) in the same resource, reader can feed back NACK to end this unsuccessful attempt if successful detection. Or, reader only feeds back ACK to successful ones. From RAN2 perspective, contention resolution failure or access failure is considered if the same RN16 as that the device sent in Msg1 is not received in Msg 2 from the reader timely, e.g. according to the expected time or window or next Msg0 reception.
Proposal 11. [bookmark: _Ref166219607]From RAN2 perspective, contention resolution failure or access failure is considered if the same RN16, as that the device sent in Msg1, is not received in Msg 2 from the reader timely, e.g. according to the expected time or window or next Msg0 reception.
A failed device for Msg1, e.g. due to collision or detected unsuccessfully by AIoT reader, will exit the current access round and re-access again till the next access round triggered by Msg0 with new Q value. This re-access solution can avoid repeated collision and interrupting the rest of devices in this access round. To a certain extent, the access success probability is ensured.
Proposal 12. [bookmark: _Ref166219624]The device, who detects contention resolution failure or access failure, will re-access in the next access round triggered by Msg0 with new Q value.
3. Conclusion
Based on the discussion, we have the following proposals and observation:
Observation 1:	 The upper layer R2D or D2R message(s) after Msg3 are transmitted through unicast mode identified by the unique RNTI/RN16 and may occur at any scheduling time.
Observation 2: 	RAN1 agreed to study time-domain and frequency-domain multiple access of D2R transmissions and FFS for code-domain.
And we propose:
Proposal 1	The basic CBRA procedure is always triggered by Msg0 which provides timing reference and necessary access parameters and details are FFS. Whether Msg0 and paging message are merged together is also FFS.
Proposal 2	Msg1 of the basic CBRA procedure only includes a random number from device.
Proposal 3	Msg2 of the basic CBRA procedure includes ACK of RN16 and potential allocated R-RNTI by reader.
Proposal 4	The AS temporary device ID, e.g. RN16 or R-RNTI, needs to be released explicitly or implicitly, e.g. by signalling from reader or timer based release.
Proposal 5	The contention resolution is considered as successful if the RN16 received in Msg2 is the same as that the device sent in Msg1.
Proposal 6	Msg 3 may have a expected size, e.g. EPC ID or upper layer temporary ID, details are up to SA2.
Proposal 7	No Msg4 for basic A-IoT CBRA procedure as legacy contention resolution, e.g. duplicated Msg3 content, is needed.
Proposal 8	For CFRA or 2-step CBRA, reader can indicate device(s) in Msg0 whether MsgA is permitted.
Proposal 9	CFRA or 2-step CBRA is considered as successful if the RN16 received in MsgB is the same as that the device sent in MsgA.
Proposal 10	Reader can deliver Msg0 with different access parameters to mark the starting position of an access round (e.g. with Q value) and each access occasion (e.g. without Q value) in it.
Proposal 11	From RAN2 perspective, contention resolution failure or access failure is considered if the same RN16, as that the device sent in Msg1, is not received in Msg 2 from the reader timely, e.g. according to the expected time or window or next Msg0 reception.
Proposal 12	The device, who detects contention resolution failure or access failure, will re-access in the next access round triggered by Msg0 with new Q value.
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