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[bookmark: _Ref124589705][bookmark: _Ref129681862]Introduction
In meeting #125bis, RAN2 agreed on the following with respect to the random access of Ambient IoT (AIoT) [1]:
Agreement
1 RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 
2 We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 
3 Random Access is triggered by the reader 
4 Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are
5 Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  
6 Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access.  FFS details
7 For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).   
In this contribution, we provide more detailed views on random access for Rel-19 AIoT.
Discussions 
[bookmark: _Ref129681832]On when random-access is used
Random-access procedure is used when responses are sought from more than one AIoT devices, e.g., when an AIoT Service Request for inventory or command targets at more than one device. If an AIoT Service Request for inventory or command targets at a single device, the reader can send a Dedicated Trigger Message, which includes a unique ID of the intended device, and hence the intended device doesn’t need to go through the random-access procedure to respond in the access occasion immediately after the Dedicated Trigger Message because there are no other devices that can meet the criteria (which require the possessing of the same unique ID in the Dedicated Trigger Message) for responding during that access occasion. A generalized message flow for contention-free access and more detailed description of the message flow can be found in one of our companion papers submitted to this meeting [2].
The reader can determine whether an AIoT Service Request received needs access triggering for a single device, a group of devices, or all devices based on information about the devices and/or information about the service in the AIoT Service Request received from the AIoT-capable AMF or from a new logical entity for AIoT function (AIoTF) (which is to be decided by other WGs and hence out of the scope for RAN2). 
[bookmark: _Hlk165969988]Proposal 1. Random-access is used when access triggering for more than one device is needed for an AIoT Service Request.
Proposal 2. Random-access is NOT used when access triggering for a single device is needed for an AIoT Service Request.
Proposal 3. The reader determines whether access triggering for a single device or more than one device is needed based on information about the devices and/or information about the service in the AIoT Service Request received. RAN2 send an LS to RAN3 and SA2 to request their support of such information.
On how to initiate a random-access procedure
RAN2 has confirmed that slotted-ALOHA is the baseline for AIoT random access. Due to their poor timing capabilities, the AIoT devices cannot contend for time slots based on the timing of the boundaries of the time slots or based on sensing the channel, like in a conventional CSMA/CA scheme. Instead, the reader schedules a series of random-access occasions triggered by a series of Initial Trigger Messages, the latter of which are sent intermittently by the reader. We would like to rename the Initial Trigger Message as the Contention Trigger Message because the latter more accurately reflects the nature that such a message is sent to trigger a response that is sent based on a contention mechanism. 
The devices can contend to respond to a Contention Trigger Message based on a respective random number (RN) that the devices generated individually. However, the contending devices need to know a common range of numbers from which each device draws a number randomly. A range too wide may result in too many empty random-access occasions where no device makes an access attempt. A range too narrow may result in too many collisions where more than one device happens to have picked the same RN and hence have responded in a same random-access occasion. Either case would result in poor channel utilization. Therefore, based on the number (or estimated number) of the targeted devices, the reader should determine a proper range of numbers from which the contending devices are to respectively draw a number randomly, balancing the need for minimizing the number of empty random-access occasions and the need for minimizing the number of collisions. 
The reader should announce the range chosen, e.g., by announcing the size of RN to be drawn, which can be referred to as the RN Size or Q-like value, to the devices. The reader can send an AIoT Paging Message to initiate a random-access procedure and announce information about the service and/or information about the devices, as well as the RN Size.
A device receiving the AIoT Paging Message from the reader determines its eligibility to participate in the random-access procedure based on the information about the service and/or the information about the devices in the AIoT Paging Message. If the device determines that it is eligible to participate in the random-access procedure, the device generates an RN of the RN Size as indicated and uses the RN during the random-access procedure.
Proposal 4. Rename the Initial Trigger Message as the Contention Trigger Message.
Proposal 5. The reader sends an AIoT Paging Message to initiate a random-access procedure and announce information about the service and/or information about the devices, as well as the RN Size.
Proposal 6. A device receiving the AIoT Paging Message determines its eligibility to participate in the random-access procedure based on the information about the service and/or the information about the devices in the AIoT Paging Message.
Proposal 7. If the device determines that it is eligible to participate in the random-access procedure, the device generates an RN of an RN Size as indicated and uses the RN during the random-access procedure.
On information needed to determine which device should respond to a specific random-access triggering
Among the series of Contention Trigger Messages sent by the reader, the device needs to decide whether it should respond to a specific random-access triggering based on the RN that the device has generated at the beginning of the random-access procedure. There are two primary approaches for how to use the RN that the device has generated in determining whether the device should respond to a specific random-access triggering. We refer one of the two approaches as slot-counting and the other as number-polling.
In the slot-counting approach, the device generates an RN at the beginning of the entire random-access procedure and uses the RN to initiate a slot counter, then counts down its slot counter based on certain R2D signals subsequently received from the reader, and when its slot counter counts down to zero, the device responds in the next access occasion. For example, a device can count the number of Contention Trigger Messages received from the reader for the slot-counting. In this approach, the reader performs only a few static tasks such as determining and announcing the RN Size at the beginning of the entire random-access procedure to control the duration of the procedure, while the devices shoulder the burden of performing most of the dynamic tasks, such as monitoring for the R2D signals for slot-counting, counting down its slot counter accordingly, and responding when its slot counter reaches zero. Hence, the reader has little control over how the procedure is carried out, except possibly fine-tuning the RN Size in the middle of the random-access procedure. In order not to mis-count due to missing the detection of Contention Trigger Message(s), the devices cannot skip monitoring the channel for an extended period of time. 
In the number-polling approach, the reader indicates, in each Contention Trigger Message, polled number(s) for devices to compare its respective RN with. A device with a matching RN sends its response in the access occasion immediately after the Contention Trigger Message. If the response from the device is received and resolvable by the reader, the reader can send Dedicated Trigger Message(s) to trigger further response(s) from the device in a contention-free manner to complete the service transaction with the device. In this way, the reader has greater control over how the random-access procedure is carried out. For example, the reader can speed up the number-polling by polling a wider range of numbers at a time when there is an empty random-access occasion or when empty random-access occasions persist. For another example, the reader can slow down the number-polling by polling a narrower range of numbers or polling a single number at a time when there is a collision or when collisions persist. Because a device needs to receive only the Contention Trigger Message with a polled number matching its own RN, the device will not mis-count nor miss its chance to respond due to missing the other Contention Trigger Messages that are otherwise irrelevant to the device. And for the same reason, if the reader always polls numbers in a monotonically increasing or decreasing manner, a device with an RN that is far away from the number(s) currently being polled can choose to enter an energy-saving (and energy-harvesting) mode, e.g., by not monitoring the channel for an extended period, and resume its normal operations (such as monitoring the channel) at a later and appropriate time. In this approach, the reader determines and announces which number(s) to poll in each Contention Trigger Message sent (and hence gaining more and dynamic control over how the random-access procedure is carried out), while the device simply compares the polled number(s) with its RN and decides whether to respond accordingly, and to do that, the device may be able to skip monitoring the channel for an extended period to reduce its energy consumption (and to harvest more energy). These advantages may make the number-polling approach more suitable for high-device density deployments and in mobile network environments, both of which the Rel-19 AIoT WI is targeting at, and may help Rel-19 AIoT to gain more perceived advantages over existing technologies in the market. Therefore, we recommend that RAN2 study and adopt the number-polling based random-access instead of the slot-counting based random-access.
Proposal 8. After sending the AIoT Paging Message, the reader sends a series of Contention Trigger Messages intermittently. 
Proposal 9. Each Contention Trigger Message indicates one or more polled numbers for the device to compare its RN with to determine whether the device should send a response for the Contention Trigger Message or not.
On response sent in random-access and means for contention resolution
Figure 1 below illustrates a generalized message flow involving the use of random-access. More details of the message flow can be found in our companion paper [2].
[image: ]
Figure 1. A generalized message flow for an AIoT Service Request targeting at more than one device
In Step 2, the reader sends a Contention Trigger Message to solicit a contention-based response. The Contention Trigger Message indicates the polled number(s) for a device to compare its RN with.
[bookmark: _Hlk165992716]In Step 3, a device with an RN matching with a polled number in the Contention Trigger Message sends a Response Message including a Short ID of the device during the access occasion immediately after the Contention Trigger Message. For example, the Short ID may be an RN16-like random number generated by the device (note: this random number is different than the RN that the device uses in determining whether to respond to Contention Trigger Messages). 
In Step 4, if the Response Message is received and resolvable by the reader, the reader sends a Dedicated Trigger Message including the Short ID received from the device in Step 3 as an initial step for contention resolution.
In Step 5, in response to receiving the Dedicated Trigger Message with the Short ID in the message matching the Short ID of the device, the device sends (by backscattering) a Response Message including a Long ID of the device. The Long ID may be a TMSI-like or S-TMSI-like CN-assigned temporary ID that uniquely identifies the device within a deployment or an EPC-like permanent ID of an equipment attached to the device. If the Long ID is valid and the AIoT Service Request is for inventory-only, the reader may consider the device as being successfully inventoried and may skip Steps 6-7 and move to Step 8 directly.
In Step 6, if the AIoT Service Request is for command-only or inventory-and-command, the reader sends a Dedicated Trigger Message including the command and the Long ID of the device as a further step for contention resolution if the Short ID that the reader had echoed back in the Dedicated Triger message sent in Step 4 couldn’t sufficiently resolved the contention (e.g., when two devices responding to the same Contention Trigger Message happen to generate the same RN16-like random number as their respective Short ID).
In Step 7, if the Dedicated Trigger Message received in Step 6 includes a Read command, the device sends a Response Message including the UL data requested. If the Dedicated Trigger Message received in Step 6 includes a Write command, the device may send a Response Message including an acknowledgement (ACK) for the Write command. The reader may repeat Steps 6-7 with the same device to complete additional service transactions with the device.
Proposal 10. A device with an RN matching with a polled number in a Contention Trigger Message sends a Short Response Message during the access occasion immediately after the Contention Trigger Message.
Proposal 11. The Short Response Message sent in response to a matching Contention Trigger Message includes a Short ID of the device. The Short ID may be an RN16-like random number generated by the device.
Proposal 12. If the Short Response Message is received and resolved by the reader, the reader sends a Dedicated Trigger Message including the Short ID received in the Short Response Message as a way for contention resolution. The Dedicated Trigger Message is aimed to solicit a contention-free response from the device.
Proposal 13. In response to receiving a Dedicate Trigger Message with the Short ID in the message matching its own Short ID, the device sends back a Long Response Message including a unique Long ID of the device. The details of the Long ID are to be determined by SA2. 
Proposal 14. The Long ID of the device may be included in the next Dedicated Trigger Message sent from the reader to the device as a way for further contention resolution if the Short ID that the reader had echoed back in the previous Dedicated Triger message sent to the device couldn’t sufficiently resolve the contention.
Proposal 15. The reader may send more Dedicated Trigger Messages to the device, each triggering an additional Long Response Message from the device to complete the service transaction with the device. 

Conclusions
[bookmark: _Ref124589665][bookmark: _Ref71620620][bookmark: _Ref124671424]We propose the following:
Proposal 1. Random-access is used when access triggering for more than one device is needed for an AIoT Service Request.
Proposal 2. Random-access is NOT used when access triggering for a single device is needed for an AIoT Service Request.
Proposal 3. The reader determines whether access triggering for a single device or more than one device is needed based on information about the devices and/or information about the service in the AIoT Service Request received. RAN2 send an LS to RAN3 and SA2 to request their support of such information.
Proposal 4. Rename the Initial Trigger Message as the Contention Trigger Message.
Proposal 5. The reader sends an AIoT Paging Message to initiate a random-access procedure and announce information about the service and/or information about the devices, as well as the RN Size.
Proposal 6. A device receiving the AIoT Paging Message determines its eligibility to participate in the random-access procedure based on the information about the service and/or the information about the devices in the AIoT Paging Message.
Proposal 7. If the device determines that it is eligible to participate in the random-access procedure, the device generates an RN of an RN Size as indicated and uses the RN during the random-access procedure.
Proposal 8. After sending the AIoT Paging Message, the reader sends a series of Contention Trigger Messages intermittently. 
Proposal 9. Each Contention Trigger Message indicates one or more polled numbers for the device to compare its RN with to determine whether the device should send a response for the Contention Trigger Message or not.
Proposal 10. A device with an RN matching with a polled number in a Contention Trigger Message sends a Short Response Message during the access occasion immediately after the Contention Trigger Message.
Proposal 11. The Short Response Message sent in response to a matching Contention Trigger Message includes a Short ID of the device. The Short ID may be an RN16-like random number generated by the device.
Proposal 12. If the Short Response Message is received and resolved by the reader, the reader sends a Dedicated Trigger Message including the Short ID received in the Short Response Message as a way for contention resolution. The Dedicated Trigger Message is aimed to solicit a contention-free response from the device.
Proposal 13. In response to receiving a Dedicate Trigger Message with the Short ID in the message matching its own Short ID, the device sends back a Long Response Message including a unique Long ID of the device. The details of the Long ID are to be determined by SA2. 
Proposal 14. The Long ID of the device may be included in the next Dedicated Trigger Message sent from the reader to the device as a way for further contention resolution if the Short ID that the reader had echoed back in the previous Dedicated Triger message sent to the device couldn’t sufficiently resolve the contention.
Proposal 15. The reader may send more Dedicated Trigger Messages to the device, each triggering an additional Long Response Message from the device to complete the service transaction with the device. 
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