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Introduction
In RAN2#125bis meeting, following was agreed regarding UE side data collection:
	=>	Need to better define what is control of data collection in MNO and visibility of data content in MNO.  
=>	Understanding is that OTT is outside of MNO 



Email discussion “[POST125bis][020][AI/ML PHY] UE side data collection (Mediatek)” [1] was held to discuss new table capturing solution details and discussion on control and visibility, privacy.
In this contribution, we discuss data collection for UE side model training.
Discussion 
Visibility of data content in MNO
The key comparison aspects for the UE side data collection solutions are controllability of data transfer and visibility of data content. In email discussion “[POST125bis][020][AI/ML PHY] UE side data collection (Mediatek)”, related part of summary table is copied below.
Table 1 Controllability and Visibility of different solutions for training data collection for UE-side models
	Aspects
	1a) OTT (3GPP Transparent)
	1b) The server for training data collection for UE-side models (3GPP non-transparent)
	2. Transfer via Core Network
	3. Transfer via OAM

	Controllability of MNO on data transfer
	[bookmark: OLE_LINK621]No specific controllability
	Has controllability
FFS: level of controllability
	[bookmark: OLE_LINK623][bookmark: OLE_LINK628]Full controllability (Note 1)
	Full controllability (Note 1)

	Visibility of data content in MNO
	No visibility
	FFS
No visibility, partial visibility, Full visibility
	[bookmark: OLE_LINK629]Full visibility (Note 2)
	Full visibility (Note 2)

	· Note 1: Full controllability: The MNO has the capability to manage data transfer to the server for UE-side data collection. This includes initiating, terminating, and fully managing the volume of data. (Subject to refinement and modification)
· Note 2: Visibility of data content signifies the capability of the MNO to, at least, be aware of, access, and comprehend the data during transfer. (Subject to refinement and modification, the scope does not exclude additional requisites, such as the ability to modify the collected data.)




It can be seen that there are three levels of controllability / visibility of the four solutions:
· No controllability, no visibility: Solution 1a
· Some level of controllability, FFS regarding visibility: Solution 1b
· Full controllability, full visibility: Solution 2 and 3
Three levels of data content visibility within the MNO in the above list are defined as follows in the email discussion:
· No visibility: MNO is not aware of the collected data and cannot access the data content.
· Partial visibility: The MNO is aware of the collected data, has limited access/comprehension to some elements of the data content, allowing for limited access.
· Full visibility: The MNO is aware of the collected data, has complete access to all aspects of the data content, enabling thorough comprehension.
Between controllability and visibility, the more critical aspect is visibility since partial / full visibility implies certain level of controllability, but not the other way around. In email discussion, most companies assume that there is no data visibility in Solution 1a, and MNO has full data visibility of data content if the data content is standardized in solution 2 and 3. There is no consensus on data visibility in solution 1b. 
Given that Solution 1a (no visibility) is anyway possible without 3GPP impact, RAN2 needs to study the standardization impacts on how to achieve certain level of data visibility to MNO considering the aspects of user consent, SLA and UE/chipset vendor’s concern regarding proprietary implementation. For example, with proper user consent and SLA, it might be possible to have full or partial visibility for the data content in MNO. How to achieve full or partial visibility depends on individual solutions. 
For Solution 1b, most companies agree that the data transfer from the UE to the server for UE-side data collection is through the application layer, utilizing a UP tunnel for transmission. Since application layer signalling design is out of 3GPP scope, there is no standardization impact regarding how to achieve full or partial visibility in Solution 1b. Whether there can be full / partial visibility depends on the location of the server for UE-side data collection. If the server is located inside MNO and is owned by MNO, then there can be full or partial visibility. Otherwise, there is no data visibility.
[bookmark: Proposal_Vis_1b]Proposal 1: In Solution 1b, if the server is located inside MNO and is owned by MNO, full or partial visibility of data content to MNO can be achieved without standardization impact since related signalling is in application layer. Otherwise, there is no data visibility.

For Solution 2, most companies agree that the data transfer from the UE to the CN, is through the NAS layer, utilizing a CP tunnel for transmission provided that the data volume remains within the NAS signalling capacity. The NAS signalling for data collection can include standardized fields for visibility and container for UE/chipset proprietary information. Detailed signalling design can be handled by CT1.
For Solution 3, most companies agree that data transfer from the UE to OAM via RAN node is through the RRC layer, utilizing a CP tunnel for transmission provided that the data volume remains within the RRC signalling capacity. The RRC signalling for data collection can include standardized fields for visibility and container for UE/chipset proprietary information.   
[bookmark: Proposal_Vis_2_3]Proposal 2: In Solution 2 and 3, signalling for data collection can include two parts: standardized fields for visibility and container for UE/chipset proprietary information. In this way, full or partial visibility of data content to MNO can be achieved. 

If solution 1b/2/3 can all achieve full or partial visibility for the data content in MNO, then RAN2 does not need to use data visibility as a metric to compare the options, and can focus on other areas (e.g. evaluation areas in section 2.3 including specification impact, large data size support) to select option(s) for UE side data collection.
Solution 1b
In email discussion, most companies think that in Solution 1b, the data transfer from the UE to the server for UE-side data collection is through the application layer, utilizing a UP tunnel for transmission. There is open issue regarding the controllability of solution 1b. The level of controllability of data transfer is considered as follows in the email discussion:
· Full Control: The MNO has the capability to manage data transfer to the server for UE-side data collection. This includes initiating, terminating, and fully managing the volume of data. For example, the UE should start the data transfer only if that is allowed by the MNO/NW. 
· Partial Control: The MNO has some degree of control over the data transfer but may be limited by certain factors such as agreements with third parties. For example, the UE can start the data transfer without involvement of MNO/NW as long as the tunnel is available.  
· No Control: The MNO has no capability to influence or manage the data transfer. 
For Solution 1b, the data transfer is via user plane / PDU session, and it is expected that MNO can manage the PDU session in accordance with the SLA, irrespective of whether the server for UE side data collection is inside MNO or outside MNO. If the server for UE side data collection is inside MNO, MNO can further have full controllability e.g. managing when the UE can start the data transfer.
[bookmark: Proposal_1b_ctrl]Proposal 3: In Solution 1b, MNO can manage the PDU session in accordance with the SLA, irrespective of whether the server for UE side data collection is inside MNO or outside MNO. If the server for UE side data collection is inside MNO, MNO can have full controllability.
Evaluation areas
In the email discussion, several areas (e.g. controllability, visibility) are used to evaluate UE-side data collection solutions. In addition to those areas, some additional areas can be also considered for the evaluation.
One area is 3GPP standardization impact, e.g. efforts for the signalling design to support data collection. In Solution 1b, data transfer from the UE to the server for UE-side data collection is through the application layer, and it is expected that application layer signalling design is out of 3GPP scope. Therefore standardization impact might be low. In Solution 2 and 3, NAS and RRC signalling are used for data transfer, and there could be substantial efforts to standardize the signalling. In addition, for solution 2, cross WG efforts between CT1 and RAN1/RAN2 are needed to design NAS signalling for data transfer. Therefore the expected standardization impact could be high.
Another area is large data size support, which is used to evaluate model transfer in TR 38.843 (as area A1). For model transfer options, the evaluation results are that there is no size limitation in UP based solution, while model size >45kBytes is not supported for RRC signalling based solution (according to existing number of RRC segments). Similar evaluation results are applicable for data collection. From RAN1 LS regarding data collection requirements [2], typical data size is under discussion in RAN1 and it varies for different use cases. Maximum size can be e.g. 150 kbits (CSI compression), 1.5 Mbits (CSI prediction), 4096 * N bits (positioning, N is number of PRS/SRS resources). So large data size support can be a potential evaluation area, depending on final conclusions on supported use cases. 
[bookmark: Pro_Area]Proposal 4: Following areas can be additionally considered when evaluating solution 1b/2/3:
· 3GPP standardization impact, e.g. efforts for the signalling design to support data collection.
· Large data size support.

Conclusion
In this contribution, we discuss data collection for UE side model training, and propose the following:
Proposal 1: In Solution 1b, if the server is located inside MNO and is owned by MNO, full or partial visibility of data content to MNO can be achieved without standardization impact since related signalling is in application layer. Otherwise, there is no data visibility.
Proposal 2: In Solution 2 and 3, signalling for data collection can include two parts: standardized fields for visibility and container for UE/chipset proprietary information. In this way, full or partial visibility of data content to MNO can be achieved.
Proposal 3: In Solution 1b, MNO can manage the PDU session in accordance with the SLA, irrespective of whether the server for UE side data collection is inside MNO or outside MNO. If the server for UE side data collection is inside MNO, MNO can have full controllability.
Proposal 4: Following areas can be additionally considered when evaluating solution 1b/2/3:
· 3GPP standardization impact, e.g. efforts for the signalling design to support data collection.
· Large data size support.
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