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1. [bookmark: _Ref73829754]Introduction
[bookmark: Proposal_Pattern_Length]At RAN2#125bis, RAN2 made following conclusions:
	Agreements
1 Unless explicitly stated all agreements apply to all device types and for both topologies.  
2 From RAN2 perspective, the aim is that the design on the interface between reader and A-IoT device is common for topology 1 and topology 2.  
3 RAN2 will support two use cases, “inventory” and “command”.  The definition, detailed wording is FFS
4 Baseline procedure:
Step A: Based on the service request, the reader sends the Initial Trigger Message indicating device(s) that need to respond; Details FFS
Step B: Triggered device(s) performs the random access-like procedure, if needed; Details FFS
Step C: The device may perform the data communication with the reader as needed,: Details FFS
5 We will study the support of both “inventory” and “command” in the same procedure.  
6 FFS if Initial Trigger Message can also include “command”.  
7 RAN2 will continue the study of ambient IoT assuming no support of AS security until SA3 provides further input.   



The details of Inventory and Command work still need further discussion. In this contribution, we provide our view on how to support Inventory and Command use cases.
Discussion
2.1 The progress in SA2
Based on TS 23.700-13-030 [5], SA2 has identified 3 key issues in their study:
· Key Issue #1: Architecture support of Ambient IoT Devices
· Key Issue #2: Identification, Subscription, Registration and Connection management
· Key Issue #3: Support of Ambient IoT Services
24 solutions have been captured in the TR to address those key issues 1-3 as shown below:
Table 6.0-1: Mapping of Solutions to Key Issues
	
	Key Issues

	Solutions
	Key Issue #1
	Key Issue #2
	Key Issue #3

	#1
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	X
	X
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	X
	X
	X
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	#19
	X
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	#20
	X
	X
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	#21
	X
	X
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	#22
	X
	X
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	#23
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	#24
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Note 1: It is unclear which solution will be selected since SA2 is still discussing candidate solutions for each key issues. 
Note 2 Key issue 1 is out of RAN2 scope and therefore we do not provide analysis in this document. 
2.1.1 Key issue#2 Identification, Subscription, Registration and Connection management 
In SA2 discussion, Key issue#2 consists of following objectives:
	Based on the above consideration, the aspects to be studied in this key issue include:
-	Study whether subscription management, registration management and/or connection management are necessary for an Ambient IoT Device or a group of Ambient IoT Devices, and if so identify the necessary state machine(s), procedures and functionality considering the Ambient IoT Devices capability and characteristics.
-	Study whether and how reachability and paging apply to Ambient IoT Device(s) considering the Ambient IoT devices capability and characteristics, and if so, what are the impacts.
-	Study how to identify Ambient IoT Device or group of devices and how to format the identifier.




The objective how to identify Ambient IoT Device or group of devices and how to format the identifier (ID) is more related to RAN2 discussion. Following candidate options are available:
· Permanent ID, e.g. MNO ID, Enterprise (Owner) ID, Instance ID, EPC, see solution 2, 3, etc;
· Temporary ID (see solution 13, etc):
· a temporary ID used between CN and Reader
· a temporary ID used between Reader and AIoT device (which would be RAN scope)

RAN2 discussed the ID issue and concluded the following: 
For the case of reaching single or group of devices, an identifier may be required to identify the device/group of devices in the trigger message.    FFS pending the details from SA2

For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).   

SA2 discussion is aligned with RAN2 conclusion, i.e. it is SA2 scope how to identify Ambient IoT Device or group of devices and how to format the identifier. Although the temporary ID used between Reader and AIoT device is RAN2 scope.
[bookmark: _Hlk165796119]Observation 1: It is SA2 scope how to define the identifier (including its format and value range)”. The temporary ID used between Reader and AIoT device is RAN2 scope.

2.1.2 Key issue#3 Support of Ambient IoT Services 
In SA2 discussion, Key issue#3 consists of following objectives:
	The key issue will study the following aspects:
-	Study how to support information transfer for Ambient IoT services and related system functionality, including the information transfer for an Ambient IoT device and for a group of Ambient IoT Devices.
NOTE 2:	The above aspect includes studying whether there is a need to support session based transfer between Ambient IoT Device and the network considering the device types and capabilities.
-	Study which of the enabled Ambient IoT services are exposed to AF and how, e.g. for the case AF requests Ambient IoT service for an Ambient IoT Device and for a group of Ambient IoT Devices.


SA2 discussed the procedure and protocol stack for Inventory and Command under Key issue#3; there are many solutions in SA2 discussion. We only list two common solutions here for reference/example to help with RAN2 related discussion:
Solution 3: 
· New protocol between AIoT device and application Functions to support Command (to be defined in SA2 and CT1);
· Separate procedures for Inventory and Command (triggered by AF); But Reader may need to perform an Inventory before sending the command to AIoT device
	

Legend:
-	Reader Application Protocol (R-AP): Application Layer Protocol between the Reader and the AIoT Controller.
-	Service-based Interface (SBI) Protocol Stack: The protocol for service-based interfaces as defined in TS 29.500 [9].
-	AIoT API: The API between AIoT Controller and Application Function to support Inventory and Command Procedures.
-	Command Protocol: Application Layer Protocol between AIoT Device and Application Function to support Commands and Command Responses.




Solution 17:
· AIoT NAS protocol between AIoT device and AMF to support Inventory/Command;
· Separate procedures for Inventory and Command; The procedure is maintained by the AMF, therefore the Reader just needs to follow the request from AMF, i.e. Reader does not need to automatically perform an Inventory before sending the command to AIoT device
	The high-level AIoT Protocol Stack is illustrated in the Figure 6.17.1.3-1.


Figure 6.17.1.3-1: AIoT Protocol Stack (Topology 1)
NOTE 3:	AIoT AS and AIoT NGAP protocols will be defined by RAN, and it is assumed that the AIoT AS and AIoT NGAP message can transport NAS messages.
NOTE 4:	The AIoT NAS needs to be lightweight to adhere to the nature of the AIoT Devices (e.g., ultra-low complexity power, cost and resource-constrained) while addressing e.g., confidentiality, integrity, etc. For example, Security header type, Message authentication code, and Sequence number are only needed if NAS security protection (e.g., Integrity protected, Integrity protected and ciphered) is required.
AIoT Data: This is used to transfer application specific AIoT data between AIoT Device and application. This layer is optional and supports customization and extension of advanced functions on top of the basic standard functions to meet diverse requirements in different scenarios.
AIoT NAS: This is used to indicate the operation commands, as well as transfer of the application specific AIoT data between AIoT Device and 5GC. AIoT NAS message includes e,g., Inventory Response, Read Service Request, Write Service Request, Disable Service Request, Command Service Accept. 5GC executes the AIoT service request from AF and generates the corresponding NAS messages, then triggers the reader(s) to perform inventory for AIoT Devices and transfer of the AIoT NAS messages between the AIoT Device and 5GC.
NOTE 5:	It is assumed that the 5GC needs to indicate Reader RAN the different device operations to apply different handling for different AIoT Device operation commands e.g., Read or Write or Disable. And this will be further studied by RAN groups.



The upper layer protocol design in SA2 has negligible impact to RAN since it is normal business in RAN2 to mainly transfer the data/message from upper layer, no matter SA2 calls it as AIoT NAS or a new name. On other hand, the message size may impact AIoT air interface design. However, the maximum size requirement used in both RAN and SA is the same, i.e. 1000 bits. Therefore, there should not be additional impact for RAN to take into account in relation to SA2 options under consideration. The main impact to RAN is what information should be invisible to the Reader.
Observation 2: The upper layer protocol design in SA2 has negligible impact to RAN2. It can be transparent to RAN. The main impact to RAN is what information should be invisible to the Reader.
The procedure discussed in SA2 is tightly related to RAN2 discussion on the procedure. For this, RAN2 needs to consider both cases:
· Case 1: Reader automatically triggers Inventory procedure before sending Command during Command procedure, i.e. the combination of Inventory and Command procedure.
· Case 2: Reader triggers the Command and Inventory procedure separately, i.e. not to combine (i.e., separate) Inventory and Command procedure;
Proposal 1: During the study phase, RAN2 needs to still consider both cases (1) combined Inventory/Command procedure, and case (2) separate Inventory and Command procedure until SA2 makes a final decision on the upper layer procedure.
2.2 Terminology
During RAN SI [4], RAN also discussed the supported use cases, and mapped them to the use cases defined in TR 23.700-13-03 [5]. As mentioned in SID [1], only inventory and command use cases are considered and only DT and DO-DTT are considered at this stage. RAN2 should follow RANP guidance on this. 
		rUC
	Applicable SA1 UCs / traffic scenarios

	rUC1: Indoor inventory
	5.1 Automated warehousing
5.2 Medical instruments inventory management and positioning
5.4 Non-Public Network for logistics
5.5 Automobile manufacturing
5.7 Airport terminal / shipping port
5.15 Smart laundry
5.16 Automated supply chain distribution
5.18 Fresh food supply chain
5.27 End-to-end logistics
6.1 Flower auction
6.3 Electronic shelf label



	rUC4: Indoor command
	5.11 Online modification of medical instruments status
5.17 Device activation and deactivation
5.26 Elderly Health Care
5.29 Device Permanent Deactivation
6.3 Electronic shelf label





RAN2 also concluded the following: 
	Agreements
RAN2 will support two use cases, “inventory” and “command”.  The definition, detailed wording is FFS


However, the meaning of Inventory and Command is unclear.
As defined in TS 22.369 [3], the following use cases are considered for AIoT devices from SA1 perspective:
	Ambient IoT can support many different use cases. Nevertheless, in general the Ambient IoT use cases can be characterised in four different use case categories:
-	Inventory taking. With inventory taking, the main purpose is to discover what goods (e.g. boxes, containers, packages, tools) are present in a specific area. Upon request sent by the network within the specific area, Ambient IoT devices attached to these goods report an identifier associated with the good, possibly supplemented with other information such as status, measurement results and/or location.
-	Sensor data collection. With sensor data collection, the Ambient IoT device is associated with a sensor. Transfer of sensor data can be initiated by the Ambient IoT device, e.g. periodically or when the Ambient IoT device has power, or can be triggered by the network.
-	Asset tracking. With asset tracking, the main purpose is to determine the location of goods. Ambient IoT devices attached to these goods report an identifier associated with the good. This can then be combined with location information. Asset tracking can also be initiated by an Ambient IoT capable UE (i.e. a UE that can communicate with an Ambient IoT device), thus finding the location of Ambient IoT devices within a particular range of the UE.
-	Actuator control. With actuator control, the Ambient IoT device is associated with an actuator. Transfer of actuator commands is generally initiated by the network.


RFID protocols [2] also defines the following:
	Inventory. Identifying individual Tags. An Interrogator begins an inventory round by transmitting a Query command in one of four sessions. One or more Tags may reply. The Interrogator detects a single Tag reply and requests the Tag’s EPC. Inventory comprises multiple commands. An inventory round operates in one and only one session at a time.
Access. Communicating with an identified Tag. The Interrogator may perform a core operation such as reading, writing, locking, or killing the Tag; a security-related operation such as authenticating the Tag; or a file-related operation such as opening a particular file in the Tag’s User memory. Access comprises multiple commands. An Interrogator may only access a uniquely identified Tag.


To our understanding, from RAN2 perspective, the definition of Inventory and Command could be:
· Inventory: A procedure used by Reader to discover and acquire the identifier of a single or group of AIoT device(s);
· Command: A procedure used by Reader to send an operation request (e.g. Read, Write) to an AIoT device. 
Proposal 2: To add the following terminology of Inventory and Command in the TR 38.769:
· Inventory: A procedure used by Reader to discover and acquire the identifier of a single or group of AIoT device(s);
· Command: A procedure used by Reader to send an operation request (e.g. Read, Write) to an AIoT device. 
2.3 Procedure defined in RFID
As specified in [2], RFID supports physical layer (which is a interface that defines frequencies, modulation, data coding, RF envelope, data rates, and other parameters required for RF communications) and Tag-identification layer (which supports three kind of operations: selection, inventory and access). 


[bookmark: _Ref163076304]Figure 1. Procedure of Tag inventory and access
Figure 1 illustrates the procedure of Tag inventory and access which can be used as reference for A-IoT operations.
· Step 0, Reader sends “selection command with criteria (e.g. mask for a memory range)” to select a group of devices based on criteria, i.e. the device is selected if the mask matches the data stored in Device’ EPC memory Bank; 
· Step 1, Reader sends “Query command” to request tags under an Area to provide IDs, and only those devices that passed the selection of step 0 should act;
· Step 2, Device sends “16 bit Random number (RN) from device” to response the Query;
· Step 3, Reader sends “ACK” with 16 bits RN received from device to confirm the access of the device;
· Step 4: Device sends “response” with PC (protocol control, e.g. the length of EPC), EPC (ID and data) and CRC (under RAN1 discussion) back to Reader;
· Step 5: If “EPC” matches the criteria, e.g. Device ID, the reader sends “Request with received 16 bits RN” to this Device in order to trigger the command procedure;
· Step 6: If RN 16 matches the RN sent from the device, the device will send “handle, i.e. new RN16”;
· Step 7: Reader will send Command (e.g. read/write) with “new RN16” to the device;
· Step 8: if new RN16 matches the RN transmitted by the device in step 6, the device will execute the command received from Reader;
· Step 9: Device sends the response to Reader;
Note: the purpose of step 0 “ Selection Command” is similar to Paging defined in cellular system;
In RFID procedure, there are separate messages, selection command and Query command, similar to Paging + Inventory Request. The intention of “Selection command” in RFID is to avoid massive Tags to reply “Query Command”. For AIoT design, the question is whether we introduce separate messages for AIoT paging and Inventory Request/Command. It is still open in RAN2 on 
	8 We will study the support of both “inventory” and “command” in the same procedure.  
FFS if Initial Trigger Message can also include “command”.  


To our understanding, we do not see the strong need to introduce separate messages for AIoT paging (selection command in RFID) and Inventory Request (Query in RFID). We can reduce additional overhead/steps and also save device power consumption if these two messages are combined.  

[bookmark: _Hlk162613747]Proposal 3: RAN2 to discuss whether to combine two steps AIoT paging (selection command in RFID) and Inventory Request (Query in RFID) as one step, i.e. the message “Inventory request” contains the information needed for both “Selection” and “Query” when a group of devices need to be selected.
The following sections 2.4 and 2.5 explain from RAN2 perspective how to support Inventory and Command procedure, and how Inventory and Command work without “Paging/Selection” message.
2.4 Inventory procedure
There are two scenarios for Inventory procedure:
· Scenario 1: Inventory procedure for multiple devices (discussed in clause 2.4.1).
· Scenario 2: Inventory procedure for a single device (discussed in clause 2.4.2).
[bookmark: _Hlk162613854]2.4.1 Inventory procedure for multiple devices
Figure 2.4-1 illustrates inventory procedure for multiple devices (i.e., without separate paging message, without selection message (defined in RFID), and with random access procedure):  


[bookmark: _Ref163077392]Figure 2.4-1. Inventory procedure with random access
· [bookmark: _Hlk162613831]Step 0: CoreNetwork (CN) sends the message “Inventory Request” with selection criteria and periodicity to the Reader, to request Reader to perform Inventory Request for Devices under an Area to provide IDs;
· Step 1: Reader sends the message “InventoryRequest” with selection criteria and control info (e.g., scheduling info, RACH related parameters) to request Devices under an Area to provide IDs, and only devices meeting that criteria should act;
Note 1: Criteria is used to indicate which A-IoT Device(s) should reply to the inventory request. It may consist of Device ID, Device ID with mask or particular address and the corresponding data stored in A-IoT device’s memory which can be detected by the A-IoT device. Moreover, it may indicate a particular device or a group of devices.
· Step 2, Device (which meets the criteria) sends “Device Response” with contention resolution ID to the Reader;
· Step 3, Reader sends “ACK” with contention resolution ID received from device to confirm the access of the device; 
Note 2: The ACK is required as the inventory request message in step 1 addresses to multiple UEs and therefore the ACK is used to let the device know whether it is selected as contention resolution result.  Otherwise inventory request followed by a device response would be sufficient (w/o any ACK), see the figure 2.4-2.
· Step 4: If the contention resolution ID is the same as the one sent by the device in step 2, the device is allowed to send the additional message with data. If so, the device sends “Device Response” with Device ID, Data, etc information back to Reader;
· Step 5: Reader sends “Inventory Response” with Device ID, Data, etc information back to CN;

2.4.2 Inventory procedure for a single device
The reader may need to send the Inventory message to a single device, e.g. for proximity purpose, and therefore random access procedure is not needed.
Figure 2.4-2 illustrates inventory procedure for a single device (i.e., without separate paging message, without selection message (defined in RFID), and without random access procedure):  


Figure 2.4-2. Inventory procedure without random access
· Step 0: CoreNetwork (CN) sends the message “Inventory Request” with selection criteria only for one device and periodicity to the Reader, to request Reader to perform Inventory Request for a particular Device under an Area to provide ID and Data; 
· Step 1: Reader sends the message “InventoryRequest” with selection criteria and control info to request the Device under an Area to provide ID;
Note 1: Random access procedure is not needed since the Inventory request in this procedure is only for a single Device.
· Step 2: Device sends “Device Response” with Device ID (optional), Data, etc information back to Reader;
· Step 3: Reader sends “Inventory Response” with Device ID, Data, etc information back to CN;

2.4.3 RAN2 impacts from Inventory procedure
For RFID, all messages/command are specified in the same specification as Tag identification layer. For A-IoT, there are both Reader and CN in the network side. The question is which message/content shall be defined in CN and which shall be defined in RAN. 
Observation 3: For A-IoT, Reader and CN are both network side; RAN2/3 and SA2 would need to discuss which messages/content is in RAN scope and CN scope.
To our understanding, at least random access procedure shall be defined for the layer between A-IoT device and the Reader considering the following:
· Inventory request contains schedule information, and backoff should be controlled by the Reader.
· Contention resolution ID in UE’s feedback shall be visible to RAN.
· Contention resolution ID in ACK from Reader shall be specified in this layer as well. 
Therefore, Inventory request, Device Response and Ack for Inventory procedure shall be specified in Data link layer, .e.g. as part of A-IoT MAC. Do not need to introduce Paging like message in both RRC and MAC specification. The relationship with Inventory defined in SA2 can be discussed once SA2 situation is clearer.
Proposal 4: To support inventory procedure, the messages “Inventory request”, “Device Response” and “Ack” shall be specified in Data link layer (e.g, as part of A-IoT MAC). FFS on the relationship between the message defined in RAN2 and SA2.
Proposal 4b: The initial trigger Message for inventory procedure is “Inventory request” (which is sent by the Reader to the AIoT device(s)). Do not introduce additional Paging like message or initial trigger message.
Proposal 5: Adopt Figure 2.4-1 as baseline diagram flow when discussing the Inventory procedure with random access (i.e., when targeting multiple UEs) and figure 2.4-2 as baseline when discussing the Inventory procedure without random access (i.e., when targeting a single UE).

2.5 Command procedure
As described in figure 1, in RFID, to send a Command to a Tag, Inventory procedure should be performed first. To reduce additional overhead/steps, and reduce the power consumption, it would be good to improve the Command procedure.
There are two scenarios for Command procedure:
· Scenario 1: Command procedure for multiple devices (Case (1) of proposal 1)
· Scenario 2: Command procedure for a single device (Case (2) of proposal 1)

[bookmark: _Hlk162624946]2.5.1 Command procedure for multiple devices (Case (1) of proposal 1)
Figure 2.5-1 illustrates Command procedure for multiple devices (without separate selection command, with inventory procedure, random access procedure):


[bookmark: _Ref163077681]Figure 2.5-1. Command procedure for multiple devices
· Step 0: CoreNetwork (CN) sends the “Command” message with Criteria, a set of Device IDs, action (e.g. Read, write) and corresponding data to the Reader, to request Reader to perform Command for a Device under an Area;
· Step 1: Upon receiving the Command message from CN, Reader needs to trigger the inventory procedure first with criteria/device ID provided by CN in order to know which devices are under the control. Reader sends the message “InventoryRequest” with selection criteria and control info to request Devices under an Area to provide IDs, only devices meet the criteria should act;
· Step 2, Device 1 sends “Device Response” with contention resolution ID to the Reader;
· Step 3, Reader sends “ACK” with contention resolution ID received from device to confirm the access of the device;
· Step 4: Device 1 sends “Device Response” with Device ID, Data, etc information back to Reader;
· Step 5: If the feedback (e.g. device ID 1) from Device 1 matches the device ID for the Command message provided by CN, the Reader will perform following Command procedure. Reader sends “Command” message , with Device ID 1, action (e.g. Read, write) and corresponding data to request the device under an Area to perform the action;
· Step 6: The device 1 will execute the Command received from Reader
· Step 7: Device 1 sends response back to Reader
· Step 8: Reader sends “Command Response” back to CN;
· Step 9: If Reader has not completed the Command procedure for all devices indicated in the Command message from CN, Reader needs to Repeat the inventory procedure, but the Inventory request Rep message mainly to trigger the random access procedure. And the rest steps are same as the procedure for Device 1.

RAN2 impact from Command procedure for multiple AIoT devices:

Same as inventory, for RFID, all commands are specified in the same layer as Tag identification layer. For A-IoT, the content of Command may not be visible to the Reader. But at least the Reader needs to be aware of ID, otherwise the Reader has no idea whether the response is from the same Device or not. In addition, as discussed for Inventory procedure, Inventory request, Device Response and Ack for Inventory procedure shall be specified in Data link layer. Therefore, for Command procedure, Inventory request, Device Response and Ack for Inventory procedure and Command, Device Response for Command procedure shall be specified in Data link layer. Do not need to introduce Paging like message in both RRC and MAC specification. The relationship with Inventory, Command defined in SA2 can be discussed once SA2 situation is clear.

Proposal 6: To support Command procedure for multiple devices, the messages “Inventory request”, “Device Response”, “Ack” and “Command” shall be specified in Data link layer (e.g. as part of the A-IoT MAC). FFS on the relationship between the message defined in RAN2 and SA2.
Proposal 6b: The initial trigger Message for Command procedure for multiple devices is “Inventory request” (which is sent by the Reader to the AIoT device(s)). Do not introduce additional Paging like message or initial trigger message.
Proposal 7: Adopt Figure 2.5-1 as baseline when discussing the Command procedure for multiple devices.
2.5.2 Command procedure for a single device (Case (2) of proposal 1)
Figure 2.5-2 illustrates Command procedure for one device (without separate selection command, inventory procedure, random access procedure):


Figure 2.5-2. Command procedure for single device
· Step 0: CoreNetwork (CN) sends the command “Command” with Device ID, action (e.g. Read, write) and corresponding data to the Reader, to request Reader to perform Command for a Device under an Area;
· Step 1: Reader sends “Command” , with Device ID, action (e.g. Read, write) and corresponding data to request the device under an Area to perform the action;
· Step 2: The device will execute the command received from Reader
· Step 3: Device sends response back to Reader
· Step 4: Reader sends “Command Response” back to CN;

RAN2 impact from Command procedure for a single AIoT devices:
Same as inventory, for RFID, all commands are specified in the same layer as Tag identification layer. For A-IoT, the content of Command may not be visible to the Reader. But at least the Reader needs to be aware of ID, otherwise the Reader has no idea whether the response is from the same Device or not. Therefore Command, Device Response for Command procedure shall be specified in Data link layer (e.g. A-IoT MAC). Do not need to introduce Paging like message in both RRC and MAC specification. The relationship with Command defined in SA2 can be discussed once SA2 situation is clear.
Proposal 8: To support Command procedure for single device, the message “Command” and “Device Response” shall be specified in Data link layer (e.g. as part of A-IoT MAC). FFS on the relationship between the message defined in RAN2 and SA2.
Proposal 8b: The initial trigger Message for Command procedure for single device is “Command” (which is sent by the Reader to the AIoT device(s)). Do not introduce additional Paging like message or initial trigger message.
Proposal 9: Adopt Figure 2.5-2 as baseline when discussing the Command procedure for single device.

1. Conclusion
Based on the discussion, we have following proposals and observations:
SA2 progress related observations and proposals:
[bookmark: _Ref434066290]Observation 1: It is SA2 scope how to define the identifier (including its format and value range)”. The temporary ID used between Reader and AIoT device is RAN2 scope.
Observation 2: The upper layer protocol design in SA2 has negligible impact to RAN2. It can be transparent to RAN. The main impact to RAN is what information should be invisible to the Reader.
Proposal 1: During the study phase, RAN2 needs to still consider both cases (1) combined Inventory/Command procedure, and case (2) separate Inventory and Command procedure until SA2 makes a final decision on the upper layer procedure.
Proposal 2: To add the following terminology of Inventory and Command in the TR 38.769:
· Inventory: A procedure used by Reader to discover and acquire the identifier of a single or group of AIoT device(s);
· Command: A procedure used by Reader to send an operation request (e.g. Read, Write) to an AIoT device. 

RAN2 procedure related observations and proposals:
Proposal 3: RAN2 to discuss whether to combine two steps AIoT paging (selection command in RFID) and Inventory Request (Query in RFID) as one step, i.e. the message “Inventory request” contains the information needed for both “Selection” and “Query” when a group of devices need to be selected.

Inventory procedure related observations and proposals:
Observation 3: For A-IoT, Reader and CN are both network side; RAN2/3 and SA2 would need to discuss which messages/content is in RAN scope and CN scope.
Proposal 4: To support inventory procedure, the messages “Inventory request”, “Device Response” and “Ack” shall be specified in Data link layer (e.g, as part of A-IoT MAC). FFS on the relationship between the message defined in RAN2 and SA2.
Proposal 4b: The initial trigger Message for inventory procedure is “Inventory request” (which is sent by the Reader to the AIoT device(s)). Do not introduce additional Paging like message or initial trigger message.
Proposal 5: Adopt Figure 2.4-1 as baseline diagram flow when discussing the Inventory procedure with random access (i.e., when targeting multiple UEs) and figure 2.4-2 as baseline when discussing the Inventory procedure without random access (i.e., when targeting a single UE).

Command procedure related observations and proposals:
Proposal 6: To support Command procedure for multiple devices, the messages “Inventory request”, “Device Response”, “Ack” and “Command” shall be specified in Data link layer (e.g. as part of the A-IoT MAC). FFS on the relationship between the message defined in RAN2 and SA2.
Proposal 6b: The initial trigger Message for Command procedure for multiple devices is “Inventory request” (which is sent by the Reader to the AIoT device(s)). Do not introduce additional Paging like message or initial trigger message.
Proposal 7: Adopt Figure 2.5-1 as baseline when discussing the Command procedure for multiple devices.
Proposal 8: To support Command procedure for single device, the message “Command” and “Device Response” shall be specified in Data link layer (e.g. as part of A-IoT MAC). FFS on the relationship between the message defined in RAN2 and SA2.
Proposal 8b: The initial trigger Message for Command procedure for single device is “Command” (which is sent by the Reader to the AIoT device(s)). Do not introduce additional Paging like message or initial trigger message.
Proposal 9: Adopt Figure 2.5-2 as baseline when discussing the Command procedure for single device.
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1. [bookmark: _Ref160610974]RP-234058, “New SID: Study on solutions for Ambient IoT (Internet of Things) in NR”, December 2023
1. EPC™ Radio-Frequency Identity Protocols, Generation-2 UHF RFID Standard, Specification for RFID Air Interface Protocol for Communications at 860 MHz – 960 MHz; Release 2.1, Ratified, Jul 2018
1. TS 22.369 “Service requirements for ambient power enabled IoT”
1. RP-232404 Ambient IoT
1. TR 23.700-13-03

image1.emf
R-AP

SBI 

Protocol 

Stack

SBI 

Protocol 

Stack

Reader

AIoT 

Controller

A-RC

Lower 

Layers

AIoT 

Device

Command 

Protocol

Lower 

Layers

Relay

SBI 

Protocol 

Stack

SBI 

Protocol 

Stack

Application 

Function

A-CA

R-AP AIoT API

Relay

AIoT API

Command 

Protocol


Microsoft_Visio_Drawing.vsdx
R-AP
SBI  Protocol Stack
SBI  Protocol Stack
Reader
AIoT Controller
A-RC
Lower Layers
AIoT Device
Command Protocol
Lower Layers
Relay
SBI  Protocol Stack
SBI  Protocol Stack
Application Function
A-CA
R-AP
AIoT API
Relay
AIoT API
Command Protocol



image2.emf
AIoT AS 

Layers

L1

AIoT AS 

Layers

L2

IP

SCTP

AIoT NAS

L1

L2

IP

SCTP

Device

Reader RAN AMF/AIoTMF

AIoT NAS

AIoT 

NGAP

AIoT

NGAP

Information Transfer

Reader Mgmt.&

NAS Transport

AIoT Data

Lower 

Layers

SBI

SBI API

API

AIoT Data

NEF AF

Lower 

Layers

Lower 

Layers

Lower 

Layers


Microsoft_Visio_2003-2010_Drawing.vsd

image3.emf
Query command (with control info)

Ack (RN16)

Device Response (RN16)

Device Response (PC+EPC+CRC)

Select command (with selection Criteria)

Step 0

Step 1

Step 2

Step 3

Step 4

ReqRN (RN16)

Device response (New RN16, i.e. handle)

Step 5

Step 6

Command (New RN16)

Step 7

Step 8 execute the 

command

Device response (RN16, i.e. handle)

Step 9

A-IoT 

device

Reader


Microsoft_Visio_Drawing1.vsdx
Query command (with control info)
Ack (RN16)
Device Response (RN16)
Device Response (PC+EPC+CRC)
Select command (with selection Criteria)
Step 0
Step 1
Step 2
Step 3
Step 4
ReqRN (RN16)
Device response (New RN16, i.e. handle)
Step 5
Step 6
Command (New RN16)
Step 7
Step 8 execute the command
Device response (RN16, i.e. handle)
Step 9
A-IoT device
Reader



image4.emf
1 InventoryRequest (with control info, Criteria)

3 Ack (Contention resolution ID)

A-IoT 

device

Reader

2 Device response (Contention resolution ID )

4 Device response ( Device ID + Data)

CN

0 Inventory Request (Criteria, periodicity)

5 Inventory Response (Device ID + Data)


Microsoft_Visio_Drawing2.vsdx
1 InventoryRequest (with control info, Criteria)
3 Ack (Contention resolution ID)
A-IoT device
Reader
2 Device response (Contention resolution ID )
4 Device response ( Device ID + Data)
CN
0 Inventory Request (Criteria, periodicity)
5 Inventory Response (Device ID + Data)



image5.emf
1 InventoryRequest (with control info, Criteria, 

without Random access)

A-IoT 

device

Reader

2 Device response ( Device ID + Data)

CN

0 Inventory Request (Criteria, periodicity)

3 Inventory Response (Device ID + Data)


Microsoft_Visio_Drawing3.vsdx
1 InventoryRequest (with control info, Criteria, without Random access)
A-IoT device
Reader
2 Device response ( Device ID + Data)
CN
0 Inventory Request (Criteria, periodicity)
3 Inventory Response (Device ID + Data)



image6.emf
1 Inventory Request (with control info, Criteria)

3 Ack (Contention resolution ID)

A-IoT 

device 1

Reader

2 Device response (Contention resolution ID )

4 Device response (Device ID 1 + Data)

CN

8 Command Response (Device ID 1)

0 Command (Criteria, Device ID, action (e.g. read/write), Data)

5 Command (Device ID 1, Read/write, Data)

6 Execute the command

7 Device response

11 Ack (Contention resolution ID)

10 Device response (Contention resolution ID )

12 Device response (Device ID 2 + Data)

13 Command (Device ID 2, Read/write, Data)

14 Execute the command

15 Device response

9 Inventory Request Rep

16 Command Response (Device ID 2)

A-IoT 

device 2


Microsoft_Visio_Drawing4.vsdx
1 Inventory Request (with control info, Criteria)
3 Ack (Contention resolution ID)
A-IoT device 1
Reader
2 Device response (Contention resolution ID )
4 Device response (Device ID 1 + Data)
CN
8 Command Response (Device ID 1)
0 Command (Criteria, Device ID, action (e.g. read/write), Data)
5 Command (Device ID 1, Read/write, Data)
6 Execute the command
7 Device response
11 Ack (Contention resolution ID)
10 Device response (Contention resolution ID )
12 Device response (Device ID 2 + Data)
13 Command (Device ID 2, Read/write, Data)
14 Execute the command
15 Device response
9 Inventory Request Rep
16 Command Response (Device ID 2)
A-IoT device 2



image7.emf
1 Command (Device ID, Read/write, Data)

A-IoT 

device

Reader

4 Command response

2 Execute the command

CN

0 Command (Device ID, action (read/write), Data)

3 Device response 


Microsoft_Visio_Drawing5.vsdx
1 Command (Device ID, Read/write, Data)
A-IoT device
Reader
4 Command response
2 Execute the command
CN
0 Command (Device ID, action (read/write), Data)
3 Device response



