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1	Introduction
In accordance with Release 18 SID [1] and the conclusions made in TR 38.843 [2], offline training data collection for the offline training of UE-side models has three different directions as stated below. 
	7.2.1.3.2	Data collection for UE-side model training 
The following proposals were discussed in RAN2: 
1.	UE collects and directly transfers training data to the Over-The-Top (OTT) server;
1a)	OTT (TRansparent)
1b)	OTT (non-TRansparent)
2.	UE collects training data and transfers it to Core Network. Core Network transfers the training data to the OTT server.
3.	UE collects training data and transfers it to OAM. OAM transfers the needed data to the OTT server.
RAN2 did not study or analyse these proposals and did not agree to requirements or recommendations.


In WID [3], the following study objectives are set to continue the discussion on the opening issues.
	Study objectives with corresponding checkpoints in RAN#105 (Sept ’24):
[…]
· CN/OAM/OTT collection of UE-sided model training data [RAN2/RAN1]: 
· [bookmark: _Hlk152950182]For the FS_NR_AIML_Air study use cases, identify the corresponding contents of UE data collection
· Analyse the UE data collection mechanisms identified during the FS_NR_AIML_Air (TR 38.843 section 7.2.1.3.2) study along with the implications and limitations of each of the methods 
[…]
NOTE: offline training is assumed for the purpose of this project. 
NOTE: the outcome of the study objectives should be captured in TR 38.843 for future reference. 
NOTE: Coordination with SA/SA WGs of the ongoing study/work as it may relate to their required work. 



RAN WG2 has had significant discussion on the entities wherein the data are collected and to where data could be forwarded. However, the discussions were mostly concentrated in the solutions, and many of them are outside of RAN WG2 scope. The lack of objectives limits the progress on the enablement of data collection for the offline training of ML models. To this aim, we believe any data collection enabler should adhere to a set of principles, which will be discussed in this document. 
Observation: RAN WG2 should define a set of design principles of data collection for offline training of ML models.
2	Discussion
When implementing the Release 19 AI/ML use cases and taking into consideration future use cases, the following principles for data collection should be adhered to: data collection is secure and privacy-enabled, air-interface overhead and impact to NW operation is minimized, and NW control over and awareness of data collection is enabled.

In the scope of RAN WG2, data collected by the network from UEs for AI/ML purposes, such as offline training, can be made secure through the use of standard RRC encryption and integrity protection mechanisms, and privacy can be ensured through the continued use of random temporary identifiers assigned by the network as in the current system.

Observation 1: In the scope of RAN WG2, security can be achieved by only allowing data collected for the training of ML models to be transmitted and configured under RRC encryption and integrity protection, and privacy can be ensured through the continued use of random temporary identifiers assigned by the NW.

It was noted in the SI[2] that for all types of offline model training (i.e., UE- /NW-/ two-sided model training), there is no latency requirement for data collection was . Therefore, it is important that the UE transmission of collected data used for offline training of ML models makes efficient use of air interface resources and does not affect RAN operation especially during heavy traffic periods. Therefore, it is necessary to differentiate the data collected for regular RAN operation (including data collected for AI/ML model monitoring and inference) from the data collected for offline training of ML models. 

Observation 2: Data collected for the purpose of RAN operation should be differentiated from the data collected for the purposes of offline training of ML models for air interface AI/ML applications.

Because of the large volume of data collection for AIML purposes, the NW should be in control of the data collection procedures, enabling RAN to assign resources most efficiently for measurement transmission. To not impact regular network operations, the timing of such data collection needs to consider a holistic view of network conditions (e.g. network traffic conditions, RAN resource utilization, transport network utilization, maintenance windows, etc). Operators should be able to control when and with what resources such AI/ML training data is collected to minimize impact on normal network operations. By having network control over the data collection can assist with the proper management of data collection including security, user confidentiality and inter-vendor collaboration and also allows for a unified and forward compatible E2E data collection framework Additionally, NW control, and hence operator control, over the AI/ML data collection procedures enables RAN flexibility to aid in creating the most diverse datasets and enable the sharing of data sets in the most efficient manner (hence minimizing the impact of data collection on the normal air-interface operations).

Proposal: RAN WG2 to adopt the following design principles for data collection for offline training of AI/ML models.
1. Data collected is secured.
1. Safeguard user data confidentiality.
1. Ensure data integrity.
1. Minimize air interface overhead and impact to NW operation especially during high traffic periods.
1. NW and operator control over and awareness of data collection.
1. The collected dataset should be accessible to entities inside or outside the MNO network, with an SLA  with the MNO
1. Futureproof and extendable design


3	Conclusion
This document has made the following observations:
Observation 1: In the scope of RAN WG2, security can be achieved by only allowing data collected for the training of ML models to be transmitted and configured under RRC encryption and integrity protection, and privacy can be ensured through the continued use of random temporary identifiers assigned by the NW.

Observation 2: Data collected for the purpose of RAN operation should be differentiated from the data collected for the purposes of offline training of ML models for air interface AI/ML applications.

And proposed the following:
Proposal: RAN WG2 to adopt the following design principles for data collection for offline training of AI/ML models.
1. Data collected is secured.
2. Safeguard user data confidentiality.
3. Ensure data integrity.
4. Minimize air interface overhead and impact to NW operation especially during high traffic periods
5. NW and operator control over and awareness of data collection.
6. The collected dataset should be accessible to entities inside or outside the MNO network,  with an SLA with the MNO,. 
7. Futureproof and extendable design
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