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1 Introduction
In the SID of the AIoT, the following items are included for the RAN2 discussion:
	· RAN2-led:

· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.

For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers

For functionalities not listed above, they are studied only if found essential.


In this contribution, our initial views on user plane of the AIoT design in RAN2 are addressed. 

2 Discussion
For protocol stack, the fundamental question is the message size of the AIoT device. If we take RFID specification as an example, the file size for the TAG can be ranged from 0 to 16,744,448bits. To support such big size, the legacy NR protocol stack is needed. On the other hand, in TR38.848, the maximum message size from/to AIoT device is 1000bits, and such size can simplify the protocol stack. In our understanding, RAN2 can start the discussion by assuming 1000bits as the maximum message size.  

Proposal 0: RAN2 is kindly asked to agree that the maximum packet size for AIoT traffic is 1000bits. 
2.1. Protocol stack
The potential protocol stack for AIoT is shown in Fig. 1:

[image: image1.emf]AIoT MAC

AIoT PHY

AIoT PDCP AIoT PDCP

AIoT MAC

AIoT PHY

AIoT device gNB


Fig. 1 
· AIoT MAC&PHY: the MAC and PHY layers are essential for the AIoT. PHY is focused on the signal handling, while the MAC layer can deliver some control signalling between reader and AIoT. The NR MAC PDU structure can be used, which include the MAC subheader + MAC CE/MAC SDU, where MAC CE contains some control information. 
· AIoT RLC:  As indicated in SID, the ARQ is not needed for AIoT. Meanwhile, considering the small message size, the segmentation of RLC layer is not needed. Thus, the RLC layer is not needed. 
· AIoT PDCP: in NR, one of important functionality of PDCP layer is the security related operations (e.g., ciphering and integrity). The need of such protocol layer depends on the design of RRC layer. If the RRC layer is needed for the AIoT device, and the information in RRC message needs the security protection, such PDCP layer is needed. Meanwhile, when considering the support of PDCP layer, the support of ciphering and integrity algorithms will cause additional processing burden to the AIoT device. 
· AIoT SDAP: SDAP is mainly used for QoS flow. However, for AIoT, QoS flow may not be applicable. Thus, SDAP layer is not needed. 
Proposal 1: RAN2 is kindly asked to agree the following for the protocol stack:

· AIoT MAC and PHY layer are needed

· AIoT SDAP and RLC layer are not needed 

· AIoT PDCP layer is not needed under the assumption that NAS layer security is supported. 
2.2. Logical channel
In NR, logical channel is defined by what type of information is transferred, which contains two types, i.e., control channel and traffic channel. The control channel is mainly used for the signaling, while the traffic channel is mainly used for user plane information. Thus, to determine the definition of logical channel for the AIoT. The basic question is whether the AIoT device supports the control plane and user plane or not. Since the maximum message size of AIoT device is 1000bits, the traffic channel seems to be unnecessary. 
Proposal 2: the traffic channel is not needed. 
2.3. MAC layer aspects
- UE identity

In NR, the UE is identified via the C-RNTI over the air interface. For AIoT, one open issue is whether an AIoT device ID for AIoT device is needed over the air interface. Such ID information can be used to identify each device and use this ID to identify the signaling sent to the dedicated device.  

Proposal 3-1: RAN2 is kindly asked to discuss whether an AIoT device ID is needed over the air interface. 

- DL/UL transmission
For DL/UL transmission, one issue is how to indicate the resource used for the DL/UL transmission. For example, the time duration for the following-up DL reception or UL transmission at the AIoT side. In NR, such resource information is provided via the PDCCH, and each DCI contains the scheduling information for one UE. In AIoT, one possible way is to indicate such resource similar as NR, i.e., each indication contains the resource for one AIoT device. This may be realized via the physical layer signaling. On the other hand, the reader may indicate the resource allocation to a group of AIoT devices, each device is indicate the dedicated resource. For this case, physical layer signaling may not be suitable; instead, the reader can include such resource allocation information via MAC layer information, which can indicate the resource for each AIoT devices.

Proposal 3-2: RAN2 is kindly asked to discuss whether the MAC layer can contain the information related to resource allocation for multiple AIoT devices   
- Format of MAC PDU

In NR, the MAC PDU contains the subheader and MAC CE/MAC SDU. The MAC CE is used to contain some control information, while the MAC SDU is used to contain the data from the higher layer. For AIoT, the similar structure can be applied, where MAC CE is used to contain the control information to AIoT device(s), while the MAC SDU is used to convey the packets to/from the core network, e.g., NAS PDU, or RRC message containing NAS PDU. 
Proposal 3-3: RAN2 is kindly asked to discuss the MAC PDU format for AIoT. 
-Buffer state information report

In NR, the UE will indicate the buffer size information to the reader via BSR so that the reader can be aware of the data size for UL transmission. Similarly, AIoT device may also need the UL transmission. It is better to allow the reader know the size of data from the AIoT device so that the reader can assign suitable resource for UL data transmission. 
Proposal 3-4: RAN2 is kindly asked to discuss the buffer state information report for AIoT device. 

Conclusion
In this contribution, we address the initial views on user plane of the AIoT, and have the following proposals:
Proposal 0: RAN2 is kindly asked to agree that the maximum packet size for AIoT traffic is 1000bits. 
Proposal 1: RAN2 is kindly asked to agree the following for the protocol stack:

· AIoT MAC and PHY layer are needed

· AIoT SDAP and RLC layer are not needed 

· AIoT PDCP layer is not needed under the assumption that NAS layer security is supported. 

Proposal 2: the traffic channel is not needed. 
Proposal 3-1: RAN2 is kindly asked to discuss whether an AIoT device ID is needed over the air interface. 

Proposal 3-2: RAN2 is kindly asked to discuss whether the MAC layer can contain the information related to resource allocation for multiple AIoT devices  
Proposal 3-3: RAN2 is kindly asked to discuss the MAC PDU format for AIoT. 

Proposal 3-4: RAN2 is kindly asked to discuss the buffer state information report for AIoT device. 
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