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1. Introduction
In the SID of ambient IoT (AIoT) [1], there are the following description regarding the study scope from RAN2 perspective:
	· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signaling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.


In this contribution, the UP functionalities and the data transmission solution are discussed based on Topology 1. In addition, we also share our views on the common aspects regarding the UP-data stack and the data transmission solution between Topology 1 and Topology 2.
2. Discussion
2.1. [bookmark: _Toc131522645][bookmark: _Toc131522564][bookmark: _Toc131522648][bookmark: _Toc133498954][bookmark: _Toc134281634][bookmark: _Toc134284369][bookmark: _Toc134439077][bookmark: _Toc141792788][bookmark: _Toc142039034][bookmark: _Toc142382546][bookmark: _Toc141792789][bookmark: _Toc142039035][bookmark: _Toc142382547][bookmark: _Toc141792790][bookmark: _Toc142039036][bookmark: _Toc142382548][bookmark: _Toc133498957][bookmark: _Toc141792791][bookmark: _Toc142039037][bookmark: _Toc142382549][bookmark: _Toc141792792][bookmark: _Toc142039038][bookmark: _Toc142382550][bookmark: _Toc141792793][bookmark: _Toc142039039][bookmark: _Toc142382551][bookmark: _Toc134281639][bookmark: _Toc134284374][bookmark: _Toc134439082][bookmark: _Toc141792794][bookmark: _Toc142039040][bookmark: _Toc142382552][bookmark: _Toc141792795][bookmark: _Toc142039041][bookmark: _Toc142382553][bookmark: _Toc141792796][bookmark: _Toc142039042][bookmark: _Toc142382554][bookmark: _Toc141792797][bookmark: _Toc142039043][bookmark: _Toc142382555][bookmark: _Toc141792798][bookmark: _Toc142039044][bookmark: _Toc142382556][bookmark: _Toc141793772][bookmark: _Toc141793773][bookmark: _Toc110950146][bookmark: _Toc110960576][bookmark: _Toc146543780][bookmark: _Toc146550402][bookmark: _Toc146636575][bookmark: _Toc146636911]Protocol stack of Topology 1



[bookmark: _Ref162514228]Figure 1 Protocol stack for data transmission in Topology 1
The example of the protocol stack for Topology 1 is illustrated in Figure 1. In this figure, 
· AIoT layer: A new layer, i.e., AIoT layer is considered, which is responsible for upper layer data handling. The exact functionalities of AIoT layer should be up to SA2.
· No SDAP: AIoT device may only have single service at a time, there is no need of SDAP layer to handle the data flow to DRB mapping for QoS management.
· FFS RRC: Whether RRC layer is involved in data transmission depends on whether RRC layer is required from control plane perspective. Our companion paper [2] has detailed discussions regarding the necessity of this layer. If RRC layer is required, the upper layer data may be carried in the RRC container in a certain way. If RRC layer is not present, the upper layer data can be directly delivered to MAC layer and transmitted in a MAC PDU. To be specific, our assumption is that RRC can be omitted for upper layer data/message transmission.
· No PDCP/RLC: In typical cases, there is only one small data packet to complete an AIoT service, which means that there is no need to use the PDCP/RLC sequence number to keep the in-sequence-delivery or identify the packet loss. If PDCP/RLC layers are kept, this would unnecessarily complicate the design of AIoT device. For example, if PDCP/RLC layers are kept, there would be a fixed PDCP header and a fixed RLC header, regardless of the packet size and whether there is only a single data packet for one service. In consideration of security, it is possible to rely on the upper layer to provide security and integrity protection of the service data or the upper layer message, and thus the AS security function provided via PDCP layer is also not needed. Hence, to simplify the protocol stack of AIoT device, PDCP/RLC layer can be omitted.
· MAC: MAC layer is responsible to 1) construct the MAC PDU comprising the signalling, physical layer parameters, upper layer data/message, and deliver to physical layer for transmission; and 2) derive the signalling, physical layer parameters, upper layer data/msg, from physical layer, and process different information respectively, and control physical layer transmissions according to the corresponding derived parameters.
Observation 1 [bookmark: _Toc162627084][bookmark: _Toc163126183]SDAP/PDCP/RLC layer introduces header overhead and increases the complexity for AIoT device.
Observation 2 [bookmark: _Toc162627085][bookmark: _Toc163126184]AIoT device typically has single service at a time and no clear requirement for multiple QoS flows, service data to bearer mapping is not needed.
Observation 3 [bookmark: _Toc162627086][bookmark: _Toc163126185]AIoT service typically has single data packet, in-order-delivery or duplicated packet detection is not needed. 
Proposal 1 [bookmark: _Toc163047631]RAN2 to agree the protocol stack for data TX as in Figure 1 for Topology 1:
· [bookmark: _Toc163047632]new layer, i.e., AIoT layer for upper layer data/msg handling
· [bookmark: _Toc163047633]FFS RRC layer 
· [bookmark: _Toc163047634]No SDAP/PDCP/RLC layer
· [bookmark: _Toc163047635]MAC layer
· [bookmark: _Toc163047636]physical layer
2.2. Data TX solution in Topology 1
According to the protocol stack in Figure 1, in the transmitter side, the MAC layer, as a L2 transport container, should fetch the related service data or related messages from the upper layer. Furthermore, if there is no RRC layer, the MAC layer should fetch the data/message from the AIoT layer.
In NR Uu, DRB and RLC bearer is utilized to identify the correspondence of a received packet. When it comes to the interface between AIoT device and the reader, the data/message from the reader to the AIoT device has correspondence to the command to serve the AIoT service. If the command is transmitted from the reader to AIoT device, the related parameters and the associated upper layer data/msg are included in the R2D MAC PDU from reader to AIoT device, the content of the MAC PDU can be identified by the AIoT device based on the type of AIoT command carried in the MAC PDU. 
For one instance, if the reader sends paging/select command to AIoT device(s) via a R2D MAC PDU, the R2D MAC PDU carries both the paging/select command and the associated parameters. In this sense, when an AIoT device receives the R2D MAC PDU, it can derive the paging/select command and the associated parameters to execute the paging/select command.
For another instance, if the reader sends a query command to an AIoT device via an R2D MAC PDU, the AIoT device receives the R2D MAC PDU, and derives the query command and the associated parameters for executing the query command accordingly. As a consequence, the AIoT device scatters back its temporary ID/EPC in a D2R MAC PDU. When the reader receives the D2R MAC PDU in response to its R2D MAC PDU, it can fully identify the content according to the transmitted query command and the associated parameters previously towards the AIoT device, without any specific associated indicators in the D2R MAC PDU to indicate the presence of the contents, e.g. the temporary ID/EPC of the AIoT device in the D2R MAC PDU. The similar philosophy is also applicable for read (or write) command, which is used to get upper layer data from (or send upper layer data to) the AIoT device.  
Proposal 2 [bookmark: _Toc163047637]RAN2 to study the feasibility to use MAC PDU 
· [bookmark: _Toc163047638]For reader to transmit command/related parameters and upper layer data to AIoT device;
· [bookmark: _Toc163047639]For AIoT device to transmit the response msg and upper layer data to reader.
Proposal 3 [bookmark: _Toc163047640]The data/msg/parameter in a MAC PDU is determined by the corresponding AIoT operation commands (e.g.  paging/select, query, read, write etc) transmitted/received during the AIoT communication procedure.
Depending on the traffic characteristics, there could be additional aspects to study. The first aspect is whether there can be occasion that simultaneously multiple service data/msg packets are transmitted. If yes, there are two ways to transmit these service data/msg packets: 
· Alt 1: Different data/msg packets are sent via separate MAC PDUs, no packet multiplexing in MAC is needed. 
· Alt 2: Multiple upper layer data/msg packets are transmitted in the same MAC PDU with MAC sub-header, i.e. multiplexing in MAC is supported. 
The second aspect is whether packet/msg packet with bigger size than the maximum transport block size can be supported over the interface between reader and AIoT device. If yes, segmentation should be required. The necessity to support multiplexing and segmentation depends on the assumption of the traffic characteristics. 
Proposal 4 [bookmark: _Toc163047641]RAN2 to study the AIoT traffic characteristics (e.g. number of parallel packets, maximum data size) to identify the necessity of segmentation and multiplexing functionality in MAC.
For the upper layer data/msg of variable size from the AIoT device to the reader, it is desired that the reader knows the upper layer data/msg size so that the reader can allocate the proper amount of radio resources for the AIoT device to transmit the whole upper layer data/msg to the reader. In such sense, it could be beneficial to support certain BSR mechanism. However, as AIoT device may not support PDCP/RLC protocol or simultaneously multiple services, very simplified BSR procedure is enough.
Proposal 5 [bookmark: _Toc163047642]RAN2 to discuss the necessity of BSR from AIoT device to reader.
2.3. Common UP aspects in Topology 1 and Topology 2 

 
[bookmark: _Ref162537559]Figure 2 Protocol stack for data transmission in Topology 2
An examplary protocol stack for upper layer data/msg transmission of Topology 2 is illustrated in Figure 2. In this protocol stack, the protocol stack from the AIoT device side for data transmission is the same as that in Topology 1. In summary, the AIoT device does not need to differentiate whether the reader is a UE reader or a gNB reader. In such way, differentiated protocol stacks for AIoT device between Topology 1 and Topology 2 can be avoided and the implementation complexity for AIoT device can be largely reduced.
To enable that the common protocol stack is used for data transmission between AIoT device and the reader in Topology 1 and Topology 2, the UE reader should at least support the same protocol stack and data transmission procedure as the gNB reader.
Observation 4 [bookmark: _Toc162627087][bookmark: _Toc163126186]With the common UP protocol stack for AIoT data transmission and the common upper layer data/msg transmission procedure in Topology 1 and Topology 2, there is no need to implement a secondary protocol stack in AIOT device for data transmission in Topology 2.
Observation 5 [bookmark: _Toc162627088][bookmark: _Toc163126187]The protocol stack in Figure 2 for Topology 2 achieves common protocol stack and common data transmission procedure in Topology 1 and Topology 2.
Proposal 6 [bookmark: _Toc162344474][bookmark: _Toc163047643]RAN2 to support using the common protocol stack for upper layer data/msg transmission between the AIoT device and the reader in Topology 1 and Topology 2.
Proposal 7 [bookmark: _Toc163047644]RAN2 to support using the common upper layer data/msg transmission procedure between the AIoT device and the reader in Topology 1 and Topology 2.
3. [bookmark: _Toc127283392][bookmark: _Toc127368534][bookmark: _Toc127457995][bookmark: _Toc127458023][bookmark: _Toc149321483][bookmark: _Toc149321484][bookmark: _Toc149321485][bookmark: _Toc149551561][bookmark: _Toc149553050][bookmark: _Toc149557177][bookmark: _Toc149557285][bookmark: _Toc149557334][bookmark: _Toc149557480][bookmark: _Toc149557497]Conclusion
In this contribution, we have discussed the DSR report based on the existing agreements. There are the following observations:
Observation 1	SDAP/PDCP/RLC layer introduces header overhead and increases the complexity for AIoT device.
Observation 2	AIoT device typically has single service at a time and no clear requirement for multiple QoS flows, service data to bearer mapping is not needed.
Observation 3	AIoT service typically has single data packet, in-order-delivery or duplicated packet detection is not needed.
Observation 4	With the common UP protocol stack for AIoT data transmission and the common upper layer data/msg transmission procedure in Topology 1 and Topology 2, there is no need to implement a secondary protocol stack in AIOT device for data transmission in Topology 2.
Observation 5	The protocol stack in Figure 2 for Topology 2 achieves common protocol stack and common data transmission procedure in Topology 1 and Topology 2.

Based on the above discussions and observations, we have the following proposals:
Proposal 1	RAN2 to agree the protocol stack for data TX as in Figure 1 for Topology 1:
-	new layer, i.e., AIoT layer for upper layer data/msg handling
-	FFS RRC layer
-	No SDAP/PDCP/RLC layer
-	MAC layer
-	physical layer
Proposal 2	RAN2 to study the feasibility to use MAC PDU
-	For reader to transmit command/related parameters and upper layer data to AIoT device;
-	For AIoT device to transmit the response msg and upper layer data to reader.
Proposal 3	The data/msg/parameter in a MAC PDU is determined by the corresponding AIoT operation commands (e.g.  paging/select, query, read, write etc) transmitted/received during the AIoT communication procedure.
Proposal 4	RAN2 to study the AIoT traffic characteristics (e.g. number of parallel packets, maximum data size) to identify the necessity of segmentation and multiplexing functionality in MAC.
Proposal 5	RAN2 to discuss the necessity of BSR from AIoT device to reader.
Proposal 6	RAN2 to support using the common protocol stack for upper layer data/msg transmission between the AIoT device and the reader in Topology 1 and Topology 2.
Proposal 7	RAN2 to support using the common upper layer data/msg transmission procedure between the AIoT device and the reader in Topology 1 and Topology 2.
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