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1. [bookmark: OLE_LINK13][bookmark: OLE_LINK14]Introduction
This discussion paper mainly focuses on the following objective about data collection mechanisms for model training of UE-sided model:
	· CN/OAM/OTT collection of UE-sided model training data [RAN2/RAN1]: 
· [bookmark: _Hlk152950182]For the FS_NR_AIML_Air study use cases, identify the corresponding contents of UE data collection
· Analyse the UE data collection mechanisms identified during the FS_NR_AIML_Air (TR 38.843 section 7.2.1.3.2) study along with the implications and limitations of each of the methods 


2. Discussion
2.1 Analysis of Candidate Options
Both UE-sided and NW-sided models are considered in certain use cases, such as beam prediction. The UE-sided model can be delivered from the NW or an Over-The-Top (OTT) server. In the latter case, one critical issue is how the OTT server acquires the data for model training. During the SI phase, RAN2 briefly discussed the following candidate options. However, due to limited time, no conclusion was reached.
	7.2.1.3.2	Data collection for UE-side model training 
The following proposals were discussed in RAN2: 
1. UE collects and directly transfers training data to the Over-The-Top (OTT) server;
1a) OTT (3GPP transparent)
1b) OTT (non-3GPP transparent)
2. UE collects training data and transfers it to Core Network. Core Network transfers the training data to the OTT server.

3. UE collects training data and transfers it to OAM. OAM transfers the needed data to the OTT server.
RAN2 did not study or analyse these proposals and did not agree to requirements or recommendations.


For Option 1a, the UE directly transfers training data to the OTT server via 3GPP transparent ways, such as WIFI or as UP data. User consent can be managed between the customer and the OTT server. Some companies believe that Option 1a is adequate and that other solutions that may introduce specification impacts are unnecessary.
It is our understanding that operators may have concerns about Option 1a, as they are not aware of the data collection process, and some data may expose the network's status or configuration. Additionally, duplicated data may be collected by the NW and OTT servers for the same training purpose, which may result in unnecessary UE power consumption. Therefore, other options should be considered, and the specific requirements from [1] can serve as a baseline for further discussion. To address the concerns of operators or customers, requirements 2 and 3 should be met. Furthermore, requirements 1 and 4 are also essential to minimize UE power consumption and avoid duplicated data being collected by both the NW and the OTT server.
	Proposal 1: The data collection for UE-side model training shall satisfy at least the following requirements:
1.	The collected dataset should be accessible to entities inside or outside the MNO network with an SLA with the MNO, e.g. OAM controlled by mobile network operators. 
2.	Operators should have control over and awareness of the data collection process.
3.	User privacy and security should be preserved.
4.	Minimize the impact of additional air-interface traffic.
5.	Futureproof and extendable design.


Therefore, we propose:
Proposal 1. For the data collection at OTT server for model training of UE-sided model, the following requirements should be met:
· Operators should be able to be aware of or control (e.g., read/write) the data collection process.
· User privacy and security should be preserved.
· The collected dataset should be accessible to entities inside or outside the MNO network.
· Minimize the impact of additional air-interface traffic.
During the study of model training of two-sided model, privacy-sensitive dataset sharing was considered as an important aspect. Similarly, the proprietary of dataset shared from network to OTT-server should also be considered. This means that the OTT server should only initiate data collection for specific UE vendors. Meanwhile, the UE may only be willing to provide data to specific OTT servers that will subsequently deliver the trained model to the UE.
Proposal 2. For the data collection at the OTT server, the following additional requirements should also be considered:
· The OTT server is expected to collect data only from specific UEs.
· The UE only expects to provide data to specific OTT server(s).
Currently, the data collection mechanisms for model training on the NW side have been relatively stable. Specifically, beam management use cases, the MDT framework can be considered for OAM-centric data collection and model training. For positioning, LPP can be reused for data collection from the UE to LMF.
If the NW were to collect data to train network-sided models, the data could also be shared with the OTT server and used for training UE-sided models. In other words, the network-terminated data collection mechanisms can also be utilized for model training at the OTT server. However, this approach requires some enhancements to the existing network entities, which may depend on the decision of SA WGs.
To facilitate RAN2 progress, RAN2 may operate under the following working assumption:
Proposal 3. RAN2 assumes that the collected data terminated at NW entity can be further exposed to OTT server and be reused for model training of UE-sided model. Specifically:
· Option 2 may be applicable for positioning sub-use cases 1a and 2a, i.e., LMF receives the training data from UE/PRU via LPP and transfers the data to the OTT server.
· Option 3 may be applicable for beam management, i.e., OAM receives the training data from UE via MDT and transfers the data to the OTT server.
2.2 UE filtering
For the OAM-centric data collection, the existing MDT only supports UE filtering based on PLMN list. When the management based MDT activation is sent to gNB, gNB shall check the availability of the Management based MDT PLMN List IE before making the UE selection. In case the Management based MDT PLMN List IE is not available, the gNB shall not select the UE. In case the Management based MDT PLMN List IE is available, the gNB shall verify if the UE’s RPLMN matches the PLMN where TCE resides – Trace Reference PLMN (PLMN portion of the Trace Reference). In case of a mismatch, the gNB shall not select the UE. [2]


Figure 2.2-1 Example for delivering user consent information in management based MDT
Therefore, enhancements are needed to ensure that the OTT server only collects data from specific UE(s). The following two options can be considered:
-	option 1: gNB may perform UE filtering with UE assistance information, e.g., UE vendor ID. 
-	option 2: Introduce OTT server ID filtering in user consent.
Proposal 4. To ensure that the OTT server only collects data from specific UE(s), the following two options can be considered for MDT:
· option 1: Introduce UE vendor ID as UE assistance information.
· option 2: Introduce OTT server ID filtering in user consent.

2.2 LS to SA WGs
Based on the above discussion, RAN2 should LS to SA WGs for guidance on the requirements and solutions.
Proposal 5. LS to SA WGs on the requirements and solutions of data collection at OTT-server for model training of UE-sided model.

3. Conclusion
Proposal 1.  For the data collection at OTT server for model training of UE-sided model, the following requirements should be met:
· Operators should be able to be aware of or control (e.g., read/write) the data collection process.
· User privacy and security should be preserved.
· The collected dataset should be accessible to entities inside or outside the MNO network.
· Minimize the impact of additional air-interface traffic.
Proposal 2. For the data collection at the OTT server, the following additional requirements should also be considered:
· The OTT server is expected to collect data only from specific UEs.
· The UE only expects to provide data to specific OTT server(s).
Proposal 3. RAN2 assumes that the collected data terminated at NW entity can be further exposed to OTT server and be reused for model training of UE-sided model. Specifically:
· Option 2 may be applicable for positioning sub-use cases 1a and 2a, i.e., LMF receives the training data from UE/PRU via LPP and transfers the data to the OTT server.
· Option 3 may be applicable for beam management, i.e., OAM receives the training data from UE via MDT and transfers the data to the OTT server.
Proposal 4. To ensure that the OTT server only collects data from specific UE(s), the following two options can be considered for MDT:
· option 1: Introduce UE vendor ID as UE assistance information.
· option 2: Introduce OTT server ID filtering in user consent.
Proposal 5. LS to SA WGs on the requirements and solutions of data collection at OTT-server for model training of UE-sided model.
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