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1. [bookmark: _Ref73829754]Introduction
[bookmark: Proposal_Pattern_Length]The SI “Ambient IoT” has been approved in RAN#102. Following objectives are related to RAN2:
	· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example: 
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.


In this contribution, we provide our view on required User plane functions, data transmission, protocol stack, etc.
Discussion
0.1 Required User plane functions
Low complexity is one of most important requirements for A-IoT devices. To reduce the complexity of A-IoT device, UP functions shall only be introduced for A-IoT when necessary. 
Observation 1: UP functions shall only be introduced for A-IoT when necessary in order to minimize cost and complexity associated.
The User plan stack in NR includes the SDAP protocol, PDCP protocol, RLC protocol and MAC protocol, as shown in figure 1:


Figure 1: Uplink Layer 2 Structure (TS38.300)
For RFID, only two layers are supported, physical layer and tag identification layer (i.e., data link layer) which is simpler than in NR system.
Based on the requirements of date rate (<5kbps), message size (<1000bits) and latency (in range of seconds), quite some NR UP functions are not needed for AIoT. These A-IoT requirements are discussed in much more detailed in our companion TDoc [8].
Observation 2: Quite some NR UP functions are not needed for AIoT considering their requirements in date rate (<5kbps), message size (<1000bits) and latency (in range of seconds). 
The following sub-sections evaluates the applicability of NR functions associated with the different UP layers (SDAP, PDCP, RLC and MAC). NOTE: the list of functions is as cited in TS 38.300 for the different protocol layers.

0.1.1 Supported SDAP related functions
In table 1, we analyze what existing SDAP related functions are needed for A-IoT devices. 
Table 1: Analysis on SDAP related functionalities:
	Function
	Needed or not?
	Remark

	Mapping between a QoS flow and a data radio bearer;
	No
	The QoS requirement for different Messages should be same as we only consider indoor inventory and indoor command;

	Marking QoS flow ID (QFI) in both DL and UL packets.
	No
	


Based on the analysis in above table, we propose:
Proposal 1: SDAP layer is not supported for A-IoT device.



0.1.2 Supported PDCP related functions
In table 2, we analyze what existing PDCP related functions are needed for A-IoT devices. 
Table 2: Analysis on PDCP related functionalities:
	Function
	Needed or not?
	Remark

	Transfer of data (user plane or control plane);
	No
	Only needed if PDCP is supported

	Maintenance of PDCP SNs;
	No
	

	Header compression and decompression using the ROHC protocol
	No
	Max message size is below 1000bits; Therefore compression is not needed;

	Header compression and decompression using EHC protocol;
	No
	

	Compression and decompression of uplink PDCP SDUs: DEFLATE based UDC only;
	No
	

	Ciphering and deciphering;
	Prefer not
	Depends on SA3 discussion; It would be good to avoid PDCP layer integrity and ciphering in order to reduce the complexity of the AIoT device.
Note: as mentioned in TR 38.848 “the memory required for security, authentication, etc., and hardware used for encryption processing would add to the complexity of the device.”

	Integrity protection and integrity verification;
	
	

	Timer based SDU discard;
	No
	No reliability requirement (no reordering), no segment requirement since the packet size is small;

	For split bearers, routing;
	No
	The max data rate is below 5kbps, and max message size is below 1000bits; No need identified for split bearer which increases the complexity of AIoT device. 

	Duplication;
	No
	Based on TR 22.840, no reliability requirement on AIoT use cases, indoor inventory and indoor command, therefore no ARQ, no HARQ as mentioned in the WID

	Reordering and in-order delivery;
	No
	

	Out-of-order delivery
	No
	

	Duplicate discarding
	No
	


Based on the analysis in above table, we propose:
Proposal 2: PDCP layer is not supported for A-IoT device. Wait for SA3 inputs on whether AS layer security is needed or not for A-IoT (which may impact on the need to support or no (de)ciphering and integrity protection/verification).





0.1.3 Supported RLC related functions
In table 3, we analyze what existing RLC related functions are needed for A-IoT devices. 
Table 3: Analysis on RLC related functionalities:
	Function
	Needed or not?
	Remark

	The RLC sublayer supports three transmission modes:
· Transparent Mode (TM)
· Unacknowledged Mode (UM)
· Acknowledged Mode (AM)
	No
	No ARQ, no segment, therefore only TM like mode;

	Transfer of upper layer PDUs;
	No
	Only needed if RLC layer is supported.

	Sequence numbering independent of the one in PDCP (UM and AM);
	No
	Only needed if RLC UM and RLC AM are supported

	ARQ and Error Correction through ARQ (AM only);
	No
	Based on TR 22.840, no reliability requirement on AIoT use cases, indoor inventory and indoor command, therefore no ARQ, no HARQ as mentioned in the WID

	Segmentation (AM and UM) and re-segmentation (AM only) of RLC SDUs;
	No

	Max message size is below 1000bits; Therefore segment is not needed; However it is also related to RAN1 design on TBS.


	Reassembly of SDU (AM and UM);
	
	

	Duplicate Detection (AM only);
	No
	No reliability requirement

	RLC SDU discard (AM and UM);
	No
	No reliability requirement (no reordering), no segment requirement since the packet size is small; 

	RLC re-establishment;
	No
	Only needed if RLC layer is supported. 

	Protocol error detection (AM only).
	No
	Only needed if RLC AM is supported.


Based on the analysis in above table, we propose:
Proposal 3: RLC layer is not supported for A-IoT device. The need of segmentation also depends on the outcome of RAN1 related discussion. If segmentation is needed (dependent on RAN1 outcome), it could be defined as a function within data link layer (e.g. A-IoT MAC).







0.1.4 Supported MAC related functions
In table 4, we analyze what existing MAC related functions are needed for A-IoT devices. Table 4: Analysis on MAC related functionalities:
	Function
	Needed or not?
	Remark

	Mapping between logical channels and transport channels;
	No, only one channel for D2R, and one channel for R2D;
	RFID only supports single session/operation at a time. 
Do not see the need to have different channels since only need to support message for indoor inventory and command;

	Multiplexing/demultiplexing of MAC SDUs belonging to one or different logical channels into/from transport blocks (TB) delivered to/from the physical layer on transport channels;
	No
	Only needed if multiple commands are received simultaneously. RFID only supports single session/operation at a time. This shall be avoided for A-IoT as well;


	Scheduling information reporting;
	No
	None of existing MAC CE is needed.

	Error correction through HARQ (one HARQ entity per cell in case of CA);
	No
	Based on TR 22.840, no reliability requirement on AIoT use cases, indoor inventory and indoor command, therefore no ARQ, no HARQ as mentioned in the WID

	Priority handling between UEs by means of dynamic scheduling;
	No
	Slot-ALOHA have been agreed for further study in RAN1. So far, contention based data transmission is considered in RAN1 discussion. 

	Priority handling between logical channels of one UE by means of logical channel prioritisation;
	No
	Only needed if multiple channels are supported. Not the case for A-IoT device.

	Priority handling between overlapping resources of one UE;
	No
	RFID only supports single session/operation at a time. No need to support parallel traffics/procedures for AIoT device. 

	Padding
	TBD
	MAC PDU, SDU, MAC subheader and MAC CE are all byte aligned (i.e. multiple of 8 bits) in length.
It is related to the TBS design. Wait for RAN1.

	Random access
	Functionality is needed but different from existing way. RAN1 has agreed to use slot-ALOHA for further study.
	Need to be supported for A-IoT data link layer (e.g. A-IoT MAC)


Based on the analysis in above table, we propose:
Proposal 4: The need of existing MAC layer functions is not identified. TBD on padding, wait for RAN1 inputs on TBS design.
Considering existing MAC layer functions are not applied to A-IoT, from maintenance and Readiness perspective, a new specification is more suitable to capture the simple UP layer design dedicated for A-IoT instead of reusing the existing MAC layer e.g., referred as Data Link Layer.
Proposal 5: Introduce new specification, e.g. Data Link Layer for interface between A-IoT devices and Reader.

2.2 Data transmission
At the RAN1#116 meeting, it was agreed that for R2D and D2R transmission, a timing acquisition signal (e.g., preamble) is included at least for timing acquisition and for indicating the start of the R2D and D2R transmission in time domain, respectively [2].
	Agreement
At least the following time domain frame structure is studied for A-IoT R2D and D2R transmission.
· For R2D transmission,
· A R2D timing acquisition signal (e.g. R2D preamble) is included at least for timing acquisition and for indicating the start of the R2D transmission in time domain.
· For D2R transmission,
· A D2R timing acquisition signal (e.g. D2R preamble) is included at least for timing acquisition and for indicating the start of the D2R transmission in time domain.
· FFS other necessary component(s), e.g. midamble, postamble, periodic sync signal, control fields, guard period
Agreement
From RAN1 perspective, at least when a response is expected from multiple devices that are intended to be identified, an A-IoT contention-based access procedure initiated by the reader is used.
Agreement
For A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied.
Agreement
For ambient IoT devices, at least for D2R data transmission, a physical channel (PDRCH) is studied along with the following,
· Response transmitted from device to reader during contention-based access procedure is transmitted on the PDRCH
· FFS: Details of response
· FFS Whether/how/what D2R control information (if defined) is transmitted on the PDRCH
· Note: the naming of PDRCH is used for the sake of the study


Based on RAN1 agreements, we can conclude the A-IoT system is an asynchronous system and random-access procedure is needed before the UL data transmission if multiple devices that are intended to be identified. 
Proposal 6: RAN2 to confirm that A-IoT system is an asynchronous system.
Proposal 7: Random-access procedure is needed before the UL data transmission if multiple devices that are intended to be identified.
RAN1 status update relevant to RAN2: RAN1 is discussing the physical channel details, some issues are also related to RAN2, e.g. control field, random-access procedure, whether/how/what D2R control information (if defined) is transmitted on the PDRCH since some control fields may be contained in A-IoT data link layer (e.g. A-IoT MAC) instead of physical layer. 
SA2 status update relevant to RAN2: some SA2 work is also related to RAN2, e.g. the format of inventory request/command, whether it is visible to RAN or not.
Therefore a close coordination between RAN1, RAN2 and SA2 is needed at least on data structure, and message format.
Proposal 8: To avoid duplicated work, and mismatch between different WGs, RAN2 needs to coordinate with RAN1 on protocol stack, especially the work split on the data structure since it consists of both physical layer design and A-IoT data link layer (e.g. A-IoT MAC) design; and RAN2 also needs to coordinate with SA2 on the format of Inventory request and Command. 
1. Conclusion
Based on the discussion, we have following proposals:
[bookmark: _Ref434066290]Observation 1: UP functions shall only be introduced for A-IoT when necessary in order to minimize cost and complexity associated.
Observation 2: Quite some NR UP functions are not needed for AIoT considering their requirements in date rate (<5kbps), message size (<1000bits) and latency (in range of seconds). 
Proposal 1: SDAP layer is not supported for A-IoT device.
Proposal 2: PDCP layer is not supported for A-IoT device. Wait for SA3 inputs on whether AS layer security is needed or not for A-IoT (which may impact on the need to support or no (de)ciphering and integrity protection/verification).
Proposal 3: RLC layer is not supported for A-IoT device. The need of segmentation also depends on the outcome of RAN1 related discussion. If segmentation is needed (dependent on RAN1 outcome), it could be defined as a function within data link layer (e.g. A-IoT MAC).
Proposal 4: The need of existing MAC layer functions is not identified. TBD on padding, wait for RAN1 inputs on TBS design.
Proposal 5: Introduce new specification, e.g. Data Link Layer for interface between A-IoT devices and Reader.
Proposal 6: RAN2 to confirm that A-IoT system is an asynchronous system.
Proposal 7: Random-access procedure is needed before the UL data transmission if multiple devices that are intended to be identified.
Proposal 8: To avoid duplicated work, and mismatch between different WGs, RAN2 needs to coordinate with RAN1 on protocol stack, especially the work split on the data structure since it consists of both physical layer design and A-IoT data link layer (e.g. A-IoT MAC) design; and RAN2 also needs to coordinate with SA2 on the format of Inventory request and Command. 
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