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1	Introduction
In RAN2#124, the following agreements were made [1]:

	· UE keeps the LTM configuration as result of the LTM recovery
· Key Stream reuse at LTM recovery seems to be an issue (at least a principal issue from req point of view)
· Assume that we stick with the agreement to support Fast LTM recovery, and attempt to resolve this issue (or investigate whether it could be tolerated)

· Postpone rest of coexist proposals



In RAN2#123bis, the following agreements were made [2]:

	· It is assumed that L3 handover may happen while LTM is configured / evaluated / used. 
· P4: RAN2 confirms that during network triggered L3 HO / PSCell change, the UE does not autonomously release the LTM configuration.



In this contribution, we discuss the open sissues on fast reocvery and co-existence with other features for LTM.

2	Fast recovery via LTM execution
RAN2#124 acknowledged a key stream reuse issue during LTM-based RLF recovery as depicted in Figure 1 [3].
[image: A diagram of a computer program

Description automatically generated with medium confidence]
Figure 1 – keystream reuse issue during LTM-based recovery [source: R2-2313310]
The issue arises from transmitting two different messages (RRC reconfig complete) with same kgNB and same PDCP count.
One fix is to change the KgNB for LTM handovers; however this will re-introduce security update to LTM similar to L# handovers. This will diminish the latency benefits of LTM and add additional complexity.
Another option is to increment the PDCP count for the transmission of the message to the recovery cell. This will also add complexity to PDCP handling by the UE during LTM operation and will introduce PDCP SN gaps at the receiver on the network side, which might be problematic for the receiver implementations..
Observation 1: Neither introducing security key change nor incrementing PDCP SN are desirable to address the security issue for LTM-based RLF recovery.
Alternatively, we can resolve this issue based on NW implementation as follows:
· The gNB-CU receives the LTM CELL CHANGE NOTIFICATION message from the DU serving the source cell upon LTM triggering
· The gNB-CU receives the ACCESS SUCCESS message from the DU serving the target/recovery cell post LTM cell switch
· The gNB-CU compares the cell IDs in the two messages:
· If the cell IDs are the same, security issue does not apply.
· Otherwise, security issue applies. It is up to the NW whether to initiate a security key change procedure via legacy mechanisms.
Observation 2: The gNB-CU can determine when security issue for LTM-based RLF recovery occurs by comparing the NCGIs in the LTM CELL CHANGE NOTIFICATION message from the source DU and the ACCESS SUCCESS message from the target/recovery DU.
Proposal 1: Upon determining the occurrence of LTM-based RLF recovery at a cell different from the target cell, it is up to the NW whether to initiate security key change via legacy mechanisms (independent of LTM procedures).
3	Coexistence of LTM with other features
3.1 LTM + CHO/CPAC
RAN2#123bis agreed that LTM and L3 mobility may coexist. Same applies for LTM and CHO or CPAC. 
It is possible that network triggers LTM execution at the same time CHO/CPAC is triggered. In that case, it can be up to the UE whether to execute LTM or CHO/CPAC.
Proposal 2: LTM + CHO/CPAC may coexist. If CHO/CPAC and LTM are triggered concurrently, it is up to the UE whether to execute CHO/CPAC or LTM.
Since triggering conditions for CHO/CPAC rely on also source link conditions, UE should release CHO/CPAC configurations at LTM execution due to change of the serving cell.
Observation 3: When the serving cell changes, CHO/CPAC triggering conditions will not be applicable at the target cell.
Proposal 3: The UE releases CHO/CPAC configurations (of the same CG) at LTM execution.
3.2	LTM + DAPS
During an ongoing DAPS HO, the UE should not perform LTM on the source leg since the latter will be released anyway at DAPS HO completion.
During an ongoing DAPS HO, the UE should not perform LTM on the target leg since this can lead to complications, e.g., UE switches to FR2 target cell via LTM before releasing the FR2 source cell, which is as complex as performing FR2+FR2 DAPS, which is not supported.
Thus, LTM + DAPS should not be supported.
Proposal 4: Upon receiving DAPS HO command, UE releases LTM configuration. 
Proposal 5: The target cell configuration for DAPS can not include an LTM configuration. 
3.3	LTM + IAB/mobile IAB
The intra-gNB topology adaptation procedures for IAB/mobile IAB rely on L3 mobility for the (m)IAB-MT migration part. This latter part can be replaced by LTM for reduced interruption and latency. This requires the IAB-donor to include TNL address(es) and/or default BAP configurations per LTM candidate configuration for the IAB-MT, as well as to setup the IAB backhaul transport towards each parent IAB-node serving one of the LTM candidate cells. This should be discussed by RAN3.
Proposal 6: From RAN2 perspective, Rel-18 LTM can be used for (m)IAB-MT migration part of the intra-gNB topology adaptation procedures. 
Proposal 7: RAN2 assumes that the LTM candidate configurations of the IAB-MT may carry necessary configurations of TNL address(es) and/or default BAP configurations to enable LTM-based intra-gNB (m)IAB-MT migration.
Proposal 8: RAN2 to send LS to RAN3 to enquire about the feasibility of LTM-based intra-gNB (m)IAB-MT migration.
3.4	LTM + SL/SL relay
LTM + UE-to-UE direct communication is expected to work with no issues. For mode 1, sidelink resources are allocated per LTM serving location.
For LTM + sidelink relay operation, the relay UE should inform the remote UE about the change of its serving cell as this can impact the relay selection performed by the remote UE. The triggers for the NotificationMessageSidelink message should be extended to cover the LTM case.
Proposal 9: LTM + UE-to-UE direct communication may coexist. For mode 1, sidelink resources may be allocated per LTM serving location.
Proposal 10: Introduce a new indication type for the NotificationMessageSidelink message sent by the U2N relay UE to the remote UE to address LTM handover of the relay node.  
3.5	LTM + feMIMO/coverage enhancements/MBS/UAV/NTN
No coexistence issues are foreseen for LTM and these features and also no enhancements to the LTM cell switch MAC CE are needed.
Proposal 11: LTM + feMIMO/coverage enhancements/MBS/UAV/NTN is supported with no enhancements.
Conclusion
This contribution discussed maintenance issues for LTM. The following observations and proposals have been made:

Fast recovery via LTM execution:
Observation 1: Neither introducing security key change nor incrementing PDCP SN are desirable to address the security issue for LTM-based RLF recovery.
Observation 2: The gNB-CU can determine when security issue for LTM-based RLF recovery occurs by comparing the NCGIs in the LTM CELL CHANGE NOTIFICATION message from the source DU and the ACCESS SUCCESS message from the target/recovery DU.
Proposal 1: Upon determining the occurrence of LTM-based RLF recovery at a cell different from the target cell, it is up to the NW whether to initiate security key change via legacy mechanisms (independent of LTM procedures).

Coexistence issues for LTM:
Proposal 2: LTM + CHO/CPAC may coexist. If CHO/CPAC and LTM are triggered concurrently, it is up to the UE whether to execute CHO/CPAC or LTM.
Observation 3: When the serving cell changes, CHO/CPAC triggering conditions will not be applicable at the target cell.
Proposal 3: The UE releases CHO/CPAC configurations (of the same CG) at LTM execution.
Proposal 4: Upon receiving DAPS HO command, UE releases LTM configuration. 
Proposal 5: The target cell configuration for DAPS can not include an LTM configuration. 
Proposal 6: From RAN2 perspective, Rel-18 LTM can be used for (m)IAB-MT migration part of the intra-gNB topology adaptation procedures. 
Proposal 7: RAN2 assumes that the LTM candidate configurations of the IAB-MT may carry necessary configurations of TNL address(es) and/or default BAP configurations to enable LTM-based intra-gNB (m)IAB-MT migration.
Proposal 8: RAN2 to send LS to RAN3 to enquire about the feasibility of LTM-based intra-gNB (m)IAB-MT migration.
Proposal 9: LTM + UE-to-UE direct communication may coexist. For mode 1, sidelink resources may be allocated per LTM serving location.
Proposal 10: Introduce a new indication type for the NotificationMessageSidelink message sent by the U2N relay UE to the remote UE to address LTM handover of the relay node.  
Proposal 11: LTM + feMIMO/coverage enhancements/MBS/UAV/NTN is supported with no enhancements.
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