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1. Introduction
This paper discusses L2 reset handling for subsequent CPAC, and other remaining issues.
2. Discussion
2.1 L2 reset handling for SCPAC [E072] & [W004-006] 
During ASN.1 review, one remaining issue is how L2 reset is indicated in case of SCPAC [E072]. Whether L2 reset for PDCP entity (PDCP reestablishment or PDCP recovery) can be triggered depends on whether keyToUse is changed for one DRB, or whether a new sk-counter value is selected by the UE. These two cases depend on UE’s moving trajectory, i.e., for one target candidate PSCell, whether KeyToUse is changed or whether new sk-counter is selected depends on from which source PSCell the UE is changed, and the network cannot preconfigure reestablishPDCP IE, recoveryPDCP IE properly in the candidate configuration of the candidate PSCell. Therefore, the L2 reset handling shall be performed implicitly, i.e., without explicitly RRC IE. 
Proposal 1: for SCPAC, the L2 reset handling should be performed implicitly, i.e., without explicitly RRC IE.
In ASN.1 review, some RILs are concluded as duplicated with [E072]. Here we would like to discuss and provide proposals for [W004], [W005] and [W006], which are indicated to be duplicated with [E072].
Currently and as proposed in P1, during execution of subsequent CPAC, PDCP re-establishment may be triggered by the UE for RBs implicitly, i.e., without reestablishPDCP IE. However, before legacy PDCP reestablishment triggered by reestablishPDCP IE, the UE also needs to configure the PDCP entity to apply the ciphering/integrity protection algorithms and ciphering/integrity protection keys. But these steps are missing before the PDCP re-establishment for RBs during execution of subsequent CPAC.
Proposal 2: for SCPAC, before performing PDCP re-establishment, the UE needs to configure the PDCP entities of SRB/DRB to apply the ciphering/integrity protection algorithms and ciphering/integrity protection keys.
One of the triggering conditions for the PDCP re-establishment of RBs during subsequent CPAC is that a new sk-counter value is selected. However now, PDCP re-establishment is performed for each radio bearer of the current UE configuration. Since MN security key is not changed during subsequent CPAC, we should not trigger the PDCP reestablishment for MN-terminated DRBs and MCG SRB. Otherwise, there will be security reuse issue for those RBs, because it is possible that the same key is used to cipher different packets using same COUNT value.
Proposal 3: when a new sk-counter is selected, the UE only performs PDCP re-establishment for SN-terminated DRBs and direct SRB between UE and SN (i.e., SRB3 and SRB5).
In LTM, the UE first applies the candidate configuration associated with the target cell, releases the RBs to be released, and then performs L2 reset handling. This is to make sure when the L2 reset is preformed, the RBs are using the new configuration, and the L2 reset is not performed for the RBs to be released. Similarly, for subsequent CPAC, the same order of the L2 handling (e.g. PDCP re-establishment, PDCP recovery and RLC re-establishment), application of candidate configuration and RB release should be followed.
Proposal 4: to align with the L2 reset handling in LTM, during execution of SCPAC, the UE performs L2 handling after applying the candidate configuration of the target PSCell and release of RBs.
Proposal 5: RAN2 adopts the below Text Proposal for L2 reset handling of SCPAC.
---------------------------------------------------------------------------------------------------------------------------------------
Text Proposal for L2 reset handing of SCPAC [E072] & [W004-006] 

1>	if the selected subsequent CPAC candidate configuration is stored in the SCG VarConditionalReconfig:
2>	for each drb-Identity value included in RadioBearerConfig associated with the secondary key (S-KgNB) as indicated by keyToUse that is part of the current UE configuration:
3> after the end of this procedure:
34> trigger the PDCP entity of the AM DRB to perform PDCP data recovery as specified in TS 38.323 [5];
34> re-establish the corresponding RLC entity as specified in TS 38.322 [4];
Editor's Note: FFS how the L2 reset (PDCP re-establishment, PDCP recovery, and RLC re-establishment) is indicated by the network in case of subsequent CPAC.
1>	else:

[bookmark: OLE_LINK1]2>	for each drb-Identity value and srb-Identity included in RadioBearerConfig that is part of the current UE configuration:
3>	if the radio bearer is a DRB and a different keyToUse value is configured; or
3>	if a new sk-Counter value has been selected due to the conditional reconfiguration execution for subsequent CPAC, and the keyToUse associated with the radio bearer is set to secondary or the radio bearer is SRB3 or SRB5:
4> after the end of this procedure:
5> if the bearer is SRB:
6>	configure the PDCP entity to apply the integrity protection algorithm and KRRCint key associated with the master key (KeNB/KgNB) or secondary key (S-KgNB), as indicated in keyToUse, i.e. the integrity protection configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
6>	configure the PDCP entity to apply the ciphering algorithm and KRRCenc key associated with the master key (KeNB/KgNB) or secondary key (S-KgNB) as indicated in keyToUse, i.e. the ciphering configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
5>	else if the bearer is DRB: 
6> if the PDCP entity of this DRB is not configured with cipheringDisabled:
7>	configure the PDCP entity with the ciphering algorithm and KUPenc key associated with the master key (KgNB) or the secondary key (S-KgNB), as indicated in keyToUse, i.e. the ciphering configuration shall be applied to all subsequent PDCP PDUs received and sent by the UE;
6>	if the PDCP entity of this DRB is configured with integrityProtection:
7>	configure the PDCP entity with the integrity protection algorithms according to securityConfig and apply the KUPint key associated with the master key (KeNB/KgNB) or the secondary key (S-KgNB) as indicated in keyToUse;
5> trigger the PDCP entity of the bearer to perform PDCP reestablishment as specified in TS 38.323 [5];
3>	else:
4>	after the end of this procedure and if the radio bearer is AM DRB:
5> trigger the PDCP entity of the AM DRB to perform PDCP data recovery as specified in TS 38.323 [5];
------------------------------------------------------------------------------------------------------------------------------------------

2.2 Other remaining issue of subsequent CPAC
According to TS37.340, during preparation phase of SCPAC, “For each prepared PSCell, the candidate SN also decides the list of PSCell(s) and associated execution conditions proposed for the following execution of subsequent CPAC”. Therefore, there is a case that a candidate PSCell doesn’t allow to execute SCPAC to one certain candidate PSCell, i.e., there is no execution condition to that candidate PSCell in the SCPAC configuration (i.e., subsequentCondReconfig).
Proposal 6: RAN2 confirms that the candidate SN is allowed to prepare a part of the suggested candidate PSCells for subsequent CPAC.
According to TS38.331, after performing an initial execution or subsequent execution of subsequent CPAC, the UE would update the execution conditions (condExecutionCond or condExecutionCondSCG in VarConditionalReconfig) for the candidate cells with the execution conditions in SCPAC configuration: 
	2>	if the RRCReconfiguration message is applied due to a conditional reconfiguration execution and the subsequentCondReconfig is included in the entry in VarConditionalReconfig containing the RRCReconfiguration message:
3>	for each condReconfigId included in condExecutionCondToAddModList within subsequentCondReconfig:
4>	replace within VarConditionalReconfig the entry in condExecutionCond or condExecutionCondSCG with the matching condReconfigId value;



However, for the candidate PSCells which are not allowed to be changed to by subsequent CPAC from the current serving candidate PSCell, the execution conditions are not updated and still exist, and the UE would continue perform conditional reconfiguration evaluation for such candidate PSCells. This would increase UE power consumption and result in execution of subsequent CPAC which is not allowed by the network. To avoid this issue, the UE should stop conditional reconfiguration evaluation for the PSCells.
Proposal 7: UE stops conditional reconfiguration evaluation for the candidate PSCells which are not allowed to be changed to from the current serving PSCell by subsequent CPAC. RAN2 discusses how to specify this in the TS.
3. Conclusion
In this paper, we discuss on the handling of conditional reconfiguration evaluation for SCPAC, and have the following proposals:
Proposal 1: for SCPAC, the L2 reset handling should be performed implicitly, i.e., without explicitly RRC IE.
Proposal 2: for SCPAC, before performing PDCP re-establishment, the UE needs to configure the PDCP entities of SRB/DRB to apply the ciphering/integrity protection algorithms and ciphering/integrity protection keys.
Proposal 3: when a new sk-counter is selected, the UE only performs PDCP re-establishment for SN-terminated DRBs and direct SRB between UE and SN (i.e., SRB3 and SRB5).
Proposal 4: to align with the L2 reset handling in LTM, the UE performs L2 handling after applying the candidate configuration of the target PSCell and release of RBs.
Proposal 5: RAN2 adopts the below Text Proposal for L2 reset handling of SCPAC.
Proposal 6: RAN2 confirms that the candidate SN is allowed to prepare a part of the suggested candidate PSCells for subsequent CPAC.
Proposal 7: UE stops conditional reconfiguration evaluation for the candidate PSCells which are not allowed to be changed to from the current serving PSCell by subsequent CPAC. RAN2 discusses how to specify this in the TS.
