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Introduction

In last RAN2 meeting, there were some discussions on network verified UE location and achieved some agreements as follows [1]:

Agreements:

Add in NR-Multi-RTT-SignalMeasurementInformation the measurements relevant to RAN1 agreed offset (e.g., the actual index difference between subframe j and subframe i and the DL timing drift due to Doppler over the service link associated with the UE RX-TX time difference measurement period) with detailed definition referred to RAN1 agreements.

Ephemeris and corresponding time information (e.g., epochTime) is not provided by the UE. How this is provided to the LMF is up to RAN3 (can come back to see whether the problem that the UE could use a different ephemeris – and then should report it back to the gNB – is a valid case to consider)

RAN2 assumes that FG 44-3 should be an LPP capability to be reported to the LMF (no need for other capabilities)

RAN2 understands that to solve the mirror point issue, the measurements reported by RAN should include the information of the cells on the opposite side

In this contribution, we would like to provide some discussions on some remaining issues for network based UE location verification.

Discussion
 Handling on the UEs not support the network verified UE location feature
For R18 UEs not support the network verified UE location feature, we made a assumption in RAN2 #123 meeting as following: 

RAN2 assumption is that how the network handles the access to NR NTN cells for R18 UEs that do not support the new Rel-18 NR NTN “network verified UE location” capability is up to NW implementation, with no need for specs impact (RAN2 can still introduce needed changes to RAN2 specs for this, if requested by other groups)

Some companies also indicate that NW needs to limit UEs not supporting the NW verified UE location feature to access normal service(i.e. just allow them to access emergency service). From our perspective, a smart network could be able to handle these UEs properly(e.g. The network may not provide any response) and it may be unnecessary define some explicit limitations in spec. Therefore, we could confirm the assumption to an agreement.
Proposal 1: Confirm the assumption that how the network handles the access to NR NTN cells for R18 UEs that do not support the new Rel-18 NR NTN “network verified UE location” capability is up to NW implementation, with no need for specs impact.
 Handling on the Verification Result

There is another important issue for RAN2, that is how to handle the UE location verification result. The gNB probably should maintain the verification result for served UE. If a given UE is regarded as malicious, the reported location information is always “fake”, it is reasonable for the gNB to trigger the UE release procedure and recall the resource allocated to the UE. Furthermore, the gNB can distribute and share the UE’s credit status according the maintained verification result for the UE to neighbour gNBs or CN.

Proposal 2: If a given UE is regarded as malicious, as the reported location information is always “fake”, it is reasonable for the gNB to trigger the UE release procedure and recall the resource allocated to the UE. 
Proposal 3: the gNB can distribute and share the UE’s credit status according the maintained verification result for the UE to neighbour gNBs or CN.
 Reporting the TN cell information or Virtual Cell detected by UE 

Per the RAN2 discussion progress, it is agreed that RAN2 assumes that the UE location verification procedure can be triggered by the CN and it is up to the CN to decide when to trigger the procedure. However, as recommended in TR 38.882 and agreed in RAN2#119, the UE location information for the study is considered verified if the reported UE location is consistent with the network based assessment to within 5-10 km (similar to terrestrial network macro cell size), enabling country discrimination and selection of an appropriate core network in order to support all the regulatory services (i.e. emergency call, lawful intercept, public warning, charging/billing).
Considering the significant signaling overhead, latency and power consumption, in our understanding, it is feasible and reasonable to employ some simple and lean RAN-based solution as a kind of supplementary approach, especially in case of the granularity of 5-10 km, which is similar to TN macro cell size.

For example, two alternatives in light manner can be utilized as follows:

Reporting the TN cell information detected by UE: 

When the location assessment is initiated, the gNB can command the UE to report the detected TN cell information, e.g. PCI, beam information or corresponding measurement results. Then the gNB can check whether the reported TN cell’s position align with the UE reported location (e.g. GNSS location) for assessment;

Reporting Virtual Cell detected by UE

When the location assessment is initiated, the gNB can command the UE to report the detected virtual cell information, e.g. CSI-RS allocated for this virtual cell or corresponding measurement results, which configured to the UE in advance. Then the gNB can check whether the reported virtual cell’s position align with the UE reported location (e.g. GNSS location) for assessment;

Proposal 4: It is proposed to support the solutions of reporting the TN cell information or Virtual Cell detected by UE.

3 Conclusions
In this contribution we provide some discussions on network verified UE location and have the following observation and proposals:

Proposal 1: Confirm the assumption that how the network handles the access to NR NTN cells for R18 UEs that do not support the new Rel-18 NR NTN “network verified UE location” capability is up to NW implementation, with no need for specs impact.
Proposal 2: If a given UE is regarded as malicious, as the reported location information is always “fake”, it is reasonable for the gNB to trigger the UE release procedure and recall the resource allocated to the UE. 

Proposal 3: the gNB can distribute and share the UE’s credit status according the maintained verification result for the UE to neighbour gNBs or CN.
Proposal 4: It is proposed to support the solutions of reporting the TN cell information or Virtual Cell detected by UE.
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