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Introduction
In RAN plenary #101 meeting, the WID was modified and down scoped, the revised WID are following [1]: 
	· [bookmark: OLE_LINK58]Specify unicast session-based signalling and procedures to facilitate support of SL positioning for single target UE (it is not precluded to apply the procedures to multiple target UEs but no signaling optimizations will be considered for this case) [RAN2, RAN3]: 
· Specify the protocol and procedures for SL positioning between UEs (Protocol for Sidelink positioning procedures (SLPP)). 
· Specify the protocol and procedures for SL positioning between UEs and a single LMF for in coverage scenario only, including joint PC5-Uu scenarios. 
· NOTE: Assumes all involved UEs are served by same LMF.
· For SL-TDOA, RAN2 will not work on procedures for synchronization of the anchor UEs. RAN2 can discuss and implement agreed RAN1 parameters related to synchronization.



In this contribution, we further discuss the sidelink positioning remaining issues and express our opinions. 
2 Discussion
1 
SL positioning procedure
Either UE-only Operation or Network-based Operation is applied in the Ranging/Sidelink Positioning control procedures. For Network-based operation, The SA2 supports SL-MO-LR and SL-MT-LR service for sidelink positioning. And the UE-only procedure refers to figure 1 [2]. 



Figure 1 Procedures for Ranging/Sidelink Positioning control (UE-only operation)
We can see that sidelink/ranging positioning service can be initiated by LCS client, AF, NEF or target UE. 
[bookmark: OLE_LINK2]And for UE-only operation, it is controversial that whether the server UE is one of the target UE or anchor UE or can be a separate entity. In our opinion, both options are feasible. It mainly dependents on whether the target UE or anchor UEs has the server UE’s capabilities, such as positioning calculation, method determination, assistant data distribution etc. In my opinion, it is not necessary to limit to specific UE roles such as target UE, anchor UE or a separate UE. So if target UE or anchor UE does not have this capability, the server UE can be a separate UE. 
[bookmark: OLE_LINK88][bookmark: OLE_LINK42]Observation 1: Server UE can be either co-located with a target UE/anchor UE, or operated by a separate UE.
Figure 1 shows capability exchange procedure in step 4 only between the target UE and anchor UEs. And target UE and anchor UEs will not expose its capabilities to server UE and vice versa. Thus server UE has not any capabilities information of target UE and anchor UEs before determining the positioning methods. The server UE may select positioning methods which are not supported by target UE or anchor UEs, which is not reasonable.
[bookmark: OLE_LINK89]Proposal 1: The capabilities of the target UE and the candidate anchor UEs are delivered to the server UE.
Considering the SLPP procedure, UE will exchange SL positioning capability, location information and assistance data with other UEs. And how to design the procedure is an issue. In LPP procedure, to obtain location estimated results, the following information needs to be transmitted: capability transfer, assistance data transfer procedure and location information, via request/response way or unsolicited way. 
At least for UE-only operation, if the UE who receives the LCS request can act as the SL Positioning Server UE, then the UE shall trigger following procedures with each of UEs (UE2-UEn in the figure) in the SLPP session:
-	SL Positioning Capability Transfer procedure, 
-	SL Location Information Transfer (FFS on who decide positioning method) and 
-	SL Positioning Assistance Data exchange (depends on RAN1 discussion on how to select the SL-PRS resources)
In stage 3 specification, use "Endpoint A" and "Endpoint B” to describe the procedure instead of target UE, anchor UE and server UE concept, e.g. [figure omitted]
Similar, for SLPP procedures between two endpoints (target UE and anchor UE, target UE and server UE, anchor UE and server UE), there are also need to transfer capability, location information and assistance data. And how to transfer these information needs to be discussed. Let us take the capability transfer as an example to describe.
SLPP capability transfer:
The exchange of SLPP capabilities between UEs or between UE and LMF may be initiated by a request message or sent as “unsolicited” capabilities. Similar with LPP procedure, if a request is initiated by the endpoint B (target UE, anchor UE, server UE or LMF), such as SLPP request capability message, the Endpoint A received the request information and response a SLPP provide capability message to Endpoint B. The specific procedure is shown in figure 3. And from the protocol flexibility, for example, when the capability information of endpoint A is updated, the Endpoint A can provide unsolicited capabilities to the Endpoint B without a request message. 



Figure 2 SLPP Capability Transfer procedure
Figure 3 SLPP Capability Indication procedure
For assistance data transfer and location information transfer, the same procedure can be used.
[bookmark: OLE_LINK90]Proposal 2: For SLPP, the request/response and unsolicited methods can be supported for the following procedures: capability transfer, assistance data transfer and location information transfer.
Session ID for LMF-involved SL positioning
Agreements:
[bookmark: OLE_LINK60][bookmark: OLE_LINK62][bookmark: OLE_LINK63]For LMF involved SL based positioning, follow SA2 on how to handle LMF involved SL based positioning between UE (who has connection with network), LMF and AMF. FFS on how to handle session for UEs involved in the same LMF involved SL based positioning and the relationship between routing ID/correlation ID and session ID.
The agreements for SLPP can be applied for LMF involved case unless the issue is identified. FFS on session ID handling since it is also related to forwarding case.
[bookmark: OLE_LINK100]6 octets length session ID
In RAN2 #123 and #123-bis meeting, RAN2 agreed to follow SA2 on how to handle LMF involved SL positioning. However, what the relationship between routing ID/correlation ID and session ID is an open issue to address. 
From the company’s contributions, we can see that there are three alternatives regarding how LMF sets the field of SLPP session ID in SLPP message between LMF and UE.
· Alt 1: LMF may assign a separate SLPP session ID and include it in SLPP message;
· Alt 2: LMF may set SLPP session ID as the routing ID/correlation ID;
· [bookmark: OLE_LINK97]Alt 3: LCS correlation ID is viewed as session ID and no explicit session ID is needed.
Before we make a decision, we should first look at the definitions of session ID and routing ID/correlation ID. In last meeting, we agreed that the length of session ID is 6 octets. And for routing ID/correlation ID, which is specified in TS 24.571, routing ID is the correlation ID. And Correlation ID is a string of 1-255 characters in length. So we think Alt 2 is not feasible because the length of the two IDs is not match.
	TS 24.571:
[bookmark: OLE_LINK1]The Routing identifier is the Correlation ID, which is defined in 3GPP TS 29.572 [6], so that the AMF can map the Routing identifier to the LMF and the Correlation identifier when the AMF receives a UL NAS TRANSPORT message including the responding LPP message.


[bookmark: OLE_LINK70][bookmark: OLE_LINK71]TS 29.572: 
	CorrelationID
	string
	LCS Correlation ID. The correlation ID shall be of a minimum length of 1 character and maximum length of 255 characters.



Agreements: 
At least for UE-only operation, introduce explicit field “sessionID” in SLPP, and put it under message header of SLPP message. FFS how session ID is defined.
[bookmark: OLE_LINK61]At least for UE-only operation, the UE who receives the LCS request at least needs to:
-	Initiate the first SLPP procedure; 
-	Assign the sessionID, and include it in the SLPP messages (Rx side should use the received sessionID for messages in the same positioning session).
FFS within what scope the session ID is unique.
For Alt 1 and Alt 3, we think both are feasible. For Alt 1, there are two entity to assign session IDs, namely, the UE who receives the LCS request and LMF. And for Rel-18, there is no UE that participates in both LMF-involved and UE-only SL positioning. There is no conflict between the session IDs assigned by the two entities.
[bookmark: OLE_LINK101][bookmark: OLE_LINK3][bookmark: OLE_LINK4][bookmark: OLE_LINK5]Proposal 3: For assigning session IDs, except Alt 2, Alt 1 and Alt 3 are feasible:  
· Alt 1: LMF may assign a separate SLPP session ID and include it in SLPP message;
· Alt 2: LMF may set SLPP session ID as the routing ID/correlation ID;
· Alt 3: LCS correlation ID is viewed as session ID and no explicit session ID is needed.
Session of SLPP
As for SLPP session management, in Uu-based positioning, LPP has no explicit procedures to establish, modify, or terminate a session, it is implemented implicitly by AMF, which includes a routing identifier in the additional information IE of the DL NAS TRANSPORT message which identifies the LMF and the positioning session between the AMF and LMF when a positioning session is being used. 
For sidelink positioning, especially, for out-of-coverage scenario, there is no AMF. And how to establish SLPP session is a problem that needs to be solved.
One solution is introduce explicit session management functionality in SLPP, which can dynamically add, delete and modify UEs. This solution brings huge of signalling overhead. And if SLPP session supports unicast operation, unicast connection needs to be established between a pair of UEs. And this functionality would obviously introduce additional workload. 
[bookmark: OLE_LINK34]Another solution is model SLPP session based on LPP, and there is not explicit session establish, modify and end procedure and session management can be implemented implicitly. When the UE cannot receive data from a particular session for a specific time, it will be considered that the session has been released. When UE receives message identified by previous session ID, it will consider it to be previous session. And then UE will handle this message as the previous session.
[bookmark: OLE_LINK48][bookmark: OLE_LINK49][bookmark: OLE_LINK93][bookmark: OLE_LINK94]Proposal 4: Explicit session management (setup, modification, release) of SLPP procedure is not introduced in Rel-18.
Agreements: 
6 octets length session ID.
FFS to introduce endSession Boolean value in the message header with/without the messageBody. When set to FALSE, endSession indicates an active SLPP session.  When set to TRUE, endSession indicates the SLPP session has concluded. When set to TRUE, the message should always request an acknowledgement.
For the issue that whether introduce endSession Boolean value in the SLPP message header, we think it is not necessary. We agreed that the length of session ID is 6 octets. And In LPP a UE must maintain context for 10 minutes before terminating the LPP session. 
And session ID only needs to be unique within one UE. The conflict of sessin IDs between UEs can be distinguished by using the layer 2 ID in MAC layer. 
[bookmark: OLE_LINK102]Proposal 5: Do not introduce endSession Boolean value in the SLPP message header with/without the messageBody.
[bookmark: _Ref528871418]Conclusions
In this contribution, we discuss the positioning enhancements of Rel-18 positioning sidelink positioning techniques. And the proposals are given as follows:
Observation 1: Server UE can be either co-located with a target UE/anchor UE, or operated by a separate UE.
Proposal 1: The capabilities of the target UE and the candidate anchor UEs are delivered to the server UE.
Proposal 2: For SLPP, RAN2 supports the transmission of the following transfer procedure based on request/response and unsolicited methods: capability transfer, assistance data transfer and location information transfer procedure.
Proposal 3: For assigning session IDs, except Alt 2, Alt 1 and Alt 3 are feasible:  
· Alt 1: LMF may assign a separate SLPP session ID and include it in SLPP message;
· Alt 2: LMF may set SLPP session ID as the routing ID/correlation ID;
· Alt 3: LCS correlation ID is viewed as session ID and no explicit session ID is needed.
Proposal 4: Explicit session management (setup, modification, release) of SLPP procedure is not introduced in Rel-18.
Proposal 5: Do not introduce endSession Boolean value in the SLPP message header with/without the messageBody.
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