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1. [bookmark: OLE_LINK14][bookmark: OLE_LINK13]Introduction
[bookmark: _Hlk115447094]The following agreements are reached during WI phase regarding RAT-dependent positioning integrity:
	RAN2#121 meeting[1]
Agreements:
RAN2 anticipate that the error sources are overbounded by a Gaussian distribution.
LS to RAN1 to check this view and ask about the parameters for the overbound distributions.
Agreements:
TRP related error source bounds can be provided to UE via dedicated LPP providing assistance message or posSIB.
Any interaction between the LMF and NG-RAN to support determination of error sources is in RAN3 scope.  Other aspects of determining the TRP error sources are left to deployment and implementation.
For UE-based RAT-dependent integrity, the PL and/or its corresponding TIR are provided to LMF as legacy, using the existing common LPP signalling from Rel-17.

RAN2#121bis meeting[2]
Agreement:
LS to RAN1 to include a request for confirmation that the beam-related information (Beam Bore-Sight Direction and Beam Antenna Information) are error sources for DL-AoD positioning.
Agreement:
LS to RAN1 to include the question of whether RAN1 identify a need for a DNU flag for measurements.
Agreement:
For RAT-dependent integrity, the PL calculation is performed by the entity which also performs the position calculation for a location process.
Agreements:
For UE-based integrity, the integrity parameters of error sources for RAT-dependent integrity are included in assistance data.
LPP Request/Provide Assistance Data are reused for retrieving the integrity parameters to the UE from the LMF.  The request is per positioning method (as in legacy operation) and the provided integrity parameters are as appropriate for the selected positioning method.
Use of posSIBs for integrity parameters is not excluded.
Working assumption:
For LMF-based integrity, no integrity KPI (TTA, TIR, and AL) and integrity results transfer in LPP message.
Working assumption:
It is left to LMF implementation to decide the measurement error source bound distribution based on the measurement results from UE and/or NG-RAN.
Agreement:
Indicate the WA above in the LS to RAN1 to allow them to register any concern.
Agreement:
Capture the stage 2 impact for RAT-dependent integrity in section 7 of 38.305.  Initial running CR to be seen at next meeting, using R2-2302504 and R2-2303682 as baseline.

RAN2#122 meeting[3]
Agreement:
For stage2 description of RAT-dependent integrity, move the section of “Integrity Principle of Operation” to a generic section that is not specific to positioning methods.
Agreements:
Represent the TRP and ARP location errors by a Gaussian paired over-bounding.
Represent the RTD errors by a Gaussian paired over-bounding.



In this contribution, we further investigate the remaining issues.
2. Discussion
2.1 Remaining issues of LMF-based integrity
RAN1 replied a LS[4] in response to the questions raised in RAN2#121bis. The content regarding LMF-based positioning integrity are as follow:
	Q0: RAN2 would like to kindly request RAN1 to confirm whether they have any concern on the above working assumption.
Reply to Question 0: 
From RAN1’s perspective, no concerns are identified for the RAN2 working assumption “It is left to LMF implementation to decide the measurement error source bound distribution based on the measurement results from UE and/or NG-RAN.”
Q2: Are DNU flag(s) for TRP/UE positioning measurements needed or not?
Reply to Question 2: 
As agreed in RAN1#110b-e, from RAN1 perspective, study of the application of DNU flag for determination of positioning integrity is within the scope of RAN2 discussion. Specification impact(s) of DNU flag(s) can be discussed in RAN2.


Firstly, RAN1 shows no concern for WA, that the measurement error sources are left for LMF implementation. Besides, they assume that the employment of DNU flag for such measurement error sources are within RAN2’s scope. 
For the DNU flag of assistance data, the network should ensure the following equation 8.1.1a-1 holds for all assistance data that are identified as error source and associated with corresponding error distribution.
	P(Error > Bound for longer than TTA | NOT DNU) <= Residual Risk + IRallocation               (Equation 8.1.1a-1)


From our understanding, DNU flag of assistance data is set based on the error distribution and integrity bound of the identified error source, i.e., if equation 8.1.1a-1 cannot be met then the corresponding DNU flag of the assistance data should be set as true and the assistance data cannot be used to evaluate positioning integrity within the validity period.
Observation 1: The issue of DNU flag has influence on the bounding for the error distribution of the identified error source.
In this sense, if it is LMF that obtain error bounding parameters through samples of measurements, there is no need for the measurement entity (i.e. UE or RAN-node) to issue whether measurement result can be in use for integrity computing, i.e., DNU flag of TRP/UE measurement result is not needed. 
Proposal 1: Confirm the working assumption that It is left to LMF implementation to decide the measurement error source bound distribution based on the measurement results from UE and/or NG-RAN
Proposal 2: DNU flag is not needed for the measurement results from UE and/or NG-RAN to LMF.
2.2 Remaining issues of UE-based integrity
In TR38.859[5], the signaling of UE-based integrity has been identified by RAN2 as follow.
	-	UE sends capability info to LMF on integrity for UE-based mode using LPP capability transfer procedure.
-	LMF sends the assistance data for integrity calculation to UE. LMF provides, in assistance data, the information of error sources (e.g., originated from RAN node) to UE for integrity in UE-based mode.
-	LMF sends integrity requirement e.g., TIR to UE in LPP request location information message for integrity of UE-based mode.
-	UE sends integrity result to LMF using LPP location information Transfer message.


For the last step, RAN2 already agreed to reuse the existing common LPP signaling from Rel-17 to provide the PL and/or its corresponding achievable TIR. The following sections will further discuss the remaining open issues for other steps.
2.2.1	Issue on Capability
For GNSS integrity, the capability is included in the GNSS-CommonAssistanceDataSupport. 
	GNSS-CommonAssistanceDataSupport ::= SEQUENCE {
	gnss-ReferenceTimeSupport				GNSS-ReferenceTimeSupport				
																OPTIONAL, -- Cond RefTimeSup
	gnss-ReferenceLocationSupport			GNSS-ReferenceLocationSupport			
																OPTIONAL, -- Cond RefLocSup
	gnss-IonosphericModelSupport			GNSS-IonosphericModelSupport				
																OPTIONAL, -- Cond IonoModSup
	gnss-EarthOrientationParametersSupport	GNSS-EarthOrientationParametersSupport	
																OPTIONAL, -- Cond EOPSup
	...,
	[[
		gnss-RTK-ReferenceStationInfoSupport-r15	
											GNSS-RTK-ReferenceStationInfoSupport-r15
																OPTIONAL, -- Cond ARPSup
		gnss-RTK-AuxiliaryStationDataSupport-r15
											GNSS-RTK-AuxiliaryStationDataSupport-r15
																OPTIONAL -- Cond AuxARPSup
	]],
	[[
		gnss-Integrity-ServiceParametersSupport-r17
							GNSS-Integrity-ServiceParametersSupport-r17
																OPTIONAL,	-- Cond IntServiceSup
		gnss-Integrity-ServiceAlertSupport-r17
							GNSS-Integrity-ServiceAlertSupport-r17
																OPTIONAL	-- Cond IntAlertSup
	]]
}


To our understanding, the RAT-dependent integrity capability is also per positioning method.
Proposal 3: For UE-based integrity, UE provides the integrity capability to LMF per positioning method.
2.2.2	Issues on TRP-related assistance data
Issue 1: DNU flag
TS 38.305 specifies the definition of DNU as,
	DNU: The DNU flag(s) corresponding to a particular error as per Table 8.1.2.1b-1. Where multiple DNU flags are specified, the DNU condition in Equation 8.1.1a-1 is present when any of the flags are true (logical OR of the flags).


In regard to the design of DNU flag, we would like to firstly recall the GNSS integrity assistance data, the DNU flag is designed to ensure that, for the current epoch, the network should provide the usability of the related GNSS signal (i.e. GNSS-RealTimeIntegrity, to provide a bad GNSS signal list) and integrity service alerts in terms of ionosphere or troposphere related information (i.e. ionosphereDoNotUse, TroposphereDoNotUse). In this architecture, the network could evaluate the quality of GNSS information and hence inform UE. DNU for GNSS integrity is issued as common assistance data applicable for all satellites.
Observation 2: The network may provide two types of DNU flags:
· [bookmark: _GoBack]GNSS-RealTimeIntegrity: providing a bad GNSS signal list, which is per GNSS satellite and signal combination, and is mapped to multiple error sources (i.e., SSR Orbit, SSR Clock, SSR Code Bias, SSR Phase Bias)
· IntegrityServiceAlerts:
· ionosphereDoNotUse: integrity service alerts of the ionosphere, which is mapped to one error source (i.e., Ionosphere)
· TroposphereDoNotUse: integrity service alerts of the troposphere-related information, which is mapped to two error sources (i.e., Troposphere Vertical Hydro Static Delay and TroposphereVertical WetDelay).
Besides, as summarized in[6], companies argue that DNU should be issued per TRP, per error source, or per TRP per error source (i.e. per error distribution within each error information element). We consider the first and third choices can be designed in a same idea but realized in different ways in stage 3’s design. If a common DNU is applied in the form of a TRP list, it can reduce signalling overhead compared with set DNU for each involved TRP within every identified error source. Therefore, the primary issue on DNU flag is to decide its granularity.
Proposal 4: RAN2 to discuss the granularity of DNU flags in TRP-related assistance data (e.g., TRP location and Inter-TRP synchronization). The following two options can be considered: 
· Option 1: The DNU flags are provided per error source (resembling IntegrityServiceAlerts, e.g. within NR-TRP-LocationInfo-r16 or NR-RTD-Info)
· Option 2: The DNU flags are provided per TRP in the following ways:
· Introduce an IE in NR-PositionCalculationAssistance in the form of a TRP list to be issued with DNU flag (resembling GNSS-RealTimeIntegrity)
· Introduce DNU flag in each information element (e.g. within TRP-LocationInfoElement or RTD-InfoElement)
Issue 2: error bound
	Bound: Integrity Bounds provide the statistical distribution of the residual errors associated with the GNSS positioning corrections (e.g. RTK, SSR etc). Integrity bounds are used to statistically bound the residual errors after the positioning corrections have been applied. The bound is computed according to the Bound formula defined in Equation 8.1.1a-2. The bound formula describes a bounding model including a mean and standard deviation (e.g. paired over-bounding Gaussian). The bound may be scaled by multiplying the standard deviation by a K factor corresponding to an IRallocation, for any desired IRallocation within the permitted range.
Bound for a particular error is computed according to the following formula:
Bound = mean + K * stdDev																	(Equation 8.1.1a-2)
K = normInv(IRallocation / 2)
irMinimum <= IRallocation <= irMaximum
where:	mean: mean value for this specific error, as per Table 8.1.2.1b-1
	stdDev: standard deviation for this specific error, as per Table 8.1.2.1b-1


The bounding model is established for each distinct Satellite Element enabled with the GNSS correction. Take orbit corrections for an example:
SSR-OrbitCorrectionSatelliteElement-r15 ::= SEQUENCE {
	svID-r15							SV-ID,
	iod-r15								BIT STRING (SIZE(11)),
	delta-radial-r15					INTEGER (-2097152..2097151),
	delta-AlongTrack-r15				INTEGER (-524288..524287),
	delta-CrossTrack-r15				INTEGER (-524288..524287),
	dot-delta-radial-r15				INTEGER (-1048576..1048575)		OPTIONAL, -- Need ON
	dot-delta-AlongTrack-r15			INTEGER (-262144..262143) 		OPTIONAL, -- Need ON
	dot-delta-CrossTrack-r15			INTEGER (-262144..262143) 		OPTIONAL, -- Need ON
	...,
	[[
		ssr-IntegrityOrbitBounds-r17	SSR-IntegrityOrbitBounds-r17	OPTIONAL  -- Cond Integrity1
	]]
}
SSR-IntegrityOrbitBounds-r17 ::= SEQUENCE {
	meanOrbitError-r17				RAC-OrbitalErrorComponents-r17,
	stdDevOrbitError-r17			RAC-OrbitalErrorComponents-r17,
	meanOrbitRateError-r17			RAC-OrbitalErrorComponents-r17,
	stdDevOrbitRateError-r17		RAC-OrbitalErrorComponents-r17,
	...
}
When it comes to RAT-dependent positioning integrity, the integrity bounds can be used to statistically bound the errors with the knowledge of TRP related information from RAN nodes. Such information can be exploited by UE to comprehensively compute the integrity.
Similarly, since each TRP can independently cause error to the error source, integrity bound (i.e. the error mean and the standard deviation of the error) should be provided in each information element in NR signalling design.
Observation 3: Each TRP can independently cause error to the error source, which resembles that each satellite provides the integrity bound to the error source.
Proposal 5: The bound parameters of TRP-related error sources are provided per TRP in each error source, such as:
· each TRP location error bound can be provided in TRP-LocationInfoElement
· each Inter-TRP synchronization error can be provided in RTD-InfoElement
RAN1 has replied LS[7] on the value range of the bounding parameters:
	Q2: RAN2 respectfully ask RAN1 to provide the parameters (e.g. mean and standard deviation) for the overbound Gaussian distribution.
Reply to Question 2: 
Parameters for the overbound Gaussian distribution can be mean and standard deviation.
From RAN1’s perspective, zero is a valid possible option for the mean value for the overbound Gaussian distribution for the error sources listed in Table 6.1.1-2 in TR 38.859.
From RAN1 perspective, the value ranges of existing fields corresponding to quality information (e.g., nr-TimingQuality, rtd-Quality-r16) and uncertainty information (e.g., LocationUncertainty-r16) can be reused as a reference to derive the value ranges for the parameters (e.g., standard deviation) for the overbound Gaussian distribution for the error sources listed in Table 6.1.1-2 in TR 38.859.


Based on RAN1’s contribution, it still remains an issue that how to reuse quality information and uncertainty location information to derive the standard deviation for the error distribution. One possible way is to cite the Information element for the corresponding field. Another is to introduce the specific IE for each error source, e.g. stdDevRtdError or stdDevTrpLocError, with a similar value range as quality and uncertainty information.
Proposal 6: RAN2 to confirm on the overbound Gaussian distribution that:
· The mean value for each error distribution is zero;
· The value range of the standard deviation for timing error distribution can refer to quality information (e.g., nr-TimingQuality and rtd-Quality-r16), while for location error distribution can refer to uncertainty information (e.g., LocationUncertainty).
Issue 3:	integrity risk
	For integrity operation, the network will ensure that:
P(Error > Bound for longer than TTA | NOT DNU) <= Residual Risk + IRallocation               (Equation 8.1.1a-1)
for all values of IRallocation in the range irMinimum <= IRallocation <= irMaximum
The integrity risk probability is decomposed into a constant Residual Risk component provided in the assistance data as well as a variable IRallocation component that corresponds to the contribution from the Bound according to the Bound formula in Equation 8.1.1a-2. IRallocation may be chosen freely by the client based on the desired Bound, therefore the network should ensure that Equation 8.1.1a-1 holds for all possible choices of IRallocation. The Residual Risk and IRallocation components may be mapped to fault and fault-free cases respectively, but the implementation is free to choose any other decomposition of the integrity risk probability into these two components.
<skip the irrelevant part>
Residual Risk: The residual risk is the component of the integrity risk provided in the assistance data as per Table 8.1.2.1b-1. This may correspond to the fault case risk but the implementation is permitted to allocate this component in any way that satisfies Equation 8.1.1a-1.
irMinimum, irMaximum: Minimum and maximum allowable values of IRallocation that may be chosen by the client. Provided as service parameters from the Network according to Integrity Service Parameters.


Integrity operation is to ensure that Equation 8.1.1a-1 holds for all identified error sources. The integrity risk for each error source can be further classified into fault and fault-free cases caused risk respectively. For UE-based integrity, Residual Risk and the allowable range of IRallocation may be provided for reference.
· Service parameters per positioning method
GNSS-CommonAssistData ::= SEQUENCE {
	gnss-ReferenceTime				GNSS-ReferenceTime					OPTIONAL,	-- Need ON
	gnss-ReferenceLocation			GNSS-ReferenceLocation				OPTIONAL,	-- Need ON
	gnss-IonosphericModel			GNSS-IonosphericModel				OPTIONAL,	-- Need ON
	gnss-EarthOrientationParameters	GNSS-EarthOrientationParameters		OPTIONAL,	-- Need ON
	...,
	[[
		gnss-RTK-ReferenceStationInfo-r15
									GNSS-RTK-ReferenceStationInfo-r15	OPTIONAL,	-- Need ON
		gnss-RTK-CommonObservationInfo-r15	
									GNSS-RTK-CommonObservationInfo-r15	OPTIONAL,	-- Cond RTK
		gnss-RTK-AuxiliaryStationData-r15
									GNSS-RTK-AuxiliaryStationData-r15	OPTIONAL	-- Need ON
	]],
	[[
		gnss-SSR-CorrectionPoints-r16
									GNSS-SSR-CorrectionPoints-r16		OPTIONAL	-- Need ON
	]],
	[[
		gnss-Integrity-ServiceParameters-r17
							GNSS-Integrity-ServiceParameters-r17		OPTIONAL,	-- Need ON
		gnss-Integrity-ServiceAlert-r17
							GNSS-Integrity-ServiceAlert-r17				OPTIONAL	-- Need OR
	]]
}

GNSS-Integrity-ServiceParameters-r17 ::= SEQUENCE {
	irMinimum-r17						INTEGER (0..255),
	irMaximum-r17						INTEGER (0..255),
	...
}

· Integrity parameters per error source (taking orbit corrections for example)
GNSS-SSR-OrbitCorrections-r15 ::= SEQUENCE {
	epochTime-r15						GNSS-SystemTime,
	ssrUpdateInterval-r15				INTEGER (0..15),
	satelliteReferenceDatum-r15			ENUMERATED { itrf, regional, ... },
	iod-ssr-r15							INTEGER (0..15),
	ssr-OrbitCorrectionList-r15			SSR-OrbitCorrectionList-r15,
	...,
	[[
		orbit-IntegrityParameters-r17	ORBIT-IntegrityParameters-r17	OPTIONAL -- Need OR
	]]
}
ORBIT-IntegrityParameters-r17 ::= SEQUENCE {
	probOnsetConstFault-r17					INTEGER (0..255),
	meanConstFaultDuration-r17				INTEGER (1..3600),
	probOnsetSatFault-r17					INTEGER (0..255),
	meanSatFaultDuration-r17				INTEGER (1..3600),
	orbitRangeErrorCorrelationTime-r17		INTEGER (0..255)			OPTIONAL, -- Need OR
	orbitRangeRateErrorCorrelationTime-r17	INTEGER (0..255)			OPTIONAL, -- Cond Integrity2
	...
}
Service parameters are defined for a positioning method, including irMinimum, irMaximum. Residual Risk is computed by the product of Integrity parameters. One is the probability of occurrence of error to exceed the residual error bound for more than the Time to Alert (TTA); another one is the mean duration between when an integrity violation occurs, and the user is alerted through Service Alert (or DNU flag). We believe that the range of parameters can reuse the ones defined for GNSS integrity. 
Proposal 7: RAN2 to reuse the value ranges of the following parameters in GNSS to handle the integrity risk for RAT-dependent integrity:
· the Probability of Onset and Mean Duration for each error source 
· irMinimum, irMaximum for each positioning method.
2.2.3 support of integrity for DL-AOD
Having noticed the unresolved issues of error sources indicated in TR 38.859[5], we also asked RAN1 for clarification.
	Table 6.1.1-1: Error sources for LMF-based and UE-based positioning integrity modes
	Positioning Integrity Mode
	<skip the irrelevant part>
	DL AoD

	LMF-based (as defined in Table 9.4.1.1.1 in TR 38.857 [2])
	
	-	TRP location 
-	DL-PRS RSRPP of the first path or RSRP

	UE-based (as defined in Table 9.4.1.1.1 in TR 38.857 [2])
	
	-	TRP location (e.g., NR-TRP-LocationInfo in TS 37.355 [16])


For UE-based positioning integrity mode, whether boresight direction of DL PRS (NR-DL-PRS-BeamInfo in TS 37.355 [16]) and/or beam information (NR-TRP-BeamAntennaInfo in TS 37.355 [16]) of DL PRS can be error sources can be considered further during normative work, focusing at least on the following aspects:
-	Granularity of boresight direction of DL-PRS and its influence on positioning integrity
-	Feasibility and complexity of modelling
-	Feasibility of obtaining quality/statistical parameters of beam information from the gNB
-	Influence on measurement errors at the UE. 
For DL AoD, whether DL PRS RSRP/RSRPP measurement can be an error source is studied, focusing at least on the following aspect:
-	Impact of RSRP/RSRPP measurement on positioning accuracy.


RAN1 replied as follow[4]:
	Q1: Are beam-related information (Beam Bore-Sight Direction and Beam Antenna Information) error sources for DL-AOD positioning?
Reply to Question 1: 
Regarding whether beam-related information (Beam Bore-Sight Direction and Beam Antenna Information) are error sources or not, RAN1 made the following conclusion in RAN1#111, “RAN1 could not reach consensus on whether beam information (NR-TRP -BeamAntennaInfo) and boresight direction of DL PRS (NR-DL -PRS -BeamInfo) are error sources or not for DL-AoD for UE -based positioning integrity mode.”, where the definition of “UE-based positioning integrity mode” can be found in Table 9.4.1.1.1 in TR 38.857.



We tend to suppose that, under the situation that no TU is distributed for RAN1 on positioning integrity, no agreement means that beam information (NR-TRP-BeamAntennaInfo) and boresight direction of DL PRS (NR-DL-PRS-BeamInfo) are not candidate error sources for DL-AoD in UE-based positioning integrity mode. This understanding leaves UE-based DL-AOD positioning with TRP location as the only error source. Apart from that, since RAN1 cannot provide the possible error bounding parameters of DL-PRS RSRPP or RSRP, LMF-based DL-AOD positioning is equipped with integrity evaluation only if error bounding parameters of DL-PRS RSRP/RSRPP can be handled by implementation.
Observation 4: RAN1 remains the following issues for integrity error sources in DL-AOD:
· TRP location is the only identified error source for UE-based positioning
· error bounding parameters of DL-PRS RSRP/RSRPP are not modelled for LMF-based positioning
Based on the above analysis, we prefer not to support positioning integrity evaluation for DL-AOD.
Proposal 8: RAN2 to evaluate whether/how to support positioning integrity evaluation for DL-AOD.
3. [bookmark: OLE_LINK6][bookmark: OLE_LINK7]Conclusion
Overall, the following observations come up during the discussion.
Observation 1: The issue of DNU flag has influence on the bounding for the error distribution of the identified error source.
Observation 2: The network may provide two types of DNU flags:
· GNSS-RealTimeIntegrity: providing a bad GNSS signal list, which is per GNSS satellite and signal combination, and is mapped to multiple error sources (i.e., SSR Orbit, SSR Clock, SSR Code Bias, SSR Phase Bias)
· IntegrityServiceAlerts:
· ionosphereDoNotUse: integrity service alerts of the ionosphere, which is mapped to one error source (i.e., Ionosphere)
· TroposphereDoNotUse: integrity service alerts of the troposphere-related information, which is mapped to two error sources (i.e., Troposphere Vertical Hydro Static Delay and TroposphereVertical WetDelay).
Observation 3: Each TRP can independently cause error to the error source, which resembles that each satellite provides the integrity bound to the error source.
Observation 4: RAN1 remains the following issues for integrity error sources in DL-AOD:
· TRP location is the only identified error source for UE-based positioning
· error bounding parameters of DL-PRS RSRP/RSRPP are not modelled for LMF-based positioning
We therefore make the proposals about the integrity information as follows.
LMF-based integrity
Proposal 1: Confirm the working assumption that It is left to LMF implementation to decide the measurement error source bound distribution based on the measurement results from UE and/or NG-RAN
Proposal 2: DNU flag is not needed for the measurement results from UE and/or NG-RAN to LMF.
UE-based integrity
Proposal 3: For UE-based integrity, UE provides the integrity capability to LMF per positioning method.
Proposal 4: RAN2 to discuss the granularity of DNU flags in TRP-related assistance data (e.g., TRP location and Inter-TRP synchronization). The following two options can be considered: 
· Option 1: The DNU flags are provided per error source (resembling IntegrityServiceAlerts, e.g. within NR-TRP-LocationInfo-r16 or NR-RTD-Info)
· Option 2: The DNU flags are provided per TRP in the following ways:
· Introduce an IE in NR-PositionCalculationAssistance in the form of a TRP list to be issued with DNU flag (resembling GNSS-RealTimeIntegrity)
· Introduce DNU flag in each information element (e.g. within TRP-LocationInfoElement or RTD-InfoElement)
Proposal 5: The bound parameters of TRP-related error sources are provided per TRP in each error source, such as:
· each TRP location error bound can be provided in TRP-LocationInfoElement
· each Inter-TRP synchronization error can be provided in RTD-InfoElement
Proposal 6: RAN2 to confirm on the overbound Gaussian distribution that:
· The mean value for each error distribution is zero
· The value range of the standard deviation for timing error distribution can refer to quality information (e.g., nr-TimingQuality and rtd-Quality-r16), while for location error distribution can refer to uncertainty information (e.g., LocationUncertainty).
Proposal 7: RAN2 to reuse the value ranges of the following parameters in GNSS to handle the integrity risk for RAT-dependent integrity:
· the Probability of Onset and Mean Duration for each error source 
· irMinimum, irMaximum for each positioning method
Integrity for DL-AOD
Proposal 8: RAN2 to evaluate whether/how to support positioning integrity evaluation for DL-AOD.
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