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1. [bookmark: _Ref165266342]Introduction
In the previous meeting, the following agreements regarding SON/MDT enhancements for NPN were achieved [1] [2][3]:
RAN2#119e:
NPN
1	The support of SON/MDT enhancement in both SNPN and PNI-NPN scenarios are considered.
2	RAN2 to use R16 NPN functionality as baseline for R18 SONMDT.
RAN2#119bis-e:
Agreements:
1	SNPN ID (e.g.,NID ID) checking is needed before sending the availability indication for corresponding SON and MDT report. The details can be discussed case by case. FFS PNI-NPN ID checking.
2	Include the NPN ID into SON/MDT report, whether SNPN ID or PNI-NPN ID related info should be included can be discussed per use case.
[bookmark: OLE_LINK9]3	RAN2 prioritizes the use cases of RLF report and logged MDT enhancement for NPN.
RAN2#120:
Agreements:

1	PNI-NPN (CAG) ID checking is NOT performed before sending the RLF/HOF report availability indication related to a PNI-NPN network.
2	PNI-NPN (CAG) ID checking is NOT performed before sending the logged MDT availability indication related to a PNI-NPN network.
[bookmark: OLE_LINK29]3	Details of the checking of NPN IDs (e.g., Proposal 1 of R2-2211354) are FFS.
4	Introduce SPNP ID (e.g., NID) to RLF/HOF report. Details of how to introduce it are FFS.
In this contribution, we will provide further analyses and proposals on the support of SON/MDT enhancement for NPN regarding the following respects:
· Checking of NPN IDs;
· RLF report for NPN;
· Logged MDT configuration for NPN.
2. Discussion
2.1 Checking of NPN IDs
PLMN ID checking is needed in the following scenarios:
· before sending the availability indication (e.g., sending the RLF/HOF report availability indication and sending the logged MDT availability indication)
· before transmitting the corresponding report (e.g., RLF report and logged MDT report).
Referring to PLMN ID checking, SNPN ID checking is also needed before sending the information for the corresponding SON and MDT reports. 
Proposal 1: SNPN ID checking is needed before transmitting the information for the corresponding SON and MDT reports.
After deciding that SNPN ID checking is performed before sending the availability indication and before sending the corresponding SON/MDT report, the details of SNPN ID checking should be further discussed. We take RLF report as an example in this section. Mobility is only supported in the same SNPN since RAN2 is expected to use R16 NPN functionality as the baseline for R18 SON/MDT.
In order to prevent reports recorded in an SNPN from being reported to another SNPN or PLMN, in the first step, UE shall store the registered SNPN ID (i.e, PLMN ID and NID) when determining the content of the RLF report in VarRLF-Report, a new IE similar to plmn-IdentityList should be introduced for store registered SNPN in VarRLF-Report. Before including the available indication of RLF report in the RRC complete message (e.g., RRCConfigurationComplete, RRCReestablishmentComplete), UE shall perform SNPN ID checking, i.e., if the registered SNPN is the same as stored SNPN in the new IE in VarRLF-Report and if the UE has radio link failure or handover failure information available in VarRLF-Report, UE shall include the available indication of RLF report in the RRC complete message. Before UE reports RLF-report, UE shall perform SNPN ID checking, i.e., if the registered SNPN is the same as the stored SNPN in the new IE in VarRLF-Report, UE reports RLF-report. Since PLMN ID checking procedure of use cases of RLF report and logged MDT is the same, the above details of SNPN ID checking are also applicable in logged MDT.
Proposal 2a: The following steps can be adopted for SNPN ID checking for RLF report:
· UE stores registered SNPN (i.e, PLMN ID and NID) when determining the content in the VarRLF-Report; a new IE similar to plmn-IdentityList should be introduced for storing registered SNPN in VarRLF-Report.
· If the registered SNPN is the same as the stored SNPN in VarRLF-Report and if the UE has radio link failure or handover failure information available in VarRLF-Report, UE shall include the available indication of RLF report in the RRC Complete message;
· [bookmark: OLE_LINK30]If the registered SNPN is the same as the stored SNPN in VarRLF-Report, UE reports RLF-report upon the network requests for it.
Proposal 2b: The following steps can be adopted for SNPN ID checking for logged MDT report:
· UE stores registered SNPN (i.e, PLMN ID and NID) when receiving LoggedMeasurementConfiguration; a new IE similar to plmn-IdentityList should be introduced for storing registered SNPN in VarLogMeasReport.
· If the registered SNPN is the same as the stored SNPN in VarLogMeasReport and if the UE has logged measurements available for NR, UE shall include the available indication of logged measurements in the RRC Complete message;
· If the registered SNPN is the same as the stored SNPN in VarLogMeasReport, UE reports logged measurement report upon the network requests for it.
2.2 RLF report for NPN
In the previous meeting, RAN2 agreed to introduce SPNP ID (e.g., NID) to RLF/HOF report, but the details of how to introduce it are FFS, the related agreements are shown as follows.
4	Introduce SPNP ID (e.g., NID) to RLF/HOF report. Details of how to introduce it are FFS.
For network sharing scenarios, the resources configured for the public and private networks may be independent per the network perspective, so the network needs to know whether this radio link failure is caused by the public or private network to optimize the corresponding configuration. Since a UE in SNPN access mode can only access the cell which broadcast the registered SNPN for UE and the radio link problem recorded in RLF report is for this SNPN, as long as the registered SNPN ID (i.e., PLMN ID and NID) for UE is included in RLF/HOF report, the network will know the radio link failure is caused by the SNPN network. The detail of the procedure is as follows. UE stores the registered SNPN (i.e., PLMN ID and NID) in rlf-Report in VarRLF-Report, set the rlf-Report in the UEInformationResponse message to the value of rlf-Report in VarRLF-Report upon the network requests for RLF-report.
Proposal 3: UE includes the registered SNPN (i.e., PLMN ID and NID) in rlf-Report in VarRLF-Report.
For UE is not operate in SNPN access mode and is configured with allowed CAG list and optional CAG-only indication, it is able to access the PNI-NPN. Similar to SNPN case, to let the network know whether this radio link failure is caused by the public or private network or both, allowed CAG list and CAG-only indication (if configured) should be included in RLF-report.
Proposal 4: UE includes the allowed CAG list and CAG-only indication (if configured) in rlf-Report in VarRLF-Report.
Furthermore, another issue should be discussed is whether common report can be used for the public network and private network or separate reports should be used for the public network and private network. Based on the existing mechanism in the public network, it is possible to achieve report isolation between inequivalent PLMNs, but a common report is used for such inequivalent PLMNs. So for the report both for the public network and private network, if the PLMN checking and SNPN checking can be implemented correctly, a common report can be used.
Proposal 5: Common RLF report can be used for the public network and private network.
2.3 Logged MDT enhancement for NPN
For logged MDT configuration, we found that related enhancement was discussed in RAN3 as well and the following agreement was achieved by RAN3 [4]:
	Area scope:
[bookmark: _Hlk134730050]Introduce a CAG list for MDT area scope.


To align with RAN3 agreement, RAN2 to agree introduce a CAG list for MDT area scope.
Proposal 6: RAN2 to agree introduce a CAG list for MDT area scope in the logged MDT configuration.
According to the current logged MDT configuration, if the LoggedMeasurementConfiguration message does not include plmn-IdentityList, UE should set plmn-IdentityList in VarLogMeasReport to include the RPLMN. For SNPN case, considering mobility is only supported in the same SNPN since RAN2 is expected to use R16 NPN functionality as the baseline for R18 SON/MDT, the network can configure MDT area scope without indicating SNPN ID. From UE perspective, if the network does not configure SNPN ID for MDT area scope, UE stores registered SNPN in VarLogMeasReport, and a new IE similar to plmn-IdentityList should be introduced for store registered SNPN in VarLogMeasReport.
Proposal 7: SNPN ID is not needed to be introduced for MDT area scope in the logged MDT configuration. UE in SNPN access mode stores registered SNPN in VarLogMeasReport upon receiving LoggedMeasurementConfiguration, and a new IE similar to plmn-IdentityList should be introduced for storing registered SNPN in VarLogMeasReport.
3. Conclusions
[bookmark: _Toc502437832]Based on the analyses given above, we have the following proposals:
Proposal 1: SNPN ID checking is needed before transmitting the information for the corresponding SON and MDT reports.
Proposal 2a: The following steps can be adopted for SNPN ID checking for RLF report:
· UE stores registered SNPN (i.e, PLMN ID and NID) when determining the content in the VarRLF-Report; a new IE similar to plmn-IdentityList should be introduced for storing registered SNPN in VarRLF-Report.
· If the registered SNPN is the same as the stored SNPN in VarRLF-Report and if the UE has radio link failure or handover failure information available in VarRLF-Report, UE shall include the available indication of RLF report in the RRC Complete message;
· If the registered SNPN is the same as the stored SNPN in VarRLF-Report, UE reports RLF-report upon the network requests for it.
Proposal 2b: The following steps can be adopted for SNPN ID checking for logged MDT report:
· UE stores registered SNPN (i.e, PLMN ID and NID) when receiving LoggedMeasurementConfiguration; a new IE similar to plmn-IdentityList should be introduced for storing registered SNPN in VarLogMeasReport.
· If the registered SNPN is the same as the stored SNPN in VarLogMeasReport and if the UE has logged measurements available for NR, UE shall include the available indication of logged measurements in the RRC Complete message;
· If the registered SNPN is the same as the stored SNPN in VarLogMeasReport, UE reports logged measurement report upon the network requests for it.
Proposal 3: UE includes the registered SNPN (i.e., PLMN ID and NID) in rlf-Report in VarRLF-Report.
Proposal 4: UE includes the allowed CAG list and CAG-only indication (if configured) in rlf-Report in VarRLF-Report.
Proposal 5: Common RLF report can be used for the public network and private network.
Proposal 6: RAN2 to agree introduce a CAG list for MDT area scope in the logged MDT configuration.
Proposal 7: SNPN ID is not needed to be introduced for MDT area scope in the logged MDT configuration. UE in SNPN access mode stores registered SNPN in VarLogMeasReport upon receiving LoggedMeasurementConfiguration, and a new IE similar to plmn-IdentityList should be introduced for storing registered SNPN in VarLogMeasReport.
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