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1. Introduction

In RAN2#121b meeting, the following agreements were made for model ID [1]:
· Model ID can be used to identify model or models for the following LCM purposes:

model selection/activation/deactivation/switching (or identification, if that will be supported as a separate step).

(e.g. for so called “model ID based LCM”)

· If model transfer/delivery is supported, model ID can be used for model transfer/delivery LCM purpose. 

· How to achieve globality of the Model ID is FFS. 

Initial discussion in RAN2: the following global unique model ID definition directions can be considered as a starting point:

Direction1: Pre-defined/hard-coded global unique model ID 

Direction3: Assigned global unique model ID via specific ID management node.

Note: Other global unique model ID definition is not precluded.

Model ID structure, if any, is FFS
In this contribution, we will further clarify the applicability of model ID and meta data and then give initial consideration for UE capability.
2. Discussion 
2.1 Discussion on model ID
In last RAN2 meeting, RAN2 identified several typical use cases for model ID, i.e. model selection/activation/deactivation/switching/identification/delivery, but it seems that how model ID is used for model identification and transfer procedure is still controversial based on the comments in [2].

For model identification, the terminology definition is given by RAN1 like the followings [3]:
Working Assumption 
	Terminology
	Description

	Model identification
	A process/method of identifying an AI/ML model for the common understanding between the NW and the UE

Note: The process/method of model identification may or may not be applicable.

Note: Information regarding the AI/ML model may be shared during model identification.


It states that model identification procedure is a process/method of identifying an AI/ML model for the common understanding between the NW and the UE, and Information regarding the AI/ML model may be shared during model identification. The key point is that what kind of info can be considered as ‘Information regarding the AI/ML model’, we think both model ID and model meta data can be considered during model identification, but how such kinds of info is involved for model identification should be discussed case by case.
Case1: UE gets the model from OTT server 
In this case, if the model acquired from OTT server is only used by UE internally, i.e. transparent to network side for any other LCM purpose, no model identification is needed as it’s more like UE implementation domain model.

If model management/control operation, i.e. model activation/deactivation/monitoring, still involves network side, the situation is quite different as network at least needs to know the model meta data for model management/control although model itself may be a black box to the network. For this case, the following directions can be further studied for model identification:
Direction1: The network has offline agreements with OTT server owner and network maintains a mapping table between model ID and the corresponding model meta data in a 3GPP transparent manner. In this direction, Model identification works like the following steps:

Step1: UE sends model identification request including model ID to network;

Step2: After receiving UE request, network can inquire the corresponding model meta data locally based on model ID and decide whether to accept the model identification request from UE side.
Direction2: The network has offline agreements with OTT server owner and network maintains a list of subscribed model ID but doesn’t know the corresponding model meta data for each model ID. In this direction, Model identification works like the following steps:

Step1: UE sends model identification request including model ID along with the corresponding model meta data to network;

Step2: After receiving UE request, network can decide whether to accept the model identification request from UE side based on local policy.
Direction3: The network does not have offline agreements with OTT server owner. In this direction, Model identification works like the following steps:
Direction3-1:
Step1: UE sends model identification request only including model meta data to network;

Step2: After receiving UE request, network can decide whether to accept the model identification request from UE side based on local policy. If accepted, a model ID can be assigned to UE as part of the network response.
Direction3-2:
Step1: UE sends model identification request including model ID along with the corresponding model meta data to network;

Step2: After receiving UE request, network can decide whether to accept the model identification request from UE side based on local policy. If accepted, a model version ID can be assigned to UE as part of the network response and the assigned model version ID can replace the UE side model ID or jointly used along with UE side model ID for subsequent model management/control.
We don’t have any preference for now, just do the analysis from high level perspective for above directions for Case1. For Direction 1 and Direction 2, the same network may need to have offline agreements with multiple OTT server vendor which may be a big challenge from operator perspective. As for Direction 3-1, the future proof may be a big issue as model identification may need to have extension on model meta data for each newly introduced model in the future. For Direction 3-2, how model ID is managed/designed should be well considered.
Proposal1: If UE gets the model from OTT server, RAN2 is kindly asked to consider the following directions for model identification:

Direction1: The network has offline agreements with OTT server owner and network maintains a mapping table between model ID and the corresponding model meta data in a 3GPP transparent manner;
Direction2: The network has offline agreements with OTT server owner and network maintains a list of subscribed model ID but doesn’t know the corresponding model meta data for each model ID;
Direction3: The network does not have offline agreements with OTT server owner.
Case2: UE gets the model via 3GPP visible signaling
In this case, many companies think model identification is naturally completed after model transfer procedure as model ID and/or model meta data will be transmitted along with the model, so common understanding between UE and network is established after model transfer procedure. This point may be true on how to understand the meaning of a specific model between UE and network, but operator may need extra procedure to control the model availability for the selected UE not for all UEs. In this sense, model identification may still be needed. 
Proposal2: If UE gets the model via 3GPP visible signaling, RAN2 to discuss whether extra model identification procedure is needed or not.
According to the agreements made in last RAN2 meeting, model ID can also be used for model transfer procedure, but the details are still unclear. We think how model ID is used for model transfer procedure depends on which model transfer solution is considered, so CP based model transfer and UP based model transfer solutions should be considered separately.

For CP based model transfer method, i.e. Solution1a/2a/3a, the model is transferred to UE based on control plane signaling. If model transfer procedure was triggered by UE request including model ID, it seems that model ID can be absent in the model transfer control plane signaling, but this only applies in the case that UE is requesting only one model. If UE is requesting more than one model or network triggers model transfer procedure, it seems that model ID still should be transferred along with the model to differentiate models. More addition, model ID payload is much smaller compared to model itself, the overhead is also not a big issue.
For UP based model transfer method, i.e. Solution1b/2b/3b, the situation is a little bit complex. Generally speaking, model ID can be transmitted along with the model via UP resources, e.g. DRB, one reason is for model data packet differentiation between different models; another reason is to avoid to associating the received model with the model ID in a separate procedure. But on the other hand, UP resources used for model transfer is established/configured via control plane signaling, which can also include model ID to differentiate the UP resources for different model. This part can work independently or jointly with the part that model ID is transmitted along with the model via UP resources.
Although CP and UP based model transfer methods have totally different procedure, it seems that it’s simple and straightforward to consider model ID is transmitted along with the model for both CP and UP based model transfer methods. As for the other model ID use cases for UP based model transfer method, more discussion is still needed.
Proposal3: If 3GPP visible model transfer solution, i.e. Solution1a/2a/3a/1b/2b/3b, is introduced, model ID is transmitted along with the model.
Regarding to the meaning of global unique ID, RAN2 agreed to consider the following directions [1]:

· How to achieve globality of the Model ID is FFS. 

Initial discussion in RAN2: the following global unique model ID definition directions can be considered as a starting point:

Direction1: Pre-defined/hard-coded global unique model ID 

Direction3: Assigned global unique model ID via specific ID management node.

Note: Other global unique model ID definition is not precluded.

Model ID structure, if any, is FFS
Before making conclusion on which direction is better to define global unique ID, we’d like to discuss the pro and cons first for each direction.

It seems slice ID introduced from 3GPP R15 can be considered as an example on how such kind of global unique ID works [4]:
5.15.2.1
General

An S-NSSAI identifies a Network Slice.

An S-NSSAI is comprised of:

-
A Slice/Service type (SST), which refers to the expected Network Slice behaviour in terms of features and services;

-
A Slice Differentiator (SD), which is optional information that complements the Slice/Service type(s) to differentiate amongst multiple Network Slices of the same Slice/Service type.

An S-NSSAI can have standard values (i.e. such S-NSSAI is only comprised of an SST with a standardised SST value, see clause 5.15.2.2, and no SD) or non-standard values (i.e. such S-NSSAI is comprised of either both an SST and an SD or only an SST without a standardised SST value and no SD). An S-NSSAI with a non-standard value identifies a single Network Slice within the PLMN with which it is associated. An S-NSSAI with a non-standard value shall not be used by the UE in access stratum procedures in any PLMN other than the one to which the S-NSSAI is associated.

Omit something here///
5.15.2.2
Standardised SST values

Standardized SST values provide a way for establishing global interoperability for slicing so that PLMNs can support the roaming use case more efficiently for the most commonly used Slice/Service Types.

The SSTs which are standardised are in the following Table 5.15.2.2-1.

Table 5.15.2.2-1: Standardised SST values

	Slice/Service type
	SST value
	Characteristics

	eMBB


	1
	Slice suitable for the handling of 5G enhanced Mobile Broadband.

	URLLC
	2
	Slice suitable for the handling of ultra- reliable low latency communications.

	MIoT
	3
	Slice suitable for the handling of massive IoT.

	V2X
	4
	Slice suitable for the handling of V2X services.

	HMTC
	5
	Slice suitable for the handling of High-Performance Machine-Type Communications.


NOTE 1:
The support of all standardised SST values is not required in a PLMN. Services indicated in this table for each SST value can also be supported by means of other SSTs.

NOTE 2:
A mapping of GSMA defined Network Slice Types (NEST) to standard SST values is defined in GSMA NG.116 [137].

According to the above spec description for slice ID, we can have the following Observations:
Observation1: Both standardized and non-standardized slice ID, i.e. S-NSSAI, is supported for 3GPP slice feature.
Observation2: For standardized slice ID, i.e. S-NSSAI, it can provide a way for establishing global interoperability for slicing so that PLMNs can support the roaming use case more efficiently for the most commonly used Slice/Service Types; while for non-standardized slice ID, it can only be used to identify a single Network Slice within the PLMN with which it is associated.
We think the situation between slice ID and model ID is quite similar and comparable for some degree.

Based on above, the pros and cons for each model ID definition direction can be summarized like the followings:
Direction1: Pre-defined/hard-coded global unique model ID
Pros: 
· No offline effort is needed to align the meaning of model ID as the meaning of each model ID is per-defined in the spec;
· Can be applied to all use case involving model ID especially for roaming use case across operator.
Cons: 

· The meaning of each model ID should be defined in the spec.
Direction3: Assigned global unique model ID via specific ID management node
Pros: 

· No need to specify the meaning of each model ID in the spec;
Cons: 

· Offline effort is needed between UE and network to align the meaning of each model ID, multi-vendor coordination may need to be considered also;
· Only valid within the associated PLMN, which can not be used for roaming use case across operator.
Proposal4: RAN2 to agree the pros and cons analysis for each identified model ID definition:

Direction1: Pre-defined/hard-coded global unique model ID

Pros: 

· No offline effort is needed to align the meaning of model ID as the meaning of each model ID is per-defined in the spec;
· Can be applied to all use case involving model ID especially for roaming use case across operator.
Cons: 

· The meaning of each model ID should be defined in the spec.

Direction3: Assigned global unique model ID via specific ID management node
Pros: 
· No need to specify the meaning of each model ID in the spec;
Cons: 

· Offline effort is needed between UE and network to align the meaning of each model ID, multi-vendor coordination may need to be considered also;
· Only valid within the associated PLMN, which cannot be used for roaming use case across operator.
Based on above analysis, it seems each model ID definition direction has its pros on different aspects. To balance the usefulness, a combined model ID definition can also be considered, which is also adopted for the slice ID definition given above.
2.2 Discussion on Model Meta info

Due to limited online time, the following proposals from offline summary were not treated [2]:
Proposal 5: (22/7) For model-ID-based LCM, if model identification is introduced/applied, model meta data can be involved for model identification LCM purpose.

FFS: the details of such kind of involvement.
Note: the relationship between model ID and model meta data may impact the meta data applicability for model identification.

Proposal 6: (21/6) For model-ID-based LCM, for UE side model/network side model/two side model, network/UE may need to get valid model meta data via 3GPP transparent procedure or 3GPP visible signaling in advance before subsequent model control operation(s). 

FFS: the details of such availability for meta data.

Note: the meaning of network may vary per use case;

Proposal 7: (20/10) For model-ID-based LCM, model meta data may be involved for model transfer/delivery LCM purpose. 

FFS: the details of such kind of involvement.
We think we can try again in this May meeting as the proposals have significant support during offline discussion.
Proposal 5: For model-ID-based LCM, if model identification is introduced/applied, model meta data can be used for model identification LCM purpose.

Note: the relationship between model ID and model meta data may impact the meta data applicability for model identification.

Proposal 6: For model-ID-based LCM, network/UE may need to get valid model meta data via 3GPP transparent procedure or 3GPP visible signaling for model management/control purpose. 

FFS: the details of such availability for meta data.

Note: the meaning of network may vary per use case;

Proposal 7: For model-ID-based LCM, model meta data may be used for model transfer/delivery LCM purpose. 

2.3 UE capability

The last part is about the AI/ML capability reporting, many companies think this topic should be discussed in normative work as other SID, we’re also fine to discuss the details in normative work, but also think some high-level framework can be discussed for AI/ML capability reporting first even in SID period. Unlike other UE capabilities, which is usually static once reported, AI/ML related capability can be dynamically changed, for instance, UE remaining storage and UE remaining computation resources, this dynamic UE capability concept was raised in NR SID TR, but dropped at the end of NR SID. We think this AI/ML SID is a good chance to reconsider this mechanism, we can agree this high-level requirement in the SID.

Proposal8: Dynamic AI/ML capability reporting method can be considered.

One more issue is about the framework for AI/ML capability definition, an overall AI/ML capability is not sufficient to reflect the actual AI/ML relevant function UE can operate as the AI/ML operation is highly linked with sub-feature included in the LCM. For instance, network will not know whether model training is supported or not at UE if only supported model ID is reported by UE, so feature specific AI/ML capability is needed. More addition, we also cannot assume UE can do model training for any types of AI/ML model if UE has the capability to do model training for some models as the model training complexity is different among different model, so feature specific AI/ML capability should be reported per model ID. As for the details for feature specific AI/ML capability, we can discuss this in normative work as usual. 

Proposal9: Model ID can be reported in the UE capability signaling.
3. Conclusion
In conclusion, we propose the followings:

Observation1: Both standardized and non-standardized slice ID, i.e. S-NSSAI, is supported for 3GPP slice feature.
Observation2: For standardized slice ID, i.e. S-NSSAI, it can provide a way for establishing global interoperability for slicing so that PLMNs can support the roaming use case more efficiently for the most commonly used Slice/Service Types; while for non-standardized slice ID, it can only be used to identify a single Network Slice within the PLMN with which it is associated.
Proposal1: If UE gets the model from OTT server, RAN2 is kindly asked to consider the following directions for model identification:

Direction1: The network has offline agreements with OTT server owner and network maintains a mapping table between model ID and the corresponding model meta data in a 3GPP transparent manner;

Direction2: The network has offline agreements with OTT server owner and network maintains a list of subscribed model ID but doesn’t know the corresponding model meta data for each model ID;
Direction3: The network does not have offline agreements with OTT server owner.
Proposal2: If UE gets the model via 3GPP visible signaling, RAN2 to discuss whether extra model identification procedure is needed or not.
Proposal3: If 3GPP visible model transfer solution, i.e. Solution1a/2a/3a/1b/2b/3b, is introduced, model ID is transmitted along with the model.
Proposal4: RAN2 to agree the pros and cons analysis for each identified model ID definition:

Direction1: Pre-defined/hard-coded global unique model ID

Pros: 

· No offline effort is needed to align the meaning of model ID as the meaning of each model ID is per-defined in the spec;
· Can be applied to all use case involving model ID especially for roaming use case across operator.
Cons: 

· The meaning of each model ID should be defined in the spec.
Direction3: Assigned global unique model ID via specific ID management node
Pros: 
· No need to specify the meaning of each model ID in the spec;
Cons: 

· Offline effort is needed between UE and network to align the meaning of each model ID, multi-vendor coordination may need to be considered also;
· Only valid within the associated PLMN, which cannot be used for roaming use case across operator.
Proposal 5: For model-ID-based LCM, if model identification is introduced/applied, model meta data can be used for model identification LCM purpose.

Note: the relationship between model ID and model meta data may impact the meta data applicability for model identification.

Proposal 6: For model-ID-based LCM, network/UE may need to get valid model meta data via 3GPP transparent procedure or 3GPP visible signaling for model management/control purpose. 

FFS: the details of such availability for meta data.

Note: the meaning of network may vary per use case;

Proposal 7: For model-ID-based LCM, model meta data may be used for model transfer/delivery LCM purpose. 

Proposal8: Dynamic AI/ML capability reporting method can be considered.

Proposal9: Model ID can be reported in the UE capability signaling.
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