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1. Introduction
RAN#97e approved the work item on Network-controlled Repeaters (NCR) [1]. RAN2#119bis-e and RAN2#120 achieved the significant progress with many agreements [2]

 REF _Ref120295353 \w \h 
[3]. 

In this contribution, the remaining RAN2 open/potential issues for NCR are discussed. 
2. Discussion 
2.1. NCR-Fwd ON/OFF related issues 
2.1.1. Open issue on RRC Release 
In RAN2#120, the following agreements were achieved [3]. 
	On NCR-Fwd ON/OFF:
· When NCR-MT is in RRC_CONNECTED mode, the NCR-Fwd can be ON or OFF following the side control information received from the gNB. 
· After NCR-MT enters RRC_INACTIVE mode, the NCR-Fwd can be ON or OFF following the last configuration received from the gNB.
· Release to RRC-IDLE is FFS.
On NCR-MT RLF:
· After RLF is declared by NCR-MT, NCR-MT performs cell selection and trigger RRC re-establishment;
· If NCR-MT enters RRC_IDLE due to no suitable cell is find, NCR-Fwd is OFF;
· During RRC re-establishment procedure, NCR-Fwd is OFF.


One of the open issues is whether it’s a valid case that the gNB releases the NCR-MT to IDLE. According to the discussions in RAN2#120, there were two camps on the RRC state of NCR-MT as listed below [3]: 

· Assumption 1: The NCR-MT shall be basically in Connected: 

· With this assumption, the gNB will never release the NCR-MT since the NCR should be always controllable by the network. So, the NCR-MT may be in IDLE only due to the initial access (i.e., power-on) or RLF (precisely, upon RRC Reestablishment failure). Since the NCR-Fwd status due to in the initial access is clear (i.e., it should be OFF) and one due to RLF was already agreed (i.e., it should be OFF as well) [3], there is no need to specify any additional NCR behaviour when the gNB releases the NCR-MT to IDLE. 

· Assumption 2: The NCR-MT may be released by the gNB: 

· With this assumption, the gNB can release the NCR-MT, e.g., for NCR power saving or signalling overhead reduction, since the RRC IDLE state was already agreed by RAN2 [2]. So, the NCR-MT may be in IDLE by all the legacy conditions, i.e., the initial access, RLF and RRC Release. Some companies stated that after transitioning to IDLE, the NCR-Fwd may be possible to fall back to the legacy RF repeater.  
Observation 1 There were two camps whether the gNB releases the NCR-MT to IDLE, which is related to whether the NCR-Fwd ON/OFF behaviour needs to be specified for this case. 

In our understanding, Assumption 1 is quite straightforward since the NCR is always network-controlled by Side Control Information and RRC signalling and there is no reason for the gNB to release the NCR-MT in normal conditions.  However, as in Assumption 2, there would be some cases that smart gNB implementations may release the NCR-MT under certain conditions, e.g., for power savings and/or signalling overhead reductions. In this sense, the specification should allow various gNB implementations, so the NCR behaviour in IDLE due to RRC Release should be clarified in general. 

Observation 2 In normal operation, there is no reason for the gNB to release the NCR-MT to IDLE, while in certain conditions, some gNB implementations may allow for RRC Release. 
On the other hand, with regard to the NCR behaviour in INACTIVE, RAN2 agreed that “WA: RRC_INACTIVE is optionally supported without any specific enhancements” and “After NCR-MT enters RRC_INACTIVE mode, the NCR-Fwd can be ON or OFF following the last configuration received from the gNB.” [3] In our understanding, the NCR-MT in INACTIVE is still controllable by the gNB, i.e., the gNB can always page the NCR-MT by the RAN paging [4], so it’s reasonable to align the NCR behaviour with one in Connected as RAN2 agreed (i.e., “without any specific enhancements”) [3].  Needless to say, the NCR-MT in IDLE is uncontrollable by the gNB since the CN paging is needed to establish RRC connection for sending the Side Control Information and the configuration.  So, the NCR behaviour in IDLE should be considered separately from one in INACTIVE. 
Observation 3 The NCR-Fwd behaviour in INACTIVE is aligned with one in Connected, and it should be different from the NCR-Fwd behaviour in IDLE. 
In addition, as stated under Assumption 2 above, it’s considered that the NCR may fall back to the legacy RF repeater, when the NCR is not controlled by the gNB. It’s obvious that the NCR in INACTIVE cannot fall back to the legacy RF repeater since RAN2 agreed that “the NCR-Fwd can be ON or OFF following the last configuration received from the gNB.” [3] So, the possibility to fall back to the legacy RF repeater is only available when the NCR-MT is in IDLE.  
In our view, the legacy RF repeater is an implementation technique from the network control point of view. So, it’s no longer the network-controlled repeater if the NCR falls back to the legacy RF repeater. In other words, the NCR behaviour can be up to implementation when the node is no longer NCR (e.g., when the NCR-MT transitions to IDLE). 

Observation 4 According to the current agreement, the NCR in INACTIVE cannot fall back to the legacy RF repeater, i.e., it shall follow the last configuration received from the gNB as RAN2 agreed. 
Observation 5 When the NCR is not controlled by the gNB (e.g., when the NCR-MT transitions to IDLE), the node may be no longer considered as NCR from the network control point of view. 
As discussed in Observation 2 and Observation 3, the NCR behaviour in IDLE due to RRC Release should be clarified to allow various gNB implementations and should be different from the one in INACTIVE. 

As referred above, RAN2 already agreed the NCR behaviour due to RLF that “If NCR-MT enters RRC_IDLE due to no suitable cell is find, NCR-Fwd is OFF” [3]. On top of this agreement, there would be no significant reason to distinguish the transitioning to IDLE due to RRC Release from one due to RLF. So, the NCR-Fwd should be OFF when the NCR-MT transitions to IDLE, regardless of the causes of state transition. 
Note that this behaviour does not preclude any implementation specific behaviour, so the node is still allowed to act as the legacy RF repeater (i.e., the “fallback” behaviour) when the node is not considered as NCR (e.g., when the NCR-MT is in IDLE). 
Proposal 1 RAN2 should agree that the NCR-Fwd should be OFF when the NCR-MT is released to IDLE, as with the case of RLF. 

2.1.2. Potential issue on RRC Reestablishment 
Currently, it seems the RAN2 agreements only intended the NCR-MT would be always in the same cell, e.g., it might be expected that the NCR-MT re-establishes RRC connection to the same serving cell. The NCR-MT, however, may change the serving/camped cell due to the radio condition such as blockages in FR2, even though the mobility of NCR is not supported. So, it’s still worth discussing what happens if the NCR-MT (re)selects a different cell. 

RAN2#120 agreed to the following statements [3]. 
	On NCR-MT RLF:
· After RLF is declared by NCR-MT, NCR-MT performs cell selection and trigger RRC re-establishment;
· If NCR-MT enters RRC_IDLE due to no suitable cell is find, NCR-Fwd is OFF;
· During RRC re-establishment procedure, NCR-Fwd is OFF.


Regarding RRC Reestablishment, the following steps and potential issues could be identified according to the agreements: 

· Step 1: The NCR-MT declares RLF, it initiates cell selection and RRC reestablishment. During these procedures, the NCR-Fwd is OFF, as already agreed. 

· Step 2a: If the NCR-MT selects the same cell and the RRC Reestablishment is completed successfully, whether the NCR-Fwd may resume ON according to the last configuration. 

· Step 2b: If the NCR-MT selects a different cell and the RRC Reestablishment is completed successfully, whether the NCR-Fwd should be OFF. 
For the potential issue under Step 2a, the NCR has the configuration provided by the same cell, so it would be possible for the NCR-Fwd to resume the operation with the last configuration it has, in general. In this case, the signalling overhead to reconfigure the NCR can be avoided.  
On the other hand, the gNB may not prefer such an automatic resumption of NCR-Fwd operation, since the RLF happened at the NCR-MT, e.g., the gNB may want to change the NCR configuration in such a case. So, it’s an option that the gNB explicitly indicates whether the NCR-Fwd should resume the operation with the last configuration or should be OFF, e.g., by RRC Reconfiguration in advance or RRC Reestablishment in time. 
As another alternative, it would be also considered that the NCR-Fwd should be still OFF even after RRC Reestablishment toward the same cell is completed successfully. It may be either a hard-coded rule or the gNB’s instruction as above. In this case, the last RRC configuration (and the last indication by the Side Control Information) should be discarded by the NCR-MT when it declares RLF (or it initiates the RRC Reestablishment procedure). 
Proposal 2 RAN2 should discuss whether the NCR-Fwd may resume its operation with the last configuration, when the RRC Reestablishment toward the same cell succeeds. 
For the potential issue under Step 2b, the last configuration stored in the NCR-MT was provided by the last serving cell, i.e., not by the new cell. So, it would be straightforward for the NCR to be provided a new configuration from the new cell. In this case, the NCR-MT should discard the last RRC configuration (and the last indication by the Side Control Information) when it selects a different cell (or when it sends RRC Reestablishment Request towards a different cell). 
Proposal 3 RAN2 should discuss whether the NCR-MT discards the last configuration, when the RRC Reestablishment toward a different cell is initiated. 

2.1.3. Potential issues on cell reselection 

RAN2#120 agreed to the following statements [3]. 
	NCR-MT mandatorily support cell reselection and RRM measurements in RRC_IDLE and RRC_INACTIVE.
In Rel-18, NCR-MT does not support handover and RRM measurements in RRC_CONNECTED.


One of potential issues due to cell reselection would be the priority handling of a specific cell. For the legacy RF repeaters, the deployments are decided by the network planning and/or the on-site RF measurements. Thus, the desired cell(s) is assumed to be planned for each NCR, i.e., the network planning would determine the relationship between the serving cell and the NCR. Such a desired cell may be configured to the NCR by the OAM.  

Observation 6 The NCR may be configured with the desired cell(s) by e.g., OAM, whereby the desired cell means the cell planned for the NCR-MT to camp on and/or connect to. 
In this case, the NCR-MT should avoid camping on (or connect to) an undesired cell, whereby the undesired cell is not planned for this NCR-MT. So, the NCR-MT should prioritize the desired cell(s) over the undesired cells. Although cell selection widely allows implementation-specific behaviour (i.e., the IAB-MT selects any cell if it’s a suitable cell), cell reselection consists of the sets of deterministic behaviours by the specification (inter-frequency cell reselection criteria, Ranking, etc.) [5]. Therefore, a standard support is needed to ensure the network planning for NCR. 
The simplest approach is the enhancement in the cell reselection priority handling [5]. As with the MBS frequency and the sidelink frequency (which may be prioritized depending on UE preferences), the NCR-MT should be allowed to consider the desired cell(s) as the highest priority. With this enhancement, the NCR-MT can always measure and try to reselect the desired cell(s), and it can minimize the possibility to camp on/connect to an undesired cell.  

Another aspect is to define an NCR-specific offset for intra-frequency cell reselection (i.e., within R-criteria [5]), since the ranking may make the NCR-MT to reselect an undesired cell on the same frequency, considering the NCR may be deployed on cell edge (i.e., to extend the macro cell coverage). 
Proposal 4 RAN2 should discuss whether the NCR-MT is allowed to prioritize the desired cell(s) (i.e., the cell(s) of interest), in the cell reselection procedure. 

Another potential issue is the INACTIVE mode mobility. RAN2 agreed that “After NCR-MT enters RRC_INACTIVE mode, the NCR-Fwd can be ON or OFF following the last configuration received from the gNB.” [3] Based on this agreement, it would be further considered that after the NCR-MT enters INACTIVE, the NCR-MT may reselect a different cell, e.g., due to blockages in FR2. If the NCR-Fwd is OFF then there is no problem, but if the NCR-Fwd is ON then a similar issue as in section 2.1.2 above could be observed, i.e., the NCR configuration is provided by the last serving cell, i.e., not the new cell. 

Observation 7 The NCR-MT in INACTIVE with the NCR-Fwd in ON may reselect a different cell. 
In this scenario, it should be clarified how the NCR should behave. The possible options would be considered as follows: 
· Option 1: The NCR-Fwd continues ON with the last configuration, according to the current agreement. 
· Option 2: The NCR-Fwd is turned OFF (or the NCR-MT discards the last configuration), similar to Proposal 3 above. 

Option 1 is the same with the agreement that “After NCR-MT enters RRC_INACTIVE mode, the NCR-Fwd can be ON or OFF following the last configuration received from the gNB” and also aligned with the assumption that “WA: RRC_INACTIVE is optionally supported without any specific enhancements” [3] So, Option 1 is just efficient only in terms of minimizing the standardization efforts. 

Option 2 is considered as a reasonable behaviour from the technical point of view, since the configuration was provided by the different cell (i.e., the last serving cell) and it’s a bit strange that the NCR-Fwd is in operation with the configuration which is unknown by the current cell.  This is necessary because the reselected cell may have a different set of resources available for the NCR.  So, it’s a fail-safe mechanism to take Option 2, since RAN2 also agreed that the cell reselection is mandatory support. 
Given the discussions above, Option 2 is preferable from the technical point of view. 

Proposal 5 RAN2 should discuss whether the NCR-Fwd should be turned OFF, when the NCR-MT reselects a different cell. 
Yet another potential issue is the case that the NCR-MT connects to an undesired cell, which may happen after cell reselection or RRC Reestablishment. From the NCR’s perspective, it needs to re-connect with the desired cell. From the gNB’s perspective, the RRC connection with this NCR-MT is useless at the end. RAN2 already agreed that “NCR-MT does not support handover” [3]. So, the gNB can only release the NCR-MT, but it does not ensure the NCR-MT to camp on/re-connect to its desired cell since the NCR-MT follows the cell reselection procedure after transitioning to IDLE [5]. In this case, the redirection may be enhanced to guide the NCR-MT to camp on the desired cell. However, it’s questionable whether the gNB is able to acquire the NCR’s desired cell (e.g., configured by the OAM) or not. 
Proposal 6 RAN2 should discuss whether the redirection is enhanced to move the NCR-MT from an undesired cell to a desired cell (i.e., instead of handover). 
2.2. Access control related issues 
2.2.1. Open issue on NPN support 

In RAN2#120, the following agreement was achieved with an FFS [3]. 

	· Introduce an NCR-support indication in SIB1 per PLMN; whether it is also per NPN is FFS


In our view, the NCR deployment in NPN is also beneficial and has potential market demands. For example, the frequencies for NPN are planned on higher band in FR1 (i.e., 4.9GHz) and FR2 (i.e., 28GHz) in Japan. For such frequencies, the coverage extension by the NCR would be critical in many cases.  For another example, the NPN would have a potential to provide a better performance in the URLLC use cases, such as smart factory, due to NPN’s local/closed area nature. In such cases, the lower latency repeater would be more suitable than the higher latency relays. 
From the specification point of view, the NCR-support indication is assumed to be a 1-bit indication which will be added in each entry on the PLMN Identity Info List in SIB1, similar to the IAB-support indication [4]. In order to support NCR in NPN, what is needed is only the add the same indication in each entry on the NPN Identity Info List, similar to IAB. So, the standardization effort is expected to be minimal. Additionally, it does not cause any signalling overhead in PLMN networks (i.e., there is no NPN Identity Info List in such networks since it’s optional IE). 
In addition, RAN2 already agreed to the following statement [3], which obviously implied the NCR is supported in NPN. 

	NPN capable NCR-MT should consider cellReservedForOtherUse for determination of an NPN-only cell. 


Given the consideration above, any “artificial” restriction is not needed for NCR deployment in NPN. So, RAN2 should confirm the NCR is supported in NPN and with this the previous FFS is resolved. 
Proposal 7 RAN2 should confirm the NCR is supported in NPN; thus, the NCR-support indication is also added on each entry in NPN Identity List in SIB1. 
2.2.2. Potential issue on PRACH resource 
In IAB, the specific PRACH occasions (ROs) could be provided to avoid the potentials of collision. These occasions are defined by the following IEs to extend the common configuration for UEs [4]. 
	 prach-ConfigurationPeriodScaling-IAB-r16    ENUMERATED {scf1,scf2,scf4,scf8,scf16,scf32,scf64}
              
















OPTIONAL,   -- Need R

 prach-ConfigurationFrameOffset-IAB-r16      INTEGER (0..63)                  OPTIONAL,   -- Need R

 prach-ConfigurationSOffset-IAB-r16          INTEGER (0..39)                  OPTIONAL,   -- Need R


Since the NCR is considered as a network node as same with the IAB-node, the PRACH collision with UEs should be avoided as well.  As for the UEs in the extended coverage provided by the NCR, the preambles sent by the UEs are forwarded by the NCR to the gNB, while in the IAB case the preambles sent by the UEs are terminated by the IAB-node. So, it would be considered as more severe problem for the NCR in terms of PRACH collision at the gNB receiver side. 
In this sense, it’s worth considering if the separated PRACH resource from the UEs should be provided for the NCR-MT. In case it’s needed, it’s FFS whether the separate PRACH resource is defined by the separate ROs (as similar to Rel-16 IAB) or the PRACH partitioning (i.e., as part of Feature Combination Preambles which was specified for Rel-17 RedCap, SDT, Slicing and Coverage Enhancement [4]). 
Proposal 8 RAN2 should discuss whether the separate PRACH resource specific to NCR-MT should be defined. 

3. Conclusion 
In this contribution, the remaining issues of network-controlled repeaters are discussed, and the possible solution options are suggested.  RAN2 is kindly asked to take into account the observations and proposals below: 
Observation 1
There were two camps whether the gNB releases the NCR-MT to IDLE, which is related to whether the NCR-Fwd ON/OFF behaviour needs to be specified for this case.
Observation 2
In normal operation, there is no reason for the gNB to release the NCR-MT to IDLE, while in certain conditions, some gNB implementations may allow for RRC Release.
Observation 3
The NCR-Fwd behaviour in INACTIVE is aligned with one in Connected, and it should be different from the NCR-Fwd behaviour in IDLE.
Observation 4
According to the current agreement, the NCR in INACTIVE cannot fall back to the legacy RF repeater, i.e., it shall follow the last configuration received from the gNB as RAN2 agreed.
Observation 5
When the NCR is not controlled by the gNB (e.g., when the NCR-MT transitions to IDLE), the node may be no longer considered as NCR from the network control point of view.
Proposal 1
RAN2 should agree that the NCR-Fwd should be OFF when the NCR-MT is released to IDLE, as with the case of RLF.
Proposal 2
RAN2 should discuss whether the NCR-Fwd may resume its operation with the last configuration, when the RRC Reestablishment toward the same cell succeeds.
Proposal 3
RAN2 should discuss whether the NCR-MT discards the last configuration, when the RRC Reestablishment toward a different cell is initiated.
Observation 6
The NCR may be configured with the desired cell(s) by e.g., OAM, whereby the desired cell means the cell planned for the NCR-MT to camp on and/or connect to.
Proposal 4
RAN2 should discuss whether the NCR-MT is allowed to prioritize the desired cell(s) (i.e., the cell(s) of interest), in the cell reselection procedure.
Observation 7
The NCR-MT in INACTIVE with the NCR-Fwd in ON may reselect a different cell.
Proposal 5
RAN2 should discuss whether the NCR-Fwd should be turned OFF, when the NCR-MT reselects a different cell.
Proposal 6
RAN2 should discuss whether the redirection is enhanced to move the NCR-MT from an undesired cell to a desired cell (i.e., instead of handover).
Proposal 7
RAN2 should confirm the NCR is supported in NPN; thus, the NCR-support indication is also added on each entry in NPN Identity List in SIB1.
Proposal 8
RAN2 should discuss whether the separate PRACH resource specific to NCR-MT should be defined.
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