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1 Introduction
In Rel-17 work on Layer 2 UE-to-Network relay, SRAP (Sidelink Relay Adaptation Protocol) layer [1] is introduced in user plane protocol stack to allow end-to-end PDCP traffic to be forwarded transparently via a sidelink relay UE. In Rel-18 design of Layer 2 UE-to-UE relay, there is a similar requirement for supporting end-to-end PC5 link traffic via UE-to-UE relay.
In this paper, we discuss the user plane design issues for Layer 2 UE-to-UE relay. 
2 Discussion  
2.1
SRAP header design for U2U relay
During the Rel-17 SI for UE-to-UE Relay design, the following user plane protocol stack has been endorsed by RAN2 in TR 38.836 [2], which indicates the “adaptation” layer is introduced between RLC and PDCP layer in SL protocol stack for relay purpose, as shown in Figure 1 below:
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Figure 1. User Plane Protocol Stack for Layer 2 UE-to-UE Relay
Similarly, the “adaptation” layer is also used for control plane traffic (e.g. for PC5-RRC) between two remote UEs. So for each SL SRB or SL DRB between the source remote UE and target remote UE, the “adaptation” header has to be used to identify the PDCP entities associated with the traffic. For this kind of adaptation, it is logical to extend the current SRAP function from L2 U2N relay to L2 U2U relay.
Proposal 1
SRAP header is used to identify end-to-end SLRB between two remote UE.
The Rel-17 SRAP header (UE ID + BEARER ID) is a design suitable for end-to-end Uu traffic. For example, it only identifies the remote UE with the “UE ID” field because there is no need to identify the NW side (which is always a gNB). Here, we discuss what kind of change is needed for SRAP header to be suitable for R18 Layer-2 UE-to-UE relay case.

In the Rel-17 study on sidelink relay [2], the following has been agreed that for the L2 U2U relay:

-
The identity information of Remote UE end-to-end Radio Bearer is included in the adaptation layer in first and second PC5 hop.

-
In addition, the identity information of Source Remote UE and/or the identity information of Destination Remote UE are candidate information to be included in the adaptation layer, which are to be decided in WI phase.
One leftover of the SI is whether and how the identify information of source remote UE or destination (target) remote UE are to be included in SRAP header. 
In our view, the bearer ID itself is not sufficient because the relay UE will have no clue which egress PC5 RLC channel is to be used to forward the traffic for the 2nd hop. This is because even remote UE can recognize the source remote UE from the ingress PC5 RLC channel, it cannot really differentiate all the outgoing end-to-end traffic from the source remote UE just based on the LCID used in this ingress PC5 link. For U2U design, we cannot assume a source remote UE only generate PC5 traffic for a single target remote UE. Therefore, some kind of traffic multiplexing need happen in the 1st PC5 hop. To distinguish those traffic, a Destination identifier is needed to be encapsulated in the SRAP header used in the first hop. 
Observation 1: 
To differentiate traffic multiplexed for N target remote UEs, the identifier of target remote UE needs to be in the first PC5 hop SRAP header.
For the similar reason that traffic multiplexing in the 2nd hop to the same target remote UE may comes from multiple source remote UEs, so the target remote UE need additional information to figure out which end-to-end PC5 link the traffic belongs to, so that it can pass the SRAP PDU to the correct PDCP entity.

Observation 2: 
To differentiate traffic multiplexed from N source remote UEs, the identifier of source remote UE needs to be in the 2nd PC5 hop SRAP header.

A simple design can be just always include both the 24-bit L2 ID addresses of end-to-end PC5 link in the SRAP header. In this design, the relay UE can simply check the w/o any need of making changes of the header, as indicated in Figure 2 below.
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Figure 2. SRAP header design for U2U Relay: Using both 24-bit L2 ID of Source and Destination Remote UEs

However, consider the SRAP header will be added to every end-to-end PDCP PDU between the remote UEs, having a 7-octet SRAP header is quite a lot of signalling overhead. A more efficient design can be just include one L2 ID as indicated in Observation 1 and 2. This is feasible because the other L2 ID can be derived from PHY/MAC header as shown in Figure 3 below:
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Figure 3. Example of SRAP header content change by relay UE for U2U relay
Basically, the SRAP operation in relay UE and remote UE are based on the following assumptions:
· For ingress traffic (from S-Remote UE), the L1/L2 header has already contained the L2 address of S-Remote UE in the first hop, so only that L2 address of T-remote UE needs to be included in SRAP header.

· For egress traffic (from relay UE to T-Remote UE), the L1/L2 header has already contained the L2 address of T-Remote UE in the 2nd hop, so only that L2 address of S-remote UE needs to be included in SRAP header

Hence, the SRAP header design can be reduced to contain only a single 24-bit L2 ID, as shown in Figure 4. This helps to save 3 octets of signalling overhead for every SRAP PDU.
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Figure 4. SRAP header design for U2U Relay: Using single 24-bit L2 ID of Source or Destination Remote UE

As a result, the U2U Relay UE need regenerate the SRAP header for every received SRAP PDU by replacing the Destination L2 ID used in the 1st PC5 hop SRAP header with the Source L2 ID to be used in the second PC5 hop SRAP header.
Both of the above options have pros and cons. The SRAP header use both L2 IDs will have more overhead but it will be forward-compatible for multi-hop U2U relay case which may be a potential Rel-19 work. RAN2 need decide which is the way to go.
Proposal 2
RAN2 consider whether to include both L2 IDs of end-to-end PC5 link in the SRAP header in both hops, or pursue an optimization to only include one single L2 ID per each PC5 hop. 
But there is a caveat for the “Single L2 ID” design. In order to make it work, the L2 ID used in communication between remote UE and relay UE in the PC5 hop shall be the same L2 ID used to identify the end-to-end PC5 Link. For instance, when remote UE announce its intention for seeking a relay UE for its end-to-end link <Src1, Dst1>, the “Src1” address needs also to be actually used by source remote UE to communicate with Layer-2 U2U relay UE in the PC5 hop (i.e., in PC5 relay RLC channel). Whether this is true or not has to be answered by SA2. 
Note that in RAN2#120 meeting [3], RAN2 send a LS to SA2 [4] for an inquiry about the U2N/U2U L2 address separation issue, which contains the following two questions:

Question3a:

Whether the Layer2 ID of the relay UE can be the same for U2U Relay service and Non-relay service?
Question3b:

Whether the Layer2 ID of the remote UE can be the same for U2U Relay service and Non-relay service?
However, the above two questions can be understood by SA2 as for the generic address separation of relay and non-relay services. The RAN2 LS does not specifically cover the unique address issue of Layer 2 U2U relay, i.e., L2 address reuse of end-to-end PC5 link for the remote-relay relay communication. 

Therefore, we suggest RAN2 to send another LS to SA2 to further asking for the clarification on this issue for Layer 2 U2U relay.
Proposal 3
RAN2 send LS to SA2 to ask whether the L2 IDs used to identify end-to-end PC5 link in Layer-2 U2U relay will be the same L2 ID used by remote UE for the per-hop communication between L2 U2U remote UE and L2 U2U relay UE. 

It is also worth noting that the signaling overhead can be further reduced if a local UE identifier can be used to represent the remote UE, instead of using 24-bit L2 address. This could be similar to the “UE ID” filed used in Rel-17 SRAP header, which is only 8-bit long. However, there will be some added complexity in control plane procedures because how to allocate this “local UE ID” is to be specified in control plane procedures (e.g., PC5-RRC procedure). 
Proposal 4
RAN2 discuss whether to pursue a shorter UE ID in SRAP header for Layer-2 UE-to-UE relay instead of using 24-bit L2 address.
2.2
SRAP Control PDU
In Rel-17 Layer 2 U2N relay design, the “D/C” bit is introduced in SRAP header as SRAP protocol layer is expected to have control PDUs similar to other user plane protocols. However, due to the time limit and workload concerns, there is no any SRAP control PDU specified in Rel-17.

In general, we think SRAP layer provides a unique opportunity for relay UE to fine-tune its forwarding operation for each end-to-end radio bearer. From this perspective, the SRAP control PDU will be useful to deliver “dynamical” information critical to help relay UE making scheduling decisions to guarantee QoS for an end-to-end SLRB. For example, the source remote UE may temporarily adjust “remaining PDB” requirements for relay UE to be used in the 2nd PC5 hop scheduling, e.g., based on short-term variations of in the scheduling delay in the 1st PC5 hop. In another example, the source remote UE may identify one bearer as “urgent” in a SRAP control PDU, so that the SRAP PDU(s) of this end-to-end radio bearer can preempt other traffic buffered in relay UE temporarily.
In summary, we think it is proper for RAN2 to support SRAP control PDU in Rel-18 work, mainly aims to improve the QoS for end-to-end PDCP traffic. Details of the SRAP Control PDU(s) can be further discussed.
Proposal 5
Support SRAP control PDU design to enhance the relay UE’s operation of end-to-end radio bearer. Details of Control PDU(s) can be further discussed.
3 Conclusion
In this contribution, we discussed the SRAP layer design issues for Layer 2 UE-to-UE relay. We have the following observations:
Observation 1: 
To differentiate traffic multiplexed for N target remote UEs, the identifier of target remote UE needs to be in the first PC5 hop SRAP header.

Observation 2: 
To differentiate traffic multiplexed from N source remote UEs, the identifier of source remote UE needs to be in the 2nd PC5 hop SRAP header.

Then, we have the following proposals:

Proposal 1
SRAP header is used to identify end-to-end SLRB between two remote UE.

Proposal 2
RAN2 consider whether to include both L2 IDs of end-to-end PC5 link in the SRAP header in both hops, or pursue an optimization to only include one single L2 ID per each PC5 hop. 
Proposal 3
RAN2 send LS to SA2 to ask whether the L2 IDs used to identify end-to-end PC5 link in Layer-2 U2U relay will be the same L2 ID used by remote UE for the per-hop communication between L2 U2U remote UE and L2 U2U relay UE. 

Proposal 4
RAN2 discuss whether to pursue a shorter UE ID in SRAP header for Layer-2 UE-to-UE relay instead of using 24-bit L2 address.
Proposal 5
Support SRAP control PDU design to enhance the relay UE’s operation of end-to-end radio bearer. Details of Control PDU(s) can be further discussed.
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