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Introduction
This is summary document for agenda 8.2.3. This document summarizes proposals in the following tdocs contributed in agenda 8.2.3.
	[1]
	R2-2211227
	Discussion on RAT dependent integrity
	CATT

	[2]
	R2-2211231
	Discussion on RAT-dependent integrity
	vivo

	[3]
	R2-2211251
	Discussion on RAT-dependent Integrity
	Huawei, HiSilicon

	[4]
	R2-2211463
	Integrity for RAT dependent positioning methods
	Intel Corporation

	[5]
	R2-2211838
	Consideration on RAT-dependent integrity
	OPPO

	[6]
	R2-2211918
	Considerations on some aspects for integrity of RAT dependent positioning
	Sony

	[7]
	R2-2212050
	Discussion on RAT-dependent  integrity
	Lenovo

	[8]
	R2-2212074
	Discussion on RAT-dependent positioning integrity
	Xiaomi

	[9]
	R2-2212170
	Discussion on solutions for integrity of RAT-dependent positioning techniques
	Spreadtrum Communications

	[10]
	R2-2212242
	Integrity of NR Positioning Technologies
	Qualcomm Incorporated

	[11]
	R2-2212358
	Text proposal and Signaling for Integrity Computation at LMF
	Ericsson

	[12]
	R2-2212361
	Text proposal and Signaling for Integrity Computation at LMF
	Ericsson

	[13]
	R2-2212505
	Use of DNU flag for RAT-dependent positioning integrity
	Nokia, Nokia Shanghai Bell

	[14]
	R2-2212509
	Discussion on RAT-dependent Integrity
	InterDigital Communications

	[15]
	R2-2212564
	Discussion on RAT dependent integrity
	BUPT

	[16]
	R2-2212625
	Discussion on the integrity issues
	CMCC

	[17]
	R2-2212684
	Discussion on RAT-dependent methods positioning integrity
	ZTE Corporation

	[18]
	R2-2212711
	Further considerations on LPHAP
	CMCC

	[19]
	R2-2212884
	Discussion on RAT-dependent integrity
	Samsung Electronics Romania



Questions are to be answered only during the [AT] phase of the offline discussion. 
Discussion on open issues
The tdocs raised the following issues and solution proposals.
Please note that the topics raised by more than one company are listed up here.
1. DNU usage [1], [2], [3], [4], [7], [8], [9], [10], [13], [14], [17] and [19]
2. LMF-based integrity signalling; [1], [3], [4], [6], [7], [8], [9], [11] and [16] 
3. Error sources for RAT-dependent integrity [2], [3], [4], [5], [17]
4. RAT-dependent integrity alerts to LMF [7], [14]
5. Mode1 and Mode2 of integrity results reporting [9], [14]
DNU usage 
Here are the DNU related proposals and observations.
	Company
	Is DNU flag used?
	Opinion

	CATT [1]
	No
	Proposal 1: RAN2 to agree DNU is not introduced for RAT-dependent integrity.

	Vivo [2]
	No
	Observation 2:	The legacy DNU is used by network to take control over the exact GNSS information that UE may exploit for both integrity and positioning calculation.
Observation 3:	The current scheme of RAT-dependent positioning achieves the usage of “DNU” inherently by simply not providing the corresponding TRP’s information no matter from the network side or the UE side.
Proposal 5:	No need to introduce the DNU flag for RAT-dependent integrity.

	Huawei/HiSilicon [3]
	Partially Yes
	Proposal 1:Discuss whether the DNU flag can be applied to the measurement related error sources for LMF-based integrity calculation.
Proposal 2:DNU flag for assistance data is not necessary for RAT-dependent positioning integrity

	Intel [4]
	No
	Proposal 1: Integrity parameter DNU is not applicable for integrity operation for RAT dependent positioning.

	Lenovo [7]
	Yes
	Proposal 5: Support to indicate the DNU presence in the integrity principal equation, the DNU flag is introduced to support integrity results calculation. FFS the signalling design of the DNU for RAT-dependent positioning.

	Xiaomi [8]
	No
	Observation 1: The assistance data for the GNSS positioning integrity is determined by the GNSS system, and the LMF only forwards it to the UE, the DNU flag is needed since the LMF can’t change the assistance data from the GNSS system. For the RAT-dependent positioning integrity, the LMF determines the assistance data for UE based positioning integrity.
Observation 2: If the assistance data for RAT-dependent positioning integrity can’t be used by the UE, the LMF should not provide it to the UE or update the assistance data accordingly.
Proposal 3: There is no need to introduce the DNU flag for RAT-dependent positioning integrity.

	Spreadtrum [9]
	Yes
	Proposal 4: DNU flag can be used for measurements reports to indicate which measurement result can be used to integrity calculation.

	Qualcomm [10]
	Yes
	Observation 7:	The 'DNU Flags' are of paramount importance for integrity related applications, e.g. because the assistance data for the NR positioning technologies are typically rather long-term valid.
Proposal 2:	The DNU flags are provided per TRP and per error contribution (e.g., TRP location, RTD, beam information, etc.).

	Nokia [13]
	Yes
	Proposal: The use of DNU flag and the concept of Integrity Alerts are adopted for RAT-dependent positioning integrity and the Equation 8.1.1a-1 in TS 38.305 is reused as is for RAT-dependent positioning integrit

	InterDigital [14]
	No
	Proposal 5: 	Study further benefits of DNU for RAT dependent positioning

	ZTE [17]
	Yes
	Proposal 1: Support to reuse DNU in RAT-dependent positioning integrity. Study the following DNU flag configurations:
	DNU flags can be configured in the DL assistance data in 37.355
	DNU flags can be configured in the UL assistance data in 38.455
Proposal 2: Support to reuse DNU in RAT-dependent positioning integrity. Study the following DNU flag configurations:
	DNU flags can be reported in the UE measurement report
	DNU flags can be reported in the TRP measurement report

	Samsung [19]
	Yes
	Observation 1. R17 DNU has different background from R18 RAT-dependent integrity case, and DNU flag might be indicated implicitly by not including the information in the Integrity Assistance Information for R18.
Proposal 2. RAN2 use DNU flag in the integrity assistance information message for the case that subset of information given for positioning measurement/location estimate purpose in AD needs to be excluded for the integrity calculation purpose. 
Proposal 3. RAN2 discuss on the usage (i.e., to reuse or not) of DNU condition, and the explanation of DNU condition in the Equation of integrity principle in 38.305 with the newly agreed DNU flag.



5 companies out of 12 said DNU flag is not necessary.
7 companies out of 12 proposed to use DNU for RAT-dependent integrity.
Huawei/HiSilicon [3] mentioned “the error sources for LMF-based integrity also include measurements error in addition to assistance data error sources, so we need to discuss whether the "DNU flag" is also applicable to the measurements related errors, e.g. to indicate whether the measurement results can be utilized for integrity calculation.” and so there are 2 types of DNU flags; one indicating the validity of the assistance data for UE-based integrity/LMF-based integrity and the other for the measurements related errors for LMF-based integrity. 
For the DNU of the assistance data, the assistance data transmission is under gNB/LMF control and so gNB/LMF just need to stop delivering the assistance data when DNU=true needs to be present for the assistance data. The oppornents of DNU flag have very similar view as Huawei/HiSilicon for DNU indicating the validity of the assistance data.
For the DNU of the measurements related errors, Huawei/HiSilicon claimed “we think it may be necessary. For example, even if the measurement error (e.g., RSTD measurement) cannot be used for integrity calculation, the corresponding integrity related information (e.g., distribution, mean and/or standard deviation for integrity overbounding model, range) may still be helpful for position calculation.” Lenovo [7] and Spreadtrum [9] showed the very similar views.
For the DNU indicating validity of the assistance data, Qualcomm [10], Nokia [13], ZTE [17] and Samsung [19] claimed that the DNU flag is useful because even the unhealthy assistance data not usable for integrity could be used for something else thus, they claim that DNU is useful even if gNB/LMF can stop delivering the assistance data if that’s invalidated (see more details below.)
Qualcomm [10] claimed “deploying "do not use" flags for GNSS ensure users drop satellites/assistance data that may be unhealthy or performing poorly. For example, orbit and clock data may be computed separately from atmospheric errors such that the UE can fall back to PPP with integrity in the case the PPP-RTK chain is unavailable, etc..  The same argumentation applies to NR positioning technologies: If e.g., beam antenna information is not available (DNU), the UE can fall back to bore-sight direction information; or if RTD information is not available (DNU), the UE may fall back to DL-AoD, etc.” and so they concluded “The 'DNU Flags' are of paramount importance for integrity related applications.”.
Nokia [13] pointed out “even if the alert indicates to not use the corrections assistance data for integrity applications, the provided assistance data can nevertheless be used to estimate position, although not meeting the integrity requirements of the application.”
ZTE [17] mentioned “In our understanding, the DNU flag is beneficial in DL assistance data, since not all the TRP’s measurement has impact on the integrity calculation. Taking DL positioning for example, the PRS measurements with low RSRP (which may be generated from a TRP that is very far from the UE, PRS reception quality is rather poor) should not be taking into consideration when integrity is calculated.”
Samsung [19] also said “there is a possibility to use this flag in the Assistance information for RAT-dependent integrity. For example, AD has the all the required information for the positioning measurement / and location estimate, however some of them might not be used for the integrity calculation. In this case, including all the information in the AD but indicating DNU to the subset of that given information seems reasonable way to signal.”
By considering the technical arguments from them, RAN2 could discuss the following proposal.
Proposal 1: use DNU flag for RAT-dependent integrity 	

LMF-based integrity signalling
In last RAN2 meeting, RAN2 agreed the signalling procedure for UE-based integrity mode but the one hasn’t yet been defined for LMF-based integrity mode. 97 contributions discussed about the signalling.
[1], [3], [4], [6], [7], [8], [9], [11] and [16] proposed LMF-based integrity signalling related proposals and that should be defined by end of the study item phase.

UE capability for RAT-dependent integrity
[4], [8], [9] and [11] discussed the UE capability for the RAT-dependent positioning integrity and proposed to apply the same for Rel-18 positioning.
[4] justified their proposal by saying “In Rel-17, we introduced GNSS positioning integrity for UE. For the RAT-dependent positioning integrity, it is a straightforward way to follow the Rel-17 to define the positioning integrity capabilities for each positioning method, which includes error source receiving, error source reporting and positioning integrity result reporting.” 
It’s still study phase and so RAN2 doesn’t need to discuss the contents of the UE capabilities for RAT-dependent integrity but we have enough majority to discuss the following proposal.
Proposal 2: UE sends capability info to LMF on integrity for the LMF-based integrity. Details of UE capabilities are discussed in the normative work.

Call-flow
Firstly, [1] mentioned “For LMF-based integrity for DL positioning, the positioning integrity calculation is performed by LMF. To assist the LMF to make positioning integrity calculation, the UE originated error sources as well as the NG-RAN node originated error sources should be provided to LMF.” 
[1] also provided the following figure.



Figure 1: LMF-based integrity for DL positioning procedure
Secondaly, [1] discussed about UL positioning procedure and said “For LMF-based integrity for DL&UL positioning, the positioning integrity calculation is performed by LMF. To assist the LMF to make positioning integrity calculation, the UE originated error sources as well as the NG-RAN node originated error sources should be provided to LMF. Further, the UE originated error sources can be directly provided to LMF via the current LPP provide location information message directly.”
[1] also provided the following figure.



Figure 2: LMF-based integrity for UL positioning procedure
However, Lenovo pointed out that RAN1 hasn’t yet identified any UE originated erros for UL based positioning and so steps 2a/2b are unnecessary. Thus, the rapporteur suggests removing step 2a/2b from Figure 2.
Thirdly, [1] discussed the LMF-based integrity for DL&UL positioning as well. [1] said “For LMF-based integrity for DL&UL positioning, the positioning integrity calculation is performed by LMF. To assist the LMF to make positioning integrity calculation, the UE originated error sources as well as the NG-RAN node originated error sources should be provided to LMF. Further, the UE originated error sources can be directly provided to LMF via the current LPP provide location information message directly.”



Figure 3: LMF-based integrity for DL&UL positioning procedure
[4] discussed the LMF-based integrity procedure too and proposed the following procedure;
-	UE sends capability info to LMF on integrity for LMF-based mode using LPP capability transfer procedure
-	LMF sends the request of assistance data for integrity Error sources to UE for integrity of LMF-based mode (FFS on the message name)
-	LMF sends the request of assistance data for integrity Error sources to RAN for integrity of LMF-based mode (FFS on the message name)
-	UE sends error resources to LMF using LPP message (FFS on the message name)
-	RAN sends error resources to LMF using NRPPa message (FFS on the message name)

Besides, [7], [9] and [16] had the very similar proposals for the LMF-based integrity procedure.

Proposal 3: Remove steps 2a/2b from Figure 2, then Figures 1, 2 and 3 are updated with the UE capability signalling and the updated figures are captured in the TR as baseline. Exactly what messages are used are discussed in the normative work.

Integrity KPI/integrity results transfer procedures
[6] and [7] discussed about the integrity KPI/integrity results transfer procedures.
[7] mentioned “With a Mobile Originated Location Request (MO-LR), a UE sends a request to a serving PLMN for location related information for the UE. In this case, the source of integrity KPI is from UE side, LMF performs the integrity calculation and then transmits the integrity results to UE or external client. RAN2 shall study the procedures and signalling on the integrity KPIs/ results transfer between UE and LMF for LMF-based integrity. Based on current MO-LR procedure, there may be two alternatives for the signalling design.
· For one option, the integrity KPIs and integrity results can be carried in MO-LR request and MO-LR response message respectively, and the detailed design may out of RAN2 scope. 
· For another option, the integrity KPIs/results transfer between UE to LMF can be carried in legacy LPP procedures, e.g., capability information, assistance data, or location information transfer. 
RAN2 should perform down-selection for above options and study the signaling design if LPP signalling is used to Integrity KPIs /results transfer for MO-LR service under LMF- based integrity mode."
[6] also showed the similar view.
However, we don’t have much time to discuss this and so RAN2 could discuss:
Proposal 4: Discuss integrity KPI/integrity results transfer procedures in normative work
Error sources for RAT-dependent integrity
[3] discussed about the error sources. [3] provided a table summarising the error sources for RAT-dependent integrity and proposed to capture the mapping between integrity definition/fields and error sources. However, RAN1 has already captured the mapping in their draft TR [20] and so that looks unnecessary. [4] also suggested to leave that up to RAN1.
RAN2 could discuss:
Proposal 54: The mapping of integrity parameters should be handled by RAN1 instead of RAN2.
However, [2] proposed the following table, which summarised the spec impacts with regard to the error sources and proposed to capture the table in TR38.859 subclause 6.1.4.
Table 1: Analysis of RAT-dependent error sources and impacted specifications
	mode
	method
	Error sources
	Category of error sources
	Spec Impact

	
	
	
	
	

	LMF-based
	DL-TDOA
	RSTD measurement
	Timing related measurement

	LPP

	
	
	inter-TRP synchronization (e.g., SFN initialization time)
	TRP-related information

	FFS:
NRPPa

	
	
	TRP location (e.g., Geographical Coordinates)
	TRP-related information

	FFS:
NRPPa

	
	UL-TDOA
	RTOA measurement
	Timing related measurement
	NRPPa

	
	
	inter-TRP synchronization (e.g., SFN initialization time)
	TRP-related information

	FFS:
NRPPa

	
	
	TRP location (e.g., Geographical Coordinates)
	TRP-related information

	FFS:
NRPPa

	
	Multi-RTT
	UE Rx-Tx time difference measurement
	Timing related measurement
	LPP

	
	
	gNB Rx-Tx time difference measurement
	Timing related measurement
	NRPPa

	
	
	TRP location (e.g., Geographical Coordinates)
	TRP-related information

	FFS:
NRPPa

	
	UL-AoA
	FFS:
Angle of arrival measurement (e.g., AoA/ZoA; or a function of AoA/ZoA)
	Angle related measurement
	NRPPa

	
	
	TRP location (e.g., Geographical Coordinates)
	TRP-related information

	FFS:
NRPPa

	
	DL-AoD
	FFS:
DL PRS RSRP/RSRPP measurement
	measurement
	LPP

	
	
	TRP location (e.g., Geographical Coordinates)
	TRP-related information
	FFS:
NRPPa

	UE-based
	DL-TDOA
	TRP location (e.g., NR-TRP-LocationInfo)
	Assistance data
	LPP

	
	
	Inter-TRP synchronization (e.g., NR-RTD-Info)
	Assistance data
	LPP

	
	DL-AoD
	TRP location (e.g., NR-TRP-LocationInfo)
	Assistance data
	LPP

	
	
	FFS: 
boresight direction of DL-PRS (e.g., NR-DL-PRS-BeamInfo) 
	Assistance data
	LPP

	
	
	FFS: 
beam information of DL-PRS (e.g., NR-TRP-BeamAntennaInfo)
	Assistance data
	LPP



The rapporteur thinks RAN2 could be a right place to discuss about the spec impact and so it’s better to discuss that. However, the above table includes some incorrect information such as “inter-TRP synchronization (e.g., SFN initialization time)”, which has already been updated by RAN1 to “Inter-TRP synchronization (e.g., NR-RTD-Info in [16])” and so RAN2 should focus on the right most column (i.e. spec impact) while RAN1 provides the details of the remaining part. 
Thus, RAN2 could discuss;
Proposal 65: RAN2 discuss the spec impact of RAT-dependent error sources based on the error sources found by RAN1.


RAT-dependent integrity alert to LMF 
[7] and [14] discussed about the integrity alert for the case that the positioning errors exceed a limit value.
[7] claimed “In GNSS integrity, Integrity Service Alerts provide information on whether the service can be used for integrity, and the alert may be issued when positioning errors exceeds a limit value. If an Integrity Service Alert is issued, then the corresponding positioning solutions may be unavailable to generate the position results. The alert output could be also used for RAT-dependent positioning solutions, when some defined integrity information or events are detected from UE or network side. The integrity alert output is performed for both UE-based and LMF-based integrity modes to inform the preventative or remedial actions required by the positioning system.” Besides, [14] claims the similar argument.
RAN2 could discuss;
Proposal 76: Integrity alert output is performed when some defined integrity information or events are detected for both UE-based and LMF -based integrity modes.
 

Mode1 and Mode2 of integrity results reporting 
[9] and [14] discussed about mode 1 (PL report) and mode 2 (integrity flag reporting).

[14] explained Mode 1 and Mode 2 as follows:
The modes for reporting of the calculated integrity result discussed during Rel-17 are as follows [21], [22]:
· Mode 1 of Integrity Result Reporting: PL Reporting
· Mode 2 of Integrity Result Reporting: Integrity Event Flagging
[9] explained further “For mode 1, the integrity computing entity calculates the PL. Then, the calculated PL is directly reported to where the LCS client resides (Network or UE). For mode 2, the integrity computing entity calculates the PL. Then, the integrity computing entity further compares the calculated PL with the given AL to determine if the positioning system is still available to offer trustable position estimation. Thus, the integrity computing entity may only have to report a binary flag (0 and 1) to indicate whether the positioning system is available or not.”
RAN2 could discuss;

[bookmark: _Hlk115381771]Proposal 87: 	Support both Mode 1 (PL reporting) and Mode 2 (integrity flag reporting) reporting of integrity result for RAT-dependent positioning


The feasibility of decoupling the entity for integrity computation from the one for positioning computation 
[2] and [5] discussed about the feasibility of decoupling the entity for integrity computation from the one for positioning computation.
[5] pvoided the following observations;
Observation 1: if UE serves the positioning entity and the LMF serves as the integrity computation entity, for applying the DL positioning result in practice for positioning integrity-sensitive services, the UE needs to wait at least two pieces of LPP msg transmission and processing time to obtain the related positioning integrity result from the LMF.
Observation 2: if LMF serves the positioning entity and the UE serves as the integrity computation entity, for applying the DL positioning result in practice for positioning integrity-sensitive services, the UE needs to wait for at least two pieces of LPP msg transmission and processing time to obtain the related positioning integrity result from the LMF.
Then, [5] proposed not to decoouple the entity for integrity computation from the one for positioning computation.
[2] mentioned “In our understanding, integrity result is of dependency to the positioning methods and assessment entity. The decoupling may introduce unnecessary signaling costs with little reward. Therefore, the entity that undertakes the responsibility of position calculation is obliged to determine the integrity results. That is, UE-based integrity is applied to UE-based positioning methods and LMF-based integrity is applied to UE-assisted and gNB-assisted positioning methods.” 
Then [2] provided the following observation and proposal.
Observation 1:	Integrity result is related to the positioning methods and assessment entity.
[bookmark: _Hlk114847848]Proposal:	The position calculation and integrity calculation shall be performed at the same entity.
RAN2 could discuss;
Proposal 9: 	The position calculation and integrity calculation shall be performed at the same entity.
Conclusion
This is summary document for agenda 8.2.3. This document summarizes proposals in the referenced contributions.
Proposal 1: use DNU flag for RAT-dependent integrity
Proposal 2: UE sends capability info to LMF on integrity for the LMF-based integrity. Details of UE capabilities are discussed in the normative work.
Proposal 3: Remove steps 2a/2b from Figure 2, then Figures 1, 2 and 3 are updated with the UE capability signalling and the updated figures are captured in the TR as baseline. Exactly what messages are used are discussed in the normative work.
Proposal 4: Discuss integrity KPI/integrity results transfer procedures in normative work 
Proposal 45: The mapping of integrity parameters should be handled by RAN1 instead of RAN2.
[bookmark: OLE_LINK1]Proposal 56: RAN2 discuss the spec impact of RAT-dependent error sources based on the error sources found by RAN1.
Proposal 67: 	Integrity alert output is performed when some defined integrity information or events are detected for both UE-based and LMF -based integrity modes.
Proposal 78: 	Support both Mode 1 (PL reporting) and Mode 2 (integrity flag reporting) reporting of integrity result for RAT-dependent positioning
Proposal 9: 	The position calculation and integrity calculation shall be performed at the same entity.
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