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1.	Introduction
RAN2 made the following Agreements on the Integrity for NR Positioning Technologies [1],[2]:
Agreements:
RAN2 to confirm the integrity principle of operation defined in the section 8.1.1a of TS38.305, including integrity definition (e.g., Error, Bound, Time to Alert, DNU, Residual Risk, irMinimum, irMaximum and Correlation Times; FFS if all parameters are needed in the RAT-dependent case), Equations for the GNSS integrity are reused for RAT dependent positioning methods.  
RAN2 may add the mapping between Integrity definition/Fields (Integrity Alerts, error bounds (mean, StdDev), Residual Risks, Integrity correlation times ) and Error sources/assistance data for RAT-dependent positioning methods later once RAN1 identifies new error sources.  

Agreement:
RAN2 study the usage of DNU flag for the RAT-dependent positioning integrity (assuming RAN1 agree to leave it to RAN2) and conclude on whether to indicate the DNU presence in the integrity principle equation.

Agreement:
RAN2 will study the both UE-based and LMF-based integrity for RAT-dependent cases.
	
Agreement:
RAN2 agree that R17 UE-based integrity mode signaling can be used as baseline with the following aspects:
-	UE sends capability info to LMF on integrity for UE-based mode using LPP capability transfer procedure
-	LMF sends the assistance data for integrity calculation to UE for integrity of UE-based mode
-	LMF sends integrity requirement e.g., TIR to UE in LPP request location information message for integrity of UE-based mode
-	UE sends integrity result to LMF using LPP location information Transfer message 

Agreement:
LMF provides, in assistance data, the information of error sources (e.g., originated from RAN node) to UE for integrity in UE-based mode.

Although, it was agreed to use the integrity principle of operation as defined in the section 8.1.1a of TS 38.305 for the NR location technologies, there is still no conclusion on whether all the integrity parameter defined in section 8.1.1a of TS 38.305 are needed for the NR positioning technologies. In particular:
	"RAN2 study the usage of DNU flag for the RAT-dependent positioning integrity (assuming RAN1 agree to leave it to RAN2) and conclude on whether to indicate the DNU presence in the integrity principle equation."
RAN1 agreed the following at RAN1#110bis [3]:
Agreement
•	From RAN1 perspective, study of the application of DNU flag for determination of positioning integrity is within the scope of RAN2 discussion.

During RAN2#119bis-e, a text proposal was developed during email discussion [AT119bis-e][429][POS] [4]. In this text proposal, several modifications to the 'Integrity Principle of Operation' as defined in TS 38.305 [5] were proposed, incl. [6]:
(1.) "DNU Flags" are set to FFS (according to agreements above) and an Editor's Note is added:
"Editors note: the DNU flag and its related description will be removed or updated later, if RAN2 conclude there is no need to indicate the DNU presence in the integrity principle equation."
(2.)		"Assistance data" has been replaced by "error source" throughout the TP, e.g.:
	"The integrity risk probability is decomposed into a constant Residual Risk component provided in the error source as well as a variable IRallocation component that corresponds to the contribution from the Bound according to the Bound formula in Equation 6.1.2.1-2."
	"Equation 6.1.2.1-1 holds for all error sources that have been issued that are still within its validity period."
	etc.
(3.)		UEs are proposed to be monitored by the network (?):
	"Only UEs and TRPs for which the integrity error sources are provided are monitored by the network and can be used for integrity related applications."
(4.)		The bound formulas have been replaced by FFS ("FFS the equation of bound", "FFS the distribution of K", 	"FFS the IRallocation") with an Editor's Note:
		"the modelling of the error sources depend on RAN1, and the FFS will be updated later once RAN1 finalize 	the modelling of the error sources." 
		However, RAN1 is already using the 'Integrity Principle of Operation' as well [7]:
			Agreement
			For the purpose of discussion of error sources, reuse the definitions for RAT-dependent integrity and update 			the references to GNSS in Section 8.1.1a in TS38.305 to also include RAT-dependent methods.

(5.)		Correlation Times have been set to FFS.

In this contribution, we recap the integrity principle which then results in various comments on the items (1)-(5) above. 
2.	Recap of Integrity for NR Positioning Technologies
Integrity
Integrity is generally defined as a measure of the level of trust that can be placed in the correctness of the information supplied by a navigation system for a specific application. Integrity of a navigation system includes the ability to provide users timely information on the level of trust that can be placed in the evaluated position. 
Protection Level
This trustworthiness is defined by the protection level associated with a given navigation solution. Many of the concepts related to GNSS integrity originated from the development of the Wide Area Augmentation System (WAAS). The integrity concept was formalized by the Stanford Integrity Diagram, which outlines the key concepts related to integrity [8].
The protection levels are computed based on the expected behaviour of the error sources encountered in a positioning system. A general definition of the Protection Level (PL) is as follows:
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where  is the user position error standard deviation at receiver level and B is a bias term related to all possible biases included in the measurements. Single measurement variances can be represented as follows:
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where is the variance of the specific error source (which depends on the NR positioning method) for TRP i. The Q‑function is the tail distribution function of the standard normal distribution. In other words, Q(t) is the probability that a normal (Gaussian) random variable will obtain a value larger than t standard deviations.

Observation 1:	To leverage the PL definition, the individual error source distributions are modelled as Gaussian distribution.
Error Sources
To define the integrity risk of a positioning system, it is necessary to understand its error sources, threat models, frequency of occurrences and potential failure modes. Many threats could render a positioning system (location service)  unavailable. For the NR positioning technologies, the error sources may include (pending RAN1 conclusions – see Annex A):
(a)	TRP Location Information (NR-TRP-LocationInfo);
(b)	TRP Time Synchronization Information (NR-RTD-Info);
(c)	FFS: Beam Bore-Sight Direction (NR-DL-PRS-BeamInfo);
(d) FFS: Beam Antenna Information (NR-TRP-BeamAntennaInfo);
(e)	FFS: DL-PRS Configuration Information (e.g., ExpectedRSTD / expectedAoD/AoA);
(f)	FFS: Potential new assistance data added in Rel-18, for example, related to carrier phase positioning;
(g)	UE/TRP local measurement errors (e.g., due to noise/interference, multipath, etc.).

Based on the error sources above, it is necessary to convert this information into a format that can be used by the position calculation engine to derive protection levels for each fix/solution. The terms (a)-(f) can derived from the real-time reference network (see below). The term (g) is typically the most difficult to determine, as the value is highly dependent on implementation/algorithm used. For the NR positioning technologies, the UE is typically assumed to make a single measurement/sample (e.g., TS 38.133 [13]). Obviously, it is not possible to determine any error statics/probabilities from a single sample.
Integrity Bounds and Residual Risks
To properly quantify the Protection Level, the network ensures that the probability of an unflagged incidence (not DNU) of an error exceeding the corresponding bound is less than a specified threshold [9]:
	𝑃(𝐼𝑛𝑡𝑒𝑔𝑟𝑖𝑡𝑦 𝐸𝑣𝑒𝑛𝑡)=𝑃(𝐸𝑟𝑟𝑜𝑟>𝐵𝑜𝑢𝑛𝑑 | 𝑁𝑂𝑇 𝐷𝑁𝑈) <= Threshold
	(5)


which is typically decomposed into Fault and Fault-free cases:
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Each of these cases can be assigned a probability upper bound:	
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which results in the 'Integrity Principle of Operation' defined in TS 38.305 [5]:
	P(Error > Bound for longer than TTA | NOT DNU) <= Residual Risk + IRallocation             
	(9)


for all the errors which have corresponding integrity assistance data available and where the corresponding DNU flag(s) are set to false. This decomposes the risk into a fixed part to be provided in the Assistance Data (Residual Risk), plus a variable component that scales with the Bound (IRallocation):

	Bound = mean + K * stdDev
	(10)

	K = normInv(IRallocation / 2)
	(11)

	irMinimum ≤ IRallocation ≤ irMaximum
	(12)


(Compare equations (1)-(3))
Gaussian Overbounding
The bound formula describes a bounding model including a mean and standard deviation. Each error of the NR location technologies (A, B, C, … in equation (4)) will be distributed according to some statistical distribution. In general, it is not possible to know the true distribution of the errors. Different errors may also have a different distribution (e.g., RTDs vs. ARP locations) and the true distribution highly dependents on implementation (e.g., TRP clock steering/adjustment algorithms, etc.). The true distribution can be approximated with a Gaussian distribution that is conservative, i.e., it "overbounds" the true distribution and never under-estimates the probability of an error of a given magnitude. The goal is to find a Gaussian distribution that can be used instead of "true distribution" in the integrity calculations and that will result in an upper bound of the integrity risk. One principle is to inflate the sigma, such that the error distribution (characterized by σ) overbounds all reasonable error distributions out to the probabilities assumed in the computation of the PLs. The inflation generates conservative Gaussian models, called "overbounds". 

Observation 2:	The process of replacing an actual distribution with a simplified, conservative error model is called overbounding.
Observation 3:	To leverage the PL definition, the idealized overbound must be Gaussian.

Since real error distributions tend to have non-zero mean and "fat tails" that would require a very conservative value of σ to overbound the distribution (resulting in over-inflated Protection Levels), a pair of bounds can be used, rather than a single bound, to represent the actual error distribution. The true distribution is bounded by two non-zero mean Gaussians, shifted by -𝜇 and +𝜇. This allows for a tighter bound that is still an overbound across the whole distribution.
In effect, distribution anomalies are converted into biases (e.g., [10]). The "Paired Overbounding" theorem guarantees bounding after a convolution operation (i.e., probability distribution for a sum of errors).

Observation 4:	Paired Overbounding uses a pair of bounds, rather than a single bound, to represent the actual error distribution.
In order to implement the paired-Gaussian bound, it is necessary to incorporate the bias parameters for each error source into the PL computation as shown in equations (1) and (10).
The difference compared to GNSS is solely on the different error sources applicable to the various NR positioning technologies (see Error Sources above).
Observation 5:	The paired Gaussian Overbounding (as used for GNSS in [5]) can also be applicable to the NR positioning technologies.

Network Integrity Monitoring
How the final protection level is derived by a position engine is left to implementation and several approaches can be used. The equation (4) can be used to describe the overall error contribution for each measurement. The terms  are derived from real-time reference network measurements. For GNSS, such reference networks are typically maintained by GNSS service providers and how an LMF obtains the data is left to deployment. For NR positioning technologies, a similar reference receiver network is required to monitor the system to ensure its integrity. For NR, this could for example be realized using PRUs, but should also be left to deployment/implementation. 
[bookmark: _Hlk117474547]Proposal 1:	How an LMF obtains the integrity assistance data (e.g., using a reference receiver network/PRUs)  should be left to implementation/deployment. 

Obviously, the information of the system error sources (assistance data)  needs to be available at the position engine, which in case of UE-based mode is located in the UE and in case of UE-assisted mode located in the LMF.  
Observation 6:	The Protection Level is determined by the entity which hosts the position calculation engine; i.e., by the UE for UE-based mode or LMF for UE-assisted mode. The same integrity assistance data need to be available at the LMF for both position modes but need to be provided to the UE for UE-based mode.

Integrity Alerts ("Do Not Use" Flags)
As discussed in [9] (and specified in [11]), if a DNU flag is issued then the UE shall not utilize the corresponding assistance data for the purposes of computing an integrity solution (while the assistance data still may be utilized for positioning). 
The reason for providing these DNU flags is that the UE must fail safe even in the event of a loss of connectivity [9]. This means that the UE must receive an affirmative signal that the bounds are still valid within the TTA, otherwise it must assume that a feared event may have occurred and the notification was not delivered.
NR Assistance Data provided point-to-point have no explicit validity time. For the broadcast assistance data (posSIB) an expiration time (aka validity time) may be available.
Some assistance data are typically rather long-term valid, such as for example NR-TRP-LocationInfo, or NR-DL-PRS-BeamInfo. Others may change more frequently, like e.g., NR-RTD-Info, but also the NR-DL-PRS-AssistanceData (DL-PRS configuration) may change 'suddenly' (e.g., in the case of on-demand DL-PRS). The UE may have stored assistance data available (which have not expired), e.g., from broadcast or from pre-configuration. 
Therefore, it is of paramount importance for integrity that the UE will receive an alert when the error bound for a specific parameter has been exceeded (or if a certain parameter is not valid anymore (e.g., because of change of DL-PRS configuration)). If the network detects a feared event in the window between regular assistance data updates the DNU flags are set to 'true'. The DNU flags must be provided more frequently (according to the Time-to-Alert (TTA) requirements) so that the assistance data (e.g., obtained from broadcast or pre-configured) can be invalidated quickly. The DNU messages are essentially an affirmative signal that indicates that the bounds are still valid within the TTA; otherwise, the UE assumes that a feared event may have occurred, and the notification was not delivered; see e.g., equation (5) and discussion in [9].

Observation 7:	The 'DNU Flags' are of paramount importance for integrity related applications, e.g. because the assistance data for the NR positioning technologies are typically rather long-term valid.
Observation 8:	The 'DNU Flags' are an inherent component of the 'Integrity Principle of Operation' (e.g., equation (5)).

For GNSS, the granularity of the DNU flags is currently as follows [11]:
-	per GNSS,
-	per SV,
-	per Signal,
- 	per ionospheric correction,
-	per tropospheric correction.
Employing "do not use" flags for GNSS ensure users drop satellites/assistance data that may be unhealthy or performing poorly. For example, orbit and clock data may be computed separately from atmospheric errors such that the UE can fall back to PPP with integrity in the case the PPP-RTK chain is unavailable, etc..  The same argumentation applies to NR positioning technologies: If e.g., beam antenna information is not available (DNU), the UE can fall back to bore-sight direction information; or if RTD information is not available (DNU), the UE may fall back to DL-AoD, etc.

Proposal 2:	The DNU flags are provided per TRP and per error contribution (e.g., TRP location, RTD, beam information, etc.). 

Integrity Correlation Times
UEs which may make use of  time-based estimation techniques such as Kalman Filtering must also be provided with information about the time correlation of the errors. For GNSS, the assistance data may include the 'correlation times', defined as the minimum time interval beyond which two sets of assistance data parameters for a given error can be considered to be independent from one another. 
An implementation typically uses the same integrity algorithm/principles for all supported positioning technologies, in particular if the position calculation is hybrid (e.g., GNSS+Sensors+NR, etc.). Therefore, a UE may use a sequential integrity monitoring algorithm also for the NR positioning technologies.

Proposal 3:	The 'Integrity Correlation Times', defining the minimum time interval beyond which two sets of assistance data parameters for a given error can be considered to be independent from one another, should also be provided for the integrity assistance data for NR to allow the use of time-based estimation techniques (e.g. Kalman Filtering) in addition to snapshot-based techniques.

3.	Comments on the Text Proposal in [6]
Based on the discussion in section 2 above, we can make the following observations related to the items (1)-(5) in section 1:
(1.) "DNU Flags" are set to FFS (according to agreements above).
Comments: 
-	The 'DNU Flags' are of paramount importance for integrity related applications, e.g. because the assistance data for the NR positioning technologies are typically rather long-term valid (at least longer than a typical TTA).
-	The 'DNU Flags' are an inherent component of the 'Integrity Principle of Operation' (e.g., equation (5)).
-	An implementation typically uses the same integrity algorithm/principles for all supported positioning technologies, in particular if the position calculation is hybrid (e.g., GNSS+Sensors+NR, etc.). Therefore, different 'integrity principles' for different positioning technologies should not be considered.

(2.)		"Assistance data" has been replaced by "error source" throughout the TP, e.g.:
	"The integrity risk probability is decomposed into a constant Residual Risk component provided in the error source as well as a variable IRallocation component that corresponds to the contribution from the Bound according to the Bound formula in Equation 6.1.2.1-2."
	"Equation 6.1.2.1-1 holds for all error sources that have been issued that are still within its validity period."
	etc.
Comments:
-	The integrity parameter (integrity risk, bounds, etc.) are provided in the assistance data for each error source; i.e., "assistance data" in the Integrity Principle of Operation [5] shall not be replaced by "error source".

(3.)		UEs are proposed to be monitored by the network (?):
	"Only UEs and TRPs for which the integrity error sources are provided are monitored by the network and can be used for integrity related applications."
Comments:
-	Only TRPs for which the integrity assistance data are provided are monitored by the network. Other TRPs in the assistance data may be used for positioning, but not for integrity related applications.
-	How an LMF obtains the integrity assistance data (e.g., using a reference receiver network/PRUs)  should be left to implementation/deployment.

(4.)		The bound formulas have been replaced by FFS ("FFS the equation of bound", "FFS the distribution of K", 	"FFS the IRallocation".
Comments:
-	The bound formulas are standard formulas for all known integrity principles and should not be replaced by something else without strong justification. The 'Integrity Principle of Operation' in [5] is a well-developed, coherent description where individual aspects should not be replaced in isolation.
-	An implementation typically uses the same integrity algorithm/principles for all supported positioning technologies, in particular if the position calculation is hybrid (e.g., GNSS+Sensors+NR, etc.). Therefore, different 'integrity principles' for different positioning technologies should not be considered.

(5.)		Correlation Times have been set to FFS.
Comments:
-	Correlation times are needed to allow for both, snapshot and sequential integrity monitoring.
- 	Since an implementation is using the same integrity principle/algorithm for different location technologies, the 'Integrity Correlation Times' should also be provided for the integrity assistance data for NR.


[bookmark: _Hlk117507624]Proposal 4: 	RAN2 reconfirm the integrity principle of operation defined in the section 8.1.1a of TS38.305 is reused for the NR positioning methods; i.e., it should not be modified as proposed in [6].

Proposal 5:	RAN2 reconfirm the equations for the GNSS integrity are reused for RAT dependent positioning methods.


4.	Text Proposal
As shown in [12], the 'Integrity Principle of Operation' as defined in section 8.1.1a of TS38.305 requires only small modifications to remove the GNSS specific references. This is illustrated with change bars in section 2 of [12]. 
The Text Proposal in [12] is repeated in Annex B of this contribution.

Proposal 6:	Endorse the Text Proposal for TR 38.859 in the Annex B of this contribution.

5.	Summary
In this contribution, we reviewed the integrity principle and provided various comments on the Text Proposal in [6].
The following Observations and Proposals were made.
Observation 1:	To leverage the PL definition, the individual error source distributions are modelled as Gaussian distribution.
Observation 2:	The process of replacing an actual distribution with a simplified, conservative error model is called overbounding.
Observation 3:	To leverage the PL definition, the idealized overbound must be Gaussian.
Observation 4:	Paired Overbounding uses a pair of bounds, rather than a single bound, to represent the actual error distribution.
Observation 5:	The paired Gaussian Overbounding (as used for GNSS in [5]) can also be applicable to the NR positioning technologies.
Observation 6:	The Protection Level is determined by the entity which hosts the position calculation engine; i.e., by the UE for UE-based mode or LMF for UE-assisted mode. The same integrity assistance data need to be available at the LMF for both position modes but need to be provided to the UE for UE-based mode.
Observation 7:	The 'DNU Flags' are of paramount importance for integrity related applications, e.g. because the assistance data for the NR positioning technologies are typically rather long-term valid.
Observation 8:	The 'DNU Flags' are an inherent component of the 'Integrity Principle of Operation' (e.g., equation (5)).

Proposal 1:	How an LMF obtains the integrity assistance data (e.g., using a reference receiver network/PRUs)  should be left to implementation/deployment. 
Proposal 2:	The DNU flags are provided per TRP and per error contribution (e.g., TRP location, RTD, beam information, etc.). 
Proposal 3:	The 'Integrity Correlation Times', defining the minimum time interval beyond which two sets of assistance data parameters for a given error can be considered to be independent from one another, should also be provided for the integrity assistance data for NR to allow the use of time-based estimation techniques (e.g. Kalman Filtering) in addition to snapshot-based techniques.
Proposal 4: 		RAN2 reconfirm the integrity principle of operation defined in the section 8.1.1a of TS38.305 is reused for the NR positioning methods; i.e., it should not be modified as proposed in [6].
Proposal 5:	RAN2 reconfirm the equations for the GNSS integrity are reused for RAT dependent positioning methods.
Proposal 6:	Endorse the Text Proposal for TR 38.859 in the Annex B of this contribution.
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Annex A: RAN1 Agreements on Error Sources [1],[3]
UE-based mode:
Agreement
For UE-based positioning integrity mode, at least the following are error sources in assistance data: 
· TRP location (e.g., NR-TRP-LocationInfo in TS 37.355) and Inter-TRP synchronization (e.g., NR-RTD-Info in TS 37.355) are error sources for DL-TDOA
· TRP location (e.g., NR-TRP-LocationInfo in TS 37.355) is an error source for DL-AoD
· FFS: whether boresight direction of DL-PRS (e.g., NR-DL-PRS-BeamInfo in TS 37.355) is an error source
· FFS: whether beam information of DL-PRS (e.g., NR-TRP-BeamAntennaInfo in TS 37.355) is an error source 
· FFS : Model of the error source (e.g., distribution, mean and/or standard deviation for integrity overbounding model, range)
· Other error sources are not precluded
· FFS : Applicability of the above error sources to LMF-based positioning integrity mode
· Note : Definition of “UE-based positioning integrity mode” can be found in Table 9.4.1.1.1 in TR 38.857

Agreement
Capture the following into the TR
· For UE-based positioning integrity mode, potential specification impacts related to errors in assistance data (e.g., to inter-TRP synchronization error and TRP locations) are at least enhancements in assistance data sent from the LMF to the UE (e.g., inclusion of parameters related to the error sources)  
· Note: Definition of “UE-based positioning integrity mode” can be found in Table 9.4.1.1.1 in TR 38.857

Agreement
· For UE-based positioning integrity mode, study whether boresight direction of DL PRS (NR-DL-PRS-BeamInfo) and/or beam information (NR-TRP-BeamAntennaInfo) of DL PRS are error sources or not, focusing on the following aspects:
· Granularity of boresight direction of DL-PRS and its influence on positioning integrity
· Feasibility and complexity of modeling
· Feasibility of obtaining quality/statistical parameters of beam information from the gNB
· Influence on measurement errors at the UE 
· Other aspects are not precluded
· Note: Definition of “UE-based positioning integrity mode” can be found in Table 9.4.1.1.1 in TR 38.857


UE-assisted mode:
Agreement
For LMF-based positioning integrity mode, ARP location (e.g., ARPLocationInformation in TS 38.455) is an error source for UL-AoA.
· FFS : Model of the error source (e.g., distribution, mean and/or standard deviation for integrity)
· Note : Definition of “LMF-based positioning integrity mode” can be found in Table 9.4.1.1.1 in TR 38.857
· FFS : Whether the error statistics of ARP location is available at the gNB
· Other error sources are not precluded
Agreement
For LMF-based positioning integrity mode, at least inter-TRP synchronization is an error source for UL-TDOA. 
· FFS : Specification impact of inter-TRP synchronization as an error source for UL-TDOA
· Note : Definition of “LMF-based positioning integrity mode” can be found in Table 9.4.1.1.1 in TR 38.857
Agreement
· For LMF-based positioning integrity mode, at least the followings are error sources for timing related measurements :
· RSTD measurement is an error source for DL-TDOA 
· RTOA measurement is an error source for UL-TDOA
· UE Rx-Tx time difference measurement is an error source for Multi-RTT
· gNB Rx-Tx time difference measurement is an error source for Multi-RTT
· FFS : Model of the error source (e.g., distribution, mean and/or standard deviation for integrity overbounding model, range)
· Note : Definition of “LMF-based positioning integrity mode” can be found in Table 9.4.1.1.1 in TR 38.857
Agreement
· For LMF-based positioning integrity mode, at least angle of arrival measurement is an error source for UL-AoA
· FFS : Model of the error source (e.g., distribution, mean and/or standard deviation for integrity overbounding model, range)
· FFS: The error can be expressed as the error of the AoA/ZoA in LCS or GCS or the error of a defined function of AoA/ZoA in LCS.
· Note : Definition of “LMF-based positioning integrity mode” can be found in Table 9.4.1.1.1 in TR 38.857

Agreement
· For LMF-based positioning integrity mode, TRP location (e.g., Geographical Coordinates in TS 38.455) is an error source for DL-TDOA, DL-AoD, UL-TDOA, UL-AoA and multi-RTT.
· Note: Definition of “LMF-based positioning integrity mode” can be found in Table 9.4.1.1.1 in TR 38.857
· FFS: Specification impact of TRP location as an error source for LMF-based positioning integrity mode
· FFS: Model of the error source (e.g., distribution, mean and/or standard deviation for integrity)

[bookmark: _Hlk93842271][bookmark: _Hlk93840853]Annex B: Text Proposal for TR 38.859
6.1	Integrity for RAT-Dependent Positioning Techniques
[bookmark: _Toc103272372]6.1.1	Identification of error sources
[bookmark: _Toc103272373]6.1.2	Methodologies, procedures and signalling for determination of positioning integrity
6.1.2.1	Integrity Principle of Operation
For integrity operation, the network will ensure that:
P(Error > Bound for longer than TTA | NOT DNU) <= Residual Risk + IRallocation               (Equation 6.1.2.1-1)
for all values of IRallocation in the range irMinimum <= IRallocation <= irMaximum
for all the errors in Table 6.1.4-1, which have corresponding integrity assistance data available and where the corresponding DNU flag(s) are set to false.
The integrity risk probability is decomposed into a constant Residual Risk component provided in the assistance data as well as a variable IRallocation component that corresponds to the contribution from the Bound according to the Bound formula in Equation 6.1.2.1-2. IRallocation may be chosen freely by the client based on the desired Bound, therefore, the network should ensure that Equation  6.1.2.1-1 holds for all possible choices of IRallocation. The Residual Risk and IRallocation components may be mapped to fault and fault-free cases respectively, but the implementation is free to choose any other decomposition of the integrity risk probability into these two components.
Equation  6.1.2.1-1 holds for all assistance data that has been provided that is still within its validity period. If this condition cannot be met then the corresponding DNU flag must be set.
Equation  6.1.2.1-1 holds at any epochs for which Assistance Data is provided. Providing Assistance Data without the Integrity Alerts is interpreted as a DNU=FALSE condition. For any bound that is still valid (within its validity time), the network ensures that the Integrity Alert IEs are also included in the provided Assistance Data if needed to satisfy the condition in Equation  6.1.2.1-1. It is up to the implementation how to handle epochs for which integrity results are desired but there are no DNU flag(s) available, e.g. the Time To Alert (TTA) may be set such that there is a "grace period" to receive the next set of DNU flags.
Only those TRPs for which the integrity assistance data are provided are monitored by the network and can be used for integrity related applications.
Where:
Error: Error is the difference between the true value of a parameter (e.g. ARP location, RTD, etc.), and its value as provided in the corresponding assistance data as per Table 6.1.4-1.
Bound: Integrity Bounds provide the statistical distribution of the errors. The bound is computed according to the Bound formula defined in Equation  6.1.2.1-2. The bound formula describes a bounding model including a mean and standard deviation (e.g. paired over-bounding Gaussian). The bound may be scaled by multiplying the standard deviation by a K factor corresponding to an IRallocation, for any desired IRallocation within the permitted range.
The bound for a particular error is computed according to the following formula:
Bound = mean + K * stdDev																	(Equation  6.1.2.1-2)
    K = normInv(IRallocation / 2)
   irMinimum <= IRallocation <= irMaximum
where:	mean: mean value for this specific error, as per Table 6.1.4-1
	stdDev: standard deviation for this specific error, as per Table 6.1.4-1

Time-to-Alert (TTA): The maximum allowable elapsed time from when the Error exceeds the Bound until a DNU flag must be issued.
DNU: The DNU flag(s) corresponding to a particular error as per Table 6.1.4-1. Where multiple DNU flags are specified, the DNU condition in Equation  6.1.2.1-1 is present when any of the flags are true (logical OR of the flags).
Residual Risk: The residual risk is the component of the integrity risk provided in the assistance data as per  6.1.2.1-1. This may correspond to the fault case risk, but the implementation is permitted to allocate this component in any way that satisfies Equation  6.1.2.1-1.
The Residual Risk is the Probability of Onset which is defined per unit of time and represents the probability that the feared event begins. Each Residual Risk is accompanied by a Mean Duration which represents the expected mean duration of the corresponding feared event and is used to convert the Probability of Onset to a probability that the feared event is present at any given time, i.e.
P(Feared Event is Present) = Mean Duration * Probability of Onset of Feared Event		(Equation  6.1.2.1-3)
irMinimum, irMaximum: Minimum and maximum allowable values of IRallocation that may be chosen by the client. Provided as service parameters from the Network according to Integrity Service Parameters.
Correlation Times: The minimum time interval beyond which two sets of assistance data parameters for a given error can be considered to be independent from one another.
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6.1.4	Potential Specification Impact for Integrity for RAT-Dependent Positioning Techniques
The potential specification impact for the integrity of NR Positioning Technologies comprises the following.
-	Specification of a new Alert Assistance Data element ("DNU") for each error source in Table 6.1.4-1.
-	Specification of a new Integrity Service Assistance Data Element to provide the minimum and maximum allowable values of IRallocation that may be chosen by the client.
-	Specification of the integrity bounds (mean and standard deviation of errors and error rates) for each error source in Table 6.1.4-1.
-	Specification of the residual risk component for each error source in Table 6.1.4-1.
-	Specification of the minimum time interval beyond which two sets of NR assistance data parameters for a given error can be considered to be independent from one another (Integrity Correlation Times).
-	Specification of the validity time of the integrity assistance data.
Table 6.1.4-1 shows the mapping between the integrity fields and the NR assistance data.
Table 6.1.4-1: Mapping of Integrity Parameters
	Error
	NR Assistance Data
	Integrity Fields

	
	
	Integrity Alerts
	Integrity Bounds (Mean)
	Integrity Bounds (StdDev)
	Residual Risks
	Integrity Correlation Times

	FFS
	NR-DL-PRS-AssistanceData
	
	
	
	
	

	TRP location
	NR-TRP-LocationInfo
	TRP DNU
	Mean TRP ARP Coordinates Error


Mean TRP ARP Coordinates Rate Error (FFS)
	Standard Deviation of TRP ARP Coordinates Error

Standard Deviation of TRP ARP Coordinates Rate Error (FFS)
	Probability of Onset of TRP Fault

Mean TRP Fault Duration
	TRP ARP Error Correlation Time

TRP ARP Rate Error Correlation Time (FFS)


	Boresight Direction of DL-PRS Resource (FFS)
	NR-DL-PRS-BeamInfo
	DL-PRS Resource Boresight Direction DNU
	Mean DL-PRS Resource Boresight Error


Mean DL-PRS Resource Boresight Rate Error (FFS)
	Standard Deviation of  DL-PRS Resource Boresight Error

Standard  Deviation of  DL-PRS Resource Boresight Rate Error (FFS)
	Probability of Onset of DL-PRS Resource Boresight Direction Fault

Mean DL-PRS Resource Boresight Direction Fault Duration
	DL-PRS Resource Boresight Error Correlation Time

DL-PRS Resource Boresight Rate Error Correlation Time (FFS)

	Inter-TRP synchronization
	NR-RTD-Info
	RTD DNU
	Mean RTD Error



Mean RTD Rate Error
	Standard Deviation RTD Error

Standard Deviation RTD Rate Error
	Probability of Onset of RTD Fault

Mean RTD Fault Duration
	RTD Error Correlation Time

RTD Rate Error Correlation Time

	Beam information of DL-PRS (FFS)
	NR-TRP-BeamAntennaInfo
	Beam Antenna Information DNU
	Mean DL-PRS Beam Antenna Information Error



Mean DL-PRS Beam Antenna Information Rate Error (FFS)
	Standard Deviation of DL-PRS Beam Antenna Information Error

Standard Deviation of DL-PRS Beam Antenna Information Rate Error (FFS)
	Probability of Onset of DL-PRS Beam Antenna Information Fault

Mean DL-PRS Beam Antenna Information Fault Duration
	DL-PRS Beam Antenna Information Error Correlation Time

DL-PRS Beam Antenna Information Rate Error Correlation Time (FFS)

	FFS
	NR-DL-PRS-ExpectedLOS-NLOS-Assistance
	
	
	
	
	

	FFS
	NR-DL-PRS-TRP-TEG-Info
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