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1.	Introduction
[bookmark: _Hlk117635907]The LS from SA2 in R2-2211137 [1] asks RAN2 "what parameters can be provided by the LCS client/AF or UE to the GMLC or AMF, and further forwarded to LMF. LMF may use the parameters to determine to use GNSS positioning method for integrity calculation/determination, and other behaviour corresponding to TS 38.305 clause 8.1.3.3."
The LS further notes, that "during the discussion, some companies believe the following parameters can be provided by LCS client/AF, or UE, i.e. Target Integrity Risk, Time To Alert and Alert Limit. However, other company would like RAN2 to evaluate whether these parameters are agreeable, and whether there are other parameters can be provided by LCS client/AF, or UE."
In this contribution, we discuss the information that should be provided by the LCS Client, AF, or UE.
2.	Discussion
2.1	Background
Currently, the LCS Quality of Service (QoS) is used to characterise the location request [2]. The LCS Quality of Service information is characterised by 3 key attributes:
-	LCS QoS Class (Best Effort Class, Assured Class).
-	Accuracy (Horizontal Accuracy, Vertical Accuracy).
-	Response Time (no delay, low delay or delay tolerant).
The LCS QoS may be provided by an AMF in the Nlmf_Location_DetermineLocation service operation towards the LMF to request the current location of the UE [3]:
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	hAccuracy
	Accuracy
	O
	0..1
	Horizontal accuracy
	

	vAccuracy
	Accuracy
	O
	0..1
	Vertical accuracy
	

	vertRequested
	boolean
	O
	0..1
	Vertical accuracy requested (yes/no)
	

	responseTime
	ResponseTime
	O
	0..1
	No delay, Low delay or Delay tolerant
	

	minorLocQoses
	array(MinorLocationQoS)
	C
	1..2
	If present, this IE shall contain a list of MinorLocationQoS in priority order.

When the lcsQosClass sets to "MULTIPLE_QOS", this IE shall be present, and when lcsQosClass sets to either "BEST_EFFORT" or "ASSURED" this IE shall be absent.
	MUTIQOS

	lcsQosClass
	LcsQosClass
	C
	0..1
	LCS QoS Class, see clause 4.1b of 3GPP TS 23.273 [19].
This IE shall be absent if neither hAccuracy nor vAccuracy is included.
	

	NOTE:	If the lcsQosClass set to "MULTIPLE_QOS", at least one of attributes hAccuracy, vAccuracy shall be present.



The above QoS information may be provided in a Location Request by an external LCS Client [4], AF [5], or UE [6].
The LCS QoS may then be used by an LMF to determine a suitable positioning method for the location request and the attributes associated with a positioning method. If an LPP positioning method is selected, the LCS QoS above may be converted into the LPP QoS information provided in CommonIEsRequestLocationInformation [7] to the target device:

QoS ::= SEQUENCE {
	horizontalAccuracy			HorizontalAccuracy		OPTIONAL,	-- Need ON
	verticalCoordinateRequest	BOOLEAN,
	verticalAccuracy			VerticalAccuracy		OPTIONAL,	-- Need ON
	responseTime				ResponseTime			OPTIONAL,	-- Need ON
	velocityRequest				BOOLEAN,				
	...,
	[[	responseTimeNB-r14		ResponseTimeNB-r14		OPTIONAL	-- Need ON
	]],
	[[	horizontalAccuracyExt-r15	HorizontalAccuracyExt-r15		OPTIONAL,	-- Need ON
		verticalAccuracyExt-r15		VerticalAccuracyExt-r15			OPTIONAL	-- Need ON
	]]
}

The QoS requirements should be obtained by the UE to the degree possible and it is permitted to return a response that does not fulfil all QoS requirements if some were not attainable. The single exception is the Response Time which should always be fulfilled – even if that means not fulfilling other QoS requirements.
For GNSS (and probably for the NR location technologies in Rel-18), an LMF may also provide the integrity requirements in the CommonIEsRequestLocationInformation [7]:
CommonIEsRequestLocationInformation ::= SEQUENCE {
	[...]
	qos							QoS							OPTIONAL,	-- Need ON
	[...]
	targetIntegrityRisk-r17		TargetIntegrityRisk-r17		OPTIONAL	-- Need ON
	[...]
}

TargetIntegrityRisk-r17 ::=		INTEGER (10..90)

The integrity request information (TargetIntegrityRisk) is not part of the QoS. However, similar to the QoS, the target device is permitted to return a response (i.e., Protection Level (PL)) with an 'Achievable Target Integrity Risk', which may be different to the requested TargetIntegrityRisk.
For the integrity results reporting, CommonIEsProvideLocationInformation carries the IntegrityInfo IE:
IntegrityInfo-r17 ::= SEQUENCE {
	horizontalProtectionLevel-r17		INTEGER (0..50000),
	verticalProtectionLevel-r17			INTEGER (0..50000)				OPTIONAL,
	achievableTargetIntegrityRisk-r17	INTEGER (10..90)				OPTIONAL,
	...
}

If the achievableTargetIntegrityRisk is absent, the achievable target integrity risk (TIR) is the same as the targetIntegrityRisk in CommonIEsRequestLocationInformation.
2.2	Integrity 'KPIs'
As mentioned in the LS from SA2 [1], "some companies believe the following parameters can be provided by an LCS client/AF, or UE, i.e. Target Integrity Risk, Time To Alert and Alert Limit. However, other companies would like RAN2 to evaluate whether these parameters are agreeable, and whether there are other parameters that can be provided by the LCS client/AF, or UE."
In the subsections below, we provide an evaluation on which parameter are required in a Location Request from an LCS Client, AF, or UE. 
2.2.1	Target Integrity Risk (TIR)
As clarified by integrity experts (Swift Navigation) in the recent email discussion [8], there is no general algorithm to compute a PL for an arbitrary TIR.  Any specific implementation may have only one value of TIR for which it was designed and valid (or at best a small number of discrete values of TIR) (see [8], section 3, Question 1). Therefore, the achievableTargetIntegrityRisk allows the UE to return a PL corresponding to its design value of TIR instead of the requested TIR, if they are not equal (see section 2.1 above).
Similar, a network can not support integrity for an arbitrary integrity risk. The IE GNSS-Integrity-ServiceParameters is used by the location server to provide the range of Integrity Risk for which the GNSS integrity assistance data are valid  (irMinimum, irMaximum). The maximum allowed IR (irMaximum) may be used for the computation of the probability of occurrence of fault. It may be used as the reference IR for which the bound is computed to determine the rate of onset where the bound is exceeded (fault rate). 
Since the IR can not be arbitrarily chosen, and an LCS Client does not know the capabilities of the target UE and the capabilities of the network, providing a specific value for the TIR in a Location Request is not needed. 

Observation 1:	The Target Integrity Risk (TIR) does not need to be provided by the LCS client, AF or UE in a Location Request.

2.2.2	Time To Alert (TTA)
The TTA is inherent in the 'Integrity Principle of Operation' as defined in TS 38.305 [9], which is the maximum allowable elapsed time from when an error exceeds the bound until a DNU flag must be issued. Therefore, similar to the integrity risk in section 2.2.1 above, the TTA is a network design parameter and can not be arbitrarily set/requested by an LCS Client. 
Observation 2:	The Time To Alert (TTA) does not need to be provided by the LCS client, AF or UE in a Location Request.
2.2.3	Alert Limit (AL)
The Alert Limit is connected to the PL and TTA as follows [9]:
	"Protection Level (PL): A statistical upper-bound of the Positioning Error (PE) that ensures that, the probability per unit of time of the true error being greater than the AL and the PL being less than or equal to the AL, for longer than the TTA, is less than the required TIR, i.e., the PL satisfies the following inequality: 
		Prob per unit of time [((PE>AL) & (PL<=AL)) for longer than TTA] < required TIR "
The AL has no impacts to the UE and network when requesting a location estimate with Integrity Results. The AL may be used by the requesting LCS Client, AF, or UE only to – for example – assess the positioning system availability for the intended application. 
For integrity for example, the system is available and operating safely without an integrity event (nominal operation) when the Position Error (PE) is less than the PL [10]. If the (PE>PL & PE<AL), the solution is available but contains an MI integrity event (Misleading Information) due to PE>PL. It is still operating safely given PE does not exceed the AL. If the (PE>PL & PE>AL) the solution is available but contains an HMI integrity event (Hazardous Misleading Information) due to PE>AL (see e.g., [10]). 
Since the position error (PE) is not observable, the decision of alert may be done by comparing the AL specified by the application and the PL estimated. However, this is up to the requesting LCS Client, AF, or UE.
Observation 3:	The Alert Limit (AL) does not need to be provided by the LCS client, AF or UE in a Location Request.
2.2.4	Integrity Results
Although, the SA2 LS [1] asks only for the information in the Location Request, RAN2 should also provide the information in the Location Response back to SA2, since (according to the discussion above) this information would not be exactly the same as in LPP CommonIEsProvideLocationInformation. 
The Integrity Result should include the horizontal- and vertical Protection Level as in LPP. However, in addition to the PL, the (target) integrity risk should be mandatory included in the Integrity Results. This integrity risk may be the requested TIR or the achievable TIR, dependent on what is attainable.
Observation 4:	The Integrity Results provided back to the LCS client, AF or UE should include the horizontal PL (mandatory) and vertical PL (optional), together with the associated integrity risk (mandatory).

3.	Proposal
As discussed in section 2 above, providing a specific value for the TIR, TTA, and AL in a Location Request is not needed and appears useless, since the LCS client e.g., does not know the capabilities/design values of the target UE and network.
Similar to the response time or vertical location coordinate request in the LCS QoS, a flag indicating whether Integrity Results are requested or not is sufficient in a Location Request. For example:
Definition of type IntegrityRequest
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	IntegrityRequested
	boolean
	O
	0..1
	Integrity Results requested (yes/no)
	



The Location Response back to the LCS Client, AF, or UE should include the Integrity Result in the form of the horizontal- and vertical Protection Level together with the Integrity Risk. For example:
Definition of type IntegrityResult
	Attribute name
	Data type
	P
	Cardinality
	Description

	horizontalProtectionLevel
	integer
	M
	0..50000
	Provides the HPL for the location estimate along the semi-major axis of the error ellipse. Scale factor 0.01 metre; range 0 – 500 metres (see 3GPP TS 37.355).

	verticalProtectionLevel
	integer
	O
	0..50000
	Provides the VPL for the location estimate. Scale factor 0.01 metre; range 0 – 500 metres (see 3GPP TS 37.355).

	integrityRisk
	integer
	M
	10..90
	Indicates the IR for which the HPL and VPL are provided. The IR is given by P=10-0.1n [hour-1] where n is the value of integrityRisk and the range is 10-1 to 10-9 per hour (see 3GPP TS 37.355).



Proposal:		Provide the following response to the questions in [1] back to SA2:
[bookmark: _Hlk117650425]-	The parameter that should be provided by the LCS client, AF or UE to the GMLC or AMF, and further forwarded to LMF should be a Boolean parameter indicating whether Integrity Results are requested or not.
-	The information that should be provided by the LMF/AMF back to the LCS client, AF or UE should be the horizontal protection level (HPL) (mandatory) and vertical protection level (VPL) (optional), together with the associated integrity risk (IR) (mandatory).

4.	Summary
In this contribution, we discussed the SA2 LS on "GNSS integrity requirement provisioning" [1]. The following observations and proposals are made.
Observation 1:	The Target Integrity Risk (TIR) does not need to be provided by the LCS client, AF or UE in a Location Request.
Observation 2:	The Time To Alert (TTA) does not need to be provided by the LCS client, AF or UE in a Location Request.
Observation 3:	The Alert Limit (AL) does not need to be provided by the LCS client, AF or UE in a Location Request.
Observation 4:	The Integrity Results provided back to the LCS client, AF or UE should include the horizontal PL (mandatory) and vertical PL (optional), together with the associated integrity risk (mandatory).
Proposal:		Provide the following response to the questions in [1] back to SA2:
-	The parameter that can be provided by the LCS client, AF or UE to the GMLC or AMF, and further forwarded to LMF should be a Boolean parameter indicating whether Integrity Results are requested or not.
-	The information that can be provided by the LMF/AMF back to the LCS client, AF or UE should be the horizontal protection level (HPL) (mandatory) and vertical protection level (VPL) (optional), together with the associated integrity risk (IR) (mandatory).

A draft response LS is provided in the Annex of this contribution accordingly.
Annex: Draft Response LS to SA2
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Title:	[draft] Response LS on GNSS integrity requirement provisioning
Response to:	S2-2209966 (R2-2211040)
Release:	Rel-17
Work Item:	5G_eLCS_Ph2

Source:	RAN2
To:	SA2
Cc:	SA1
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1. Overall Description:

RAN2 thanks SA2 for their LS on 'GNSS integrity requirement provisioning'.

RAN2 would like to provide the following answer to SA2's question:

The parameter that can be provided by the LCS client, AF or UE to the GMLC or AMF, and further forwarded to the LMF should be a Boolean parameter indicating whether Integrity Results are requested or not.
The information that can be provided by the LMF/AMF back to the LCS client, AF or UE (Integrity Results) should be the horizontal protection level (HPL) (mandatory) and vertical protection level (VPL) (optional), together with the associated integrity risk (IR) (mandatory).

RAN2 sees no value in additional input parameters like Target Integrity Risk, Time To Alert and Alert Limit because these parameters depend on the UE/network capabilities and cannot be arbitrarily imposed by an LCS Client.

2. Actions:
To SA2 group.
ACTION: 	RAN2 kindly asks SA2 to take the above information into account.

3. Date of Next TSG-RAN2 Meetings:
TSG-RAN2 Meeting #121		27 February - 3 March 2023			Athens, GR
TSG-RAN2 Meeting #121bis-e	17-26 April 2023						Electronic Meeting
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