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	Reason for change:
	There is an inconsistency in the current procedural text for PDCP control PDU handling, including status report, ROHC feedback and EHC feedback.

1/ In the section for transmit/receive operation of status reporting, nothing about ciphering or integrity protection is mentioned. 
	-	submit the PDCP status report to lower layers as the first PDCP PDU for transmission via the transmitting PDCP entity as specified in clause 5.2.1 for Uu interface and in clause 5.2.3 for PC5 interface.



2/ But in the part for transmit/receive operation of interspersed ROHC feedback, it is specified that the PDCP entity shall not perform ciphering for the corresponding control PDU. 
	-	submit to lower layers the corresponding PDCP Control PDU as specified in clause 6.2.3.2 i.e. without associating a PDCP SN, nor performing ciphering, as specified in clause 5.2.1.
…
-	deliver the corresponding interspersed ROHC feedback to the associated ROHC protocol without performing deciphering.



3/ While in the part for transmit/receive operation of EHC feedback, the text says that PDCP control PDU for EHC feedback shall be handled without performing ciphering and integrity protection.
	-	submit to lower layers the corresponding PDCP Control PDU as specified in clause 6.2.3.3 i.e. without associating a PDCP SN, nor performing ciphering/integrity protection.
…
-	deliver the corresponding EHC feedback to the EHC protocol without performing deciphering/integrity verification.



As we know, the ciphering and integrity protection is not applicable to PDCP Control PDUs. This has been clearly captured by the specification in clause 5.8&5.9.  There is no need to clarify for each specific kind of control PDU redundantly. 
Besides, the current misaligned description is quite confusing and may cause misunderstanding to implementation. It also causes confusion when adding procedural text for new PDCP control PDUs.


	
	

	Summary of change:
	Remove the wording about ciphering and integrity protection from the procedural text for PDCP control PDU for ROHC feedback and EHC feedback to make it aligned with the text for PDCP status report.

Impact analysis
Impacted 5G architecture options:
NR SA, NR-DC, NE-DC, (NG)EN-DC
Impacted functionality:
[bookmark: OLE_LINK16]PDCP ciphering, PDCP integrity protection
[bookmark: OLE_LINK7][bookmark: OLE_LINK8]Inter-operability: 
If the UE is implemented according to this CR while the network is not, there is no inter-operability problem.
If the network is implemented according to this CR while the UE is not, there is no inter-operability problem.

	
	

	Consequences if not approved:
	The misalignment remains for handling different kind of PDCP control PDUs and may cause misunderstanding and confusion when adding new PDCP control PDUs.
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[bookmark: _Toc76574162][bookmark: _Toc52796479][bookmark: _Toc52752017][bookmark: OLE_LINK3]START OF CHANGES
[bookmark: _Toc37126966][bookmark: _Toc46492079][bookmark: _Toc46492187][bookmark: _Toc108991255]5.7.6	PDCP Control PDU for interspersed ROHC feedback
[bookmark: _Toc12616353][bookmark: _Toc37126967][bookmark: _Toc46492080][bookmark: _Toc46492188][bookmark: _Toc108991256]5.7.6.1	Transmit Operation
When an interspersed ROHC feedback is generated by the ROHC protocol, the transmitting PDCP entity shall:
-	submit to lower layers the corresponding PDCP Control PDU as specified in clause 6.2.3.2 i.e. without associating a PDCP SN, nor performing ciphering, as specified in clause 5.2.1.
[bookmark: _Toc12616354][bookmark: _Toc37126968][bookmark: _Toc46492081][bookmark: _Toc46492189][bookmark: _Toc108991257]5.7.6.2	Receive Operation
At reception of a PDCP Control PDU for interspersed ROHC feedback from lower layers, the receiving PDCP entity shall:
-	deliver the corresponding interspersed ROHC feedback to the associated ROHC protocol without performing deciphering.
NEXT CHANGE
[bookmark: _Toc37126981][bookmark: _Toc46492094][bookmark: _Toc46492202][bookmark: _Toc108991270]5.12.6	PDCP Control PDU for EHC feedback
[bookmark: _Toc37126982][bookmark: _Toc46492095][bookmark: _Toc46492203][bookmark: _Toc108991271]5.12.6.1	Transmit Operation
When an EHC feedback is generated by the EHC protocol, the transmitting PDCP entity shall:
-	submit to lower layers the corresponding PDCP Control PDU as specified in clause 6.2.3.3 i.e. without associating a PDCP SN, nor performing ciphering/integrity protection.
[bookmark: _Toc37126983][bookmark: _Toc46492096][bookmark: _Toc46492204][bookmark: _Toc108991272]5.12.6.2	Receive Operation
At reception of a PDCP Control PDU for EHC feedback from lower layers, the receiving PDCP entity shall:
-	deliver the corresponding EHC feedback to the EHC protocol without performing deciphering/integrity verification.
END OF CHANGES

