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1 Introduction

Regarding the identification and authorization of NCR, four alternative solutions are captured in the TR. In October, RAN3 discussed the solutions and made the following agreements:

	RAN3 conclusions

The NCR authorization indicator is provided from AMF to gNB explicitly over the NG interface. 

It can be applied to any solution selected.

The discussion on RAN impact on validation function is pending to SA3 reply LS.

gNB-CU knows whether the connected gNB-DU supports NCR based on OAM configuration.

Down selection on all solutions which takes the feedback from SA3 and SA5 into account can be discussed in next RAN3 meeting.

The NCR-OAM connectivity requirement should be supported, further details can be discussed. 

The following aspects may be regarded as issues in RAN3 with contribution driven:

· How the NCR selects a cell belongs to a gNB that supports NCR operation (e.g., OAM configure a list of cell can be accessed by NCR, cell broadcast)?

· Once NCR is authorized, whether gNB-CU indicates to the gNB-DU about NCR authorization?

· Whether the needs for gNB-CU or gNB-DU to configure which cell(s) can be used for NCR device accessing, e.g., due to overload?

RAN3 has the understanding that V2X like Solution 4 has NAS impact.


In addition, RAN3 has sent a LS to SA3/5, ask for the views on NCR management solution 1 and 2. In this meeting, we received the LS from SA3 [3]. According to the WID, RAN3 is the leading group for the objective of NCR management, in our view, RAN3 is the responsible group for down-selection of solutions, but from RAN2 perspective, we can discuss the potential Uu impact.  

2 Discussion
2.1  NCR supported indication in SIB
Upon cell selection and reselection, NCR-MT needs to know whether a NR cell supports NCR functionality. To facilitate the procedure, the gNB can indicate “NCR supported” indicator in SIB1. Such indicator can either be an explicit indicator, or based on the presence of other NCR specific configuration (if introduced) in SIB1. This is similar to the operation in IAB and RedCap.
Proposal 1:
gNB can explicitly or implicitly indicate in SIB1 whether the cell supports NCR operation.
2.2  NCR identification
NCR identification is one of the functions of NCR management. The gNB needs to identify whether the RRC connection is initiated by a NCR-MT or other type of UE, so the gNB can perform NCR operations. In addition, if the mandatory features (especially mandatory features without capability signalling) defined for NCR-MT are different from legacy NR UE, then NCR identification is also used to indicate the supported mandatory features.

There are three options for NCR-MT identification:

· Option-1: Include explicit indication (e.g. 1bit) in UE capability; 

· Option-2: Include explicit indication (e.g. 1bit) in Msg5;

· Option-3: Based on the NCR indication received from AMF (note: agreed in RAN3 last meeting). 
Option-2 and Option-3 are associated with NCR management solutions, i.e. option-2 is part of solution 3 (IAB like solution), and option-3 is part of solution 4 (V2X like solution). The down-selection of NCR management solutions is under discussion in RAN3 now.
Observation 1: The selection between Option-2 and Option-3 depends on the down-selection of NCR management Solution 3 (IAB like solution) and Solution 4 (V2X like solution), which is now under RAN3’s discussion (e.g. about the potential NAS impact). 
However, despite the selection of NCR management solution, option-1 may always be needed if the mandatory features defined for NCR-MT are different from legacy NR UEs. If that is the case, then having the explicit indication in capability signaling is useful at least when NCR capability is transferred between RAN nodes. 
Observation 2: Option-1 is always needed if the mandatory features for NCR-MT are different from legacy NR UEs.

Adopting option-1 does not mean the option-2 or option-3 is not needed for NCR-MT identification. Similar to RedCap, besides Msg1/Msg3 early identification, one explicit indication was also introduced in capability signaling for RedCap.

And option-1 is a purely RAN2 issue, so we suggest to adopt option-1 in RAN2 first. While for option-2 and option-3, RAN2 can wait for RAN3’s conclusion on NCR management solution. Then RAN2 can consider other solution for NCR identification.
Proposal 2:
NCR-MT indicates its device type (e.g. 1bit indicator) in UE capability container.

Proposal 3:  RAN2 waits for RAN3 on other potential Uu impact for NCR identification.
2.3  NCR validation
NCR validation provides additional validation for the NCR. The motivation is to prevent the wrongly deployment of licensed NCR from accessing the network, therefore the NCR-MT can send assistant information to RAN for further validation, as we known, NAS authorization is not sufficient for this checking. The assistant information used for validation can be a serial number of the NCR. The gNB validates the NCR by comparing the reported assistant information and local stored assistant information.
In the SA3 LS sent to RAN3, SA3 asks RAN3 to clarify the details of NCR validation. Since NCR validation is part of NCR management, and RAN3 is the leading group of this objective, it is reasonable for RAN3 to clarify the use case of NCR validation. However, the NCR validation has impact on RAN2 spec because the transmission of assistant information is via Uu interface, thus from RAN2 perspective, RAN2 can clarify the NCR validation procedure via Uu interface.
Observation 3: SA3 asks RAN3 to clarify the details of NCR validation, from RAN2 perspective, RAN2 can clarify the NCR validation procedure over Uu interface. The use cases of NCR validation can be clarified by RAN3.

From functional point view, the reporting of NCR-MT assistant information can be triggered by either the NCR-MT or the network.

In NCR-MT triggered method, the NCR-MT can initiate the procedure by sending UEAssistanceInformation message to the gNB if the serving cell “NCR supported” indicator is broadcast in system information.
In network triggered method, the network can use UEInformationRequest message to request the assistant information from NCR-MT, and the NCR-MT sends the information in UEInformationResponse message. Note that validation procedure is performed after RRC security procedure, so the NCR is already identified. The network can decide to trigger RAN validation based on the NCR identification and NCR-MT’s capability (whether support NCR validation).
Observation 4: Reporting of NCR assistant information can be triggered by the network or by NCR itself. 

From network control point of view, the network triggered method provides more flexibility and it is up to the operator to decide whether to deploy it.
Proposal 4:  From RAN2 perspective, for NCR validation, to reuse UEInformationRequest/ UEInformationResponse procedure for NCR assistant information request and report, it is controlled by the network.
Regarding SA3’s LS, RAN2 can provide information on the potential Uu procedure of NCR validation, whether NCR validation can be supported or not depends on the further evaluation from SA3.
Proposal 5:  Reply to SA3 about the potential Uu procedure of NCR validation.
3. Conclusion

In this contribution, proposals and observations are:

Observation 1: The selection between Option-2 and Option-3 depends on the down-selection of NCR management Solution 3 (IAB like solution) and Solution 4 (V2X like solution), which is now under RAN3’s discussion (e.g. about the potential NAS impact). 

Observation 2: Option-1 is always needed if the mandatory features for NCR-MT are different from legacy NR UEs.

Observation 3: SA3 asks RAN3 to clarify the details of NCR validation, from RAN2 perspective, RAN2 can clarify the NCR validation procedure over Uu interface. The use cases of NCR validation can be clarified by RAN3.

Observation 4: Reporting of NCR assistant information can be triggered by the network or by NCR itself. 

Proposal 1:
gNB can explicitly or implicitly indicate in SIB1 whether the cell supports NCR operation.

Proposal 2:
NCR-MT indicates its device type (e.g. 1 bit indicator) in UE capability.

Proposal 3:  RAN2 waits for RAN3 on other potential Uu impact for NCR identification.
Proposal 4:  From RAN2 perspective, for NCR validation, to reuse UEInformationRequest/ UEInformationResponse procedure for NCR assistant information request and report, it is controlled by the network.
Proposal 5:  Reply to SA3 about the potential Uu procedure of NCR validation.
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