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1 Introduction
The work item on network-controlled repeater aims to provide a cost effective means of extending network coverage was approved at RAN#97[1]. The detailed objectives related to RAN2 include:
· Specify the signalling and behavior of the following side control information for controlling the NCR-Fwd [RAN1, RAN2]
· Beamforming
· UL-DL TDD operation
· ON-OFF information
Note: Power control information will be checked in RAN#98e.
· Specify control plane signalling and procedures [RAN2, RAN1]
· The configuration of signalling for side control information indication
· NOTE: Down-selection of solutions in section 7.2 of TR 38.867 is needed
· Specify the solution of network-controlled repeater management (i.e., the identification and authorization/validation of NCR) [RAN3, RAN2]
· NOTE: Down-selection of solutions in section 8 of TR 38.867 is needed taking into the account the feedback of other working groups (i.e., SA3 and SA5). From security point of view, the feasibility of NCR validation procedure in solution 1 and the feasibility of solution 2 will be decided by SA3.The selected solution shall provide inter-vendor interoperability. 
The four potential solutions in TR38.867 should be down-selection in normative phase. In the view of the fact that the criterions of down-selection are still unclear at this stage and the evaluation of Solution 1 and Solution 2 should wait the conclusion of SA3 and SA5, this paper aims to discuss the criterions of down-selection and provide views on the signalling configuration of side control information from RAN2’s perspective. 
2 Discussion
2.1 Criterions of Down-selection
The following criterions should be considered in down-selection:
· inter-vendor interoperability
· low cost for network-controlled repeater 
· no or less impact on Core network/ Authentication System
· security(SA3)
The criterion on inter-vendor interoperability was agreed in RAN#97e meeting. Here we would like to point out that the so called “inter-vendor interoperability “also needs to evaluate whether the interoperability issue could be addressed by implementation. For the legacy repeater or RF repeater which is not the “RAN entity” specified in 3GPP, operators and other standard organizations had specified their own standards or regional standards to achieve interoperability between repeater and OAM [2][3][4]. This work has lasted more than ten years. It is not reasonable to overstate the impact of “inter-vendor interoperability “.
The “low cost” aims to provide a quickly deployed and low cost solution as the legacy RF repeater in 2G/3G/4G. Compared to the existing IAB, small cell and legacy UE, the network-controlled repeater is a stationary device and does not support the requirement of QoS, DRBs, slices, and etc. In [5], operator had provided their requirements and views on NCR as below:
The smart repeater is considered as a RF layer relay (different from L2/L3 relay), which is expected to be quickly deployed whenever a coverage hole is detected. Upgrading core network for the repeater causes unnecessary time and cost. Therefore, this will seriously affect the progress of large-scale commercial deployment for NCR.
Thus, it is need to simplify the protocol and key procedures for NCR to achieve the objective of low cost. The evaluation result based on this criterion should be mainly decided by RAN2. The legacy repeater is transparent to CN and Authentication System. Based on this, we don’t expect to introduce any complexity functionalities introduced to CN and Authentication System. 
Proposal 1: The following criterions should be considered in down-selection:
· inter-vendor interoperability
· low cost for network-controlled repeater 
· no or less impact on Core network/ Authentication System
· security
2.2 RAN2 impact analysis
1) DRB
The Network-controlled repeater (NCR) is modeled as Fig. 1, which consist of the NCR-MT and NCR-Fwd. The NCR-Fwd is used to perform the amplify-and-forwarding of RF signal while the NCR-MT is used to communicate with gNB via the Control link (C-link), such as side control information. Therefore, the NCR-MT shall have a full control plane protocol stack to support control link. On the user plane of NCR-MT, it is needed to establish DRBs to support OAM traffic between OAM and NCR.
[image: ]
Figure 1: Conceptual model of NCR
[bookmark: _Hlk115418316]Proposal 2: It is needed to configure DRBs for NCR to support OAM traffic.
2) Signalling radio bearer
According to the following RAN1#109 agreements, the RRC messages should be supported to configure necessary information for receiving L1/L2 signalling:
	Agreement (RAN1#109)
The NCR-MT can obtain the necessary configuration for receiving the L1/L2 signaling of the side control information.
· Option 1: The necessary configuration is from RRC.
· Option 2: The necessary configuration is from OAM or hard-coded.
· Option 3: The necessary configuration is partially configured by RRC and partially configured by OAM or hard-coded.
For an NCR-MT, the necessary configurations from RRC and/or OAM(or hard-coded) contain:
· The configurations of PHY channels to carry the L1/L2 signaling: 
· The configurations for receiving PDCCH and PDSCH.
· The configurations for transmitting PUCCH, if needed.
· The configurations for transmitting PUSCH, if needed.
· The configurations of L1/L2 signaling: 
· The configurations for DCI.
· The configurations for UCI, if needed.
· The configurations for MAC CE, if needed.


Generally, SRBs are used for the transmission of RRC and NAS messages. Based on the call flows for four potential solutions in TR38.867, the analysis of SRB is elaborated as below:
· SRB0and SRB1: The initial Access procedure was included in the four potential solutions.Therefore, SRB0 and SRB1 shall be support to transmit RRC messages before the RRC connection establishment.
· SRB2: At least for Solution 3 and Solution 4, the initial NAS message is needed for NCR authorization at CN side.
· Other SRB: we don’t see the need to support other SRBs specified in NR. 
Proposal 3: It is proposed to support SRB0/SRB1/SRB2.
3) RRC State 
On RRC state, at least RRC connected and RRC idle state shall be supported. But for RRC inactive state, we are still unsure of whether it is really needed. First of all, there is no other traffic/QoS flow except OAM traffic configured in NCR. This means NCR should not consider how to reduce the signalling overhead for small data. Secondly, it is also need to further discuss the behaviour of NCR-Fwd when NCR-MT enter RRC inactive if RRC inactive state is agreed. Based on the above considerations, the RRC inactive state of NCR-MT may be configured as optional. 
Proposal 4: On RRC state, RRC connected and RRC idle state shall be supported, while RRC inactive is optional.   
4) ON-OFF behavior of NCR-Fwd 
In RAN1#110, following agreements on NCR-Fwd were made to control the ON-OFF behaviour of NCR-Fwd: 
	[bookmark: _Hlk115266682]Agreement (RAN1#110)
The NCR-Fwd is always expected to be “OFF” unless otherwise explicitly or implicitly indicated by gNB.
· Note-1: This applies to the case regardless of the RRC state of NCR-MT.
· Note-2: Indication (e.g., received when NCR-MT in RRC-connected) or DRX state of NCR-MT to control the ON-OFF behaviour of NCR-Fwd when the NCR-MT is in RRC-idle/inactive is not precluded.
The above is not meant to imply any signalling design for NCR-Fwd ON-OFF.



[bookmark: _GoBack]It could be observed that, the NCR-Fwd is always expected to be OFF no matter the RRC state of NCR-MT. In RRC-connected, both the dynamic and semi-static indication can be considered to control the NCR-Fwd ON-OFF. Since the configuration of NCR-Fwd ON-OFF usually depends on the statistics of network, semi-static configuration may be more efficient. On the other hand, the NCR is generally deployed in the poor coverage area. If the DRX-like pattern ON-OFF of NCR-Fwd is performed in NCR RRC idle state, the NCR-Fwd OFF over the paging/broadcast time may cause call drops. For instance, if the UE enters idle state when NCR-Fwd is OFF, the UE cannot receive the paging/broadcast message.
In case NCR-MT is in active mode, a TA-like NCR-Fwd ON-OFF mechanism can be introduced to reduce the signalling overhead. The semi-static MAC CE indication can be used to control the NCR-timer. Upon reception of the NCR-timer command, the NCR-MT starts the NCR-timer and turns-on the RF chain of repeater. If there is no new command received before the NCR-timer expires, the NCR-Fwd will be turned off.
Proposal 5: In NCR-MT connected state, a TA-like NCR-Fwd ON-OFF scheme can be introduced to reduce the signalling overhead. 
In NCR-MT idle state, the broadcast message can be used to control the NCR-Fwd’s ON-OFF. Generally, the NCR-Fwd is OFF. When the NCR-MT receives the broadcast message with the indication “ON”, it turns on the NCR-Fwd. Once the NCR-Fwd turns on, the NCR can fall back to the legacy RF repeater to ensure network coverage. 
Proposal 6: In NCR-MT idle state, the broadcast messages can be used to control the NCR-Fwd’s ON/OFF. When the NCR-Fwd turns on, the NCR can fall back to the legacy RF repeater.
5) Timing Advance
To assist data transmission, NCR-MT should obtain TA commands from the gNB to determine its uplink transmission timing. The NCR-MT can obtain the first timing advance command from the random access response message. The NCR-MT starts the TA timer after receiving it. The NCR-MT will then adjust the uplink timing when it receives updated TA command from the network. Considering that the NCR-MT is stationary, the TA timer of the NCR-MT will not expire. In other words, the timing value in the TA command is infinite.
Proposal 7: NCR-MT will maintain a TA timer for uplink timing alignment.
3 	Conclusions
The paper analyses some issues regarding the side control information of network-controlled repeaters, and concludes the following proposals:
Proposal 1: The following criterions should be considered in down-selection:
· inter-vendor interoperability
· low cost for network-controlled repeater 
· no or less impact on Core network/ Authentication System
· security
Proposal 2: It is needed to configure DRBs for NCR to support OAM traffic.
Proposal 3: It is proposed to support SRB0/SRB1/SRB2.
Proposal 4: On RRC state, RRC connected and RRC idle state shall be supported, while RRC inactive is optional.
Proposal 5: In NCR-MT connected state, a TA-like NCR-Fwd ON-OFF scheme can be introduced to reduce the signalling overhead.
Proposal 6: In NCR-MT idle state, the broadcast messages can be used to control the NCR-Fwd’s ON/OFF. When the NCR-Fwd turns on, the NCR can fall back to the legacy RF repeater.
Proposal 7: NCR-MT will maintain a TA timer for uplink timing alignment.
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