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Introduction
In RAN2#119-e, RAN2 started discussion on Network verified UE location item, which is part of the Rel-18 Revised WID: NR NTN (Non-Terrestrial Networks) enhancements [1], and agreed that [2]:
	Agreements:
1.	The UE location information is considered verified if the reported GNSS position is consistent with the network based assessment to within 5-10 km (similar to terrestrial network macro cell size) (it is assumed that there is no RAN2 spec impact due to this)
2.	RAN2 should consider, as starting point, the re-use of the LCS framework of the LMF network for the network verification procedure. Send an LS to SA2 indicating RAN2 assumption on this
3.	The network verification of the UE reported location may combine one or several 3GPP defined RAT dependent positioning methods (e.g. Multi RTT, DL/UL-TDOA, DL-AoA, NR E-CID, etc.).



Moreover, RAN2 informed SA2 of agreement to consider the re-use of the LCS framework for the network verification procedure [3]:
	RAN2 is considering the re-use of the LCS framework of the LMF for the network verification of UE reported location information in NTN.



In this contribution, we discuss the issue of network verification of UE location and potential solution. 
Discussion
The need for NW verified UE location 
In RAN2#113bis-e, SA3-LI provided the following answer on reliability of UE-generated location [4]: 
	SA3LI notes that… UE-generated location information is unlikely to be considered reliable for network selection purposes. Therefore, a method such as GNSS/A-GNSS cannot be considered as reliable or trusted unless the information provided by the UE can be verified by the network.


Observation 1: UE location information based on GNSS/A-GNSS may not be reliable or trusted. 
Moreover, according to TR 38.882 [5], a malicious UE may provide a fake location to attempt access to a core network that serves a country different to that where the UE is located: 
	In principle, just as a malicious UE could fake its selected PLMN, it could also fake its GNSS measurements;


Observation 2: A UE may intentionally provide a fake/misleading location information in the attempt to access a core network different to that where the UE is actually located. 
The UE may unintentionally report an inaccurate location due to, e.g. inaccuracy in GNSS positioning or UE close to a border area where it may not be possible to resolve the country in which UE is located.
Observation 3: A UE may unintentionally provide an inaccurate location information, e.g. due to inaccuracy in positioning method or uncertainly of location close to country border. 
Potential solution for Network verified UE location
In RAN2#119-e, RAN2 agreed to consider the re-use of the LCS framework of the LMF network for the network verification procedure, and further requested SA2 view on this agreement in LS in [3].
	RAN2 is considering the re-use of the LCS framework of the LMF for the network verification of UE reported location information in NTN.

RAN2 would like to inform SA2 about this agreement and ask for any related feedback.



Moreover, in RAN3#117, RAN3 also discussed the network verified UE location in NTN, and agreed: 
	· The verification is performed in the CN.
· If the reported UE location is not correct, the CN will take necessary action and Rel-17 behavior can be kept as baseline. FFS on new cause value.
· RAN3 wait for RAN1/2 progress on the specific position method to be used for verification.



In our understanding, and considering RAN2 and RAN3 agreements, the network-based location verification of the UE-generated location information could be performed at the AMF, and may leverage assistance information, from the CN, that is related to this UE. For example, the AMF could use NWDAF analytics (i.e. statistics and/or predictions) from the 5GC, as defined in TS 23.288 [6], related to the UE location (e.g. UE mobility analytics and/or UE expected behaviour analytics) in current or previously visited countries to determine whether the UE reported location information is potentially reliable and trustable or not. Then the AMF could either accept or terminate/reject the UE access attempt to the CN in a given country.  
Moreover, following SA2 discussion on RAN2 LS [3], the proposals under consideration are that the:
· Verification of UE location information provided via satellite access should be performed leveraging the LCS framework at the 5GC [7].
· AMF is the entity in charge of providing the location verification decision. 
· AMF may trigger location service procedures as defined in TS 23.273 [8] to determine the UE location verification decision.
· AMF may receive assistance information from NWDAF and/or NG-RAN to perform the location verification decision.

Proposal 1: The network-based location verification solution, at the AMF, uses assistance information from CN to verify UE-generated location information.

Finally, considering the ongoing discussion in SA2/RAN3 on CN-based verification solutions, we think that RAN2 should wait for input/feedback from SA2/RAN3 before proceeding to select suitable solutions. 
Proposal 2: RAN2 to wait for progress in SA2/RAN3 on potential CN-based solution for verification of UE-reported location. 

Conclusion
In this contribution we discussed the issue of network verification of UE location and proposed a potential solution that considers assistance information from the CN on the UE mobility/location behavior. The following are the observations and proposals in this contribution: 
Observation 1: UE location information based on GNSS/A-GNSS may not be reliable or trusted. 
Observation 2: A UE may intentionally provide a fake/misleading location information in the attempt to access a core network different to that where the UE is actually located. 
Observation 3: A UE may unintentionally provide an inaccurate location information, e.g. due to inaccuracy in positioning method or uncertainly of location close to country border. 

Proposal 1: The network-based location verification solution, at the AMF, uses assistance information from CN to verify UE-generated location information.
Proposal 2: RAN2 to wait for progress in SA2/RAN3 on potential CN-based solution for verification of UE-reported location.  
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