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Introduction
The Rel-18 NR NTN SID was agreed upon during the RAN#94-e [1] meeting and revised during the RAN#95 meeting, where one of the objectives included the study of solutions for the network verified UE location in NTN networks as indicated by the following:
	Network verified UE Location:
[bookmark: _Hlk89953816]Pending on the conclusion of the RAN SI FS_NR_NTN_netw_verif_UE_loc study item, study and evaluate, if needed, solutions for network to verify UE reported location information [RAN2,RAN1,RAN3].

[bookmark: _Hlk86407450][bookmark: _Hlk102684345]RAN is expected to determine by RAN#98 whether the study has identified any need for Network verified UE location specification support in Rel-18.




Further to the above, RAN completed a use case and requirement study [TR 38.882, 2] where the key recommendation of the study includes the following:

	TR 38.882 Recommendation (Study on requirements and use cases for network verified UE location for Non-Terrestrial-Networks (NTN) in NR (Release 18):
In this study, we have identified the need to define a network-based solution which aims at verifying the reported UE location information.
The verification should be performed independently from the location information reported by UE.
The UE location information for the study is considered verified if the reported UE location is consistent with the network based assessment to within 5-10 km (similar to terrestrial network macro cell size), enabling country discrimination and selection of an appropriate core network in order to support all the regulatory services (i.e. emergency call, lawful intercept, public warning, charging/billing).
The solution should not impact significantly the latency of the targeted services nor infringe privacy requirements that apply to the UE location.
The study in [RAN2,RAN1,RAN3], which will study and evaluate solutions for the network to verify UE reported location information, shall consider the following aspects:
-	The scenario of single satellite (or HAPS) in view by the UE at a time is considered with higher priority.
-	Multiple satellite (or HAPS) in view by the UE may be considered if time allows
-	Assume that the UE is attached to a network (so that its context has been set up in the network) for the purpose of positioning
-	Different solutions or positioning methods for NGSO, GSO or HAPS are not precluded
-	When considering solutions based on positioning methods, existing 3GPP defined RAT dependent positioning methods shall be considered as baseline. Other methods are not precluded.
-     Solutions using existing NG-RAN architecture and procedures shall be considered







In TSG-RAN WG2 Meeting #119, following were agreed:

Agreements:
1. The UE location information is considered verified if the reported GNSS position is consistent with the network based assessment to within 5-10 km (similar to terrestrial network macro cell size) (it is assumed that there is no RAN2 spec impact due to this)
1. RAN2 should consider, as starting point, the re-use of the LCS framework of the LMF network for the network verification procedure. Send an LS to SA2 indicating RAN2 assumption on this
1. The network verification of the UE reported location may combine one or several 3GPP defined RAT dependent positioning methods (e.g. Multi RTT, DL/UL-TDOA, DL-AoA, NR E-CID, etc.).

This contribution provides a discussion into the different aspects for consideration in relation to network verified UE location in NTN deployments.
Network verified UE Location Accuracy Requirements
Reliable UE location is an important functionality for NTN and its applicable services including Public Warning System, LI, Emergency Services, Charging and Tariff Notifications, which had already been studied and documented in TR23.737.  Furthermore, it has been established that reliance on the UE reported GNSS location information is insufficient due to the reliability of such reported location information, which may be prone to tampering and/or spoofing.
Due to the inherently large cell sizes in NTN, the existing terrestrial mechanisms to obtain UE location information via Cell ID information is not sufficient. A terrestrial cell size may lie in the range of between 5-10 km and it is expected that the network verification accuracy requirement may have to at least meet this requirement. One of the requirements for operators for non-terrestrial networks, is that the network must reliably know the location information of a UE attached to the network in order to select the appropriate core network functions and successfully register the UE. Once the appropriate core network has been selected for a UE, it is possible to support some services subject to national regulations or other operational constraints. The conclusions of TR 38.882 have identified the need to define a network-based solution which aims at verifying the reported UE location information. Moreover, it specifies that the verification should be performed independently from the location information reported by UE. The criterion for verification is set as follows:
The UE location information for the study is considered verified if the reported UE location is consistent with the network based assessment to within 5-10 km (similar to terrestrial network macro cell size), enabling country discrimination and selection of an appropriate core network in order to support all the regulatory services (i.e. emergency call, lawful intercept, public warning, charging/billing).
However, emergency services may require stringent accuracy requirements as stipulated by regulatory agencies such as FCC, e.g., for E911 calls a 50 m horizontal accuracy or provide a dispatchable location for 70 percent of all wireless 911 calls is specified and the European Commission, e.g., for E112 calls, a horizontal position error of maximum 5 m in open sky conditions and maximum of 25 m in urban canyon conditions with a confidence level of 95 %.   
Proposal 1: RAN2 to confirm that the network verification accuracy requirement is at least in the range between 5-10 km for NTN. FFS whether additional requirements need to be defined for other services, e.g., emergency services.
[bookmark: _Hlk110772949]General LCS and NTN architecture considerations
NTN comprises of 2 architecture types including the transparent payload and regenerative payload architecture. For the purposes of the study, the transparent payload is mainly considered, whereby the gNB transmits information in transparent manner to the via a gateway and NTN satellite. The LCS architecture is shown in Figure 1, where the LMF is a key component in enabling LCS (location service procedures) within 3GPP positioning framework .


[bookmark: _Ref110860151]Figure 1: LCS architecture overview
Since the NTN architecture additionally involves NTN gNB and gateway entities, further study is needed as to if there are any changes required within the LCS framework to support efficient signalling and procedures considering the large propagation delays as well as moving anchor nodes (satellites).
Observation 1: There may be impacts to the LCS architecture and procedures for network verified location given the nature of NTN deployment, e.g., propagation delays, mobile satellites (with NGSO).
Figure 2 is an illustration of the LCS architecture incorporating NTN network architecture elements for a transparent payload architecture and a single satellite connectivity case. 
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[bookmark: _Ref110862947]Figure 2: LCS and NTN architecture comprising of a single satellite connection
It is also important to note that the architecture comprising of a single or satellite case may directly impact the configured positioning techniques as certain methods require the use of at least 2 or more anchor nodes to be supported and/or for enhanced accuracy, e.g., DL-TDoA
Proposal 2: The single satellite case has been prioritized based on the conclusions of the TR 38.882, and further study is required regarding the impact to the overall LPP procedures, e.g., the types of positioning methods to perform NTN RAT-dependent positioning to assist in the verification process.  RAN1 coordination may be required.


One of the key open issues is to define the network entities that would initiate, maintain and terminate the UE location verification process including the entity that would perform the verification process. One option may be that the initiating network entity would also do the verification process. For example, the AMF may initiate the UE location verification process by initiating a NI-LR via a location estimate request based on RAT-dependent methods to the LMF and would also do the verification process based on the location estimate response received from the LMF. Further SA2 coordination would be required. 
Proposal 3: RAN2 to further study in coordination with SA2 on which the core network (CN) entities which may trigger and perform the network UE location verification procedure, e.g., using the NI-LR LCS procedure. Send LS to SA2.  
Low Latency NW UE location verification
Generally, the LCS procedures rely on a combination of lower layer signalling (e.g., RRC) and higher-layer signalling (e.g., LPP) and coupled with the NTN propagation delays, may lead to longer processing times for performing network UE verification. Furthermore, if the same network entity is the initiating and verification entity and moreover depending on the RAT-dependent method(s) used for the verification process, such processes may result in large latency for obtaining the UE location verification results in NTN networks. Moreover, TR 38.882 specifies that the solution should not impact significantly the latency of the targeted services nor infringe privacy requirements that apply to the UE location. However, NTN systems have larger round trip time (RTT), where RTT further varies based on the type of deployed orbital constellations (e.g., GEO, MEO, LEO, HAPS, etc.). The large delay may result in inaccurate positioning estimates. The problem may be less severe in case of regenerative payload, but in case of transparent payload, the accuracy of a positioning method may also be affected by delay of feeder and service links as gNB functionalities are coupled at ground with gateways. In addition to already a large latency in NTN network, that may already impact of positioning methods accuracy and latency requirements, additional signalling for the verification procedure of the UE location may add more latency of the targeted services. Thus, verification procedure may either result in wrong conclusion or have a large latency which may not fulfil the latency requirement of the targeted service. 
Observation 2: Large latency in NTN with transparent payload may result in inaccurate verification process or may not fulfil the latency requirement of the targeted service. 
One way of reducing the latency of the network verification procedures is considering support for local LMF capabilities in either the gateway or NTN gNB. By provisioning some of the LMF functionality in the NTN NG-RAN, the overall UE location network verification latency may be reduced. 
Another low latency verification option may be to validate the UE’s location based on certain pre-defined criteria to establish the frequency of the network verification procedures. Since the network verification procedures may require involvement of the LMF and associated location procedures, it is important to understand how often the network may perform the verification procedures.
Proposal 4: RAN2 to support low latency network verification procedures taking into account the extended propagation delays of NTN by considering at least the following:
· Mechanisms to reduce LCS NG-RAN and core network signalling, e.g., identifying the need and benefits of supporting a local LMF in the NTN NG-RAN.
· Identify the frequency of the network verification procedures to avoid unnecessary/redundant triggering of the verification.  
· Identify the validity of the provided verified network UE location
Alternatively, RAN-based verification of UE location is also feasible with NTN-specific mechanisms introduced in Rel-17 towards low latency solutions. For example, although not designed for UE location verification purposes, timing advance report as well as differential propagation delay report can somehow reveal information of UE position. As shown in Figure 3, multiple (e.g., 3) reported timing advance values or differential propagation delay values could be sufficient to verify UE’s location.
[image: ]
[image: ]
Figure 3. UE location verified by multiple timing advance or differential propagation delay values
Observation 3: UE position can be verified by multiple timing advance or differential propagation delay values to its serving cell in different time points.
Therefore when UE location verification is needed, Rel-17 NTN mechanisms can be leveraged with minor enhancements as RAN-based solutions.
Proposal 5: RAN2 to consider RAN-based solutions for UE location verification purposes in coordination with the RAN1 on the feasibility of existing/new RAT-dependent positioning techniques.
Satellite Multi-connectivity related architectural aspects for NTN RAT-dependent positioning
In NTN systems, a UE may be connected to multiple satellites of same orbital constellation or different orbital constellations, e.g., LEO-LEO, LEO-MEO, or LEO-GEO, where satellites may further be connected to different gateways/gNBs. Moreover, each gateway/gNB may be connected to one core network positioning entity, e.g., AMF or to different positioning entities the serving LMF via same AMF, as shown Figure 4, where the positioning would be based on multiple gNBs connected to multiple satellites of same or different NTN orbital constellations. Alternatively, multiple gateways in an NTN network are connected to the different LMFs via different AMFs, where each gateway may support one or multiple satellites in one orbital constellation (LEO-LEO, MEO-MEO, GEO-GEO) or multiple orbital constellations (LEO-MEO, LEO-GEO, etc.) as shown in Figure 5. In such case, one AMF/LMF acts as the serving AMF/LMF, while other AMF/LMF acts as neighbouring AMF/LMF and assist in positioning.  

[image: ]
[bookmark: _Ref110873773]Figure 4 Multi connectivity between two transparent NTN-based NG-RAN that are connected with one AMF/LMF
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[bookmark: _Ref110873834]Figure 5: Multi connectivity between two transparent NTN-based NG-RAN that are connected with multiple AMFs/LMFs
Proposal 6: Study the impact of different multi-connectivity NTN architectures on positioning procedures and verification procedures, e.g., including the use of multi-satellites or TN and NTN connectivity scenario.
In case of multi connectivity involving transparent NTN NG RAN and cellular (TN) NG-RAN, various architectures may be realized. For example, the TN based gNB and NTN gateway/gNB (one or multiple) may be connected to the same LMF via the AMF, as shown in Figure 6, whereas one or multiple gateways can further be connected to one or multiple satellites of same or different orbital constellations. In such a case, the positioning would be based on number of satellites connections and the number of TN gNB connections to the same AMF. In one architecture, multi connectivity may involve transparent NTN NG-RAN and TN based NG-RAN, where one or multiple gateways (gNBs) are connected to a single AMF/LMF that act either as serving AMF/LMF or as neighboring AMF/LMF. The cellular gNB is connected to a different AMF/LMF that may act as either of serving AMF or as neighboring AMF/LMF, as shown in Figure 7.
In cases, where multi-connectivity involves NTN based NG-RAN and TN based NG-RAN, the location accuracy may be enhanced by deploying positioning resources in both NTN and TN based NG-RANs. However, from the network verified location aspects, if a UE has TN and NTN connectivity, the verification procedure should always be based on TN based NG-RAN where cell-ID based method may be employed. This would also be true, even in case where the AMF/LMF connected to TN NG-RAN node acts as neighboring AMF/LMF. 
[bookmark: _Hlk115189378]Proposal 7: In case of a mixed multi-connectivity scenario involving TN NG-RAN and NTN NG-RAN, the verification procedure does not involve NTN NG-RAN and is based on cell-ID of TN NG-RAN.
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[bookmark: _Ref110872848]Figure 6: Mixed TN and NTN architecture NTN based NG-RAN and TN based NG-RAN -Option 1


[image: ]
[bookmark: _Ref110873747]Figure 7: Mixed TN and NTN architecture NTN based NG-RAN and TN based NG-RAN – Option 2

Conclusion
The following observations are summarized as follows in relation to NTN network verified UE location:
Observation 1: There may be impacts to the LCS architecture and procedures for network verified location given the nature of NTN deployment, e.g., propagation delays, mobile satellites (with NGSO).
Observation 2: Large latency in NTN with transparent payload may result in inaccurate verification process or may not fulfil the latency requirement of the targeted service.
Observation 3: UE position can be verified by multiple timing advance or differential propagation delay values to its serving cell in different time points.
The proposals are summarized as follows:
Proposal 1: RAN2 to confirm that the network verification accuracy requirement is at least in the range between 5-10 km for NTN. FFS whether additional requirements need to be defined for other services, e.g., emergency services.
Proposal 2: The single satellite case has been prioritized based on the conclusions of the TR 38.882, and further study is required regarding the impact to the overall LPP procedures, e.g., the types of positioning methods to perform NTN RAT-dependent positioning to assist in the verification process.  RAN1 coordination may be required.
Proposal 3: RAN2 to further study in coordination with SA2 on which the network entities which may trigger, initiate, and perform the network UE location verification procedure, e.g., using the NI-LR LCS procedure. Send LS to SA2.
Proposal 4: RAN2 to support low latency network verification procedures taking into account the extended propagation delays of NTN by considering at least the following:
· Mechanisms to reduce LCS NG-RAN and core network signalling, e.g., identifying the need and benefits of supporting a local LMF in the NTN NG-RAN.
· Identify the frequency of the network verification procedures to avoid unnecessary/redundant triggering of the verification.  
· Identify the validity of the provided verified network UE location

Proposal 5: RAN2 to consider RAN-based solutions for UE location verification purposes.
Proposal 6: Study the impact of different multi-connectivity NTN architectures on positioning procedures and verification procedures, e.g., including the use of multi-satellites or TN and NTN connectivity scenario.

Proposal 7: In case of a mixed multi-connectivity scenario involving TN NG-RAN and NTN NG-RAN, the verification procedure does not involve NTN NG-RAN and is based on cell-ID of TN NG-RAN.
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