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Introduction
The RAN2 related objectives with regard to the signalling of control information for the NCR WI is captured in the WID [1] as follows:
· Specify the signalling and behavior of the following side control information for controlling the NCR-Fwd [RAN1, RAN2]
· Specify control plane signalling and procedures [RAN2, RAN1]
· The configuration of signalling for side control information indication
This document discusses some RAN2 aspects of these objectives.
Discussion
As captured in TR38.867 [2], the network-controlled repeater (NCR) is modelled as Figure 1, which includes the NCR-MT and NCR-Fwd, where NCR-MT is defined as a function entity to communicate with a gNB via Control link (C-link) to enable the information exchanges (e.g. side control information at least for the control of NCR-Fwd) and NCR-Fwd is defined as a function entity to perform the amplify-and-forwarding of UL/DL RF signal between gNB and UE via backhaul link and access link. The backhaul link and access link over NCR-Fwd is simply used for forwarding RF signals to the UE, the signalings are transparent to the NCR. 
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[bookmark: _Ref115283933]Figure 1. Conceptual model of Network-controlled repeater
The first objective of the WI is mainly for RAN1 to specify what configurations needs to be provided to the NCR for side control and how this is signalled.  RAN1 is still discussing what configuration needs to be provided and has not made much agreements on yet on this aspect.  RAN2 can wait for further RAN1 progress and agreements before discussing the actual side control information for NCR-FWD.
On the second objective, RAN1 has discussed the different possibilities to signal this information to the NCR and made the following agreements:
Agreement
The NCR-MT can obtain the necessary configuration for receiving the L1/L2 signaling of the side control information.
· Option 1: The necessary configuration is from RRC.
· Option 2: The necessary configuration is from OAM or hard-coded.
· Option 3: The necessary configuration is partially configured by RRC and partially configured by OAM or hard-coded.
Agreement
For an NCR-MT, the necessary configurations from RRC and/or OAM(or hard-coded) contain:
· The configurations of PHY channels to carry the L1/L2 signaling: 
· The configurations for receiving PDCCH and PDSCH.
· The configurations for transmitting PUCCH, if needed.
· The configurations for transmitting PUSCH, if needed.
· The configurations of L1/L2 signaling: 
· The configurations for DCI.
· The configurations for UCI, if needed.
· The configurations for MAC CE, if needed.

Based on the above RAN1 agreements, L1/L2 signalling is used to control the NCR-FWD and RRC or OAM (or a combination of) is used to provide the configuration of the L1/L2 signalling.  3GPP should focus on providing a multivendor standardised solution for NCR.  While use of OAM is possible for a particular implementation/deployment, it does not provide a fully standardised multi-vendor interoperable model.  Besides, dynamic update of the configuration by OAM is likely to be slow and complex as it needs to be coordinated simultaneously and continuously between gNB and NCR. Hard-coded configuration, has similar issues as the OAM solution and can be expected to static for potentially the ON duration of the NCR and can be limiting.  From a RAN2 perspective, RAN2 should focus on developing a solution for the use of RRC to provide the configuration for L1/L2 side control signalling.  
Proposal 1: RAN2 should focus on developing a solution using RRC to provide the configuration for L1/L2 side control signalling.  OAM based/hard coded solution is not precluded in an implementation.
As is shown in the Figure 1, the NCR consists of an NCR-MT and NCR-FWD function,  where NCR-MT is defined as a function entity to communicate with a gNB via Control link (C-link) to enable the information exchanges (e.g. side control information at least for the control of NCR-Fwd).  Besides carrying side control information for the collocated NCR-Fwd, the NCR also needs to support the function of identification and authorisation.  
Observation 1: NCR consists of 3 functions: 1) NCR-FWD 2) NCR-side control information and its configuration 3) NCR authorisation
Different solutions were discussed for identification and authorisation of the NCR in the previous meeting and captured in the TR38.867 [2].  These solutions (with the possible exception of solution 2) require/re-use a normal UE stack.  This UE stack provides for the initial access and authorisation of the NCR and can generally be expected to be a normal UE in many respects, there are some exceptions as discussed further below. At very least, this UE stack used for identification/authorisation has an RRC functionality.  
The NCR-MT L1/L2 signalling to provide the configuration of the side control information must be configured by an RRC.  RAN1 has not specifically agreed which RRC function this is.  Re-using this RRC function of the UE stack that performs the initial access and authorisation (as opposed to a different control stack purely for configuring the L1/L2 of the NCR-MT) maximises re-use of the UE function and simplifies the overall design and reduces cost.  For example, there is only one protocol stack required for both functions.  
Proposal 2: RRC function of the protocol stack used to perform the NCR identification and authorisation is also used to provide the L1/L2 configuration for NCR-MT.   
An IE or message can be defined in RRC to carry the configuration of the L1/L2 of the side control information.  
When MAC CEs are used for side control, there are two options possible to carry the MAC-CE.  A MAC layer could be modelled above the L1 of the side control in the NCR-MT. Alternatively, the MAC of the UE function used for authorisation can itself carry the side control MAC CEs.  
It is simpler to re-use the MAC of the UE function used for NCR authorisation to directly provide the side control information (if needed) rather than develop a mini-user plane stack for NCR-MT of PHY and MAC for side control.  
Proposal 3: MAC of the UE function used for NCR authorisation can directly provide the side control information MAC CE (if needed) 
If an RRC (besides L1 and MAC CE) is also used for NCR-side control, the RRC of the UE function for authorisation can also be used for this (similar to the proposal above for MAC-CE).  Whether the L1 of the NCR-MT can also be part of the L1 of the UE function can be left to RAN1.
Such protocol stack can be modelled as shown in the figure below. 


Figure 2. Protocol stack model for NCR using “UE” function used for NCR authorization also for carrying side control MAC-CE and configuring the L1 of side control signalling 

Proposal 4: The combined function for the side control information and the UE function associated with the initial access and authorisation is termed as NCR-MT.
While the NCR-MT (and UE function) and the NCR-FWD may not always use the same cell, ensuring they are both cells of the gNB  provides some simplification or even the same cell.  Internal to the gNB, it is simpler to have a common node that can provide the configuration to carry the side control information as well as providing the side control information itself and the NCR-FWD.  
Typically, an NCR is used as a repeater if there is a coverage hole in a cell.  That is, the repeater is meant to provide the functionality for a particular cell where this hole is identified.  Based on the previous proposal, the NCR-MT and UE function should also camp and connect to a cell in the same gNB as the NCR-FWD and where the coverage hole has been identified.  This implies that the UE function of the NCR-MT should be modified to select only the appropriate cell that can be used to control the NCR-FWD.  
Proposal 5:  The gNB of the cell that the NCR-MT is connected to, is also the gNB of the cell that NCR is a repeater for (whether they both have to be the same cell is FFS).  The NCR-MT UE function should be modified to only select the cell that can be used to control the NCR-FWD.
As the UE function of NCR-MT is only providing the authorisation of the NCR and configuring the side control L1/L2, it is clear that the UE authorisation function and NCR side control function  do not have to support all of the mandatory functionality of a UE.  For example, HO procedure is not supported for the NCR and NCR-MT.  DRBs may not need to be supported.  On the other hand, it is useful to support RLM and reestablishment procedure in the UE function of the NCR-MT to recover from potential RLF (the restriction to the one cell for cell selection will ensure that the reestablishment will be towards the same cell).  It is also not essential to support DRBs on the UE function of the NCR-MT.  These can be discussed in a later phase of the WI.
Proposal 6: It is not essential to support of the mandatory features or DRBs for the UE function of the NCR.  This can be discussed in a later phase of the WI.  
The UE functions of the NCR (termed NCR-MT as proposed above) will use the RRC connection to the gNB for both the side control information and the configuration of the L1/L2 for the side control information.  As in the previous proposals, the UE function for authorisation and side control information is supported by a common UE protocol stack.  The existing principles of the RRC should be followed for this NCR-MT function; that is, the NCR-MT must be in RRC connected state to be able to exchange signalling with the gNB.  However, this does not mean that specifications should prevent the NCR-MT from being in other states, provided it is possible to transition back to connected state when needed.  
Proposal 7: The current principles of RRC, where UE has to be in CONNECTED or using SDT (if supported) to exchange signalling is followed also for NCR-MT.  
Summary and proposals
This document looked that overall protocol framework for signalling for NCR for both side control information and initial UE access and authorisation.  The following observations and proposals were made:
Proposal 1: RAN2 should focus on developing a solution using RRC to provide the configuration for L1/L2 side control signalling.  OAM based/hard coded solution is not precluded in an implementation.
Observation 1: NCR consists of 3 functions: 1) NCR-FWD 2) NCR-side control information and its configuration 3) NCR authorisation
Proposal 2: RRC function of the protocol stack used to perform the NCR identification and authorisation is also used to provide the L1/L2 configuration for NCR-MT.   
Proposal 3: MAC of the UE function used for NCR authorisation can directly provide the side control information MAC CE (if needed). 
Proposal 4: The combined function for the side control information and the UE function associated with the initial access and authorisation is termed as NCR-MT.
Proposal 5:  The gNB of the cell that the NCR-MT is connected to, is also the gNB of the cell that NCR is a repeater for (whether they both have to be the same cell is FFS).  The NCR-MT UE function should be modified to only select the cell that can be used to control the NCR-FWD.
Proposal 6: It is not essential to support of the mandatory features or DRBs for the UE function of the NCR.  This can be discussed in a later phase of the WI.  
Proposal 7: The current principles of RRC, where UE has to be in CONNECTED or using SDT (if supported) to exchange signalling is followed also for NCR-MT.  
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