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[bookmark: _Ref165266342]Introduction
In RAN2#119e meeting [1], the following agreements regarding NPN were achieved:
NPN
1	The support of SON/MDT enhancement in both SNPN and PNI-NPN scenarios are considered.
2	RAN2 to use R16 NPN functionality as baseline for R18 SONMDT.
In this contribution, we will provide our analyses and proposals on the support of SON enhancement for NPN. Furthermore, our analyses are focused on the Rel-16 NPN since RAN2 agreed that use Rel-16 NPN functionality baseline for R18 SON/MDT.
Discussion
Background of NPN 
Non-Public Network (NPN) was introduced from Rel-16 for non-public use, two deployment options can be supported:
-	a Stand-alone Non-Public Network (SNPN) when not relying on network functions provided by a PLMN; or
-	a Public Network Integrated (PNI) NPN when relying on the support of a PLMN.
An SNPN is identified by a PLMN ID and NID broadcast in SIB1, which is a network that has the same functions as the public network. For a UE in SNPN access mode, the UE only selects and registers with SNPNs. In Rel-16, mobility is only supported in the same SNPN, i.e., for RRC_IDLE/RRC_INACTIVE, UEs operating in SNPN access mode only can select/reselect cells within the selected/registered SNPN; for a UE in RRC_CONNECTED, the source NG-RAN knows the serving SNPN ID (i.e., PLMN+NID) for UE and the NG-RAN node is aware of the SNPN ID(s) supported by neighbour cells, cells that do not support the serving SNPN ID are not considered as candidate target cells by the source NG-RAN node. 
In PNI-NPN, a Closed Access Group (CAG) identifies a group of subscribers who are permitted to access one or more CAG cells associated with the CAG. A CAG is identified by a CAG identifier broadcast in SIB1. When a UE is configured with a CAG-only indication, mobility between CAG Member Cells can be supported. When a UE is not configured with a CAG-only indication, mobility between the public network and CAG Member Cells can be supported if the cell is part of either the selected PLMN or the registered PLMN or PLMN of the Equivalent PLMN list. The definition of CAG Member cell is that a cell broadcasting the identity of the selected PLMN, registered PLMN or equivalent PLMN, and for that PLMN, a CAG identifier belonging to the Allowed CAG list of the UE for that PLMN.
SON enhancement for NPN
For UE information reporting regarding RA report, RLF report and SHR, SON enhancements are only supported in the PLMN scenario while the NPN scenario is not considered. In our understanding, these reports can be reused as the baseline in NPN. 
Proposal 1: Take the existing RA report, RLF report and SHR as the baseline of SON enhancement for NPN.
However, only CGI is used to indicate the cell ID related information currently. Based on CGI, the network does not know whether the information reported by UE is related to the public network or the private network. Therefore, the NPN information (e.g., NPN ID) of the cell should be included in the existing RA report, RLF report and SHR.
Proposal 2: The NPN information of the cell, e.g., NPN ID, should be included in RA report, RLF report and SHR.
According to the existing procedure, PLMN checking is performed before sending the availability indicator for the report and transmitting the report. Mobility supported by UE is considered to define the principles of PLMN checking. In order to support SON enhancement for NPN, we think a similar principle should be adopted. 
For SNPN, considering mobility is only supported in the same SNPN, to prevent reports recorded in an SNPN from being reported to another SNPN or PLMN, UE shall store the registered SNPN when records the contents of reports, and SNPN checking is needed before sending the availability indicator for the report and transmitting the report. For PNI-NPN, since mobility between the public network and CAG Member Cells can be supported if the cell is part of either the selected PLMN or the registered PLMN or PLMN of the Equivalent PLMN list, so no enhancement is needed for PLMN checking for PNI-NPN.
Furthermore, for the RA report, PLMN checking before appending the contents of RA report is performed. To avoid UE recording RA reports from different SNPNs or to avoid UE recording both SNPN and PLMN reports in a list, SNPN checking is also needed before appending the contents of RA report.
Proposal 3: SNPN checking is needed before the following procedure:
· sending the availability indicator for RA report, RLF report and SHR; 
· transmitting RA report, RLF report and SHR;
· appending the contents of RA report.
Furthermore, another issue should be discussed is whether common report can be used for the public network and private network or separate reports should be used for the public network and private network. Based on the existing mechanism in the public network, it is possible to achieve report isolation between inequivalent PLMNs, but a common report is used for such inequivalent PLMNs. So for the report both for the public network and private network, if the PLMN checking and SNPN checking can be implemented correctly, a common report can be used.
[bookmark: _Hlk115342035]Proposal 4: Common report can be used for the public network and private network.
Conclusions
[bookmark: _Toc502437832]Based on the analyses given above, we have the following proposals:
Proposal 1: Take the existing RA report, RLF report and SHR as the baseline of SON enhancement for NPN.
Proposal 2: The NPN information of the cell, e.g., NPN ID, should be included in RA report, RLF report and SHR.
Proposal 3: SNPN checking is needed before the following procedure:
· sending the availability indicator for RA report, RLF report and SHR; 
· transmitting RA report, RLF report and SHR;
· appending the contents of RA report.
Proposal 4: Common report can be used for the public network and private network.
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