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1. [bookmark: OLE_LINK14][bookmark: OLE_LINK13]Introduction
[bookmark: _Hlk115447094]In RAN2#119e meeting[1], the following agreements are made during the first discussion on R18 RAT-dependent positioning integrity.
[bookmark: _Hlk53665621]Agreements:
Proposal 1: RAN2 to confirm the integrity principle of operation defined in the section 8.1.1a of TS38.305, including integrity definition (e.g., Error, Bound, Time to Alert, DNU, Residual Risk, irMinimum, irMaximum and Correlation Times; FFS if all parameters are needed in the RAT-dependent case), Equations for the GNSS integrity are reused for RAT dependent positioning methods.  
Proposal 2 (modified): RAN2 may add the mapping between Integrity definition/Fields (Integrity Alerts, error bounds (mean, StdDev), Residual Risks, Integrity correlation times ) and Error sources/assistance data for RAT-dependent positioning methods later once RAN1 identifies new error sources. In this contribution, we discuss the key issues and solutions to support integrity for RAT-dependent positioning from RAN2 perspective.
To strictly adhere to the agreements, we hereby make discussion about this topic from such aspects:
- Methodologies (principles of operation, definitions)
- error sources 
- General procedures
2. Discussion
[bookmark: _Hlk115447152]2.1	Methodologies
[bookmark: _Hlk115447188]2.1.1	General principle of Operations
[bookmark: _Hlk115447226]In line with the first agreement in the introduction part, we look through the terminology of positioning integrity and make further investigation.
Section 8.1.1a in TS 38.305[2] demonstrates the main concept of how the GNSS integrity mechanism monitors some certain errors, and how such errors could be functionalized as error sources to evaluate the integrity or just be taken no consideration in the current epoch.
	[bookmark: _Hlk93842271][bookmark: _Hlk93840853]8.1.1a	Integrity Principle of Operation
For integrity operation, the network will ensure that:
P(Error > Bound for longer than TTA | NOT DNU) <= Residual Risk + IRallocation               (Equation 8.1.1a-1)
for all values of IRallocation in the range irMinimum <= IRallocation <= irMaximum
for all the errors in Table 8.1.2.1b-1, which have corresponding integrity assistance data available and where the corresponding DNU flag(s) are set to false.
Equation 8.1.1a-1 holds for all assistance data that has been issued that is still within its validity period. If this condition cannot be met then the corresponding DNU flag must be set.
Only those satellites for which the GNSS integrity assistance data are provided are monitored by the network and can be used for integrity related applications.
Where:
[bookmark: OLE_LINK9][bookmark: OLE_LINK10]Error: Error is the difference between the true value of a GNSS parameter (e.g. ionosphere, troposphere etc.), and its value as estimated and provided in the corresponding assistance data as per Table 8.1.2.1b-1
Bound: Integrity Bounds provide the statistical distribution of the residual errors associated with the GNSS positioning corrections (e.g. RTK, SSR etc). Integrity bounds are used to statistically bound the residual errors after the positioning corrections have been applied. The bound is computed according to the Bound formula defined in Equation 8.1.1a-2. The bound formula describes a bounding model including a mean and standard deviation (e.g. paired over-bounding Gaussian). The bound may be scaled by multiplying the standard deviation by a K factor corresponding to an IRallocation, for any desired IRallocation within the permitted range.
Bound for a particular error is computed according to the following formula:
Bound = mean + K * stdDev																	(Equation 8.1.1a-2)
K = normInv(IRallocation / 2)
[bookmark: _Hlk114064274]irMinimum <= IRallocation <= irMaximum
where:	mean: mean value for this specific error, as per Table 8.1.2.1b-1
	stdDev: standard deviation for this specific error, as per Table 8.1.2.1b-1

Time-to-Alert (TTA): The maximum allowable elapsed time from when the Error exceeds the Bound until a DNU flag must be issued.
[bookmark: OLE_LINK5][bookmark: OLE_LINK6]DNU: The DNU flag(s) corresponding to a particular error as per Table 8.1.2.1b-1. Where multiple DNU flags are specified, the DNU condition in Equation 8.1.1a-1 is present when any of the flags are true (logical OR of the flags).
Residual Risk: The residual risk is the component of the integrity risk provided in the assistance data as per Table 8.1.2.1b-1. This may correspond to the fault case risk but the implementation is permitted to allocate this component in any way that satisfies Equation 8.1.1a-1.
The Residual Risk is the Probability of Onset which is defined per unit of time and represents the probability that the feared event begins. Each Residual Risk is accompanied by a Mean Duration which represents the expected mean duration of the corresponding feared event and is used to convert the Probability of Onset to a probability that the feared event is present at any given time, i.e.
P(Feared Event is Present) = Mean Duration * Probability of Onset of Feared Event		(Equation 8.1.1a-3)
irMinimum, irMaximum: Minimum and maximum allowable values of IRallocation that may be chosen by the client. Provided as service parameters from the Network according to Integrity Service Parameters.
Correlation Times: The minimum time interval beyond which two sets of GNSS assistance data parameters for a given error can be considered to be independent from one another.


Most importantly, Equation 8.1.1a-1 still holds for RAT-dependent positioning integrity operation in our understanding. It clarifies how to supervise and apply individual errors into the systemic integrity evaluation. Giving the knowledge of the integrity bound per error as the assistance data, the system would evaluate whether each error distribution is bounded below the desired integrity risk provided by the network and the LCS client. Within the validity time of the bound, if the error distribution no longer fulfils such requirement, the integrity mechanism would set a DNU flag to this error source and not view it as a possible component to intervene the final integrity evaluation on a system level.
Proposal 1: Reuse Equation 8.1.1a-1 as a baseline to evaluate if the error can be identified as a source for RAT-dependent positioning integrity. 
[bookmark: _Hlk115447273]2.1.2	Definitions
[bookmark: _Hlk115447288]2.1.2.1 error, bound
Distinguishing from GNSS, the primary difference of RAT-dependent positioning integrity lies in the definition of error and the provision of integrity bound.
In GNSS positioning, the GNSS provider takes charge of corrections (e.g. RTK, SSR etc.), which could also present residual error bounds in the form of the assistance data. These integrity bounds are meant to statistically bound the residual errors after the positioning has been corrected[3]. However, for RAT-dependent technologies, there is no way for the error to be corrected via external service providers, but rather to make estimation about the actual value of measurements taken by the related entity or assistance information suggested by the network. The term “error” and “bound” must be modified for the NR positioning integrity as follow.
Error: Error is the difference between the true value of a parameter and its value as measured or estimated by the corresponding entity.
Bound: Integrity Bounds provide the statistical distribution of the errors associated with the measurements and the assistance information provided by the corresponding entity. The bound is computed according to the Bound formula defined in Equation 8.1.1a-2. The bound formula describes a bounding model including a mean and standard deviation (e.g. paired over-bounding Gaussian, normal distribution etc.). The bound may be scaled by multiplying the standard deviation by a K factor corresponding to an IRallocation, for any desired IRallocation within the permitted range.
Bound for a particular error is computed according to the following formula:
Bound = mean + K * stdDev																	(Equation 8.1.1a-2)
K = normInv(IRallocation / 2)
irMinimum <= IRallocation <= irMaximum
where:	mean: mean value for this specific error
	    stdDev: standard deviation for this specific error
Proposal 2: RAN2 to discuss the definition of Error and Bound for RAT-dependent integrity.
· Error: Error is the difference between the true value of a parameter and its value as measured or estimated by the corresponding entity.
· Bound: Integrity Bounds provide the statistical distribution of the errors associated with the measurements and the assistance information provided by the corresponding entity.
[bookmark: OLE_LINK3][bookmark: OLE_LINK4]2.1.2.2 validity time
Quoted from TS38.305, the description of validity period is as follow.
	The validity time of the integrity bounds is set as equal to twice the SSR Update Interval for the given SSR Assistance Data message, i.e. the time period between the SSR Epoch Time and the SSR Epoch Time plus twice the SSR Update Interval in the GPS time scale.


As is clarified, the validity time is defined specifically for each bound. In GNSS positioning integrity, the bound is issued together with SSR update by the GNSS correction provider, so the validity time is not designed to be an individual IE but an implied time period equal to twice a known interval. Besides, this parameter sets a time limit to examine if the error source satisfies Equation 8.1.1a-1.
Observation 1: The validity time for the integrity bound is of significance to determine whether the bound is valid to hold Equation 8.1.1a-1 or not.
However, there is no regulated update interval for all the RAT-dependent positioning parameters. On top of that, not all the errors come from the assistance data transmission. There are some errors originated from the measurement process, which have no fixed renewal. 
Observation 2: The integrity bounds are varied because there is no consolidated source entity or update period for the recognized errors in RAT-dependent positioning.
Out of the significance of the validity time for integrity bound, we deem that the explicit definition of this parameter should be specified for positioning integrity, the value of which is determined based on implementation of the entity carrying the corresponding bound.
Proposal 3: RAN2 to discuss the definition of the validity time for integrity bound.
· Validity Time: The validity time is a period during which the corresponding integrity bound is viewed to be valid for integrity operation.
2.1.2.3 DNU
DNU stands briefly for “Do Not Use”, which is set by the location server to indicate if the particular GNSS parameter can be used to evaluate the positioning integrity. It is only explained in TS 38.305 that multiple DNU flags are present in a logical OR manner. We would like to make clear of this parameter above all. In RAT-dependent integrity, we assume that DNU is likely to be set by not only the location server that provides the error source as assistance data, but the UE or gNB which does measurements and provide corresponding error sources. We adopt to modify the definition of DNU flag accordingly.
Proposal 4: RAN2 to discuss the definition of DNU flag for RAT-dependent integrity.
· DNU: The DNU flag(s) indicate if the particular parameter can be used to evaluate the positioning integrity. When multiple DNU flags are specified, the DNU condition in Equation 8.1.1a-1 is present when any of the flags are true (logical OR of the flags).
2.1.2.4 others
With regard to TTA, it is an integrity KPI required by the LCS client on a service level. TTA is the maximum tolerant time that the error is allowed to exceed the bound without warning the system. The definition for this parameter is precise for both RAT-dependent and RAT-independent integrity.
The correlation times is utilized to distinguish a set of GNSS assistance data parameter for a given error independently from another. This parameter is merely of use for particular GNSS parameters, the range error and the range rate error of the ionosphere slant delay (STEC) correction and the orbit correction respectively. Therefore, it does not make sense to keep the correlation times for RAT-dependent integrity.
When it comes to the part of integrity risk, is it a specified threshold for the probability of an integrity feared event, upon which the corresponding event is viewed as a Hazardous Misleading Information, leading that the positioning system to become unavailable. According to the previous understanding, the integrity risk can be partitioned into the risk caused by maloperation fault and the unavoidable risk inherent in the system, any allocation of risk between the fault and the fault-free case is acceptable[4].
		
Each of these cases can be assigned a probability upper bound:
							
						


The UE is at liberty to choose any value of IRallocation (and hence K) within the range between irMinimum and irMaximum so long as it is within the prescribed range. In GNSS integrity, the values of irMinimum and irMaximum stand as parameters on a service level to be provided to the UE in the common assistance data. The Residual Risk values are provided by the Network as an additional fault probability that is in addition to the probability implied by the bound and choice of IRallocation, which can be calculated in accordance to Equation 8.1.1a-3 with parameters in the form of the associated generic assistance data. The partition is reasonable for RAT-dependent integrity as well, so the concept can be reused.
Proposal 5: Reuse the definition of TTA, Residual Risk, irMinimum and irMaximum, whereas no need to apply the definition of correlation times for RAT-dependent integrity.
2.1.3 Conceptual clarifications
2.1.3.1 Integrity modes
In our understanding, the previous discussion on the entity to do the positioning integrity operation mainly focuses on the entity that actually summarizes all the possible error sources and calculates the so-called “Protection Level” of a positioning session. Thus, we continually take this as a common sense for the future discussion on R18 RAT-dependent integrity. For the sake of the alignment on the terms, the definitions of positioning integrity modes are presented.
UE-based integrity: A mode of positioning integrity that the integrity result is computed at UE side.
LMF-based integrity: A mode of positioning integrity that the integrity result is computed at LMF side, which can be further categorized into UE-assisted integrity and RAN-node assisted integrity.
In LMF-based integrity, the further classification is made according to which entity actually takes the positioning measurements and then reports back to LMF.
On top of that, there has been an email discussion on the integrity assessment in RAN2-119e meeting[5]. The concept of assessment is more concerned with the operation that the entity compares the calculated PL with AL possibly in consideration of other related KPIs. In this mean, R17 GNSS integrity leaves the integrity assessment to the LCS client, where UE only calculates and reports the value of PL. One beneficiary to introduce the UE-based integrity assessment may reside in the situation that UE need not to expose its integrity requirements to LMF and assess the positioning system in its higher layers. That is, AL and TTA can be provided by the location server, by some applications on the device side or pre-configured in the device. However, UE is arbitrarily free to decide which set of requirements is in use. 
One thing worth to mention is that, to enable the calculation of PL, TIR is inevitable to be provided to the location server no matter which kind of integrity assessment is taken, thus no specification impact is foreseen in the current stage even if the UE-based integrity assessment is introduced. Most importantly, the need of positioning integrity (integrity requirements) is always coming with the Location service request and associated with the positioning session, we see few advantage to break through the framework of the original positioning procedures.
Proposal 6: RAN2 to align that the discussion of integrity mode is about the entity that calculates the integrity results, e.g., UE-based integrity, LMF-based integrity.
2.1.3.2 Relationship between position calculation and integrity
There has been a long history about the coupling issue on the position calculation and the integrity monitoring. In RAN2#119e-meeting[1], one raises an idea that the integrity operation can be initialized by the network independent of the positioning procedure launched by the service layer. Though the possible value of such use case, the integrity monitoring is entirely relied on the location estimation procedure. To be specific, all the integrity error sources come from the positioning steps and the involved entities. In this mean, an integrity result of the positioning system is assessed on the basis of a positioning procedure. In addition, from the agreement of RAN1#109e- and 110-meeting, UE measurement error is handled by UE implementation for UE-based integrity, suggesting a natural bond between the entity to compute the location and the positioning integrity. In our understanding, integrity result is of dependency to the positioning methods and assessment entity. The decoupling may introduce unnecessary signaling costs with little reward. Therefore, the entity that undertakes the responsibility of position calculation is obliged to determine the integrity results. That is, UE-based integrity is applied to UE-based positioning methods and LMF-based integrity is applied to UE-assisted and gNB-assisted positioning methods.
Observation 3: Integrity result is related to the positioning methods and assessment entity.
[bookmark: _Hlk114847848]Proposal 7: The entity that undertakes the responsibility of position calculation is obliged to determine the integrity results.
In a positioning system, LMF plays a role as the location server, which has the knowledge of each entity’s capabilities. In this context, LMF is able to synthesize the capabilities of calculation in location and integrity, and other factors (i.e. positioning QoS, integrity KPIs) in order to comprehensively determine whether LMF or UE does the computation.
Proposal 8: RAN2 to confirm LMF makes the decision whether LMF or UE calculates the integrity result.
2.2	error sources
2.2.1	Classification of error sources
According to RAN1#110 meeting[7], agreements regarding the identification of integrity error sources for each specific RAT-dependent positioning method have been raised for study. 
	Agreement
· For LMF-based positioning integrity mode, at least the followings are error sources for timing related measurements :
· RSTD measurement is an error source for DL-TDOA 
· RTOA measurement is an error source for UL-TDOA
· UE Rx-Tx time difference measurement is an error source for Multi-RTT
· gNB Rx-Tx time difference measurement is an error source for Multi-RTT
· FFS : Model of the error source (e.g., distribution, mean and/or standard deviation for integrity overbounding model, range)
· Note : Definition of “LMF-based positioning integrity mode” can be found in Table 9.4.1.1.1 in TR 38.857
Agreement
· For LMF-based positioning integrity mode, at least angle of arrival measurement is an error source for UL-AoA
· FFS : Model of the error source (e.g., distribution, mean and/or standard deviation for integrity overbounding model, range)
· FFS: The error can be expressed as the error of the AoA/ZoA in LCS or GCS or the error of a defined function of AoA/ZoA in LCS.
· Note : Definition of “LMF-based positioning integrity mode” can be found in Table 9.4.1.1.1 in TR 38.857

Agreement
For UE-based positioning integrity mode, at least the following are error sources in assistance data : 
· TRP location (e.g., NR-TRP-LocationInfo in TS 37.355) and Inter-TRP synchronization (e.g., NR-RTD-Info in TS 37.355) are error sources for DL-TDOA
· TRP location (e.g., NR-TRP-LocationInfo in TS 37.355) is an error source for DL-AoD
· FFS: whether boresight direction of DL-PRS (e.g., NR-DL-PRS-BeamInfo in TS 37.355) is an error source
· FFS: whether beam information of DL-PRS (e.g., NR-TRP-BeamAntennaInfo in TS 37.355) is an error source 
· FFS : Model of the error source (e.g., distribution, mean and/or standard deviation for integrity overbounding model, range)
· Other error sources are not precluded
· FFS : Applicability of the above error sources to LMF-based positioning integrity mode
· Note : Definition of “UE-based positioning integrity mode” can be found in Table 9.4.1.1.1 in TR 38.857
Agreement
For LMF-based positioning integrity mode, ARP location (e.g., ARPLocationInformation in TS 38.455) is an error source for UL-AoA.
· FFS : Model of the error source (e.g., distribution, mean and/or standard deviation for integrity)
· Note : Definition of “LMF-based positioning integrity mode” can be found in Table 9.4.1.1.1 in TR 38.857
· FFS : Whether the error statistics of ARP location is available at the gNB
· Other error sources are not precluded
Agreement
For LMF-based positioning integrity mode, at least inter-TRP synchronization is an error source for UL-TDOA. 
· FFS : Specification impact of inter-TRP synchronization as an error source for UL-TDOA
· Note : Definition of “LMF-based positioning integrity mode” can be found in Table 9.4.1.1.1 in TR 38.857
Agreement
Study the distribution of RSTD, RTOA and UE/gNB Rx-Tx time measurement error considering the following aspects: 
· Whether TEG-related timing error is an independent error source from timing related measurement error (e.g., RTOA, RSTD, UE/gNB Rx-Tx time difference)
· Whether the measurement error is considered for each ToA or for the reported RSTD value
· Other Details (e.g., mean and standard deviation)
Note : it is encouraged to provide the evaluation assumptions used by companies (e.g., requirements in TS 38.101, TS 38.104, TS 38.133, evaluation assumptions in TR 38.857, LOS/NLOS probability, measurement algorithm) and results (e.g., error histogram) if evaluation is used to determine the distribution, mean and standard deviation or range of values of an error source.


In this context, error sources can be generally categorized into two types. On the one hand, error could be stemmed from the measurement in any positioning method. However, for integrity computation at the UE side, any statistical information of the measurements can be processed internally within the UE, which is not considered as a source of error. On the other hand, there could be error arisen from the transmission of assistance data From LMF to UE, or TRP information from gNB to LMF. Whether this kind of error occurred during a downlink positioning process could be applied for LMF-based integrity is still left for further study. Besides, it is under investigation that the TEG-related timing measurement error is intrinsically bonded with other timing related measurement error. For a clear understanding, a summary of error sources identified by RAN1 is listed in Table 1.
Table 1. identified error sources in RAT-dependent Integrity
	
	LMF-based integrity
	UE-based integrity

	DL-TDOA
	TRP location (FFS);
Inter-TRP synchronization (FFS);
RSTD measurement @UE
	TRP location;
Inter-TRP synchronization

	UL-TDOA
	Inter-TRP synchronization (FFS, not the specified one in 37.355);
RTOA measurement @gNB
	[Not applicable]

	DL-AOD
	TRP location(FFS);
boresight direction of DL-PRS (FFS);
beam information of DL-PRS (FFS);
AOD measurement @UE
	TRP location;
boresight direction of DL-PRS (FFS);
beam information of DL-PRS (FFS)

	UL-AOA
	ARP location;
AOA (or a function of AOA) measurement @gNB
	[Not applicable]

	multi-RTT
	Tx-Rx timing difference measurement @UE;
Tx-Rx timing difference measurement @gNB
	[Not applicable]


[image: ]2.2.2	Mapping error sources into existing signaling information elements
Figure 1. error occurrence for the RAT-dependent positioning process
In order to recognize the occurrence of certain error source, we hence illustrate the interaction of each involving entity in a positioning procedure in Figure 1. 
It is easy to conclude that the measurement error is naturally bonded to the entity which takes such measurements. That is, such error source can be contained as an IE in the corresponding signaling, and transmitted to the location server specifically for the LMF-based integrity assessment. Say, when errors take place for a downlink positioning process, UE may take the responsibility to measure the PRS and to report not only the measurement result but also the probable paired-bounding of the measurement error (i.e.①UE measurement error). When it comes to an uplink positioning process, the functionality is similar for gNB to inform the location server about both the measurement result and its corresponding error bound (i.e.②gNB measurement error).
Blamed for the provision of some optional assistance data, LMF plays a role as another origin of error. This type of assistance data usually contains static information about the location or the synchronization on a TRP or beam level. Seeing from Table 1, since the UE-based integrity is inherently associated with the DL positioning method, the mistake produced by LMF (③error in assistance data) is therefore considered as a source to UE. However, as for LMF-based integrity, since it is LMF that handles both location estimation and integrity monitoring according to all kinds of information, there is no precise determination whether the assistance data can be identified as an error source in the DL positioning. Besides, one special error in assistance data worth to mention is the inter-TRP synchronization in UL-TDOA, for this kind of information exists as a downlink transmission in spite of its identification as an error source in an uplink positioning method. The handling of this error source (for example, to merge it as ④error in TRP-related information) is still waiting for RAN1’s research.
Due to above discussion, the affected specification is clearly understood. Error ① and Error ③ are destined to have an influence on TS 37.355 (LPP) for they are originated form the interaction between LMF and UE. On the contrary, Error ② and Error ④ impact TS 38.455 (NRPPa) when transferring the SRS measurement and the TRP information in between gNB and LMF.
Table 2. mapping error sources into possible impacted protocols and IEs
	Impacted specification/ protocol
	Type of error
	Error source
	Possible affected information element

	LPP/37.355
	Assistance data
	TRP location
	NR-TRP-LocationInfo

	LPP/37.355
	Assistance data
	Inter-TRP synchronization
	NR-RTD-Info

	LPP/37.355
	Assistance data
	boresight direction of DL-PRS
	NR-DL-PRS-BeamInfo

	LPP/37.355
	Assistance data
	beam information of DL-PRS
	NR-TRP-BeamAntennaInfo

	LPP/37.355
	measurement
	RSTD measurement
	[waiting for RAN1’s progress]

	LPP/37.355
	measurement
	AOD measurement 
	[waiting for RAN1’s progress]

	LPP/37.355
	measurement
	UE Rx-Tx timing difference measurement
	[waiting for RAN1’s progress]

	NRPPa/38.455
	TRP-related information
	ARP location
	ARPLocationInformation

	NRPPa/38.455
	TRP-related information
	Inter-TRP synchronization 
	SFNInitialisationTime [possible]

	NRPPa/38.455
	measurement
	RTOA measurement
	[waiting for RAN1’s progress]

	NRPPa/38.455
	measurement
	AOA (or a function of AOA) measurement
	[waiting for RAN1’s progress]

	NRPPa/38.455
	measurement
	gNB Rx-Tx timing difference measurement
	[waiting for RAN1’s progress]


Proposal 9: RAN2 to discuss the mapping relationships between error sources and the impacted protocols and IEs.
2.3	General procedures
2.3.1	UE-based integrity
Figure 2 illustrates a typical signaling procedure for UE-based integrity.


Figure 2. Signaling procedures of UE-based integrity
0. The integrity KPIs are delivered and finally arrived at the LMF via location service request from the LCS client.
1. The LMF obtains DL PRS configuration information from related TRPs. The TRP-related information error sources can be transmitted meanwhile if requested.
2. The integrity capabilities are requested by the LMF and provided by the UE, together with normal positioning capabilities.
3. The UE determines that certain positioning assistance data are desired and sends an LPP Request Assistance Data message to the LMF.
4. The LMF provides the requested assistance data in an LPP Provide Assistance Data message, associated with the requested error sources, e.g., TRP-related information error sources.
5. The LMF sends an LPP Request Location Information message to the UE for invocation of DL positioning. including any needed measurement configuration information, required response time and integrity requirements.
6. The UE performs the requested DL-PRS measurements from all gNBs provided in the assistance data in step 4 to obtain the location estimate.
7. The UE calculates its own location. The UE also determine the integrity results of the calculated location.
8. The UE then sends an LPP Provide Location Information message to the LMF, which includes the obtained location estimate and integrity results.
9. The LMF provides the location estimate and integrity results to the LCS client via location service response.
Proposal 10: For UE-based integrity, capture the above signalling procedures into the TR as the baseline.
Potential standard impact:
-	NRPPa messages TRP INFORMATION REQUEST/RESPONSE are enhanced to transfer TRP-related information error sources.
-	LPP messages Request/Provide Capabilities are enhanced to transfer UE integrity capabilities.
-	LPP messages Request/Provide Assistance data are enhanced to transfer TRP-related information error sources.
In RAN 2#115e-meeting, a few agreements concerning GNSS integrity signaling have been made in[8]:
Agreement:
Proposal 3: Agree that additional IEs are needed in LPP to support A-GNSS positioning integrity determination.
Proposal 11: RAN2 agrees to use Common Positioning IEs to transfer the KPIs and Integrity Results.
Proposal 12: RAN2 agrees that the LPP procedures can be used to transfer the KPIs and Integrity Results.
-	Reuse the common IEs to transfer integrity requirements and integrity results. (No extra spec impact)
Proposal 11a: For UE-based integrity, the potential standard impact of LPP includes new integrity capabilities and integrity assistance data transfer on a positioning method level, while the common IEs to transfer integrity KPIs and integrity results can be reused.
Proposal 11b: For UE-based integrity, the potential standard impact of NRPPa includes new TRP-related information error sources in TRP INFORMATION REQUEST/RESPONSE.
2.3.2	LMF-based integrity
Figure 3 illustrates a typical signaling procedure for LMF-based integrity.


Figure 3. Signaling procedures of LMF-based integrity
0. The integrity KPIs are delivered and finally arrived at the LMF via location service request from the LCS client.
1. The LMF obtains DL PRS configuration information from related TRPs. The TRP information error sources can be transmitted meanwhile if requested.
2. The integrity capabilities are requested by the LMF and provided by the UE, together with normal positioning capabilities.
3. The LMF sends an NRPPa POSITIONING INFORMATION REQUEST message to the serving gNB to request SRS configuration for the target UE.
4. The serving gNB decides the resource for SRS and further configures the target UE with the SRS configuration.
5. The serving gNB provides the SRS configuration information to the LMF in an NRPPa POSITIONING INFORMATION RESPONSE message.
6. In the case of semi-persistent or aperiodic SRS, the LMF may request activation of UE SRS transmission.
7. The LMF provides the SRS configuration to the selected TRPs in a NRPPa MEASUREMENT REQUEST message. The message may include the request for TRP measurement error sources.
8. The LMF sends an LPP Provide Assistance Data message to the target UE, which includes any required assistance data to perform the necessary DL-PRS measurements.
9. The LMF sends an LPP Request Location Information message to the UE for invocation of DL positioning. This message may include the request for UE measurement error source.
10. The UE performs the DL-PRS measurements and each TRP measures the SRS.
11. The UE reports the DL-PRS measurements to the LMF in an LPP Provide Location Information message, which may include the requested UE measurement error source.
12. Each TRP reports the UE SRS measurements to the LMF in an NRPPa MEASUREMENT RESPONSE message, which may include the requested TRP measurement error source.
13. In the case of semi-persistent or aperiodic SRS, the LMF sends a NRPPa POSITIONING DEACTIVATION message to the serving gNB.
14. The LMF calculates the location of the target UE and determines the integrity results of the calculated location.
15. The LMF provides the location estimate and integrity results to the LCS client via location service response.
Proposal 12: For LMF-based integrity, capture the above signalling procedures into the TR as the baseline.
Potential standard impact:
-	NRPPa messages TRP INFORMATION REQUEST/ RESPONSE are enhanced to transfer TRP-related information error source.
-	LPP messages Request/Provide Capabilities are enhanced to transfer UE integrity capabilities.
-	NRPPa messages MEASUREMENT REQUEST/ REPORT are enhanced to transfer gNB measurement error source.
-	LPP messages Request/Provide Location Information are enhanced to transfer and UE measurement error source.
Proposal 13a: For LMF-based integrity, the potential standard impact of LPP includes new integrity capabilities, assistance data transfer and location information transfer on a positioning method level.
Proposal 13b: For LMF-based integrity, the potential standard impact of NRPPa includes TRP-related information error sources in TRP information transfer and TRP measurement error sources in measurement transfer.
Note that there are some potential standard impacts on RAN3 side, RAN2 shall LS to RAN3 when RAN2 concludes on the standard impact.
Proposal 14: When RAN2 concludes on the standard impact, LS to RAN3 to confirm.
3. Conclusion
Overall, there come up the following observations during the discussion.
Observation 1: The validity time for the integrity bounds is of significance to determine whether the bound is valid to hold Equation 8.1.1a-1 or not.
Observation 2: The integrity bounds are varied because there is no consolidated source entity or update period for the recognized errors in RAT-dependent positioning.
Observation 3: Integrity result is related to the positioning methods and assessment entity.

We therefore make the proposals about the RAT-dependent positioning integrity as follow.
Methodologies
Proposal 1: Reuse Equation 8.1.1a-1 as a baseline to evaluate if the error can be identified as a source for RAT-dependent positioning integrity.
Proposal 2: RAN2 to discuss the definition of Error and Bound for RAT-dependent integrity.
· Error: Error is the difference between the true value of a parameter and its value as measured or estimated by the corresponding entity.
· Bound: Integrity Bounds provide the statistical distribution of the errors associated with the measurements and the assistance information provided by the corresponding entity.
Proposal 3: RAN2 to discuss the definition of the validity time for integrity bound.
· Validity Time: The validity time is a period during which the corresponding integrity bound is viewed to be valid for integrity operation.
Proposal 4: RAN2 to discuss the definition of DNU flag for RAT-dependent integrity.
· DNU: The DNU flag(s) indicate if the particular parameter can be used to evaluate the positioning integrity. When multiple DNU flags are specified, the DNU condition in Equation 8.1.1a-1 is present when any of the flags are true (logical OR of the flags).
Proposal 5: Reuse the definition of TTA, Residual Risk, irMinimum and irMaximum, whereas no need to apply the definition of correlation times for RAT-dependent integrity.
Proposal 6: RAN2 to align that the discussion of integrity mode is about the entity that calculates the integrity results, e.g., UE-based integrity, LMF-based integrity.
Proposal 7: The entity that undertakes the responsibility of position calculation is obliged to determine the integrity results. 
Proposal 8: RAN2 to confirm LMF makes the decision whether LMF or UE calculates the integrity result.

Error sources
Proposal 9: RAN2 to discuss the mapping relationships between error sources and the impacted protocols and IEs.

General procedures
Proposal 10: For UE-based integrity, capture the above signalling procedures into the TR as the baseline.
Proposal 11a: For UE-based integrity, the potential standard impact of LPP includes new integrity capabilities and integrity assistance data transfer on a positioning method level, while the common IEs to transfer integrity KPIs and integrity results can be reused.
Proposal 11b: For UE-based integrity, the potential standard impact of NRPPa includes new TRP-related information error sources in TRP INFORMATION REQUEST/RESPONSE.
Proposal 12: For LMF-based integrity, capture the above signalling procedures into the TR as the baseline.
Proposal 13a: For LMF-based integrity, the potential standard impact of LPP includes new integrity capabilities, assistance data transfer and location information transfer on a positioning method level.
Proposal 13b: For LMF-based integrity, the potential standard impact of NRPPa includes TRP-related information error sources in TRP information transfer and TRP measurement error sources in measurement transfer.
Proposal 14: When RAN2 concludes on the standard impact, LS to RAN3 to confirm.
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