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1	Overall description
RAN2 would like to thank SA3 for their LS (R2-2206976/S3-221700) which concerns approach to enhance 5GS to mitigate false base stations. SA3 has asked following questions to RAN2: 
	Several Key Issues (KIs) have been identified in TR 33.809, among which is KI#2 on the authenticity and replay protection of System Information (SI). 
SA3 would like to seek feedback from RAN2 on the following questions: 
1.  How many bytes in each of the existing SIBs can be used to carry additional security information?
2. What are the impacts of introducing a new SIB for carrying security information that can be requested by a UE on demand to validate the security of existing SIBs? How many bytes in this new SIB can be used to carry security information at maximum? 
3. What are the impacts of scheduling a new SIB so that a UE can acquire the new SIB to validate the security of existing SIBs? More specifically, what periodicity can this new SIB be broadcasted?



RAN2 would like to respond to above-listed questions as follows:
1. The maximum size of SIB is 2976 bits as specified in TS 38.331. Actual size of the existing SIB depends on the corresponding configurations and parameters, so the remaining bit varies per each SIB. Note that these SIBs are subject to further enhancements for new releases and available space should also be preserved. 

2. A new SIB can be introduced by the existing SI framework as defined in TS 38.331. The current SI framework is flexible, and allows both periodic transmission and on-demand transmission for each SIB. The new SIB can carry up to 2976 bits, as stated in point 1.

3. The existing SI framework schedules SIBs by mapping SIB(s) to SI message(s). The new SIB can be mapped to a separate SI message or can be mapped together with other SIB(s) in an SI message. The existing SI framework supports flexible scheduling periodicities (which can be 80/160/320/640/1280/2560/5120 ms) for the SI message. A specific periodicity for an SI message carrying the new SIB can be selected by the network configuration using the existing SI framework. 
2	Actions
To: SA3 
ACTION: 	RAN2 kindly asks SA3 to take into account the above information in their work.
3	Dates of next TSG RAN WG 2 meetings
RAN2#119-bis-e	10 -19 October 2022		Online
RAN2#120	     	14 -18 November 2022		Canada


